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CARTA DE LOS EDITORES

Retos de la humanidad ante el horizonte de
la singularidad tecnoldgica
EDITORS  LETTER

Daniel Garcia San José
Fernando Llano Alonso
César Villegas Delgado

Se estima que la humanidad se encuentra sola en nuestro planeta, sin la compafnhia de otras es-
pecies del mismo género, desde hace aproximadamente 30.000 anos. Segun Eudald Carbonell,
uno de los arquedlogos y paleontélogos mas prestigiosos de Espafia, hace 60.000 anos coexistian
en la tierra hasta cinco especies humanas: el homo sapiens, el homo neandertal, el homo erectus,
el hominido de Desinovay el homo floresiensis. Por lo tanto, la soledad del homo sapiens es relati-
vamente reciente y, si nos atenemos al guidn de la evolucién, puede que tenga los dias contados.
En este sentido, Carbonell considera que, de confirmarse las previsiones de los cientificos de la
evolucion humana, cabria esperar al menos que en un futuro llegasen a convivir (0 mas bien
coexistir) tres especies distintas: el homo sapiens (seres humanos sin mutaciones ni alteraciones
genéticas), una segunda especie posthumana (surgida a partir de profundas modificaciones bio-
genéticas), y una tercera especie compuesta de elementos biologicos y cibernéticos: los ciborgs.

Para Edgar Morin, filésofo y sociélogo francés, tanto los constantes cambios que estan produ-
ciéndose en la sociedad contemporanea como consecuencia de la revolucion biogenética y neo-
tecnoldgica, como los incesantes progresos tecnocientificos, nos permiten vislumbrar en el ho-
rizonte del futuro unas posibilidades inauditas de transformacion en la naturaleza biolégica del
ser humano, un desarrollo exponencial de las técnicas y del conocimiento, y una transformacién
de la naturaleza misma del individuo, la sociedad y la especie humana. Estas alteraciones podrian
acarrear incluso una simbiosis del ser humano y sus productos tecnolégicos (maquinas, robots y
ordenadores); abririan una via extraordinaria a la prolongacién de una vida humana sin enveje-
cimiento, mediante la manipulacion genética de las células madre presentes en cada organismo,
gracias a la implantacion de proétesis cognitivas en el cerebro y a través de terapias génicas; por
ultimo, dichos cambios también podrian modificar al ser humano por medio de intervenciones
genéticas. Asi pues, concluye Morin, la prolongacién y la mejora de las condiciones de vida del
homo sapiens tendrian una cara oculta que muy bien podria dar lugar a otra especie posthumana
mas evolucionada aunque con origen humano.

pp. 4-13
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En sintonia con este argumento, Jean-Michel Besnier cree que la suma de todos los
individuos mejorados con protesis mecanicas (ciborgs) y los sujetos modificados ge-
néticamente daran lugar a una posthumanidad que convivira con la especie del homo
sapiens ;Sera una especie mas perfeccionada que continuara desarrollando el proceso
de hominizacion o su aparicion supondra en realidad una ruptura con la humanidad?
En cualquier caso, una cosa es segura, ya sea tratandose de una etapa sucesiva aladela
especie humana o del comienzo de una nueva especie, se plantearan dicotomias y pro-
blemas de indole ético, politico y juridico con los que nuestros descendientes tendran
gue enfrentarse.

El futuro al que nos conduce la revoluciéon tecnoldgica nos plantea, segun Antonio E.
Pérez Luno, un reto ineludible respecto a la realidad de los derechos humanos, puesto
que de hecho ya han empezado a verse afectados en su significacion, fundamento,
realizacién y garantia por las consecuencias del desarrollo técnico-cientifico descon-
trolado. Es mas, hasta para los sequidores del transhumanismo tecnolégico —entre-
gados a la causa del posthumanismo- los derechos humanos son una expresién caduca
de la cultura humanista y antropocéntrica que debe ser superada, e incluso se atreven
a cuestionar los propios valores de la dignidad, la libertad, la autonomia de la voluntad,
la identidad y la igualdad, que constituye la base del sistema de derechos y libertades.

A diferencia de quienes postulan el desarrollismo cientifico-tecnolégico y el
abandono del paradigma humanista de la Ilustracion, en este libro se propone un hu-
manismo tecnoldgico que permita a la humanidad avanzar con “conciencia critica de
especie” —parafraseando de nuevo a Carbonell-, de manera que ésta asegure su hege-
monia sin perjudicar su sustrato evolutivo, pero sin renunciar a su condicién humana
(suma de racionalidad y espiritualidad).

;Qué queremos ser? ;Qué estamos dispuestos a sacrificar en aras de la evolucién
humana? ;Existen aun limites naturales infranqueables para la tecnologia, como por
ejemplo la dignidad humana? ;Tienen aun alguna funcion justificable la ética, la politica
y el derecho en este debate en torno a las Nuevas Tecnologias y el desarrollo cientifico?
A lo largo de los siete capitulos que articulan esta monografia trataré de dar respuesta
a estas y otras preguntas relacionadas con el transhumanismo (movimiento cultural e
ideolégico que propone el mejoramiento tecnoldgico de las capacidades fisicas y cog-
nitivas del ser humano hasta el punto de intentar alcanzar la perfeccion de su especie).

Para Edgar Morin, filésofo y sociélogo francés, tanto los constantes cambios que
estan produciéndose en la sociedad contemporanea como consecuencia de la revo-
lucion biogenética y neotecnoldgica, como los incesantes progresos tecnocientificos,
nos permiten vislumbrar en el horizonte del futuro unas posibilidades inauditas de
transformacion en la naturaleza biolégica del ser humano, un desarrollo exponencial de
las técnicas y del conocimiento, y una transformacioén de la naturaleza misma del indi-
viduo, la sociedad y la especie humana. Estas alteraciones podrian acarrear incluso una
simbiosis del ser humano y sus productos tecnolégicos (maquinas, robots y ordena-
dores); abririan una via extraordinaria a la prolongacion de una vida humana sin enve-
jecimiento, mediante la manipulacién genética de las células madre presentes en cada
organismo, gracias a la implantacion de prétesis cognitivas en el cerebro y a través de



IUS ET SCIENTIA » 2025
Vol. 11 « N° 2 « pp. 4-13

ISSN 2444-8478

Retos de la humanidad ante el horizonte de la singularidad tecnoldgica
Daniel Garcia San José / Fernando Llano Alonso / César Villegas Delgado

terapias génicas; por ultimo, dichos cambios también podrian modificar al ser humano
por medio de intervenciones genéticas. Asi pues, concluye Morin, la prolongaciény la
mejora de las condiciones de vida del homo sapiens tendrian una cara oculta que muy
bien podria dar lugar a otra especie posthumana mas evolucionada aunque con origen
humano.

En sintonia con este argumento, Jean-Michel Besnier cree que la suma de todos los
individuos mejorados con protesis mecanicas (ciborgs) y los sujetos modificados ge-
néticamente daran lugar a una posthumanidad que convivira con la especie del Homo
sapiens ;Sera una especie mas perfeccionada que continuara desarrollando el proceso
de hominizacion o su aparicion supondra en realidad una ruptura con la humanidad?
En cualquier caso, una cosa es segura, ya sea tratandose de una etapa sucesiva a ladela
especie humana o del comienzo de una nueva especie, se plantearan dicotomias y pro-
blemas de indole ético, politico y juridico con los que nuestros descendientes tendran
que enfrentarse.

El futuro al que nos conduce la revolucion tecnoldgica nos plantea, segun Antonio E.
Pérez Luno, un reto ineludible respecto a la realidad de los derechos humanos, puesto
qgue de hecho ya han empezado a verse afectados en su significacion, fundamento,
realizacidn y garantia por las consecuencias del desarrollo técnico-cientifico descon-
trolado. Es mas, hasta para los seguidores del transhumanismo tecnolégico —entre-
gados a la causa del posthumanismo-los derechos humanos son una expresion caduca
de la cultura humanista y antropocéntrica que debe ser superada, e incluso se atreven
a cuestionar los propios valores de la dignidad, la libertad, la autonomia de la voluntad,
la identidad y la igualdad, que constituye la base del sistema de derechos y libertades.

A diferencia de quienes postulan el desarrollismo cientifico-tecnolégico y el
abandono del paradigma humanista de la llustracién, en este libro se propone un hu-
manismo tecnoldgico que permita a la humanidad avanzar con “conciencia critica de
especie” —parafraseando de nuevo a Carbonell- de manera que ésta asegure su hege-
monia sin perjudicar su sustrato evolutivo, pero sin renunciar a su condicién humana
(suma de racionalidad y espiritualidad).

iQué queremos ser? ;Qué estamos dispuestos a sacrificar en aras de la evolucién
humana? ;Existen aun limites naturales infranqueables para la tecnologia, como por
ejemplo la dignidad humana? ;Tienen aun alguna funcion justificable la Etica, la Politica
y el Derecho en este debate en torno a las Nuevas Tecnologias y el desarrollo cientifico?
A lo largo de los siete capitulos que articulan esta monografia trataré de dar respuesta
a estas y otras preguntas relacionadas con el transhumanismo (movimiento cultural e
ideolégico que propone el mejoramiento tecnoldgico de las capacidades fisicas y cog-
nitivas del ser humano hasta el punto de intentar alcanzar la perfeccion de su especie).

Elimpacto que sobre los derechos y libertades produce la revolucion tecnoldgica 4.0
desborda el ambito de las tres generaciones anteriores de derechos y libertades, porque
ahora el hombre contemporaneo no esta solo ante la técnica, sino que coexiste en el es-
pacio digital con otras entidades y otro tipo de inteligencias que no son estrictamente
humanas, sino transhumanas y/o artificiales. El escenario posthumano que se abre ante
nosotros es, por ende, mas complejo e incierto que aquél que respondia al paradigma
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humanista y al canon antropocéntrico en el que fue posible alumbrar una fase de es-
plendor para el proyecto humanista de la modernidad, y que Norberto Bobbio definié
como “el tiempo de los derechos” (I ‘eta dei diritti). Este nuevo escenario posthumano
nos sitla frente grandes cuestiones y retos como la identidad humana y el metaverso,
el status juridico de los robots, la regulacién del espacio digital, la fundamentacion de
una ética de la IA, la metamorfosis del Derecho y la Justicia, en suma, nos coloca ante un
mundo en el que, como advierte Luciano Floridi, la humanidad intentarda transformar
un entorno artificial hostil en una infosfera adaptada tecnolégicamente en la que ésta
perdera progresivamente su protagonismo. En efecto, senala este autor, en este nuevo
habitat digital compartiremos espacio virtual “no solo con otras fuerzas y fuentes de
accion natural, animal y social, sino también y sobre todo con agentes artificiales”.

La revolucion digital, parafraseando a Antonio Gramsci, representa una forma de
hegemonia cultural que no solo ha conseguido imponerse a las sociedades modernas
como un universo cultural de referencia, sino también como una idea dominante que
todos hemos interiorizado y hecho nuestra de algiin modo. La revolucién 4.0, que segun
Floridi se remonta a Alan Turing, nos coloca en un contexto de metamorfosis del mundo
en donde se halla en juego la conservacion de la esencia humana ante el horizonte de
la singularidad tecnoldgica, en el cual, como advierte Gabriele Balbi, “la inteligencia ya
no es solo una prerrogativa humana sino también artificial y digital”.

En torno a estos grandes interrogantes suscitados en la era de la revolucién tec-
noldgica orbitan precisamente los siete articulos originales que componen la seccion
doctrinal del presente numero 2/2025 de la revista lus et Scientia. Revista Electronica de
Derecho y Ciencia lus et Scientia. Revista Electrdnica de Derecho y Ciencia.

En relacién con el debate juridico sobre el transhumanismo, Alba Rosell Corbelle,
analiza el concepto de transhumanismo primario en el marco de los métodos tradicio-
nales de resolucién de conflictos internacionales basados en la autotutela: el espionaje,
la guerra y las sanciones. Desde una aproximacién interdisciplinaria, se analiza cémo la
tecnologia ha ampliado la capacidad humana de ejercer el poder, mediante influenciay
coercién basadas en los ultimos avances tecnoldgicos, lo que genera fuertes tensiones
entre politica, por un lado, y ética y derecho, por otro. El estudio concluye que la l6gica
transhumanista se infiltra en el derecho internacional y plantea la necesidad de rein-
troducir principios éticos y juridicos para preservar la dignidad humana, en un entorno
cada vez mas tecnificado, en el que la némesis del transhumanismo puede incluso pro-
piciar la destruccion de nuestro mundo.

En el segundo articulo, su autor, Miguel Bueno Benedi, examina la videoconfe-
rencia como herramienta estructural de la cooperacién juridica penal en Europa desde
una perspectiva juridico-dogmatica. Se explican las razones por las que el empleo de
medios audiovisuales a distancia, inicialmente concebido como alternativa coyuntural,
ha pasado a integrarse de forma estable en la investigacién y enjuiciamiento de delitos
con dimensién transfronteriza. A tal fin, se reconstruye el marco internacional y de la
Unién Europea —desde el Convenio relativo a la Asistencia Judicial en Materia Penal
entre los Estados Miembros (2000) y el Segundo Protocolo Adicional (2001), pasando
por la Directiva 2014/41/UE sobre la Orden Europea de Investigacion y la agenda de di-
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gitalizacion de la justicia— y se evalua su interaccion con los principios de inmediacion,
contradiccion, igualdad de armas, publicidad y derecho de defensa. El trabajo sostiene
que la compatibilidad plena entre eficiencia tecnolégica y garantias exige reglas claras
sobre autenticacion, grabacion, cadena de custodia digital, accesibilidad y protecciéon
de datos, asi como la consolidacién de una infraestructura interoperable basada en
e-CODEX y e-EDES.

En tercer lugar, César Enrique Pérez-Luno Robledo examina las principales implica-
ciones éticas que subyacen al ejercicio de la profesion juridica en Italia. Para ello, analiza
las condiciones fundamentales que, de conformidad con las normas deontolégicas eu-
ropeas e italianas, definen la figura del buen abogado y establecen los procedimientos
esenciales para un ejercicio profesional éticamente sélido. Se presta especial atencién al
derecho a la defensa, al reconocimiento de la independenciay la libertad en el ejercicio
de la abogacia, asi como a las virtudes deontolégicas de responsabilidad, diligencia 'y
prudencia, entendidas como requisitos indispensables para el correcto desemperio de
las funciones de defensa. También se examinan la integridad, la lealtad y la confiden-
cialidad como condiciones esenciales para el correcto ejercicio de la practica juridica,
tanto dentro del bufete de abogados como en los procedimientos judiciales. Por ultimo,
se hace hincapié en el compromiso con la justicia como principio rector que debe ins-
pirar toda la actividad deontoldgica de los abogados y, en general, de la profesion ju-
ridica en el marco del Estado de Derecho.

Por su parte, Pablo Viollier Bonvin analiza la compatibilidad del raspado web (web
scraping) con la normativa europea de proteccion de datos personales, particularmente
el Reglamento General de Proteccion de Datos (RGPD) y el Reglamento de Inteligencia
Artificial (RIA) de la Unién Europea. A través de un estudio doctrinal y jurisprudencial,
se examinan los principios fundamentales del tratamiento de datos y su tension con el
web scraping. Se evaluan los limites y excepciones aplicables al web scraping y el rol de
la recoleccién de datos de fuentes publicas para el entrenamiento de sistemas de inteli-
gencia artificial. Finalmente, se discuten los desafios regulatorios y las brechas existentes
en la normativa que requieren ser subsanadas mediante pronunciamientos interpreta-
tivos o a través de una solucién regulatoria que garantice alcanzar un equilibrio entre la
proteccién de los derechos de los titulares y el acceso de datos de entrenamiento para
el desarrollo modelos de inteligencia artificial.

La prueba pericial psiquiatrica ocupa un lugar de singular relevancia en el proceso
penal contemporaneo, al situarse en la interseccidén entre la valoracion judicial y la
ciencia médica. Su complejidad radica en que traduce juicios clinicos, sometidos a in-
certidumbre empirica, en consecuencias juridicas que pueden incidir directamente en
la culpabilidad y la imputabilidad del acusado. En este sentido, el trabajo de Carmen
Duran Silva examina la naturaleza juridica de esta pericia, su estatuto procesal y los
riesgos derivados de su potencial de desplazamiento valorativo, cuando el tribunal sus-
tituye su juicio por el del experto. Se analizan las recientes reformas introducidas por
la Ley Organica 1/2025 y el papel del juez de garantias en la delimitacién del objeto
pericial, junto con la necesidad de reforzar las garantias de contradicciéon y motivacion
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judicial. Se propone un modelo de pericia psiquiatrica compatible con los derechos fun-
damentales y con las exigencias del proceso penal garantista.

La progresiva digitalizacion de la vida juridica plantea la necesidad de repensar el
estatuto personal desde la 6ptica del Derecho internacional privado. A este respecto,
Antonio Merchan Murillo se propone en su articulo interpretar la capacidad digital
como una manifestacion evolutiva de la capacidad de obrar, cuyo ejercicio depende
hoy de sistemas tecnoldgicos de identificacion, autenticacion y verificacion electrénica.
A partir del marco normativo del Reglamento (UE) 2024/1183 (elDAS 2.0) y del futuro
European Digital Identity Wallet (EUDI Wallet), se analiza como la verificabilidad tec-
noldgica puede reforzar la tutela de la persona y garantizar la efectividad del consen-
timiento en entornos digitales transfronterizos. Asimismo, se examina la utilidad de la
residencia electrénica como criterio complementario de conexién para reflejar la inte-
gracion digital del individuo, especialmente en relacion con sujetos vulnerables y con
la proteccién de su capacidad de obrar en linea. La investigacién combina el enfoque
conflictual y tecnoldgico para ofrecer una lectura funcional del estatuto personal en la
sociedad digital.

Por ultimo, Kristyan Felype Luis Navarro se propone examinar en su articulo el deber
constitucional de investigar violaciones a derechos humanos y sostiene que integrar
analisis de contexto asistido por inteligencia artificial (IA) fortalece la debida diligenciay
aproxima la practica institucional a los estandares internacionales. El enfoque se aplica
a dos ambitos criticos en México: la desaparicion de personas y la no identificacién de
personas fallecidas, donde los déficits de integracién de informacién y coordinacion
han limitado resultados. Se propone, ademas, una ruta minima de gobernanza de datos,
trazabilidad y explicabilidad para hacer juridicamente utilizables los productos algorit-
micos y mitigar sesgos. Concluimos que la IA no sustituye el juicio juridico ni pericial: lo
estructura y acelera, elevando la capacidad estatal para investigar, sancionar y reparar
conforme al derecho nacional e interamericano.

La seccion de comentarios se inicia con un trabajo de Rubén Balbuena Ortega que
tiene como objetivo analizar la probabilidad de accidentabilidad de los Forcados mexi-
canos en su puesto de trabajo. Se tomoé como sujeto de estudio a los forcados agre-
miados en la organizacién Forcados Mexicanos y se diseié un estudio semicuantitativo,
transversal, empirico, observacional y con alcance descriptivo. Para la recoleccion de
datos se aplico el Safe Behavioral DNA a 14 forcados elegidos mediante un censo. Se en-
contro que el 50% de los forcados tiene una baja probabilidad de conducta segura, por
tanto, tienen mayor probabilidad de accidentabilidad. Mas de la mitad obtuvo un nivel
bajo de concentracién, autocontrol, cumplimiento de normas y prudencia. Se concluyé
que la mitad de los forcados presentan una alta probabilidad de accidentabilidad, ya
que suelen asumir riesgos innecesarios y conductas temerarias, en algunos casos, in-
cluso ponen en riesgo la seguridad de sus compaferos. La aplicacion de Safe Behavioral
DNA permitio realizar un diagnostico automatizado, demostrando que las nuevas tec-
nologias pueden ser herramientas efectivas en la prevencion de accidentes laborales.

Desde un punto de vista iusfiloséfico, José Justo Megias Quirds, constata como la apli-
cacion de sistemas de Inteligencia Artificial (IA) en todos los campos de la vida humana
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es cada vez mds intensa, lo que ha supuesto notables beneficios en muchos de ellos,
pero, al mismo tiempo, ha introducido nuevos riesgos para la dignidad y el disfrute de
los derechos humanos. Ello ha llevado a la aprobacién de documentos internacionales
(legales y éticos) para encauzar la creacion e implementacion de estos sistemas con el
objetivo de salvaguardar la dignidad humana'y los derechos. En estas paginas se analiza
el enfoque en este sentido de los textos mas importantes aprobados hasta el momento,
el Reglamento sobre IA de la Union Europea y la Recomendacién de la UNESCO, a los
que hemos anadido un documento de la Iglesia Catélica por sus coincidencias con los
anteriores y sus propuestas de sentido comun.

En el tercer articulo de la seccién de comentarios doctrinales, Carlos Hernan Robles
Macaya aborda uno de los principales interrogantes del Derecho penal del futuro mas
inmediato: ;Es posible atribuir a un robot una conducta tipica, antijuridica y culpable?
La inteligencia artificial ha evolucionado a niveles donde ya los robots forman su propia
data y toman decisiones auténomas e impredecibles, no ligadas al algoritmo que les
dio participacién activa en muchos campos. Parece ser que los robots son participantes
en conductas que, penalmente son relevantes por violar bienes juridicos protegidos
en materia penal. Esa participacién obliga a valorar los actos del Robot dentro de los
alcances de la teoria del delito.

A partir de 2022, la inteligencia artificial adquirié una notable proyeccion publica
con la irrupcién de herramientas como ChatGPT, que posibilitan una interaccion directa
entre el ser humano y la maquina orientada a la generacion y apoyo de procesos de
conocimiento utiles para la actividad cientifica. En el ambito del derecho, su incorpo-
racion ha avanzado de manera progresiva en distintos espacios; no obstante, persiste
un debate creciente en torno a silaimplementacién de la IA en la funcién judicial podria
llegar a sustituir competencias propias del juez, como la facultad de juzgar, o si debe
entenderse, mas bien, como un instrumento de apoyo a su labor. En su comentario
doctrinal, Maria Isabel Garcia Sanchez examina la evolucion de los primeros procesos
de automatizacion judicial y analiza la facultad de juzgar, distinguiéndola del poder
de juzgar atribuido al Estado. Asimismo, se centra en los limites y riesgos asociados a
estos desarrollos, para finalmente abordar los principales debates éticos y juridicos que
suscitan las expectativas en torno al avance, desarrollo y eventual aplicacion de la inte-
ligencia artificial en el ambito judicial.

La tercera seccidn, dedicada a las recensiones de obras recientes, contiene dos re-
sefas: la primera es el comentario de César Enrique Pérez-Lufio Robledo al libro de
Maria Dolores Garcia Sanchez, titulado: Medidas cautelares cibernéticas: una nueva opor-
tunidad en la lucha contra la ciberdelincuencia; y la segunda recension es la de Simona
Fanni al libro de Byung-Chul Han, titulado: Infocracia.

Para terminar, nos complace informarles que el numero 2/2025 de la revista lus et
Scientia. Revista Electronica de Derecho y Ciencia se estrena con la renovacion, un ano mas
del Sello Calidad FECYT, buenas practicas en materia de género. Fundacién Espafola
para la Ciencia y la Tecnologia (FECYT) ha hecho publica la resolucion definitiva de
la IX Edicién del Proceso de Evaluacién de la Calidad Editorial y Cientifica de Revistas
Académicas.
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El Sello Calidad FECYT constituye una distincion oficial concedida a revistas cienti-
ficas espafnolas que acreditan elevados niveles de rigor editorial y excelencia cientifica.
Este reconocimiento tiene como finalidad impulsar la calidad y la profesionalizacion de
las publicaciones académicas, reforzar su visibilidad y proyeccién en la comunidad cien-
tifica, y promover su internacionalizacién mediante su incorporacién a bases de datos
de referencia.
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RESUMEN

PALABRAS CLAVE

El trabajo analiza el concepto de transhumanismo primario en el mar-
co delos métodos tradicionales de resolucién de conflictos internacio-
nales basados en la autotutela: el espionaje, la guerra y las sanciones.
Desde una aproximacion interdisciplinaria, se analiza como la tecno-
logia ha ampliado la capacidad humana de ejercer el poder, mediante
influencia y coercion basadas en los ultimos avances tecnoldgicos, lo
gue genera fuertes tensiones entre politica, por un lado, y ética y dere-
cho, por otro. El estudio concluye que la Iégica transhumanista se infil-
tra en el derecho internacional y plantea la necesidad de reintroducir
principios éticos y juridicos para preservar la dignidad humana, en un
entorno cada vez mas tecnificado, en el que la némesis del transhu-
manismo puede incluso propiciar la destrucciéon de nuestro mundo.
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I. INTRODUCCION

Siempre la tecnologia ha sido crucial para la resolucion de desafios y conflictos inter-
nacionales. En inteligencia, guerra y sanciones la capacidad de conocer, y de aplicacion
de lo sabido, mediante instrumentos que transcienden la capacidad natural del ser
humano para la accién, ha sido fundamental. Aunque el azar, las catastrofes naturales y
los efectos de las enfermedades han tenido un papel importantisimo en el devenir de
la historia de los conflictos bélicos, contar con mejores armas ha marcado casi siempre
la diferencia. En la conquista de América el acero, la pdélvora y los caballos, asi como la
viruela, fueron cruciales, lo que no priva de transcendencia a la diplomacia mediante
la que se tejian alianzas de los espanoles con pueblos indignas sojuzgados o en lucha
con otros. En la actualidad, la posibilidad de que mujeres y hombres aumenten con los
avances cientificos y tecnoldgicos su potencialidad de uso de la inteligencia, la coercién
o la fuerza para gestionar conflictos en el ambito internacional nos conduce a indagar
sobre el llamado transhumanismo en dicho terreno.

Como es sabido, el transhumanismo es una idea que trata de mejorar las capacidades
del todo tipo del ser humano mediante la utilizacion de la ciencia y de la tecnologia mas
avanzadas, para mejorar sus facultades fisicas e intelectuales. El concepto mencionado,
cuyo origen se encuentra en el pensamiento de Julian Huxley en el ambito de la filosofia
y de la biologia (1957)', puede ser considerado como la representacién simbélica del in-
tento de la humanidad de superar las barreras que la naturaleza le impone, mediante
innovaciones técnicas como la inteligencia artificial, la biotecnologia, la neurociencia o
la integracién del cuerpo humano con maquinas.

Por paradojico que pueda parecer, los medios de autotutela de resolucion de con-
flictos internacionales —espionaje, guerra y sanciones— son susceptibles de ser exami-
nados desde tal perspectiva, apta para llegar a la idea de un posthumanismo en el que
la intervencién de las personas naturales en dichos contextos podria apoyarse funda-
mentalmente en instrumentos tecnoldgicos o, incluso, ser totalmente sustituida por los
mismos, hasta llegar a desaparecer.

Debe partirse de que el conflicto puede ser entendido desde los mismos pardmetros
que la Teoria General del Proceso ofrece, con la clasica distincién entre autotutela, au-
tocomposicidén y heterocomposicion (jurisdiccion y arbitraje), si bien su particular con-
tenido y la insuficiente imperatividad del sistema normativo en el que el conflicto in-
ternacional se situa son caracteristicas que provocan notables peculiaridades de sus
métodos de resolucién, en comparacién con el conflicto interno dentro de los Estados
entre individuos, entidades o grupos.

En este trabajo se aborda las peculiaridades mas significativas en relacién con la mas
primitiva forma de resolucion de los conflictos, la autotutela, basada en la imposicion
de la propia voluntad y caracterizada por el uso de la fuerza, desde la 6ptica del transhu-

1. Para el autor citado “la vida humana desarrollada a lo largo de la historia se encuentra arraigada en
la ignorancia, pero puede ser transcendida por un estado de existencia basado en la iluminacién del cono-
cimiento y la comprension, en contraste con la supersticion y la ceguera profesional” (p. 16). Ello se enmar-
ca —anade Huxley- en un “deber césmico” dirigido a “la mejora de nuestras capacidades como personas
para la prestacion del servicio a la comunidady la promocidn de las generaciones venideras y el avance de
nuestra especie en su conjunto”. Propone como nombre parta dicho empeno transhumanismo (p. 17).
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manismo que, en este marco de analisis, puede calificarse como primario. Tal calificacion
se justifica precisamente por su conexién con la imposicion de la coercion -mecanismo
mas antiguo de gestién de las diferencias en la historia de la humanidad-, pero con
el uso de los ultimos desarrollos tecnoldégicos. El futuro dira si con el ideal transhuma-
nista, en el campo de aplicaciéon propuesto, la humanidad progresa —-a lo que Huxley as-
piraba- o los enfrentamientos de voluntades entre seres humanos —o quizas entre seres
humanos y maquinas, como la pelicula Terminator propone- acaba en la aniquilacion
de nuestra especie.

II. EL ESPIONAJE Y LA DESINFORMACION

El espionaje consiste en la actividad dirigida:

— ala obtenciéon de informacién sobre una persona, entidad o situacién sin auto-
rizacion de la persona o entidad bajo cuyo control se encuentran los datos;

— o destinada a proporcionar informacién falsa sobre datos que se mantienen
ocultos a través de engafno o ardid (contraespionaje y desinformacion).

El espionaje puede producirse entre particulares, en el sector privado, laboral o mer-
cantil y en el sector publico, interno o internacional, con participacion de sujetos de
variada naturaleza y distintos fines:

— en el ambito interno,

— para lainvestigacion de infracciones contra el ordenamiento por los poderes
publicos;

— para lograr el acopio de informacién sobre objetivos de acciones violentas
por grupos insurgentes o terroristas; o

— para conseguir ventajas en la confrontacién politica o sindical;

— en el ambito internacional, para la obtencién por los Estados u otros sujetos o
actores de ventajas en el terreno econémico, politico, diplomatico o militar.

Conviene centrarse ahora en los mas remotos origenes historicos del espionaje rea-
lizado en el ambito internacional, dirigido a obtener alguna de las finalidades expuestas
en ultimo lugar.

La naturaleza secreta del espionaje explica la limitacion de las fuentes sobre su uti-
lizacién, en comparacion con las actividades que se encuentra vinculada: las relaciones
diplomaticas y la guerra (Herrera, 2012, p. 15). Como el autor citado afirma, antiqui-
simos restos de asentamientos humanos demostrativos de cruentos enfrentamientos
entre grupos humanos sugieren la existencia de reconocimientos de la zona previos a
los devastadores ataques (asi, en el asentamiento de Talheim, en Abrigo de los Dogues
y en Asparn-Schelz hacia el afno 5000 a.C,, en Austria, donde se encontraron sesenta y
siete cuerpos, de los cuales sélo cuatro pertenecian a mujeres jovenes), lo cual indica el
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probable rapto de la poblacién femenina y —a su vez- que los agresores contaban con
informacién sobre la estructura social del grupo atacado (p. 17).

Ya en la etapa historica en la que la escritura ha dejado constancia de los sucesos-
existen relatos sobre la utilizacion del espionaje. En el lll Milenio a.C el Rey de Acad,
Sargdn |, enviaba mercaderes a las tierras que planeaba conquistar para ampliar sus
territorios con el fin de obtener informaciéon militarmente relevante, tal y como consta
en caracteres cuneiformes en una tablilla datada en torno al 2210 a.C. (p. 18). En la mito-
logia sumeria, en el poema épico de Ninurta, escrito pocos afos después, la maza Sharur
sirve al dios guerrero como observadora y consejera, lo que puede interpretarse como
expresion simbolica del espionaje (p. 19). Las tablillas de Mari, escritas entre los afos
1800 a 1750 a.c., incluyen numerosos informes militares dirigidos al rey Zimri-Lim antes
de que el soberano babilonio Hammurabi destruyera la ciudad, entre los que se en-
cuentra alguno relativo a un cuerpo de espias denominado Skabum. También incluyen
informes sobre las actividades de espionaje enemigas y sobre la presencia de dos em-
bajadores espias en la corte de Hammurabi, lamados Ibalpiel e Ibalel (pp. 20-22).

En el Antiguo Egipto también hay constancia de actividades de espionaje, como la
operacion de desinformacién urdida por el monarca hitita Muwatallis para confundir
al faradn Ramsés Il acerca de la situacién de sus tropas en la lucha por la ciudad de
Qadesh en el afo 1247 a.C., para la cual utilizé a dos beduinos que fingiendo brindar
informacién veraz transmitieron una falsa localizacién del ejército enemigo (pp. 23-24).

En China, Sun Tzu (s.f.), en el Arte de la Guerra, trata el tema del espionaje en el ca-
pitulo 13 de su obra. Tras resaltar la importancia del conocimiento de la situacion del
enemigo sostiene:

La informacién previa no puede obtenerse de fantasmas ni espiritus, ni se puede
tener por analogia, ni descubrir mediante calculos. Debe obtenerse de personas; per-
sonas que conozcan la situacién del adversario?

2. El texto continua: “Existen cinco clases de espias: el espia nativo, el espia interno, el doble agente, el
espia liquidable y el espia flotante. Cuando estdn activos todos ellos, nadie conoce sus rutas: a esto se le
llama genio organizativo, y se aplica al gobernante.

Los espias nativos se contratan entre los habitantes de una localidad. Los espias internos se contratan
entre los funcionarios enemigos. Los agentes dobles se contratan entre los espias enemigos. Los espias liqui-
dables transmiten falsos datos a los espias enemigos. Los espias flotantes vuelven para traer sus informes.

Entre los funcionarios del régimen enemigo, se hallan aquéllos con los que se puede establecer contac-
to y a los que se puede sobornar para averiguar la situacion de su pais y descubrir cualquier plan que se
trame contra ti, también pueden ser utilizados para crear desavenencias y desarmonia.

En consecuencia, nadie en las fuerzas armadas es tratado con tanta familiaridad como los espias, ni a
nadie se le otorgan recompensas tan grandes como a ellos, ni hay asunto mds secreto que el espionaje.

Sino se trata bien a los espias, pueden convertirse en renegados y trabajar para el enemigo.

No se puede utilizar a los espias sin sagacidad y conocimiento; no puede uno servirse de espias sin hu-
manidady justicia, no se puede obtener la verdad de los espias sin sutileza. Ciertamente, es un asunto muy
delicado. Los espias son utiles en todas partes.

Cada asunto requiere un conocimiento previo.

Si algun asunto de espionaje es divulgado antes de que el espia haya informado, éste y el que lo haya
divulgado deben eliminarse.

Siempre que quieras atacar a un ejército, asediar una ciudad o atacar a una persona, has de conocer
previamente la identidad de los generales que la defienden, de sus aliados, sus visitantes, sus centinelas y de
sus criados; asi pues, haz que tus espias averiglien todo sobre ellos. Siempre que vayas a atacary a comba-
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La Biblia (s.f.) también contiene numerosas referencias al espionaje. Entre ellas el
relato del reconocimiento efectuado por los doce espias enviados por Moisés a reco-
nocer la tierra de Canaan por orden divina, que durd cuarenta dias, tras los cuales rin-
dieron sus informes (Deuteronomio, 1.19-33)3.

Como se ha indicado previamente, una de las facetas del espionaje no consiste en
la vigilancia, en hacer acopio de datos que pueden ser utiles en el marco del conflicto y
en su analisis, sino en inocular un virus de supuesta informacién real, carente de vera-
cidad y tendenciosa, con una finalidad de perturbacion de la vida politica, social y eco-
nomica. Ello con el objetivo de lograr la desestabilizacién de adversarios actuales o po-
tenciales. Es el fendmeno actualmente conocido como “desinformacion’, el cual, junto
con los ataques cibernéticos en tiempo de paz a estructuras informaticas criticas, en
el ambito de las instalaciones militares, policiales, sanitarias, grandes infraestructuras,
suministros esenciales para la poblacion, instituciones educativas, etc., se enmarca en
el fendmeno conocido como “guerra hibrida’, el cual se aplica incluso para designar ac-
tividades hostiles realizadas en tiempo de paz. En el sintagma expresado, técnicamente,
el concepto guerra resulta inapropiado (demostrandose asi que dicho conceto es labil
y fluido, como mas adelante se verad).

La Unidn Europea, en su Plan de Accién contra la Desinformacion, define la “desin-
formacion” como la “informacién verificablemente falsa o equivoca creada, presentada o
difundida para obtener lucro econémico o enganar al publico intencionadamente y que
puede causar dano publico. El dano publico incluye amenazas a los procesos democrdticos
y a los bienes publicos como la salud, el medio ambiente o la seguridad. La desinformacion
no incluye errores involuntarios, la sdtira o la parodia o noticias y comentarios partidistas
claramente identificados” (Comision Europea & Alta Representante de la Unién para
Asuntos Exteriores y Politica de Seguridad, 2018). La preocupacion por sus efectos ha
llevado a la Comision a establecer el mencionado Plan para eliminarlos o, al menos, mi-
tigarlos, que los Estados miembros deben implantar en sus paises.

En su Resolucidon (2024) sobre la injerencia rusa en Espana, el Parlamento Europeo
afirma que“haypruebas de injerenciay manipulacion rusas en muchas democracias, asicomo

tir, debes conocer primero los talentos de los servidores del enemigo, y asi puedes enfrentarte a ellos segtin
sus capacidades. Debes buscar a agentes enemigos que hayan venido a espiarte, sobornarlos e inducirlos
a pasarse a tu lado para poder utilizarlos como agentes dobles. Con la informacién obtenida de esta ma-
nera puedes encontrar espias nativos y espias internos para contratarlos. Con la informacién obtenida de
éstos puedes fabricar informacion falsa sirviéndote de espias liquidables. Con la informacidn asi obtenida,
puedes hacer que los espias flotantes actuen segun los planes previstos. Es esencial para un gobernante
conocer las cinco clases de espionaje, y este conocimiento depende de los agentes dobles; asi pues, éstos
deben ser bien tratados. Asi, s6lo un gobernante brillante o un general sabio que pueda utilizar a los mds
inteligentes para el espionaje puede estar sequro de la victoria. El espionaje es esencial para las operaciones
militares, y los ejércitos dependen de él para llevar a cabo sus acciones No serd ventajoso para el ejército ac-
tuar sin conocer la situacion del enemigo, y conocer la situacion del enemigo no es posible sin el espionaje”.

3. “2'Mira, Jehovd tu Dios te ha entregado la tierra; sube y toma posesion de ella, como Jehovd el Dios
de tus padres te ha dicho; no temas ni desmayes. ??Y vinisteis a mi todos vosotros, y dijisteis: Enviemos
varones delante de nosotros que nos reconozcan la tierra, y a su regreso nos traigan razén del camino por
donde hemos de subir, y de las ciudades adonde hemos de llegar.?*Y el dicho me parecid bien; y tomé doce
varones de entre vosotros, un varon por cada tribu. #*Y se encaminaron, y subieron al monte, y llegaron
hasta el valle de Escol, y reconocieron la tierra. #* Y tomaron en sus manos del fruto del pars, y nos lo traje-
ron, y nos dieron cuenta, y dijeron: Es buena la tierra que Jehovd nuestro Dios nos da”.
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del apoyo prdctico a fuerzas extremistas y entidades de pensamiento radical para promover
la desestabilizacion de la Unién", asi como constaté que “Rusia estd utilizando una amplia
gama de tdcticas de guerra hibrida para alcanzar sus objetivos, como parte de una estrategia
mds amplia para socavar el correcto funcionamiento de los procesos democrdticos europeos;
que el uso de injerencias extranjeras y la manipulacién de la informacién, como medio para
dividir las sociedades democrdticas, fue el precursor de la guerra de agresién no provocada de
Rusia contra Ucrania y ha ido desde entonces en aumento; que la propagacion de desinfor-
macion por parte de Rusia —tanto a través de los medios de comunicacion tradicionales como
de las plataformas de redes sociales—, la captacion de élites, el pirateo a candidatos electorales
y los ciberataques han aumentado hasta un nivel sin precedentes”. Posteriormente declarala
citada Resolucidn, con la clarividencia propia de los acontecimientos del pasado, que “e/
falseamiento sistemdtico de la historia lleva formando parte de la guerra informativa de Rusia
desde hace décadas’, aseveracion realizada por el Parlamento Europeo en su Resolucién,
como frontispicio para abordar las noticias sobre la intervencién rusa en la intentona gol-
pista de los secesionistas catalanes en Espana, en el pseudoreferendum del 1-O de 2017.

En Espana, la Orden PCM/1030/2020 por la que se publica el Procedimiento de
Actuacion contra la Desinformacién aprobado por el Consejo de Seguridad Nacional
(Ministerio de la Presidencia, Relaciones con las Cortes y Memoria Democratica (2020),
ha creado la Comisién Permanente contra la Desinformacion, 6rgano cuya absoluta de-
pendencia del Poder Ejecutivo, en su composicidon y funcionamiento, podria constituir
la semilla de un orwelliano Ministerio de la Verdad, sumamente peligroso para el de-
recho fundamental de dar y recibir informacién veraz sobre asuntos de interés publico
y para la libertad de prensa en su conjunto. Lamentablemente, se observa, una y otra
vez en la historia, que amenazas externas, en ocasiones imaginarias y en otras reales —
como sucede con el evidente peligro que supone la Rusia regida por un ex agente de la
KGB para las democracias occidentales—, puede ser empleada por los gobernantes de
los Estados de Derecho reconocibles (hasta ahora) en el mundo occidental para achicar
el espacio de la democracia, por utilizar un simil futbolistico. Es muy probable que tal
efecto de multiplicacién exponencial de los resultados de la “desinformacion” estuviera
en los manuales o apuntes de Putin cuando era un joven aspirante a espia.

En definitiva, el peligro de injerencia externa, potenciado por la utilizacién de avan-
zadas tecnologias, debe ser combatido con medidas proporcionadas, no destinadas a
satisfacer fines ilegitimos, destinados a proporcionar confort al poder frente a la critica
de la ciudadania y los medios en el ejercicio de la libertad de prensa, verdadera an-
torcha de la democracia.

III. GUERRA Y PAZ

3.1. La guerra

Una dicotomica distincion entre la guerra y la paz dista de quedar clara, lo cual no es
extrafo, porque son conceptos que lamentablemente presentan zonas grises, de sola-
pamiento y confusion.

Previamente hemos aludido al concepto de“qguerra hibrida’, el cual no sélo se maneja
para hacer referencia a acciones hostiles combinadas que incluyen medidas militares
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con ataques para la desestabilizacion politica, social y econdmica, incluida la “desinfor-
macion’, sino que también se utiliza para denominar acciones encubiertas de un Estado
en otros con los que una situacion de guerra sencillamente no existe, por ejemplo, los
esfuerzos realizados por Rusia para perjudicar las instituciones de las democracias oc-
cidentales mediante manipulaciones de los procedimientos electorales con mensajes
toxicos difundidos masivamente en redes sociales.

La Organizacion del Atlantico Norte (2024) define las “amenazas hibridas”, expresion
gue se confunde con “guerra hibrida”, como acciones que “combinan medios militares
y no militares, asi como encubiertos y descubiertos, incluyendo la desinformacién, los ci-
berataques, la presién econdmica, el desplieque de grupos armados irregulares y el uso de
fuerzas regulares. Los métodos hibridos se utilizan para difuminar la linea entre la guerra y
la paz, e intentan sembrar la duda en las poblaciones destinatarias de las acciones. Su in-
tencion es desestabilizar y debilitar las sociedades”.

También merece ser traido aqui a colacién, como demostracién de la volatilidad de
los conceptos en el lenguaje, la eufemistica utilizacion por la Rusia de Putin del sin-
tagma “operacion militar especial” para calificar una invasién militar en toda regla, a gran
escala, de un Estado soberano, Ucrania, en cuyo suelo se libra, evidentemente, una
guerra devastadora.

Segun Frankel (2025), una guerra consistiria, en el lenguaje popular, en un conflicto
politico que supone hostilidades de considerable duracién y magnitud, el cual socio-
|6gicamente requiere, para merecer dicho calificativo, de la concurrencia de ciertas
formas tipicas reconocidas por el imaginario colectivo y militarmente precisa de cierto
equilibrio de fuerzas que conviertan a la accién armada en su conjunto en una guerra
y no en una mera expedicion o exploracién, intervencion o represalia o en conflictos
internos, estados de rebelion o insurreccion.

No cabe duda de que las Teorias de la Guerra han evolucionado con el tiempo,
como el ultimo autor citado sostiene. En la Edad Moderna después de las Guerras de
Religion, tras la Paz de Westfalia en 1648, los conflictos bélicos perseguian el interés
del soberano y se limitaban en sus objetivos. La situacion cambié con el surgimiento
de los Estados-Nacion, tras las grandes revoluciones liberales burguesas, y el recluta-
miento forzoso y masivo de los ciudadanos en edad de combatir, lo que provocé la
sustitucion de pequenos ejércitos por grandes formaciones militares susceptibles de
proporcionar la carne de candn necesaria para ofrecer a los generales grandes matanzas
de las que presumir, aunque la famosa definiciéon del prusiano Carl von Clausewitz de
la guerra como la expresion de la continuidad de la politica “por otros medios” (1832),
indica que en la mentalidad de la época prevalecia laidea de la guerra como un método
racional limitado de aplicacion de la politica nacional del Estado, orientada por la vo-
luntad el gobernante, como también Hegel defendié (1821/2000, pp. 384 y 385). Pero el
caracter total de la | Guerra Mundial eché por tierray sepultod en las trincheras del frente,
junto con los cuerpos destrozados de los soldados caidos, la idea de la racionalidad y
de cualquier restriccion politica u operativa. La Il Guerra Mundial, con sus horrores de
toda indole llevados al paroxismo, con el genocidio del pueblo judio y crimenes de
guerra a gran escala, culminados con la hecatombe nuclear desatada sobre Hiroshima
y Nagasaki, disiparon para siempre la idea de la racionalidad de la guerra como ins-
trumento politico, mas que nada porque una guerra nuclear, con el empleo de armas
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estratégicas, supondria la destruccion de la humanidad y la utilizacién de armas tac-
ticas de la misma naturaleza seria un precedente de efecto devastador para el planeta
y que, al final, conduciria al mismo escenario de la desaparicion de nuestra especie, un
escenario vacio en el que la misma radiacién quedaria contaminada por el egoismo, la
avaricia y la estupidez como ecos de lo peor de las caracteristicas de los seres humanos
desaparecidos.

En la actualidad, los distintos tipos de conflicto armado impiden el reduccionismo
en la comprension del concepto de la guerra 'y de sus causas. No sdlo se trata del control
de recursos naturales o mercados. También influyen, y en gran medida, los sentimientos
nacionales y religiosos y los intereses propios de grupos influyentes, de caracter militar,
industrial, econémico, incluso los propios de los expertos en distintos campos cienti-
ficos, cuyos conocimientos son relevantes y se aceleran durante las guerras. Incluso, el
caracter de los dirigentes resulta relevante, como la historia y recientes acontecimientos
sobre la guerra de Ucrania demuestran: ni el capricho ni el azar son indiferentes en la
historia, al contrario.

Es cierto que, desde los romanos, fundamentalmente Cicerén, se ha tratado de va-
lidar como justas las guerras en las que concurren determinadas circunstancias. A di-
ferencia de la idea de la virtud consustancial atribuible al victorioso por serlo, con in-
dependencia de la legitimidad o no de su causa, autorizado para eliminar o reducir a
la esclavitud a los prisioneros de guerra, tragicamente reflejada por Euripides en “Las
Troyanas” (415 a.C/s.f.), con la impactante imagen epitome del asesinato del hijo de
Héctor, despenado desde las murallas de Troya, por decision de Ulises, supuestamente
sabio para la cultura occidental, pero con justicia castigado por los dioses segun narré
Homero. En el pensamiento latino se teorizd sobre las razones para ir a la guerra y el
comportamiento en la batalla. Por razén de espacio no puede ser desarrollada aqui la
evolucién de la idea, que la autora ha tenido ocasion de tratar en detalle en otra obra, a
la que se hace remision (Rosell, 2023, p. 46). Si se indicara, a continuacion, cuales son los
motivos que, conforme al Derecho Internacional actual, una guerra resulta conforme al
ordenamiento juridico.

La causa justa mas evidente para la guerra es la legitima defensa —individual o co-
lectiva—, conforme al art. 51 de la Carta de la Organizacion de las Naciones Unidas (ONU),
que cristaliza en la ley internacional una norma consuetudinaria:

Ninguna disposicion de esta Carta menoscabara el derecho inmanente de legitima
defensa, individual o colectiva, en caso de ataque armado contra un Miembro de las
Naciones Unidas, hasta tanto que el Consejo de Seguridad haya tomado las medidas
necesarias para mantener la paz y la seguridad internacionales. Las medidas tomadas
por los Miembros en ejercicio del derecho de legitima defensa seran comunicadas in-
mediatamente al Consejo de Seguridad, y no afectaran en manera alguna la autoridad
y responsabilidad del Consejo conforme a la presente Carta para ejercer en cualquier
momento la accién que estime necesaria con el fin de mantener o restablecer la pazy
la seguridad internacionales (ONU, 1945).

Al igual que los ordenamientos internos establecen la legitima defensa propia o de
terceros como “causa de justificacion” que exoneran de la responsabilidad penal, la Carta
gue se supone que ha regido el orden internacional tras la finalizacion de la Segunda
Guerra Mundial autoriza tal forma de autotutela, mediante la utilizacion del poder mi-
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litar, ante ataques armados, para la legitima defensa individual o colectiva, y hasta que
el Consejo de Seguridad -si es que se pronuncia validamente- adopte alguna decisiéon
para el mantenimiento de la pazy la seguridad. Se trata, por tanto, de una excepcién al
principio de prohibicion de la amenaza o el uso de la fuerza establecido por el art. 2.4
de la misma Carta:

Los Miembros de la Organizacidn, en sus relaciones internacionales, se abstendran
de recurrir a la amenaza o al uso de la fuerza contra la integridad territorial o la inde-
pendencia politica de cualquier Estado, o en cualquier otra forma incompatible con los
Propdsitos de las Naciones Unidas (ONU, 1945).

Dos son los problemas fundamentales que surgen del art. 51 de la Carta. jQué es un
“ataque armado”? Las dudas se presentan tanto en el plano subjetivo como objetivo.
iCuando y como se debe producir la respuesta ante la agresién? La pregunta, en su
doble vertiente, recibe contestaciéon con la invocacién del principio de proporciona-
lidad en la aplicacién del ius ad bellum'y del ius in bello. Dentro del principio de propor-
cionalidad la perspectiva de un transhumanismo que primara la lucha tecnolégica entre
maquinas (drones o robots) para la ocupacion de territorio o la destruccién de objetivos
militares frente al sacrificio de seres humanos —amigos y enemigos— en la batalla re-
sulta, sin duda, pertinente. Pero también es adecuado plantearse si sistemas de inteli-
gencia artificial podrian, no ya ayudar accesoriamente a la conformacion, sino sustituir
el criterio del ser humano en la valoracién, tanto racional como moral, de las circuns-
tancias en juego. Durante la Guerra Fria el régimen soviético creé el sistema de la“mano
muerta’, destinado a permitir a un sistema automatico lanzar un ataque nuclear a gran
escala en ausencia de una accién humana. Es el paradigma de la demencial l6gica de la
“destruccion mutua asegurada”. Un fendmeno pseudotranshumanista pensado para que
el posthumanismo equivalga, en la guerra o en una percepcion errénea algoritmica de
existencia de“ataque armado’, a la desaparicién de la humanidad.

Desde una perspectiva subjetiva, las Resoluciones 1368 y 1373 del Consejo de
Seguridad de Naciones Unidas abrieron la posibilidad a la utilizacién de la legitima
defensa individual o colectiva de los Estados como motivo para ir a la guerra frente a
la actuacidon de actores no estatales, en especial ante organizaciones terroristas, deci-
siones adoptadas tras los atentados del 11-S, nada coherentes con la polémica Opinién
Consultiva de 9 de julio de 2004 de la Corte de Justicia Internacional, sobre el Muro
de Defensa Israeli, que consideré que un “ataque armado” sélo puede provenir de un
Estado®.

Desde un punto de vista temporal, un “ataque armado” no es necesario que se esté
desarrollando con operaciones militares ofensivas en curso, en territorio del Estado
agredido, para que su derecho a la legitima defensa se active. Tradicionalmente se
seqguia el Caroline test, acunado por el Secretario de Estado Daniel Webster (1842) en
el contexto del Caroline affaire, una disputa entre EEUU y Reino Unido por el la des-
truccion del barco Caroline, que se produjo al entender los britanicos que laembarcaciéon

4. Texto complete disponible en Legal Consequences of the Construction of a Wall in the Occupied
Palestinian Territory, Advisory Opinion, I. C.J. Reports 2004, p. 136. https://www.icj-cij.org/sites/default/
files/case-related/131/131-20040709-ADV-01-00-EN.pdf.
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apoyaba desde EEUU a independentista insurrectos canadienses en el rio Niagara en
1837. Segun dicho test, para entender justificado el ejercicio del derecho a la legitima
defensa, como excepcidn frente al principio de la integridad territorial de los Estados, se
requiere una necesidad de actuacion “inmediata, abrumadora, sin posibilidad de eleccion
de medios ni momento para la consideracion”. Pero el criterio ha quedado obsoleto y se
discute sobre los limites de admisibilidad de “guerras preventivas” en las que esperar a
la inminencia del resultado de la preparacion del ataque no resulte demasiado tardia
para poder ejercer con eficacia el derecho a la legitima defensa. La ayuda, en el campo
indicado, de sistemas de inteligencia artificial puede ser uGtil como herramienta acce-
soria, pero los algoritmos no deben sustituir la valoracién ética propia del ser humano.

Evidentemente no se trata de volver a los tiempos de la Guerra de Sucesion espafiola,
a principios del siglo XVIIl, en los cuales el simple mantenimiento del balance de poder
entre dinastias se consideraba motivo legitimo para entrar en guerra. El autor de la
obra mas influyente sobre la guerra justa en los ultimos tiempos, Michael Walzer (1977),
propone, con razon, superar el concepto de “inminencia” para valorar la concurrencia
de los siguientes requisitos de una “guerra preventiva” amparada por el derecho a la le-
gitima defensa: una intencion manifiesta de atacar; un grado de preparacion activa que
convierta en tal intencion en un peligro grave; y una situacion general en la que esperar
o actuar de forma distinta a entablar combate magnifique el riesgo. Tales requisitos,
segun, aprecia el autor citado, concurrieron en la Guerra de los Seis Dias, que en 1967
enfrento a Israel con sus vecinos arabes.

Enlo concerniente a su naturaleza, un“ataque armado”, para ser reconocido como tal,
depende de la cantidad de fuerza utilizada y su aptitud para comprometer seriamente
la integridad territorial y la soberania del Estado agredido. En el caso Nicaragua vs. EEUU
la Corte Internacional de Justicia, en sentencia de 27 de junio de 1986, entendi6 que
un mero incidente fronterizo no seria subsumible en tal categoria®. Pero la cuestién se
encuentra abierta al debate, pues la determinacion de la gravedad de las hostilidades
depende de margenes de apreciacion muy abiertos, por no calificarlos de vaporosos.

Mas alla de los contornos de la nocion de “ataque armado”, el ejercicio del derecho a
la legitima defensa debe enmarcarse en las exigencias derivadas del principio de propor-
cionalidad, aplicable a las cuestiones relativas al cudndoy al cémo puede declararse (ius
ad bellum) y conducirse la guerra (ius in bello). Dicho principio, de debida observancia
universal en el Derecho publico, exige que las medidas coactivas de cualquier naturaleza
tengan una finalidad legitima y respeten los principios de idoneidad o aptitud, nece-
sidad —o clausula de la alternativa menos gravosa- y proporcionalidad en sentido es-
tricto. Comprende tanto la necesidad de efectuar juicios empiricos sobre la utilidad de
las medidas para alcanzar sus fines, como la ponderacién de los valores e intereses en
conflicto en las circunstancias existentes en el caso concreto. No requiere sélo la corre-
lacién equilibrada entre accidn y reaccion, sino un analisis de la relacién medio y fin, que

5. “La Corte no ve razén para negar que en el derecho consuetudinario, la prohibicién de ataques ar-
mados puede aplicarse al envio por un Estado de bandas armados al territorio de otro Estado, si tal opera-
cién, a causa de su escala y efectos, hubiera de clasificarse como ataque armado mds que como incidente
fronterizo si hubiera sido llevado a cabo por fuerzas armadas regulares”- Militarv and Paramilitary Acti-
vities in und against Nicaragua (Nicaragua v. United States of America). Merits, Judgment. I.C.J. Reports
1986 (p. 14, pr. 195).
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no es facil de realizar y el cual, frecuentemente, en el ambito internacional, se encuentra
minado por prejuicios relativos a los sujetos contendientes (Kretzmer, 2013, pp. 235-238).

Pero la “legitima defensa” no es el Unico titulo justificativo que puede ser invocado
para la entrada en la guerra. Desde el siglo XIX se maneja como motivo habilitante para
entablar una accién armada en territorio de otro Estado la “intervencion humanitaria’,
cuya aptitud para su utilizaciéon con espurios fines coloniales colocé el criterio, en los
anos 60 del siglo XX, en el terreno del escepticismo sobre su validez. Ello no impidio
que, en la segunda mitad del mismo siglo, el polémico principio de “intervencion huma-
nitaria” fuera invocado en operaciones militares en Paquistan Oriental, para la creacién
del Estado de Bangla-Desh porimposicién de India, (1971), en Camboya, para el desalojo
del régimen de los jemeres rojos del satrapa Pol Pot por Vietnam (1975), en Uganda, para
la expulsion del dictador Idi Amin por Tanzania (1978), en la invasién de Liberia por el
ECOWAS (1990), en la creacion de espacios aéreos protegidos en Irak para la proteccion
de Kurdos y chiitas (1991) y en Kosovo, como argumento para la intervencién de la
OTAN contra Serbia (1999).

Mas actual y depurada que la invocacion a la “intervencion humanitaria” es la doc-
trina de la “responsabilidad de proteccion” (R2P), que todos los Estados ostentan frente
a su propia ciudania, frente a crimenes internacionales y cuyo incumplimiento activa
la responsabilidad subsidiaria de la comunidad internacional en la lucha contra delitos
de lesa humanidad, aunque, en esta modalidad de autorizacion juridica para la guerra,
el picaporte de la puerta del infierno lo tiene —en las vetustas, pero férreas, manos de
sus miembros permanentes—, el Consejo de Seguridad de Naciones Unidas. El titulo
referido, de intervencion militar, se activd en el anno 2011 en el mantenimiento de un
espacio de exclusion aérea en Libia y para la proteccién de los civiles del pais, mediante
la Resolucién 1973 (2011).

Por ultimo, se considera motivo habilitante para la intervencién armada en una
guerra civil, por un Estado distinto al que ostenta la soberania sobre el territorio en el
que se producen las hostilidades, la solicitud, expresa o tacita, de apoyo del poder le-
gitimo del Estado donde se produce la contienda interna (consentimiento para la inter-
vencion), un requisito evanescente en lo concerniente a la atribucion de la soberania,
cuya valoraciéon depende, en la practica, de consideraciones politicas®.

3.2. La paz: Irenologia

No sélo la guerra merece epistemolégicamente colocarse como método de soluciéon
de conflictos, en el ambito de la autotutela internacional. Asi mismo es, al menos
sinalagmaticamente pertinente, que ocupe un puesto prominente la paz, entendida
como valor que deberia ser compartido por todos y cada uno de los sujetos del

6. Véase la Declaracion sobre la inadmisibilidad de la intervencién en los asuntos internos de los
Estados y proteccion de su independencia y soberania, aprobada mediante la Resolucion 2131 (XX)
de la Asamblea General de Naciones Unidas (1965). Un magnifico estudio sobre el principio de no
intervencion y otros principios de Derecho Internacional en relacién con la guerra civil espafola es el
realizado por Carlos Liesa Fernandez (2009) “La guerra civil y el Derecho Internacional, Revista Espa-
nola de Derecho Internacional”.
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Derecho, para alcanzar sus justos objetivos en la prevencion del conflicto y, para el
caso de que el enfrentamiento aflore, en su solucién autocompositiva.

Al estudio de la paz, como valor esencial de las relaciones humanas, se le conoce con
el nombre de“Irenologia”, ciencia cuyo cultivo deberia ser potenciado: si vis pacem, para
pacem. Ahora bien. jQué es la paz? Podria contestarse que la situacion de ausencia de
violencia, pero la necesidad de clarificacion conduce a definir con la precision posible
este Ultimo término.

Para Santo Tomas de Aquino (s,f.), la violencia se identifica con una fuerza externa
que desvia una cosa de su propia inclinacién, como sucede con una piedra lanzada
hacia arriba, o conduce a una persona a comportarse contra su voluntad’. Para el Doctor
Angélico, segun anade mas adelante en su magna obra, la paz es indirectamente fruto
de la justicia, pues elimina obstaculos?.

Previamente la mitologia griega habia vinculado paz y justicia. Irene (Paz y
Abundancia) es hija de Zeus y de Temis (la Ley y el Orden Eterno). Dike (Justicia) y
Eunomia (Leyes) —las tres Horas— son sus hermanas. En la mitologia romana Pax es hija
de Jupiter y de la Justicia y hermanad de la Concordia y de la Disciplina.

Con anterioridad la Biblia habia ensalzado la mismarelacién, en el Salmo 84 (9, 10-13)°.

Contemporaneamente se ha definido por Johan Galtung (1969, p. 167; 1985, p. 141)
la violencia como la diferencia entre lo potencial y lo efectivo. Lo potencial depende del
conocimiento y los recursos. Por ello el monopolio o su acaparamiento supondrian el
ejercicio de violencia estructural o indirecta, que se uniria, bajo un velo de invisibilidad,
a la violencia cultural, en una situacién de ausencia de violencia directa percibible a la
que el autor citado denomina “paz negativa’, un simple mantenimiento del statu quo, en
contraposicion con su concepto de “paz positiva’, que se basaria en relaciones grupales
cooperativas e implicaria el respeto por la justicia y los derechos humanos™.

Los monopolios u oligopolios sobre la tecnologia para la produccion de armas cons-
tituyen, en este marco, una evidente forma de violencia estructural, que coloca en una
posicion de poder basado en la capacidad de uso de la fuerza a quien puede crear armas

7. "Ylarazén de esto es que el acto de la voluntad no es otra cosa que una inclinacién que procede del
principio interior que conoce, del mismo modo que el apetito natural es una inclinacién procedente de un
principio interior sin conocimiento. Ahora bien, lo que es coaccionado o violento procede de un principio
exterior. Por eso, es contrario a la razén del acto mismo de la voluntad que sea coaccionado o violento,
como también es contrario a la razén de apetito o movimiento natural. Pues una piedra puede ser llevada
hacia arriba mediante violencia, pero este movimiento no puede surgir de su apetito natural, porque es
violento. Del mismo modo un hombre puede ser también arrastrado mediante violencia, pero es contrario
ala razén de violencia que esto surja de su voluntad.” Summa Teologica. I-llae, cuestién 6, art. 4.

8. Op. cit, IL.Ilae, cuestion 29, art. 3.

9. “10. La misericordia y la verdad se encuentran.

La justicia y la paz se besan.

11. La verdad brotard de la tierra y la justicia.

Mirard desde los cielos.

12. Dios nos brindard el bien

Y nuestra tierra dard sus frutos.

13. La justicia ird delante de él y nos pondrd en el camino de sus pasos”.

10. En contra de la distincion dicotémica expuesta entre “paz positiva"y “paz negativa”, se muestra
Kenneth E. Boulding (1977, p. 75).
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de destruccion masiva o extremadamente eficaces y que ademas se esfuerzan por im-
poner la imposibilidad de armarse de forma equivalente a los demas Estados.

IV. LAS SANCIONES

Las sanciones internacionales consisten en medidas coercitivas que se aplican frente a
Estados, entidades o individuos que se consideran una amenaza contra la paz o la se-
guridad internacional. Pueden consistir en: modificar conductas; reducir la capacidad
de accidén; debilitar la posicidn; o exteriorizar un reproche. Su finalidad es fundamental-
mente preventivay su naturaleza es heterogénea: militar, politica, econdmica, comercial,
tecnoldgica, cultural, deportiva o restrictiva de derechos, como la entrada en el terri-
torio de un Estado. En cuanto a su contenido, las sanciones deben ser proporcionadas.

La Carta de Naciones Unidas prevé la imposicion de sanciones por el Consejo de
Seguridad, entre las acciones que su capitulo VIl permite adoptar en caso de amenazas
a la paz, quebrantamiento de la paz o actos de agresion (arts. 39, 41y 42).

En el ambito de la Unién Europea, las sanciones constituyen una herramienta de la
Politica Exterior y de Seguridad Comun y encuentran su base en el art. 21 del Tratado de
la Union Europea. Puede tratarse de medidas de transposicion de sanciones adoptadas
por Naciones Unidas, complementarias o autbnomas.

Ademas, para responder de los efectos desfavorables de sanciones que se consi-
deren injustificadas adoptadas por terceros paises, la Unién Europea se ha dotado del
Reglamento CE 2271/1996, del Consejo, relativo a la proteccién contra los efectos de la
aplicacion extraterritorial de la legislaciéon adoptada por un tercer pais y contra las ac-
ciones basadas en ella o derivadas de ella. En su sentencia dictada en el caso Bank Melli
Iran, diciembre de 2021, el Tribunal de Justicia de la Unién Europea ha declarado que
el indicado Reglamento puede ser invocado en un proceso civil en el que se discute la
terminacién de un contrato concertado entre una empresa radicada en el territorio de
la Unidén (Deutsche Telekom) y un banco Irani (Bank Melli), para cumplir una sancién im-
puesta por EEUU (que el Reglamento 2271/1996 prohibe aplicar, salvo que se obtenga
una excepciéon concedida por la Comisidon Europea), con remisién a la necesidad de ob-
servancia del principio de proporcionalidad (asunto C-124/20)"".

La referencia por el TJUE a la necesidad de respeto del principio de proporcionalidad,
no ya en la aplicacion de sanciones internacionales, sino en la reaccién europea frente
al tratamiento de sanciones provenientes de EEUU, insta, por contraste, para completar
este trabajo, con una llamada a la constatacion de la realidad que se manifiesta cuando
la principal potencia mundial, regida por los designios de su actual Presidente Trump,
no solo introduce sanciones a un magistrado brasileno -y altisimos aranceles a Brasil
como represalia contra la actuacién de su Tribunal Supremo en el enjuiciamiento de
un asunto interno'?, sino que también aplica sanciones internacionales —-nada menos-

11. https://eur-lex.europa.eu/legal-content/ES/TXT/PDF/?uri=CELEX:62020CJ0124.
12. https://www.rtve.es/noticias/20250730/eeuu-nuevas-sanciones-moraes-politizar-proce-
so-contra-bolsonaro/16682708.shtml
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contra jueces de la Corte Penal Internacional por su actuacion en el ejercicio de sus
funciones'.

Queda asi demostrado que, en el Derecho Internacional, la autotutela -la voluntad
del mas fuerte- desafia, en el pasado y en el presente, con absoluto descaro en muchas
ocasiones, a la jurisdiccion, cuya independencia y sumision a la ley parecen valores in-
compatibles con las fuerzas que, en las relaciones internacionales, realmente y mas alla
de idilicos suefios de normatividad, rigen el destino de la humanidad, una conclusién
con la que se finaliza el trabajo y que, quizas, sea aconsejable aclarar que es descriptiva
y que habria de ser, en su significado inverso, prescriptiva, en la busqueda (siempre
inacabada) del Derecho en todas las facetas de las relaciones entre las personas que
pueblan nuestro mundo, que el transhumanismo tiene la vocacion de preservar, pero
que a su vez en la practicaamenaza como némesis de si mismo, hasta el punto de poder
poner la pantalla de nuestra existencia en negro.

V. CONCLUSIONES

1. El transhumanismo primario constituye una categoria util como intento de su-
peracion de los limites humanos derivados de la naturaleza mediante las inno-
vaciones tecnoldgicas a los métodos de autotutela en el Derecho Internacional.

2. El espionaje, incluida la desinformacién, se muestra como herramienta de ex-
pansién del poder estatal, donde la informacion se convierte en elemento clave
para el dominio y la manipulacién global.

3. La guerra hibrida representa la culminacién de un falso transhumanismo bélico,
al integrar distintos medios tecnolégicos que difuminan las fronteras entre la
guerray la pazy se destinan a la generacién de caos.

4. Las sanciones internacionales encarnan una forma de coercién que sustituye la
violencia fisica por la presién en distintos ambitos, incluido el tecnolégico.

5. La creciente tecnificaciéon de la guerra exige una reflexién sobre las condiciones
de la guerra justa, en el marco del principio de proporcionalidad y de la revalori-
zacion de la ética y el cumplimiento de las normas como limites al mantenimien-
to de posiciones de fuerza apoyados en sistemas de inteligencia artificial.

6. El derecho internacional contemporaneo debe integrar una reflexion filosofica
sobre el uso de la tecnologia en la resolucién de conflictos, para que el progreso
no derive en deshumanizacién y con la finalidad de que el empleo de la tecnolo-
gia, en el dmbito de la autotutela, permita eliminar o, cuando menos, reducir las
tensiones, sin incrementarlas, ni mucho menos para conducir a la humanidad al
precipicio de su extincion.

13. https://news.un.org/es/story/2025/06/1539311.
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Este articulo examina la videoconferencia como herramienta estructu-
ral de la cooperacion juridica penal en Europa desde una perspectiva
juridico-dogmatica. Se explican las razones por las que el empleo de
medios audiovisuales a distancia, inicialmente concebido como alter-
nativa coyuntural, ha pasado a integrarse de forma estable en la inves-
tigacién y enjuiciamiento de delitos con dimension transfronteriza. A
tal fin, se reconstruye el marco internacional y de la Unién Europea
—desde el Convenio relativo a la Asistencia Judicial en Materia Penal
entre los Estados Miembros (2000) y el Segundo Protocolo Adicional
(2001), pasando por la Directiva 2014/41/UE sobre la Orden Europea
deInvestigaciény la agenda de digitalizacion de la justicia—y se evalua
su interaccién con los principios de inmediacién, contradiccién, igual-
dad de armas, publicidad y derecho de defensa. El trabajo sostiene
que la compatibilidad plena entre eficiencia tecnoldgica y garantias
exige reglas claras sobre autenticacién, grabacién, cadena de custodia
digital, accesibilidad y proteccién de datos, asi como la consolidacién
de una infraestructura interoperable basada en e-CODEX y e-EDES.
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adversarial proceedings, equality of arms, publicity and the
right to defence. It argues that full compatibility between
technological efficiency and procedural guarantees requires
clearrulesonauthentication, recording, digital chain of custody,
accessibility and data protection, coupled with aninteroperable
infrastructure grounded on e-CODEX and e-EDES.

I. INTRODUCCION

La digitalizacion de la justicia europea ha dejado de ser un lema para convertirse en una
politica publica con efectos tangibles sobre la manera en que se investigan y enjuician
los delitos. En ese contexto, la videoconferencia ha evolucionado desde una solucién
logistica auxiliar hacia un instrumento con impacto normativo y dogmatico, capaz de
sostener diligencias de investigacién, practica de prueba y cooperacion directa entre
autoridades judiciales de diferentes Estados miembros. Esta mutacién no ha sido lineal
ni exenta de resistencias: junto a las evidentes ganancias en celeridad y reduccion de
costes afloran tensiones con el canon del juicio justo que obligan a repensar la inme-
diacion, la contradiccion y la igualdad de armas cuando la sala judicial se disgrega en
nodos remotos.

La experiencia acumulada durante la pandemia aceleré un aprendizaje institucional
que hoy permite valorar con mayor realismo ventajas y limites del formato remoto.
Quedo claro que la videoconferencia puede evitar traslados gravosos —de internos, tes-
tigos o peritos—, reducir suspensiones por motivos logisticos e incrementar la coope-
raciéon transfronteriza; pero también se evidencié que, sin estandares técnicos comunes
y protocolos de direccion de audiencias adaptados, la fiabilidad del acto y la partici-
pacién efectiva pueden resentirse. El propdsito de este articulo es ofrecer una recons-
truccidn sistematica que permita integrar la videoconferencia en la cooperacién penal
sin convertirla en una excepcién permisiva ni en un dogma inflexible.

Metodologicamente, se adopta una aproximacion combinada. Por un lado, se
examina el armazén normativo internacional y europeo que habilita el uso de medios
audiovisuales a distancia en la cooperacién penal; por otro, se valoran las garantias pro-
cesales afectadas, proponiendo criterios de proporcionalidad que orienten la decisién
judicial de optar por el formato remoto. Se incorporan, ademas, consideraciones téc-
nico-organizativas sobre interoperabilidad, seqguridad y gobernanza de la evidencia
digital, con referencia a e-CODEX y e-EDES como columna vertebral del ecosistema
europeo.

II. EVOLUCION NORMATIVA: DEL DERECHO INTERNACIONAL A LA
DIGITALIZACION EUROPEA

La evolucién normativa que ha conducido a la consolidacion de la videoconferencia
como herramienta de cooperaciénjudicial penal en Europa es el resultado de un proceso
gradual de integracion juridica y tecnoldgica que abarca mas de dos décadas. Este iti-
nerario normativo combina instrumentos internacionales de amplio alcance —como las
Convenciones de Naciones Unidas de Palermo y Mérida— con textos propios del acervo
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juridico europeo, entre los que destacan el Convenio de 2000 relativo a la asistencia
judicial en materia penal entre los Estados miembros de la Union Europea, la Directiva
2014/41/UE sobre la Orden Europea de Investigacion (OEl) y el Reglamento (UE)
2020/1783. A este armazén de hard law se han sumado progresivamente instrumentos
de soft law, como las Directrices de la CEPEJ (2021), que proporcionan criterios técnicos
y organizativos orientadores para el uso seguro y garantista de la videoconferencia en
los procedimientos judiciales.

2.1. Los antecedentes internacionales: de Palermo a Mérida

Eluso delavideoconferencia en el dmbito penal internacional se anticipa en los primeros
anos del siglo XXI con la Convencion de las Naciones Unidas contra la Delincuencia
Organizada Transnacional (Palermo, 2000), cuyo articulo 18.18 autoriza expresamente
a los Estados Parte a recurrir a la videoconferencia para la practica de declaraciones de
testigos o peritos cuando su comparecencia fisica resulte imposible o inconveniente'.
Este precepto reconoce, por primera vez en un tratado multilateral, la equivalencia ju-
ridica entre la presencia fisica y la comparecencia remota, siempre que se asegure la
direccion judicial del acto y la autenticidad de las declaraciones.

La misma logica se reproduce tres anos después en la Convencién de las Naciones
Unidas contra la Corrupciéon (Mérida, 2003), que en sus articulos 46.18 y 32.2(b) reitera la
posibilidad de recurrir a medios tecnoldgicos en la cooperacion judicial penal, especial-
mente para la proteccion de testigos y la eficiencia en la obtencién de pruebas? Ambas
convenciones se convirtieron en el punto de partida de una tendencia global hacia la
aceptacion de la videoconferencia como medio legitimo de cooperacién penal interna-
cional, al conjugar eficiencia procedimental y garantias procesales.

El impacto de estas disposiciones fue inmediato en el espacio europeo. La expe-
riencia de los Estados miembros en la aplicacion de estos instrumentos internacionales
puso de manifiesto la necesidad de dotar al marco europeo de un régimen propio y
coherente para el uso de la videoconferencia, en consonancia con los principios de re-
conocimiento mutuo y confianza reciproca que comenzaban a articularse como ejes de
la cooperacion judicial penal europea.

2.2. El Convenio de 2000 de la Unidon Europea: el punto de inflexion
normativo

El verdadero punto de inflexién en la regulaciéon europea de la videoconferencia se
produce con el Convenio relativo a la Asistencia Judicial en Materia Penal entre los
Estados miembros de la Union Europea, adoptado por el Consejo el 29 de mayo de
2000. Su articulo 10 establece un marco juridico pionero para la practica de audiencias
por videoconferencia, tanto para testigos y peritos como, de forma mas limitada, para

1. Convencién de las Naciones Unidas contra la Delincuencia Organizada Transnacional (Palermo,
2000), art. 18.18.
2. Convencion de las Naciones Unidas contra la Corrupcion (Mérida, 2003), arts. 46.18 'y 32.2(b).
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acusados, siempre que se cuente con su consentimiento y se respeten las garantias del
proceso penal’.

Este convenio, fruto del clima politico posterior al Consejo de Tampere, marcé una
ruptura con el modelo de cooperacién basado en comisiones rogatorias y autorizaciones
diplomaticas, para apostar por una cooperacion directa entre autoridades judiciales y fis-
cales. Laincorporacién explicita de la videoconferencia respondié a una doble necesidad:
reforzar la eficacia de la cooperacion penal transfronteriza y minimizar los costes y riesgos
logisticos asociados a los desplazamientos fisicos de testigos, peritos o procesados.

El Convenio de 2000 establecié también un marco garantista para el uso de esta tec-
nologia. Entre otros requisitos, impuso la necesidad de que la audiencia fuese dirigida
por una autoridad judicial del Estado de ejecucién, que el acto se realizara conforme a
las leyes de ese Estado y que se asegurara la identificacidon y la integridad de la comuni-
cacion. Este planteamiento se consolido después en el Segundo Protocolo Adicional al
Convenio Europeo de Asistencia Judicial en Materia Penal (2001), adoptado en el marco
del Consejo de Europa, que amplié el ambito de aplicacion del instrumento y armonizo
los estandares técnicos*.

2.3. La Orden Europea de Investigacion (Directiva 2014/41/UE)

El salto cualitativo en la regulacién de la videoconferencia dentro del Derecho de la
Union se produce con la Directiva 2014/41/UE, que instituye la Orden Europea de
Investigacién (OEI) en materia penal. La OEl sustituye el mosaico de instrumentos an-
teriores por un marco unico de cooperacién en materia de obtencion de pruebas, y en
su articulo 24 consagra la videoconferencia como método ordinario de ejecucion de
diligencias de prueba transfronterizas, especialmente para declaraciones de testigos,
peritos y sospechosos”.

La Directiva exige que la autoridad de emisiény la de ejecucién acuerden de antemano
las condiciones técnicas y procesales de la videoconferencia, asegurando la presencia de
la defensa, la traduccién e interpretacion cuando sea necesaria y la grabacion del acto.
Ademas, subraya la necesidad de que los Estados miembros dispongan de lainfraestructura
adecuaday de personal capacitado para el desarrollo de este tipo de diligencias. La norma,
transpuesta en Espafa mediante la Ley 23/2014 y modificada por la Ley 3/2018, refuerza
el principio de proporcionalidad como criterio rector de toda solicitud, imponiendo una
motivacion expresa cuando la videoconferencia sustituya a la comparecencia personal.

Desde la perspectiva dogmatica, la Directiva 2014/41/UE representa la positivizacion
del principio de inmediacién digital, pues reconoce que la participacion judicial a dis-
tancia puede cumplir la misma funcion probatoria que la presencial, siempre que se
mantengan las condiciones materiales de autenticidad y contradiccién®.

3. Consejo de la Unién Europea (2000). Convenio relativo a la asistencia judicial en materia penal
entre los Estados miembros de la Unidn Europea, art. 10.

4. Consejo de Europa (2001). Segundo Protocolo Adicional al Convenio Europeo de Asistencia Judi-
cial en Materia Penal.

5. Directiva 2014/41/UE del Parlamento Europeo y del Consejo, art. 24.

6. Ley 23/2014, de 20 de noviembre, y Ley 3/2018, de 11 de junio (Espafa).
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2.4. El Reglamento (UE) 2020/1783: hacia el principio de “digital por
defecto”

El siguiente paso en esta evolucién normativa llega con el Reglamento (UE) 2020/1783
del Parlamento Europeo y del Consejo, relativo a la cooperacién entre los érganos juris-
diccionales de los Estados miembros en materia civil o mercantil, aunque con efectos
transversales sobre el ambito penal. Este reglamento impulsa el principio de “digital
por defecto’, al establecer que las comunicaciones judiciales entre autoridades deben
realizarse preferentemente por medios electrénicos y a través de sistemas seguros de
transmision, en particular e-CODEX (Communication via Online Data Exchange)’.

Si bien su objeto principal no es el proceso penal, su impacto es significativo: in-
troduce una obligacion de interoperabilidad técnica y de utilizacién de canales certifi-
cados que afecta directamente a las actuaciones penales transfronterizas, incluidas las
celebradas por videoconferencia. De hecho, el desarrollo posterior de e-EDES (European
E-Evidence Digital Exchange System) y la integracion de formularios de la OEl en este
entorno tecnologico consolidan la base juridica y técnica de una cooperacién judicial
plenamente digitalizada.

El Reglamento de 2020 anticipa, por tanto, la transicion desde una “cooperacion
asistida”hacia una cooperacién digital integrada, en la que los medios electronicos dejan
de ser una alternativa para convertirse en el cauce ordinario de comunicacién entre los
sistemas judiciales europeos. La videoconferencia se inscribe asi en una logica de inte-
roperabilidad y seguridad juridica supranacional, que exige estandares uniformes de
cifrado, autenticacion y conservacion de grabaciones®.

2.5. Soft law y estandares técnicos: las Directrices de la CEPE] (2021)

La progresiva institucionalizacién del uso de la videoconferencia ha sido acompanada
por la produccion de instrumentos de soft law, entre los que destacan las Directrices de la
CEPEJ sobre videoconferencias en los procedimientos judiciales (2021). Estas directrices,
adoptadas por el Consejo de Europa, no tienen caracter vinculante, pero constituyen
una referencia técnica esencial para la implementacién practica de audiencias remotas.

El documento aborda aspectos como la planificacion y gestidn de las audiencias, la
identificacién segura de los participantes, la calidad minima del audio y video, la pro-
teccidon de datos personales, la accesibilidad y ladocumentacion de incidencias técnicas.
Ademas, introduce una lista de verificacion (checklist) que recomienda a los Estados
aplicar antes, durante y después de la audiencia, con el fin de garantizar su validez pro-
cesal y su conformidad con los estandares del articulo 6 del CEDH®.

Estas directrices han tenido una influencia directa en proyectos como SimpliVi,
orientados a simplificar y homogeneizar el uso de la videoconferencia judicial en
Europa. La convergencia entre la normativa dura (hard law) y las recomendaciones

7. Reglamento (UE) 2020/1783 del Parlamento Europeo y del Consejo, considerandos 21 y 29.

8. Comunicacién de la Comisién Europea (2020). Digitalisation of Justice in the European Union,
COM(2020) 710 final.

9. CEPEJ (2021). Guidelines on Videoconferencing in Judicial Proceedings, Council of Europe.
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de la CEPEJ refuerza la tendencia hacia una cultura juridica comun de la cooperacién
digital, basada en la interoperabilidad, la confianza tecnoldégica y el respeto de las ga-
rantias fundamentales.

III. FUNDAMENTOS Y GARANTIAS PROCESALES DE LA COOPERACION
PENAL EUROPEA EN ACTUACIONES POR VIDEOCONFERENCIA

La cooperacion judicial penal europea ha transitado desde un modelo de asistencia
interestatal formalista hacia un sistema basado en el reconocimiento mutuo y la con-
flanza reciproca, concebidos como principios estructurales del espacio judicial europeo.
Ambos operan como ejes de vertebracién dogmatica: el primero impone el reconoci-
miento automatico de los actos procesales validamente emitidos por las autoridades
judiciales de otro Estado miembro; el sequndo presupone la existencia de un minimo
comun de garantias procesales, derivado del articulo 6 del CEDH y de los articulos 47 y
48 de la Carta de Derechos Fundamentales de la Unién Europea'®.

La videoconferencia judicial transfronteriza, en tanto manifestacion mas visible de
la justicia digital, se inserta directamente en este marco. No se trata de una innovacion
meramente instrumental, sino de un cambio estructural en la forma de practicar y va-
lidar los actos procesales. Su incorporacion al espacio judicial europeo obliga a repensar
como se preservan los principios que legitiman la jurisdiccién penal —-inmediacion, con-
tradiccidn, publicidad, igualdad de armas y derecho de defensa- cuando el acto se des-
materializa y depende de un soporte tecnoldgico.

La clave juridico-dogmatica reside en sustituir la nocién formal de “presencia fisica’
por una concepcion funcional de presencia procesal efectiva, en la que los derechos se
realizan a través de la tecnologia. Como recordé la CEPEJ (2021), la tecnologia puede
servir a la justicia solo si se adapta a sus principios, no al revés''. Esta es la premisa sobre
la que debe construirse la legitimidad de toda actuacion judicial remota.

’

3.1. Inmediacion funcional y exigencias técnicas como garantias
procesales

El principio de inmediacién exige el contacto directo del érgano judicial con la fuente
de prueba, de modo que la valoracién se base en la percepcién personal y no en inter-
mediaciones documentales. En entornos digitales, este contacto se transforma en una
inmediacion mediada tecnolégicamente, cuya autenticidad depende de la calidad y
fiabilidad del canal de comunicacién'.

Por ello, la inmediacién digital no se satisface con la mera conexién audiovisual: re-
quiere un estandar técnico de integridad sensorial y cognitiva. Las Directrices CEPEJ
(2021) y el proyecto SimpliVi (2024) establecen que deben garantizarse al menos:

10. Carta de Derechos Fundamentales de la UE, arts. 47-48; CEDH, art. 6.
11. CEPEJ (2021). Guidelines on Videoconferencing in Judicial Proceedings. Council of Europe.
12. MIRPUIG, S. (2020). Derecho penal europeo y principios estructurales del proceso. Madrid: Tecnos.
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a) resolucién de video de alta definicién (minimo 720p) y sonido bidireccional sin
latencia perceptible;

b) iluminacion homogénea y encuadre estable que permita captar gestos y
reacciones;

c) control judicial del entorno del declarante (ausencia de presiones externas o in-
fluencias); y

d) registro integro y verificable del acto, mediante grabacion con sello de tiempo y
metadatos hash.™

EITEDH, en Marcello Viola c. Italia (2006) y Sakhnovskiy c. Rusia (2010), ha avalado la
compatibilidad de las audiencias por videoconferencia con el art. 6 CEDH, siempre que
la tecnologia no obstaculice la interaccién entre el acusado, su defensa y el tribunal.
La distancia fisica no equivale, por tanto, a distancia procesal si se garantiza la partici-
pacion sensorial plena del imputado y la direccién inmediata del 6rgano judicial™.

Desde la practica judicial, la inmediacion digital exige protocolos que permitan al
tribunal suspender, pausar o reiniciar la conexion ante cualquier defecto técnico que
afecte a la percepcion. El Letrado de la Administracion de Justicia (LAJ) desempefia un
papel esencial en este punto, al certificar identidad, autenticidad y continuidad del acto,
y documentar las incidencias técnicas con valor fehaciente.'

3.2. Contradiccion e igualdad de armas: de la formalidad a la simetria
tecnoldgica

El principio de contradiccidon no se agota en la posibilidad formal de intervenir: exige
una interaccion efectiva y en condiciones de igualdad material. En las audiencias por
videoconferencia, esta exigencia se traduce en la obligacién de asegurar una simetria
tecnoldgica entre las partes’®.

La igualdad de armas implica que todas dispongan de los mismos medios de co-
municacion, calidad de conexion y acceso a los documentos digitales. Cuando la de-
fensa experimenta cortes, latencia o imposibilidad de visualizar gestos y reacciones, se
produce una disfuncion procesal sustancial que vulnera el equilibrio entre acusaciéony
defensa.

Por ello, las Directrices CEPEJ (2021) exigen una verificacion técnica previa —test de
conectividad, control de dispositivos y disponibilidad de asistencia técnica inmediata-
y la documentacion en acta de cualquier incidencia que pueda influir en la valoraciéon
de la prueba.”

En la cooperacion transfronteriza, esta exigencia se refuerza: los Estados deben coor-
dinar previamente las condiciones técnicas y linguisticas, conforme al articulo 24 de la

13. SimpliVi Consortium (2024). Analysis and Design Consolidation Document, pp. 35-47.

14. TEDH, Marcello Viola c. Italia, n° 45106/04 (2006); Sakhnovskiy c. Rusia, n° 21272/03 (2010).

15. Ley 18/2011, de 5 de julio, sobre el uso de TIC en la Administracion de Justicia; CEPEJ (2021),
op. cit., parr. 32.

16. TEDH, Ruiz-Mateos c. Espana, n° 12952/87 (1993); CEPEJ (2021), parrs. 14-19.

17. CEPEJ (2021), Checklist for Remote Hearings, parr. 21.
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Directiva 2014/41/UEy al Reglamento (UE) 2020/1783, garantizando la participacién simul-
tanea de todas las partes con traduccién e interpretacion adecuadas'®. La contradiccion,
en consecuencia, se convierte en una funcion compartida de gestion técnica y procesal.

3.3. Publicidad procesal y proteccion de datos: un equilibrio
constitucional

La publicidad del proceso penal constituye un pilar del Estado de Derecho, pero en en-
tornos digitales debe equilibrarse con la proteccion de datos personales y la sequridad
de lainformacioén. Las audiencias por videoconferencia introducen un riesgo especifico:
la difusidon no autorizada o grabacién paralela de imagenes y sonidos.

Para evitarlo, los Estados deben aplicar sistemas de acceso controlado —autenticacion
previa, registro de usuarios, prohibicidon de capturas externasy trazabilidad de accesos-.
La CEPEJ subraya que la transparencia procesal no equivale a exposicion publica ili-
mitada, sino a la posibilidad de escrutinio bajo condiciones controladas y seguras.'

En Espana, el articulo 230 LOPJ y el 449 bis LECrim reconocen la grabacion audio-
visual oficial como forma de documentacion de las actuaciones, bajo custodia judicial y
con acceso restringido a las partes. El respeto a la publicidad no se mide, por tanto, por
la presencia fisica del publico, sino por la garantia de trazabilidad y acceso legitimo a los
registros procesales.

3.4. DERECHO DE DEFENSA: COMUNICACION CONFIDENCIAL,
ASISTENCIA TECNICA Y EFECTIVIDAD MATERIAL

El derecho de defensa se proyecta de manera singular en las audiencias remotas. Su
contenido esencial —comunicacién libre con el letrado, acceso a la prueba y partici-
pacion en la audiencia- debe preservarse mediante medidas tecnoldgicas especificas:

canales cifrados y separados para la comunicaciéon abogado-cliente;
soporte técnico permanente durante la vista;

disponibilidad de la documentacion probatoria digital en tiempo real; y
posibilidad de intervenir verbalmente sin interferencias ni retrasos.?

oo

Una videoconferencia en la que el acusado no pueda hablar con su defensor o seguir
el hilo del debate deja de ser una audiencia justa. El derecho de defensa es insepa-
rable de la interactividad judicial, y su efectividad no puede quedar subordinada a defi-
ciencias de infraestructura.

Por ello, la CEPEJ exige que la participacion sea significativa, no simbdlica, y que
los Estados garanticen tanto la accesibilidad tecnolégica como la competencia digital

18. CEPEJ (2021), Data Protection and Access Guidelines; LOP)J, art. 230; LECrim, art. 449 bis.
19. CEPEJ (2021), op. cit.; Consejo de Europa (2021). Toolkit for Remote Criminal Hearings.
20. CEDH, art. 6.3(c); Constitucién Espanola, art. 24; CEPEJ (2021), parr. 25.
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de los intervinientes. Este principio se enlaza con la obligacién positiva de los poderes
publicos de eliminar barreras tecnolégicas que impidan el ejercicio pleno del derecho.

3.5. Fe publica, custodia digital y responsabilidad del Letrado de la
Administracion de Justicia

En el entorno digital, la fe publica judicial se traduce en integridad, autenticidad y traza-
bilidad. El Letrado de la Administracion de Justicia (LAJ), como fedatario publico, asume
una funcién expansiva que va mas alla de la constatacion formal del acto. Su papel
comprende:

a) verificar la identidad y capacidad de los intervinientes;

b) certificar las condiciones técnicas de la videoconferencia;
c¢) documentar incidencias y fallos; y

d) garantizar la cadena de custodia digital de la grabacién.?

El proyecto SimpliVi (2024) recomienda que las grabaciones cuenten con sellos de
tiempo, funciones hash criptograficas y logs de auditoria, de modo que pueda demos-
trarse su integridad y autenticidad en cualquier revisién o impugnacién. Estas me-
didas se integran en la légica de e-CODEX y e-EDES, donde los flujos de informacién
judicial viajan cifrados y firmados electrénicamente, con acuse de recibo y trazabilidad
automatica.

El LAJ se convierte asi en garante técnico-juridico de la validez del acto remoto, ase-
gurando que lo que se celebra a distancia conserva el mismo valor que el acto pre-
sencial. La fe publica se transforma, en la justicia digital, en verificabilidad objetiva.

3.6. Sintesis: hacia un nuevo canon garantista en la cooperacion
penal digital

La experiencia acumulada demuestra que la videoconferencia no altera la esencia del
proceso penal europeo, sino que exige una reconstruccién funcional de sus garantias
tradicionales. La inmediacion, la contradiccion, la publicidad y la defensa sobreviven al
cambio de soporte siempre que se acompanen de estandares técnicos exigibles, verifi-
cacion judicial continua y responsabilidad institucional compartida.

La cooperacion judicial penal del siglo XXI solo sera legitima si el avance tecnoldgico
va de la mano de una dogmatica procesal renovada, en la que la eficacia digital nunca
sustituya al garantismo juridico, sino que lo refuerce a través de la trazabilidad, la auten-
ticacion y la rendicién de cuentas.

21. SimpliVi Consortium (2024), Technical Recommendations on Digital Custody Chains, pp. 50-52.
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IV. LA ORDEN EUROPEA DE INVESTIGACION Y LA PRACTICA DE
DILIGENCIAS A DISTANCIA

La Orden Europea de Investigacion (OEl) se ha consolidado como el instrumento central
de la cooperacién judicial penal en materia probatoria dentro de la Unién Europea. Su
aprobacién mediante la Directiva 2014/41/UE supuso la unificacion de un conjunto
fragmentado de mecanismos de asistencia judicial —comisiones rogatorias, convenios
bilaterales y decisiones marco- en un sistema unico, basado en los principios de reco-
nocimiento mutuo, proporcionalidad y confianza reciproca®. La OEIl constituye hoy la
expresion mas avanzada de la légica de cooperacién directa entre autoridades judi-
ciales, sin intermediacion diplomatica ni procedimientos de exequatur, y su regulacién
ha permitido racionalizar la practica de diligencias a distancia, entre ellas las audiencias
y declaraciones por videoconferencia.

4.1. Emision y motivacion: la necesidad de una cooperacion
proporcional y garantista

El articulo 6 de la Directiva establece que toda OEl debe fundarse en una decisién ju-
dicial motivada, en la que se justifique la pertinencia y la proporcionalidad de la medida
solicitada. Esta exigencia tiene una doble finalidad: por un lado, preservar el equilibrio
entre la eficacia investigadora y los derechos fundamentales del afectado; y por otro, ga-
rantizar la confianza del Estado de ejecucion en lalegalidad y legitimidad de la medida®.

En el caso de las diligencias por videoconferencia, la autoridad emisora debe razonar
por qué la comparecencia a distancia es el medio mas adecuado, especificando los mo-
tivos que impiden o desaconsejan la presencia fisica. La motivacién reforzada adquiere
especial relevancia cuando la medida afecta a personas investigadas o acusadas, pues
el articulo 24 de la Directiva impone el consentimiento previo del declarante salvo que
el Derecho nacional disponga otra cosa.

Ademas de la motivacion juridica, la OEl debe contener informacién practica precisa:
los datos de conexidn, el idioma de la audiencia, la identificacion de los intervinientes, el
calendario previsto, las medidas de seguridad, las condiciones de grabacion y, cuando
proceda, la participacion de intérpretes o peritos. Esta estructura operativa, formalizada
en los formularios normalizados de la Red Judicial Europea (RJE), persigue evitar los re-
trasos derivados de la falta de coordinacion técnica entre Estados miembros?.

4.2. Coordinacion entre autoridades y ejecucion de la orden

La eficacia de la OEl depende en gran medida de la coordinacién previa entre las auto-
ridades emisora y ejecutora. Aunque la Directiva no impone la comunicacién informal

22. Directiva 2014/41/UE del Parlamento Europeo y del Consejo, de 3 de abril de 2014, relativaala
orden europea de investigacion en materia penal.c

23. lbid., art. 6.

24. Red Judicial Europea (RJE). Formularios estandarizados de la Orden Europea de Investigacion
(EIO Formes).
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previa, en la practica se ha demostrado que el intercambio preliminar de informacién
técnica —plataformas disponibles, horarios, personal de apoyo, requisitos linguisticos-
reduce significativamente las dilaciones y los riesgos de fallo durante la audiencia.

Laautoridad deejecucién, unavezrecibidala OEl, debereconocery ejecutarlamedida
con arreglo a su Derecho interno, conforme al principio de reconocimiento mutuo, salvo
gue concurra alguna de las causas tasadas de denegacion previstas en el articulo 11 de
la Directiva. Estas causas son de interpretacion estricta y responden a supuestos excep-
cionales, como la inmunidad del declarante, la afectacion de intereses esenciales de
seguridad nacional o la vulneracién manifiesta de derechos fundamentales®.

En el caso espanol, la Ley 23/2014, de 20 de noviembre, y su modificacion por la
Ley 3/2018, de 11 de junio, han transpuesto estas previsiones estableciendo un sistema
mixto de tramitacion: si la ejecucién no implica medidas restrictivas de derechos funda-
mentales, la competencia recae en el Ministerio Fiscal; de lo contrario, corresponde al
juez de instruccién o tribunal competente®. Esta distincion refuerza el control judicial
sobre las actuaciones mas sensibles, como la toma de declaraciones de investigados o
testigos vulnerables mediante videoconferencia.

4.3. Causas de denegacion y principio de proporcionalidad

Las causas de denegacion de la OEl se interpretan restrictivamente, en consonancia
con la doctrina del TJUE sobre el reconocimiento mutuo. La denegacion solo procede
cuando la ejecucion de la medida seria contraria a los principios fundamentales del
Derecho del Estado requerido o cuando el investigado no consienta en casos en que el
consentimiento sea obligatorio. En el resto de supuestos, la autoridad ejecutora debe
adoptar las medidas necesarias para hacer posible la audiencia, incluso adaptando su
legislacion procesal a las exigencias de la cooperacién?’.

La proporcionalidad actua, por tanto, como criterio transversal que informa toda la
cadena de emision y ejecucion. La autoridad emisora debe demostrar que la medida es
idonea y necesaria para el fin probatorio perseguido, y la autoridad de ejecucion debe
valorar si su aplicacion en el territorio nacional respeta las garantias procesales y los de-
rechos de defensa. En la practica, este equilibrio se traduce en la necesidad de acuerdos
previos sobre la forma de desarrollo del acto, la presencia de las partes y la documen-
tacion del resultado.

4.4. Documentacion, cadena de custodia y gobernanza del resultado

Uno de los aspectos mas delicados de la cooperacion probatoria digital reside en la
gobernanza del resultado. La documentacion generada —actas, grabaciones audio-
visuales, certificados de integridad, transcripciones o traducciones— debe circular

25. Directiva 2014/41/UE, art. 11.

26. Ley 23/2014, de 20 de noviembre, de reconocimiento mutuo de resoluciones penales en la
Unidn Europea, arts. 187-190; Ley 3/2018, de 11 de junio.

27. TJUE, Aranyosiy Calddraru (C-404/15 y C-659/15 PPU), ECLI:EU:C:2016:198.
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por canales seguros y trazables, preferentemente a través de los sistemas europeos
e-CODEX (Communication via Online Data Exchange) y e-EDES (European E-Evidence
Digital Exchange System)?,.

El uso de estos canales permite cumplir con tres requisitos esenciales: confidencia-
lidad, mediante el cifrado extremo a extremo; integridad, gracias al uso de sellos de
tiempo y funciones hash que evitan la manipulacién; y trazabilidad, mediante registros
automaticos de transmisidon y recepcién. Estos mecanismos garantizan que las pruebas
obtenidas por videoconferencia mantengan su autenticidad y puedan ser valoradas sin
reservas en el Estado emisor.

Asimismo, la descripcién detallada de la cadena de custodia digital se ha convertido
en una garantia indispensable para la admisibilidad de la prueba. Cada elemento -
desde la grabacién hasta su remision y almacenamiento- debe ir acompanado de un
registro que identifique a los responsables de su manejo, los sistemas empleados y las
fechas de acceso. Esta trazabilidad, mas alla de su valor técnico, posee una dimension
juridico-dogmatica: es la condicidon que permite atribuir a la videoconferencia la misma
fuerza probatoria que a la audiencia presencial®.

El Letrado de la Administracién de Justicia desempefia, en este punto, una funcion
esencial de verificacién y certificaciéon. Su intervencién asegura que la actuacion remota
cumpla las garantias de autenticidad, continuidad y transparencia, y que las graba-
ciones queden custodiadas bajo condiciones de seguridad equivalentes a las de los
soportes tradicionales. El proyecto SimpliVi (2024) ha insistido en la necesidad de desa-
rrollar manuales de procedimiento estandarizados que definan los parametros técnicos
y juridicos de esta cadena de custodia digital®°.

4.5. Evaluacion: hacia una cooperacion probatoria segura y digital

La OEl representa, en definitiva, la transicion de una cooperacion judicial analdgica a
una digital, en la que las actuaciones por videoconferencia constituyen una modalidad
normalizada de obtencion de prueba transfronteriza. El equilibrio entre eficiencia y ga-
rantia sigue siendo el eje central del sistema. La plena interoperabilidad de los sistemas
europeos y la consolidacion de protocolos uniformes sobre grabacién, conservaciény
transmisién de pruebas constituyen los pasos necesarios para que la videoconferencia
alcance su maximo potencial como herramienta de cooperacion.

El futuro inmediato apunta a un modelo de “cooperacién digital por defecto’, en el
que las actuaciones a distancia dejen de ser excepcionales para integrarse estructural-
mente en el funcionamiento cotidiano de la justicia penal europea. La evolucién nor-
mativa y practica de la OEl confirma que la legitimidad de esta tendencia no depende
solo de la tecnologia empleada, sino de la firmeza con que se mantengan las garantias
procesales que sustentan el proceso penal democratico.

28. Reglamento (UE) 2020/1783, considerandos 21y 29; Comision Europea (2020). COM(2020) 710
final. Digitalisation of Justice in the EU.

29. CEPEJ (2021). Guidelines on Videoconferencing in Judicial Proceedings. Council of Europe.

30. SimpliVi Consortium (2024). Analysis and Design Consolidation Document. Bruselas: Comisidon
Europea.
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V. EXPERIENCIAS RECIENTES Y APRENDIZAJES OPERATIVOS

El desarrollo normativo de la videoconferencia como instrumento de cooperacion
judicial penal se ha visto acompanado por una intensa labor practica de implemen-
tacidon, impulsada por proyectos europeos destinados a evaluar su eficacia real y
su sostenibilidad en los sistemas judiciales nacionales. Las experiencias recientes
muestran que el éxito del formato remoto depende no solo del marco juridico apli-
cable, sino también de un conjunto de variables organizativas, técnicas y humanas
que determinan su viabilidad.

Entre los proyectos mas relevantes destaca SimpliVi (Simplifying Cross-Border
Judicial Videoconferencing in Europe) que ya he ido mencionando. Se trata de una ini-
ciativa cofinanciada por la Comisidon Europea que ha reunido a varios ministerios de
justicia y entidades judiciales europeas para analizar el uso de la videoconferencia en
procedimientos penales transfronterizos. Sus conclusiones constituyen una referencia
obligada para comprender los factores que condicionan el despliegue efectivo de la
justicia digital cooperativa®'.

5.1. Factores de éxito: infraestructura, protocolos y formacion

Las conclusiones del proyecto SimpliVi coinciden en que la aceptacién y fiabilidad de
las audiencias telematicas dependen, en primer término, de la existencia de infraestruc-
turas adecuadas y homogéneas. Ello incluye salas judiciales homologadas, equipadas
con camaras de alta definicién, sistemas de sonido direccional, iluminacién estanda-
rizada y conexiones redundantes para evitar interrupciones. Los Estados que han in-
vertido en la creacion de entornos técnicos controlados han logrado reducir significa-
tivamente el niUmero de vistas suspendidas por fallos técnicos y aumentar la confianza
de los operadores juridicos en el sistema®?.

Junto a la infraestructura, resulta esencial disponer de protocolos de actuaciény ca-
talogos de incidencias que establezcan respuestas estandarizadas ante los problemas
mas frecuentes: pérdida de sefal, interrupcion del audio, errores de identificacion, fallos
en la grabacién o ausencia de conexién del intérprete. Estos catalogos, elaborados en el
marco de SimpliViy de la CEPEJ (2021), permiten sistematizar la gestion de incidencias
y dotan de seguridad juridica a la actuacion judicial en entornos remotos®.

Un tercer factor de éxito identificado por la practica comparada es la formacion
continua de todos los actores implicados: jueces, letrados de la Administracion de
Justicia, fiscales, abogados e intérpretes. El conocimiento técnico de las plataformas
de videoconferencia, la comprensién de los riesgos de seguridad digital y la capacidad
de adaptacion a los nuevos modelos de audiencia constituyen competencias profesio-
nales imprescindibles en la justicia contemporanea. SimpliVi recomienda la creacion de

31. SimpliVi Consortium (2024). Simplifying Cross-Border Judicial Videoconferencing in Europe:
Analysis and Design Consolidation Document. Bruselas: Comision Europea.

32. Ibid., Conclusiones, p. 45.

33. CEPEJ (2021). Guidelines on Videoconferencing in Judicial Proceedings. Council of Europe.
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itinerarios formativos especificos, con moédulos practicos sobre preparacion, desarrollo
y documentacion de vistas remotas, adaptados a los diferentes perfiles de usuario®*.

5.2. Experiencias nacionales: avances y asimetrias

El despliegue de la videoconferencia judicial en Europa presenta un mapa desigual,
condicionado por la estructura de los sistemas de justicia y el grado de inversién tec-
nolégica de cada Estado miembro. Mientras algunos paises, como Francia, Portugal o
Alemania, han desarrollado plataformas centralizadas con altos niveles de interoperabi-
lidad, otros mantienen soluciones fragmentadas o de caracter regional.

El caso espafnol ofrece un ejemplo paradigmatico de transicion acelerada. La ex-
pansion de la videoconferencia durante la pandemia de la COVID-19 permitié man-
tener la continuidad del servicio publico de justicia, pero también evidencié desigual-
dades territoriales y técnicas. La coexistencia de diversas plataformas —derivada de las
competencias tecnolégicas de las comunidades autbnomas— generd una pluralidad de
entornos que dificultaba la comunicacién entre érganos judiciales y limitaba la intero-
perabilidad con otros Estados®.

Frente a este escenario, el Ministerio de Justicia de Espana y las Comunidades
Auténomas con competencias transferidas han emprendido un proceso de conver-
gencia hacia estandares comunes, centrado en la interoperabilidad y la unificacién
de procedimientos. La implantacidon progresiva de nodos nacionales conectados a
e-CODEX y e-EDES ha permitido canalizar 6rdenes europeas de investigacion, solici-
tudes de cooperacion y grabaciones de vistas por medios seguros y trazables®®.

La practica espafnola muestra, ademas, la relevancia de la colaboracion interinstitu-
cional entre los operadores juridicos y los equipos técnicos. La creacion de unidades
de soporte informdatico con tiempos de respuesta definidos, asi como la coordinacién
con los Letrados de la Administracion de Justicia, ha reducido de forma notable las inci-
dencias técnicas y ha fortalecido la confianza institucional en el formato remoto.

5.3. Estandarizacidn, interoperabilidad y previsibilidad

Una de las lecciones mas significativas que se desprenden de las evaluaciones europeas
es que la digitalizacién de la cooperacion judicial no puede descansar Unicamente en
la voluntad politica o en la normativa, sino que requiere estandarizacion técnica e in-
teroperabilidad funcional. Ello implica que las plataformas utilizadas por los distintos
Estados miembros deben cumplir con los mismos requisitos de seguridad, cifrado, au-
tenticacién y grabacién, de modo que las pruebas obtenidas por videoconferencia sean
admisibles y verificables en todos los foros jurisdiccionales.

34. SimpliVi Consortium (2024), Training and Capacity-Building Recommendations for Judicial Staff.

35. Ministerio de Justicia de Espafa (2022). Informe sobre la digitalizacion de la Justicia y el uso de
la videoconferencia judicial.

36. Comision Europea (2020). COM(2020) 710 final. Digitalisation of Justice in the European Union.
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El establecimiento de protocolos comunes de documentaciéon —actas, grabaciones,
certificados de integridad, transcripciones e interpretaciones- favorece la previsibilidad
de la cooperacién judicial y reduce la litigiosidad incidental. Cuanto mas uniforme es el
procedimiento técnicoy juridico, menor es el margen para impugnaciones por defectos
formales o dudas sobre la autenticidad del material probatorio®’.

El proyecto SimpliVi ha recomendado la elaboracién de un Manual Europeo de
Buenas Practicas en Videoconferencia Judicial, que incorpore las lecciones aprendidas
de los diferentes Estados miembrosy establezca estandares minimos sobre preparacion,
desarrollo y documentacién de audiencias transfronterizas. Esta iniciativa aspira a con-
solidar una cultura judicial europea que combine eficiencia tecnoldgica, seguridad ju-
ridica y tutela efectiva de los derechos fundamentales.

5.4. Un cambio cultural en la justicia penal europea

Mas alla de los avances técnicos y normativos, la generalizacion de la videoconferencia
esta propiciando un cambio cultural profundo en la forma de entender la cooperacién
judicial penal. El concepto clasico de “acto procesal” —vinculado a un espacio fisico y a
un tiempo concreto- esta siendo sustituido por una nocion dindmica y descentralizada,
en la que el acto judicial se proyecta simultaneamente en distintos territorios bajo la
direccion de una autoridad coordinadora.

Este fendmeno plantea desafios inéditos: la gestion de las diferencias linguisticas
y culturales, la sincronizacién de horarios y calendarios judiciales, y la necesidad de
reforzar la confianza mutua entre operadores juridicos de diferentes Estados. Sin em-
bargo, también ofrece una oportunidad unica para consolidar una identidad judicial
europea compartida, basada en la cooperacioén cotidiana y en la superacion de las fron-
teras procesales mediante la tecnologia.

En dltima instancia, las experiencias recientes demuestran que la eficiencia y la ga-
rantia no son polos opuestos, sino condiciones complementarias de una misma legiti-
midad. La videoconferencia judicial, cuando se apoya en un marco normativo sélido,
en infraestructuras seguras y en operadores formados, deja de ser una alternativa de
emergencia para convertirse en una herramienta estructural de la cooperacién penal
europea del siglo XXI.

VI. INTEROPERABILIDAD, SEGURIDAD Y GOBERNANZA DE LA
EVIDENCIA DIGITAL

La consolidaciéon de la cooperacion judicial penal digital en Europa depende, en
ultima instancia, de la existencia de un ecosistema técnico seguro, interoperable y
sometido a reglas uniformes de integridad y custodia de la informacion. La digitali-
zacion del proceso penal no se agota en la transmisién telematica de documentos o
en la celebracién de vistas a distancia: requiere un marco comun de infraestructura,
estandares y gobernanza de la evidencia digital que garantice tanto la validez ju-

37. Consejo de Europa (2021). Practical Toolkit for Remote Hearings in Criminal Matters.
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ridica de las actuaciones como la proteccién efectiva de los derechos fundamentales
de los intervinientes.

La videoconferencia judicial transfronteriza solo puede considerarse plenamente in-
tegrada en el espacio judicial europeo cuando se ancla en canales tecnoldégicos fiables,
certificados y sometidos a control institucional. En este sentido, dos sistemas ocupan un
lugar central en la arquitectura de la cooperacién digital: e-CODEX (Communication via
Online Data Exchange) y e-EDES (European E-Evidence Digital Exchange System).

6.1. E-CODEX Y E-EDES: LA COLUMNA VERTEBRAL DE LA
COOPERACION JUDICIAL DIGITAL

El sistema e-CODEX constituye una red federada de pasarelas y conectores nacionales que
permite el intercambio seguro, autenticado y cifrado de mensajes, formularios y docu-
mentos entre autoridades judiciales de los Estados miembros. Su disefio descentralizado
—basado en nodos nacionales interconectados mediante estandares abiertos— garantiza la
autonomia tecnolégica de cada pais y, al mismo tiempo, la interoperabilidad del conjunto?,

Sobre esta infraestructura se articula e-EDES, un sistema especifico para la trans-
mision digital de 6rdenes europeas de investigacion (OEl) y pruebas electrdnicas.
e-EDES estructura el flujo de formularios normalizados, automatiza los acuses de recibo
y permite el sequimiento del estado de ejecucion de cada solicitud, reduciendo los
tiempos de tramitacién y minimizando los riesgos operativos®.

La integracion progresiva de los sistemas judiciales nacionales en e-CODEX y e-EDES
ha permitido anclar la videoconferencia judicial transfronteriza en un canal comun de
comunicacién confiable, evitando las soluciones ad hoc basadas en plataformas comer-
ciales de videollamadas que, aunque utiles en contextos de urgencia, carecen de las
garantias exigidas por el Derecho de la Unidn en materia de proteccién de datos, sequ-
ridad de la informacioén y prueba digital®.

Estos sistemas materializan en el plano técnico la idea de soberania compartida di-
gital, al permitir que las autoridades judiciales de distintos Estados interactien en un
entorno comun bajo reglas de autenticacion y registro equivalentes. La cooperacion
judicial europea se convierte, asi, en una practica institucional diaria y segura, no en un
intercambio ocasional de favores procesales.

6.2. Identidad electronicay firma cualificada: autenticidad y fuerza
probatoria

Desde la 6ptica de las garantias, la primera pieza critica del ecosistema digital judicial es
la identidad electrénica. El Reglamento (UE) n° 910/2014, conocido como Reglamento

38. Reglamento (UE) 2021/2067 del Parlamento Europeo y del Consejo, de 25 de noviembre de
2021, por el que se establece el marco juridico de e-CODEX.

39. Comision Europea (2020). COM(2020) 710 final. Digitalisation of Justice in the European Union.

40. SimpliVi Consortium (2024). Analysis and Design Consolidation Document. Bruselas: Comision
Europea.
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elDAS, establece un marco de reconocimiento mutuo de medios de identificacion elec-
trénica y de servicios de confianza, incluyendo la firma electrénica cualificada, el sello
de tiempo y la preservacion electronica de documentos?*'.

En el contexto de la videoconferencia, la autenticacién de los intervinientes —jueces,
fiscales, defensas, testigos o peritos— debe realizarse mediante medios de identificacion
gue garanticen certeza sobre su identidad y autoridad. La firma electrénica cualificada
confiere alos documentos digitales, como las actas o certificados de integridad, lamisma
validez juridica que la firma manuscrita, asegurando la inalterabilidad de los datos y la
trazabilidad de las actuaciones.

El principio de autenticidad adquiere, por tanto, una dimension técnica: la seguridad
del acto procesal depende de la fiabilidad del sistema de autenticacién empleado. Sin
una identidad digital verificable y un mecanismo de firma robusto, la confianza reci-
proca —base del reconocimiento mutuo- se debilita en el entorno electrénico.

6.3. Metadatos probatorios: integridad y trazabilidad de la informacion

La segunda pieza esencial son los metadatos probatorios, entendidos como los datos
asociados a los documentos o grabaciones que permiten demostrar su integridad,
origeny recorrido temporal. En el marco de la cooperacién judicial penal, los metadatos
—hash, sellos de tiempo, logs de acceso, registros de modificacién— constituyen el eje
técnico sobre el que se construye la cadena de custodia digital*.

Cada grabacion de videoconferencia o documento transmitido debe ir acompanado
de un conjunto de metadatos que acrediten: (i) la identidad de la autoridad emisora 'y
receptora, (ii) el momento exacto de la creacién y la transmisién, (iii) el algoritmo de
cifrado utilizado y (iv) cualquier modificacién o acceso posterior. Estos elementos per-
miten garantizar que el material probatorio no ha sido alterado y que conserva la misma
autenticidad desde su origen hasta su valoracion judicial.

La CEPEJ (2021) y el proyecto SimpliVi (2024) recomiendan la adopcion de formatos
de registro interoperables y de protocolos comunes para la conservaciéon de metadatos,
de modo que las grabaciones de audiencias o declaraciones sean verificables en todos
los Estados miembros. La estandarizacion de la trazabilidad digital constituye una ga-
rantia no solo técnica, sino también dogmatica: permite que la prueba digital se someta
a los mismos criterios de valoracion que la prueba material tradicional®.

6.4. Gobernanza de la evidencia digital: conservacion, acceso y expurgo

La tercera pieza del ecosistema juridico-digital es la gobernanza de la evidencia, esto
es, el conjunto de politicas, procedimientos y controles que rigen la conservacion, el
acceso, el tratamiento y, eventualmente, el expurgo de las pruebas digitales.

41. Reglamento (UE) n° 910/2014 del Parlamento Europeo y del Consejo, de 23 de julio de 2014,
relativo a la identificacién electrénica y los servicios de confianza (eIDAS).

42. CEPEJ (2021). Guidelines on Videoconferencing in Judicial Proceedings. Council of Europe.

43. SimpliVi Consortium (2024), Technical Framework for Secure Judicial Videoconferencing.
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Enelentornodelavideoconferenciajudicial, lagobernanza exige definir con claridad:

— quién es responsable de la custodia de las grabaciones (érgano judicial, minis-
terio, plataforma tecnolégica

— cuanto tiempo deben conservarse los archivos;

— en qué condiciones pueden acceder las partes o terceros autorizados; y

— qué mecanismos de destruccién o anonimizacién deben aplicarse una vez cum-
plido el plazo legal de conservacién.

Los logs de auditoria —registros automaticos de cada acceso, modificacién o copia
realizada- son una herramienta imprescindible para garantizar la transparenciay la ren-
dicion de cuentas. Estos logs, junto con los sellos de tiempo y las firmas electrénicas,
permiten reconstruir la historia completa del documento y demostrar que la prueba ha
sido gestionada conforme al principio de integridad.

En supuestos de alto riesgo o con tratamiento de categorias especiales de datos per-
sonales (victimas, menores, personas con discapacidad), resulta obligatoriala evaluacién
de impacto en proteccidon de datos, de acuerdo con el articulo 35 del Reglamento (UE)
2016/679 (RGPD)*. Dicha evaluacion debe identificar los riesgos técnicos y juridicos
asociados al tratamiento y establecer medidas mitigadoras —como cifrado, seudoni-
mizacion o control de accesos diferenciados- que garanticen la proporcionalidad del
tratamiento.

6.5. Accesibilidad e inclusion: la dimension humana de
la interoperabilidad

Finalmente, la accesibilidad no puede entenderse como una nota marginal del proceso
digital, sino como un elemento constitutivo de su legitimidad democratica. La justicia
digital sera garantista en la medida en que sea inclusiva y accesible para todos los
intervinientes.

El disefio de las audiencias remotas debe contemplar la existencia de subtitulos au-
tomaticos, intérpretes de lengua de signos, interfaces comprensibles y asistencia per-
sonalizada para personas con discapacidad o brecha digital. Estos ajustes razonables
no constituyen un privilegio, sino una exigencia derivada del principio de igualdad
ante la ley y del derecho de acceso efectivo a la justicia reconocido por el articulo
13 de la Convencion de las Naciones Unidas sobre los Derechos de las Personas con
Discapacidad®.

La accesibilidad, por tanto, es también una garantia procesal. En palabras del Consejo
de Europa, una justicia que excluye por razones tecnolégicas deja de ser justicia. La vi-
deoconferencia, al acercar el proceso a quienes no pueden desplazarse o carecen de
medios, tiene el potencial de democratizar la cooperacion judicial; pero solo si su disefio
técnico y organizativo se orienta deliberadamente hacia la inclusion y la equidad digital.

44. Reglamento (UE) 2016/679 (RGPD), art. 35.
45. Convencion de las Naciones Unidas sobre los Derechos de las Personas con Discapacidad, art. 13.
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VII. TENDENCIAS Y PROPUESTAS DE POLITICA NORMATIVA

La consolidacion de la videoconferencia como herramienta de cooperacién judicial
penal en Europa plantea, en la actualidad, la necesidad de avanzar hacia una armo-
nizacién normativa y técnica mas profunda, capaz de garantizar la igualdad de con-
diciones entre los Estados miembros y la plena tutela de los derechos procesales en
entornos digitales. La normativa existente -fundamentalmente la Directiva 2014/41/
UE y el Reglamento (UE) 2020/1783- ha establecido un marco suficiente para legitimar
juridicamente la cooperacion digital, pero no para uniformar su ejecucion técnica ni sus
estandares de calidad.

Las experiencias acumuladas por proyectos como SimpliVi y las recomendaciones
del Consejo de Europa a través de la CEPEJ (2021) evidencian que la eficacia de la vi-
deoconferencia no depende Unicamente de su base legal, sino del grado de interope-
rabilidad, seguridad y accesibilidad del sistema en el que se sustenta*. Sobre esta base,
resulta imprescindible desarrollar una agenda europea de politica normativa orientada
a consolidar la justicia digital como un pilar del espacio judicial comun.

7.1. Establecimiento de estandares técnicos minimos vinculantes

En primer lugar, se requiere la elaboracion de estandares técnicos minimos obligatorios
aplicables a todas las audiencias remotas en materia penal. Estos estandares deberian
incorporarse como anexo técnico de la Directiva 2014/41/UE o mediante un instru-
mento normativo complementario, con caracter vinculante, que establezca parametros
uniformes sobre autenticacion, control del entorno, grabacién, documentacion de inci-
dencias, accesibilidad y publicidad.

El establecimiento de un marco técnico comun reforzaria el principio de reconoci-
miento mutuo al garantizar que las actuaciones realizadas por videoconferencia en un
Estado miembro sean aceptadas sin reservas en los demas, evitando impugnaciones
por divergencias procedimentales o tecnoldgicas?’. La homogeneizacién de estandares
contribuiria, ademas, a reducir la dependencia de soluciones privadas y a asegurar la
compatibilidad plena de las plataformas judiciales con los sistemas europeos e-CODEX
y e-EDES.

7.2. Armonizacion de protocolos de actuacion y listas de verificacion

En segundo término, resulta conveniente que el Consejo de la Union Europea apruebe
una recomendacion que, tomando como base las Directrices de la CEPEJ (2021), ho-
mogeneice las listas de verificacion (checklists) y los protocolos de actuacién para las
audiencias por videoconferencia.

46. CEPEJ (2021). Guidelines on Videoconferencing in Judicial Proceedings. Council of Europe.
47. Directiva 2014/41/UE del Parlamento Europeo y del Consejo, art. 24; Reglamento (UE)
2020/1783, considerandos 21y 29.
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Estas listas deberian detallar los pasos a seguir antes, durante y después de la au-
diencia: verificacion de identidad, comprobacién técnica, control de acceso, documen-
tacion deincidenciasy aseguramiento de la grabacién. Su aplicaciéon uniforme permitiria
consolidar una metodologia europea de la videoconferencia judicial, garantizando que
los procedimientos sean predecibles, auditables y reproducibles en todos los Estados
miembros®,

Ademas, tales protocolos deberian integrar la evaluacion de impacto en protecciéon
de datos (EIPD) como requisito previo obligatorio cuando se trate de audiencias que in-
volucren informacion sensible o colectivos vulnerables. Esta incorporacion sistematica
fortaleceria la coherencia entre la practica judicial y el marco de proteccion de datos
establecido por el Reglamento (UE) 2016/679 (RGPD).

7.3. Estatuto europeo de la grabacion judicial digital

En tercer lugar, se propone la creacion de un Estatuto Europeo de la Grabacion Judicial
Digital, que establezca criterios uniformes sobre integridad, conservacion, acceso, re-
utilizacion y expurgo de las grabaciones judiciales. Dicho estatuto deberia fijar plazos
minimos y maximos de conservacién, definir niveles de acceso para las partes, autori-
dades y publico, y regular las condiciones de reutilizacion con fines probatorios o de
formacioén judicial.

Un marco comun en esta materia no solo aportaria seguridad juridica, sino que facili-
taria la validez transfronteriza de las grabaciones y la proteccién de los datos personales
sensibles que contienen. Al mismo tiempo, reduciria las desigualdades entre Estados
miembros en cuanto a infraestructura tecnoldgica y gestion de la informacién judicial®.

El estatuto podria adoptar la forma de una recomendacién vinculada al Reglamento
e-CODEX, integrando los requisitos técnicos de interoperabilidad con los estandares
ético-juridicos de proteccion de la evidencia digital.

7.4. Financiacion de la homogeneizacion tecnoldgica y la capacitacion
judicial

La justicia digital solo sera efectiva si cuenta con una infraestructura homogéneay con
operadores juridicos capacitados. Por ello, la politica europea debe contemplar un plan
de financiacién sostenida para la homogeneizacién del equipamiento en las sedes ju-
diciales periféricas, muchas de las cuales sufren déficit de conectividad o tecnologia
obsoleta.

El Fondo Europeo de Justicia Digital podria destinar partidas especificas a la moder-
nizacion de las salas de vistas, la instalacion de sistemas audiovisuales certificados y
la capacitacion de personal técnico. Paralelamente, deberia consolidarse un programa
europeo de formacién modular y certificacion profesional para jueces, fiscales, letrados

48. Consejo de la Unién Europea (2022). Conclusiones sobre la justicia digital en la Unidn Europea:
interoperabilidad y derechos fundamentales.
49. Comisién Europea (2020). COM(2020) 710 final. Digitalisation of Justice in the European Union.
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de la Administracién de Justicia, abogados e intérpretes. Este programa podria estruc-
turarse en niveles -basico, avanzado y especializado- e incluir contenidos sobre el
manejo de plataformas seguras, la gestién de incidencias, la protecciéon de datos y la
ética digital®®.

El fortalecimiento de las competencias digitales de los operadores juridicos es, en
definitiva, una garantia institucional de independencia, transparencia y eficacia.

7.5. Indicadores de calidad y certificacion de plataformas

Finalmente, resulta aconsejable que la Union Europea promueva un sistema de in-
dicadores de calidad y transparencia que permita evaluar el rendimiento de las au-
diencias remotas y detectar areas de mejora. Entre los indicadores mas relevantes
deberian incluirse las tasas de suspension por fallos técnicos, la duracién media de las
vistas, la satisfaccidon de los intervinientes y las incidencias en materia de privacidad
y seguridad.

Estos indicadores, gestionados por la Comisidon Europea para la Eficiencia de la
Justicia (CEPEJ) en colaboracion con los Estados miembros, ofrecerian una base em-
pirica para la toma de decisiones regulatorias y para la mejora continua de los sistemas
de videoconferencia judicial®'.

Asimismo, deberia establecerse un mecanismo de certificacién publica de plata-
formas tecnolégicas, de manera que solo las soluciones que cumplan estandares de
seguridad, accesibilidad y usabilidad reconocidos puedan ser empleadas en sede ju-
dicial. La competencia entre proveedores quedaria asi orientada hacia la calidad y la
proteccion de derechos, y no hacia el mero coste econémico.

7.6. Hacia una politica europea de justicia digital garantista

En conjunto, estas propuestas apuntan a la necesidad de una politica europea de jus-
ticia digital garantista, que conjugue la eficiencia tecnoldgica con la proteccién de los
derechos fundamentales. La cooperacién judicial transfronteriza no puede concebirse
ya sin una infraestructura digital comun; pero esa infraestructura solo sera legitima si
se articula sobre principios de transparencia, accesibilidad, seguridad y responsabi-
lidad institucional.

La evolucion de la videoconferencia judicial en Europa demuestra que el reto no
es tanto técnico como normativo y cultural: consolidar una confianza digital reciproca
entre autoridades y ciudadanos. Esa confianza, sostenida en reglas claras y mecanismos
auditables, constituye la base sobre la cual podra edificarse una justicia penal verdade-
ramente europea, moderna y garantista.

50. SimpliVi Consortium (2024). Training and Capacity-Building Framework for Judicial Cooperation
in Digital Environments.
51. Consejo de Europa (2021). European Judicial Systems Efficiency Report (CEPEJ Report 2021).
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VIII. CONCLUSIONES

La videoconferencia se ha consolidado como pieza estructural de la cooperacién penal
europea. Su legitimidad depende de demostrar, caso por caso, que traslada al entorno
remoto las condiciones materiales que hacen posible la tutela de derechos en Ila sala
fisica. Lejos de oponer presencialidad a tecnologia, se trata de garantizar que la arqui-
tectura institucional y técnica preserve el nucleo duro de la inmediacion, la contra-
diccidn, laigualdad de armas, la publicidad y la defensa, bajo la direccion del juezy la fe
publica del Letrado de la Administraciéon de Justicia.

El avance hacia una justicia penal digital segura y garantista requiere completar la
gramatica comun: estandares de videoconferencia, identidad electrénica robusta, me-
tadatos probatorios y gobernanza de la evidencia digital. El binomio OEl-e-CODEX, las
directrices de la CEPEJ y las lecciones operativas de los proyectos europeos ofrecen
una hoja de ruta realista para que la cooperacién transfronteriza gane en eficiencia sin
perder legitimidad.
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Questo saggio analizza le principali implicazioni etiche che
caratterizzano l'esercizio della professione forense in Italia. A tal fine,
vengono esaminate le condizioni fondamentali che, in conformita con
la normativa deontologica europea e italiana, concorrono a delineare
la figura del buon avvocato e a definire le procedure essenziali per
uno svolgimento eticamente corretto dell’attivita professionale.
L'analisi si concentra, in particolare, sul rispetto del diritto alla difesa,
sul riconoscimento dellindipendenza e della liberta nell'esercizio
dell'avvocatura, nonché sulle virtu deontologiche della responsabilita,
della diligenza e della prudenza, intese come requisiti imprescindibili
per lo svolgimento delle funzioni difensive. Vengono inoltre
approfondite l'integrita, la lealta e la riservatezza quali condizioni
essenziali per una corretta attivita forense, tanto nell'ambito dello
studio legale quanto nel corso del processo.

Il contributo si conclude richiamando I'impegno per la giustizia come
criterio guida che dovrebbe orientare l'intera attivita deontologica
dell'avvocato e, piu in generale, della professione giuridica nello Stato
di diritto.
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This article examines the main ethical implications underlying the practice
of the legal profession in Italy. To this end, it analyses the fundamental
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essential procedures for an ethically sound professional practice.
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Particular attention is devoted to the right to defence, the recognition
of independence and freedom in the exercise of advocacy, as well as
to the deontological virtues of responsibility, diligence, and prudence,
understood asindispensable requirementsfor the proper performance
of defence functions. Integrity, loyalty, and confidentiality are also
examined as essential conditions for the correct exercise of legal
practice, both within the law firm and in judicial proceedings.

The article concludes by emphasising commitment to justice as
the guiding principle that should inform the entire deontological
activity of lawyers and, more broadly, of the legal profession within
the rule of law.

I. INTRODUZIONE

Il giurista illuminista tedesco Paul Johann Anselm von Feuerbach & universalmente
riconosciuto peraverformulatolacelebre massimadel principiodilegalita penale: nullum
crimen, nulla poena sine lege. Tale principio era gia stato rivendicato da Cesare Beccaria
nella sua fondamentale opera Dei delitti e delle pene (1764) ed ¢ stato successivamente
sviluppato, in epoca contemporanea, da Luigi Ferrajoli, il quale ne ha tratto i principi
cardine del garantismo penale.

Muovendo da queste formulazioni, € possibile individuare i principali postulati
attraverso i quali prende forma la deontologia professionale dell’avvocato. Essi possono
essere sintetizzati nel seguente decalogo: nessun processo senza difesa; nessuna
difesa senza indipendenza; nessuna indipendenza senza liberta; nessuna liberta senza

responsabilita; nessuna responsabilita senza diligenza; nessuna diligenza senza prudenza;

nessuna prudenza senza integrita; nessuna integrita senza lealta; nessuna lealta senza
riservatezza, nessunda riservatezza senza giustizia.

Il decalogo dei principi deontologici qui proposto risponde a un criterio logico-
sistematico. Lobiettivo non & quello di stabilire una gerarchia o una prevalenza tra i
diversi principi, bensi di evidenziarne la concatenazione concettuale e la reciproca
interdipendenza. Tali principi devono concorrere congiuntamente, senza eccezioni, a
garantire la qualita etica dell’attivita professionale dell'avvocato.

L'ordine espositivo adottato si discosta consapevolmente da quello seguito da alcuni
codici deontologici della professione forense e, in particolare, da quello del vigente
Codice Deontologico Forense italiano (di sequito, CDF), emanato nel 2014. Quest’ultimo,
ad esempio, colloca numerosi principi di carattere generale - come l'indipendenza, la
lealta o la riservatezza - all'interno del Titolo Il, dedicato ai “Rapporti con il cliente e con
la parte assistita”. Tale impostazione presentaiil limite di frammentare |'unita concettuale
e la portata complessiva di principi che non riguardano esclusivamente il rapporto tra
avvocato e cliente, ma si estendono anche alle relazioni con le istituzioni dello Stato di
diritto, in particolare con 'amministrazione della giustizia, con gli ordini professionali e
con altri soggetti pubblici e privati.

Di conseguenza, la struttura adottata da tali codificazioni comporta la necessita
di richiamare piu volte i medesimi principi in sezioni diverse e in relazione a differenti
soggetti o situazioni, con il rischio di compromettere una visione unitaria del loro
significato e della loro funzione. Il presente contributo intende invece offrire una
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ricostruzione sistematica e coerente dei fondamenti etici della professione forense,
mettendone in luce il carattere globale e trasversale.

| principi esaminati racchiudono i doveri etici fondamentali di coloro che esercitano
la professione legale e delineano le condizioni che devono essere presenti affinché
I'attivita forense possa dirsi correttamente svolta. Losservanza di tali principi costituisce
un prerequisito essenziale per attribuire all'avvocato una qualifica di eccellenza
professionale. Al tempo stesso, il rispetto di tali doveri si traduce, sul piano istituzionale,
in un contributo decisivo al buon funzionamento della giustizia nello Stato di diritto e,
sul piano delle situazioni giuridiche soggettive, nella tutela effettiva dei diritti e degli
interessi dei cittadini.

Nelle pagine che seguono saranno pertanto analizzati il significato e la portata
dei singoli principi che compongono il decalogo proposto, evidenziandone il ruolo
nell'esercizio eticamente responsabile della professione forense.

Desidero esprimere il mio sincero ringraziamento al Professor Enrico Marzaduri,
Professore ordinario presso I'Universita di Pisa, e all’Avvocato Stefano Borsacchi peril loro
prezioso contributo e sostegno nella realizzazione di questo lavoro. Un ringraziamento
particolare va infine alla giurista Alessandra E. Castagnedi Ramirez per |'attenta lettura
del testo e per i pertinenti suggerimenti relativi alla revisione linguistica.

II. NESSUN PROCESSO SENZA DIFESA

Il diritto alla difesa costituisce una garanzia fondamentale degli ordinamenti giuridici
democratici. In uno Stato di diritto € inconcepibile che un processo possa svolgersi
senza un’adeguata difesa tecnica, assicurata dall'intervento di un avvocato in ogni fase
del procedimento. In linea con i principi del costituzionalismo democratico comparato,
la Costituzione italiana, all'articolo 24, proclama che tutti hanno diritto alla difesa e
all’assistenza di un difensore.

E vero che l'ordinamento riconosce a ciascun individuo la facolta di tutelare
personalmente i propri interessi. Tuttavia, tale prerogativa incontra un limite
significativo nell'elevato grado di specializzazione tecnica richiesto dalla maggior parte
dei procedimenti giurisdizionali, salvo che si tratti di controversie di semplice soluzione.

La questione del diritto alla difesa € stata al centro delle critiche mosse dal socialismo
giuridico, a partire dalla fine del XIX secolo, nei confronti dell'ingiustizia insita nel
principio dell'ignoranza della legge. Autori come Anton Menger, Giuseppe Salvioli e
Joaquin Costa hanno evidenziato come la mancanza di risorse economiche non debba
tradursi nella negazione dell’accesso alla giustizia (Pérez Luno, 1994a). In tale contesto,
furono istituiti diversi sistemi di cosiddetta “difesa dei poveri’, antesignani dell’attuale
istituto del patrocinio a spese dello Stato.

Proprio al fine di garantire il diritto alla difesa anche a coloro che non dispongono di
adeguati mezzi economici, I'articolo 24 della Costituzione italiana stabilisce che «sono
assicurati ai non abbienti, con appositi istituti, i mezzi per agire e difendersi davanti
a ogni giurisdizione». Tale previsione e stata ulteriormente sviluppata dagli articoli
74-145 del Decreto del Presidente della Repubblica 30 maggio 2002, n. 115. Dal punto
di vista etico, gli avvocati che prestano la propria attivita nell'lambito del patrocinio
a spese dello Stato sono tenuti a esercitare la professione con il massimo impegno e
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la massima dedizione, affinché anche ai soggetti non abbienti siano effettivamente
garantiti i diritti e gli interessi lesi. Lo stesso Codice Deontologico Forense rafforza tale
esigenza, prevedendo sanzioni disciplinari nei confronti dell’avvocato che venga meno
ai doveri di diligenza.

E stato talvolta osservato che il sistema del patrocinio a spese dello Stato si avvale
prevalentemente di avvocati giovani, talora privi di una consolidata esperienza
professionale. In molti casi, tuttavia, tali eventuali carenze sono compensate dallimpegno
e dalla dedizione con cui questi professionisti affrontano le cause loro affidate. D'altra parte,
non mancano esempi di presidenti di ordini forensi e di avvocati di riconosciuto prestigio
che hanno assunto tali incarichi come espressione di elevata sensibilita etica e civile.

Il Codice Deontologico Forense prescrive che il rapporto tra avvocato e cliente debba
fondarsi sulla fiducia reciproca (art. 11, comma 2). Secondo la giurisprudenza della Corte
europea dei diritti dell'uomo, il riconoscimento effettivo del diritto alla difesa esige che
I'assistenza legale non si riduca a una mera nomina formale del difensore, ma si traduca
nella possibilita reale per I'imputato di scegliere liberamente un avvocato cui conferire
mandato. Ne deriva che larappresentanza e la consulenza tecnica devono essere affidate
a un professionista nel quale il cliente riponga una fiducia autentica.

In correlazione al potere di scelta del cliente, 'avvocato € libero di accettare orifiutare
I'incarico che gli viene proposto, senza obbligo di motivare la propria decisione (art.
11, comma 1, CDF). Il rapporto tra avvocato e cliente, volto alla tutela dei diritti e degli
interessi di quest’ultimo, si configura pertanto come una relazione intrinsecamente
fiduciaria, fondata sulla liberta e sulla reciproca autonomia delle parti.

Il diritto alla difesa risulta cosi condizionato, da un lato, dalla fiducia del cliente nel
proprio difensore e, dall’altro, dalla libera determinazione dell’avvocato di assumere
I'incarico. Una volta accettato il mandato, l'avvocato conserva comunque la facolta
di rinunciarvi (art. 32 CDF). Larticolo 24 del Codice prevede, infatti, che I'astensione o
la cessazione dell’assistenza legale siano ammissibili in presenza di disaccordi con il
cliente e siano addirittura obbligatorie quando sopravvengano circostanze idonee a
compromettere la liberta e l'indipendenza della difesa, a mettere in pericolo il segreto
professionale o a determinare un conflitto di interessi.

Ne consegue che, se il cliente pud in ogni momento revocare il mandato, anche
I'avvocato puo rinunciarvi, purché cid avvenga senza arrecare pregiudizio ai diritti e agli
interessi della parte assistita. In tal senso, l'articolo 3.1.4 del Codice europeo di condotta
degli avvocati stabilisce che il difensore che intenda non occuparsi piu di un caso deve
assicurarsi che il cliente possa trovare tempestivamente un altro professionista, al fine di
evitare pregiudizi alla difesa. Analoga garanzia & prevista dal CDF, il quale dispone che, in
caso di revoca del mandato, I'avvocato debba informare compiutamente la parte assistita e
fornirle tutte le indicazioni necessarie per non compromettere la difesa (art. 32, comma 2),
prevedendo, in caso di violazione, la sanzione disciplinare della censura (art. 32, comma 6).

La possibilita di rinunciare allincarico assume una rilevanza particolare nel caso
degli avvocati iscritti negli elenchi per il patrocinio a spese dello Stato, trattandosi di
un servizio volontario. In tali ipotesi, il rifiuto, I'astensione o la rinuncia devono essere
conformi alle regole specifiche che disciplinano questo tipo dinomina. In linea generale,
I'articolo 11, comma 3, CDF stabilisce che I'avvocato iscritto nell'elenco dei difensori
d’ufficio, una volta nominato, non puo rifiutare o interrompere la prestazione senza
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giustificato motivo; il comma 4 precisa, tuttavia, che I'avvocato iscritto negli elenchi per
il patrocinio a spese dello Stato puo rifiutare la nomina o recedere dall'incarico solo in
presenza di giustificati motivi.

Unodeiproblemipiudelicati connessial dovere deontologicodigarantireil diritto alla
difesa riguarda la possibilita per I'avvocato di invocare I'obiezione di coscienza al fine di
giustificare il rifiuto di assumere un incarico. Tale questione, non ancora compiutamente
regolamentata, e stata analizzata da Nielson Sanchez Stewart, il quale ha sostenuto
che un atteggiamento di riluttanza morale del difensore finirebbe inevitabilmente per
compromettere la qualita dell’assistenza prestata.

Il diritto alla difesa deve essere riconosciuto anche nei confronti di coloro che
siano accusati dei reati piu gravi e socialmente riprovevoli. Tuttavia, l'effettivita della
difesa rischia di essere compromessa qualora sussista un'incompatibilita radicale tra
le convinzioni morali dell’avvocato e gli obblighi derivanti dall'esercizio dell’attivita
difensiva. Secondo Sanchez Stewart, l'obiezione di coscienza dovrebbe essere ammessa
solo in via eccezionale per gli avvocati che operano nell'ambito della difesa pubblica,
trattandosi di un incarico volontario; nei casi in cui venga legittimamente invocata,
I'avvocato dovrebbe essere sollevato dall'incarico specifico, ma non escluso in via
generale dal servizio (Pérez Lufio, 1994a).

Tale impostazione appare condivisibile. Lavvocato che rinunci a un singolo incarico
per motivi di obiezione di coscienza non deve essere automaticamente interdetto dallo
svolgimento dell’attivita di difesa pubblica. Si pud infatti presumere che la rinuncia
riguardi una fattispecie specifica e non l'insieme delle attivita svolte. La coerenza morale
dell'obiettore deve essere presunta, poiché chi si offre volontariamente di esercitare una
funzione pubblica non puo sottrarsi in modo sistematico e reiterato al suo svolgimento.

Dal punto di vista etico, & invece inammissibile che un avvocato accetti
consapevolmente la difesa di un caso sapendo che le proprie convinzioni morali
costituiranno un ostacolo allo svolgimento efficace dell’attivita difensiva. In tal senso,
l'obiezione di coscienza non rappresenta soltanto un diritto dell’avvocato, ma anche
una garanzia per la qualita della difesa dei beneficiari del patrocinio a spese dello Stato.

Come tutti i diritti fondamentali, anche il diritto alla difesa non & né illimitato né
assoluto. Al dovere dell'avvocato di prestare assistenza deve infatti corrispondere il
divietodiabusoditale prerogativada parte delcliente.In definitiva, il diritto all'assistenza
legale costituisce una garanzia essenziale per i cittadini e presuppone il dovere
deontologico della professione forense di renderlo concreto ed effettivo. In questo
senso, tale dovere rappresenta la stessa ragion d'essere e il fondamento costitutivo
dell'esercizio dell’avvocatura.

III. NESSUNA DIFESA SENZA INDIPENDENZA

In una societa democratica, l'indipendenza della professione forense costituisce il
necessario complemento dell'indipendenza del potere giudiziario. Tanto il Codice
deontologico forense europeo, adottato dall’/Assemblea dei rappresentanti dei Consigli
dell’'Ordine degli avvocati europei nel 1998, quanto il Codice Deontologico Forense
italiano del 2014 (di seguito, CDF), riconoscono in piu disposizioni I'indipendenza come
elemento strutturale ed essenziale dell'esercizio della professione legale.
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E opportuno sottolineare con forza la centralita di tale principio deontologico.
Lindipendenza dell'avvocato, al pari dell'imparzialita del giudice, rappresenta un
presupposto imprescindibile dello Stato di diritto. Essa consente al difensore di
informare correttamente il cliente circa la propria posizione giuridica, i valori in gioco
e le conseguenze delle diverse opzioni processuali, fornendo al contempo una tutela
tecnica effettiva dei diritti e delle liberta nei confronti degli altri attori sociali. Allo stesso
tempo, l'indipendenza impone il rispetto dei diritti e della dignita personale di tutti i
soggetti coinvolti nella vicenda giuridica, le cui posizioni devono essere adeguatamente
considerate.

Questa funzione della professione forense, tanto complessa quanto unitaria, pud
realizzarsi pienamente soltanto se I'avvocato opera libero da pressioni esterne. Solo
un esercizio dell’attivita professionale svincolato da condizionamenti consente di
conoscere, valutare, formare il proprio convincimento, informare e difendere, senza
altra soggezione che non sia quella all'ideale di giustizia.

Il principio di indipendenza si configura pertanto come un'‘esigenza intrinseca dello
Stato didiritto e come condizione essenziale per l'effettivita del diritto di difesa dei cittadini.
In tale prospettiva, esso assume una duplice valenza: da un lato, come diritto dell’avvocato
a non subire interferenze nell'esercizio della propria attivita; dall'altro, come dovere di
preservare e difendere la propria autonomia professionale. In questo senso, l'articolo
24, comma 2, del CDF stabilisce che lI'avvocato, nell'esercizio dell’attivita professionale,
deve salvaguardare la propria indipendenza e difendere la propria liberta da pressioni o
condizionamenti di qualsiasi natura, compresi quelli derivanti da interessi personali.

Lindipendenza legittima l'avvocato a rifiutare incarichi di assistenza legale o a
disattendere istruzioni che risultino incompatibili con i propri criteri professionali,
provenienti dal cliente, dai membri dello studio, da colleghi o da qualsiasi altra persona,
ente o corrente di opinione. Allo stesso modo, I'avvocato e tenuto a cessare la propria
attivita di consulenza o difesa qualora ritenga di non poter piu operare in piena
autonomia, avendo cura, in ogni caso, di evitare che il cliente resti privo di tutela.

La qualificazione dell'indipendenza come diritto e dovere della professione forense
implica, dunque, il diritto dell'avvocato a non essere sottoposto ad alcuna forma di
controllo o ingerenza nell'esercizio della propria attivita e, correlativamente, l'obbligo
di non consentire né accettare pressioni che possano compromettere la sua autonomia
decisionale e la sua capacita di agire in modo libero e responsabile.

E possibile distinguere, nel contenuto del principio diindipendenza, due dimensioni
fondamentali. La prima, di carattere oggettivo o istituzionale, attiene all'esigenza che
la professione forense, in quanto funzione essenziale dello Stato di diritto, operi senza
interferenze da parte di poteri politici, economici o sociali che possano comprometterne
il ruolo. La seconda, di natura soggettiva, riguarda la garanzia che ogni singolo avvocato
possa svolgere la propria attivita senza subire coercizioni o pressioniidonee ainfluenzare
le sue scelte professionali.

Lindipendenza soggettiva dell’'avvocato non si esaurisce nel divieto di interferenze
da parte dei pubblici poteri, ma si estende anche ai rapporti con altri avvocati, inclusi
quelli appartenenti al medesimo studio legale, e persino nei confronti del cliente.
L'avvocato ha il diritto e il dovere, giuridico e morale, di non tollerare alcuna forma di
pressione che possa incidere sul proprio processo decisionale.
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Particolarmente complessa €& l'applicazione del principio di indipendenza nei
confronti degli avvocati che svolgono la propria attivita in regime di dipendenza da
enti pubblici o da soggetti privati. A differenza dei liberi professionisti, tali avvocati sono
vincolatidaobblighiamministrativio contrattualineiconfrontidell’ente diappartenenza.
La questione etica si pone nella misura in cui essi, sulla base delle proprie convinzioni
morali, invocano l'obiezione di coscienza per rifiutare lo svolgimento di determinate
prestazioni professionali richieste dall’ente. In tali ipotesi, la soluzione dipendera dalle
circostanze del singolo caso e dall'equilibrio tra I'esercizio dell'obiezione di coscienza e
I'adempimento dei doveri professionali, amministrativi o contrattuali.

Un ulteriore profilo di rilievo connesso al principio di indipendenza riguarda l'obbligo
dell'avvocato diinformareil cliente circa l'esistenza di qualsiasi circostanza che possa, anche
solo potenzialmente, compromettere la propria autonomia. In tal senso, il CDF impone di
comunicare eventuali rapporti familiari, amicali, economici o finanziari con la controparte
0 con i suoi rappresentanti (art. 24). Analogo obbligo grava sull’'avvocato chiamato a
svolgere le funzioni di arbitro: I'articolo 61, comma 3, del CDF stabilisce che I'arbitro debba
informare per iscritto le parti di ogni circostanza di fatto o relazione che possaincidere sulla
sua indipendenza, al fine di ottenere il consenso delle parti alla prosecuzione dell’arbitrato.

IV. NON C’E INDIPENDENZA SENZA LIBERTA

Strettamente connesso al principio di indipendenza e il principio di liberta, che ne
costituisce il necessario presupposto. Tale principio trova espresso riconoscimento nel
Codice Deontologico Forense, il quale, all'articolo 1, comma 1, afferma che I'avvocato
tutela, in ogni sede, il diritto alla liberta, all'inviolabilita e all'effettivita della difesa,
assicurando nel processo la regolarita del giudizio e del contraddittorio. Nel concreto
svolgimento dell’attivita professionale, il principio di liberta si manifesta attraverso una
pluralita di profili e di situazioni rilevanti.

In primo luogo, la liberta costituisce una facolta intrinseca della professione forense
nella scelta diassumere o meno la difesa di un determinato caso. Il rapporto tra avvocato
e cliente si perfeziona mediante il conferimento dell'incarico o la stipulazione del
contratto di assistenza legale, che presuppongono la piena liberta di entrambe le parti.
Come gia evidenziato nell’analisi del diritto alla difesa, nessuno puo essere costretto ad
avvalersi di un determinato avvocato, né un avvocato puo essere obbligato ad assumere
una difesa contro la propria volonta.

Tale principio trova applicazione anche nell'ambito del patrocinio a spese dello
Stato. In questo contesto, al cliente viene in linea di principio assegnato un difensore;
tuttavia, egli conserva la possibilita di manifestare la mancanza di fiducia nei confronti
dell’avvocato nominato e di chiederne la sostituzione. Lavvocato d’ufficio, a sua volta,
e tenuto ad assumere l'incarico ricevuto, salvo che ricorrano circostanze eccezionali che
giustifichino il ricorso all'obiezione di coscienza, nei limiti gia esaminati.

Nell'esercizio del principio di liberta, I'avvocato puo altresi rinunciare al mandato
per ragioni etiche, per insanabili divergenze con il cliente o per altri motivi giustificati.
In tali ipotesi, egli € comunque tenuto ad adottare tutte le misure necessarie affinché la
rinuncia non pregiudichi i diritti e gli interessi della parte assistita, evitando che questa
rimanga priva di adeguata tutela.
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Un profilo di particolare rilievo dell’attivita professionale dell'avvocato riguarda la
liberta diespressione.Tale liberta, riconosciuta dall’articolo 21 della Costituzione italiana,
risulta rafforzata, nell’'esercizio dell'avvocatura, dal combinato disposto degli articoli
21 e 24 della Costituzione, che sanciscono le principali garanzie processuali. Affinché
il diritto di difesa sia effettivo, I'avvocato deve poter disporre di un ambito ampliato di
liberta di manifestazione del pensiero negli atti e negli interventi diretti alla tutela della
causa assunta.

Nel disciplinare i rapporti con i magistrati, I'articolo 53, comma 1, del CDF pone
I'accento sulla necessita che I'avvocato mantenga un comportamento improntato al
rispetto reciproco, coerente con le rispettive funzioni e orientato all'interesse della
giustizia. In modo complementare, I'articolo 52, comma 1, del Codice stabilisce che
I'avvocato deve evitare espressioni offensive o sconvenienti negli scritti giudiziari e, piu
in generale, nell'esercizio dell'attivita professionale nei rapporti con colleghi, magistrati,
controparti o terzi.

La giurisprudenza consolidata della Corte europea dei diritti dell’'uomo riconosce
tuttavia che, in virtu della liberta di espressione, 'avvocato puo0 utilizzare, nel corso del
procedimento e in particolare nell'udienza orale, espressioni anche aspre, ironiche o
persino sarcastiche, purché non sconfinino nell'offesa, nell'insulto o nella mancanza di
rispetto nei confronti dell’autorita giudiziaria o delle altre parti.

Un ulteriore aspetto rilevante del principio di liberta nell'esercizio dell’avvocatura
concerne la determinazione del compenso professionale. Lavvocato ha il diritto di
percepire un onorario per l'attivita svolta, nonché il rimborso delle spese sostenute per
la corretta gestione della difesa o della consulenza legale. Lammontare del compenso e
le modalita di pagamento devono essere liberamente concordati con il cliente (art. 25,
comma 1, CDF).

Tuttavia, a garanzia della trasparenza e dell’equilibrio del rapporto professionale,
I'avvocato é tenuto a informare il cliente del prevedibile costo della prestazione al
momento del conferimento dell’incarico (art. 27, comma 2, CDF). Tale obbligo si coordina
con le disposizioni in materia di equo compenso di cui all’articolo 13-bis del Codice
Deontologico Forense, introdotto dalla legge 4 dicembre 2017, n. 172. E altresi ammesso
che l'avvocato richieda il versamento di acconti, commisurati alle spese gia sostenute
o da sostenere, fermo restando l'obbligo di emettere regolare documentazione fiscale
per ogni pagamento ricevuto (art. 29, commi 1-3, CDF).

Qualoralacausasiconcludaanticipatamenterispettoalle previsioniiniziali,I'avvocato
e tenuto a restituire al cliente le eventuali somme eccedenti nel piu breve tempo
possibile. La riscossione degli onorari ha carattere personale e compete al professionista
che ha svolto l'attivita difensiva o di consulenza. Il CDF considera inammissibile la
corresponsione di compensi ad altri avvocati a titolo di segnalazione o procacciamento
di clientela (art. 37, comma 2), salvo i casi di effettiva collaborazione professionale o di
esercizio collettivo della professione nelle forme consentite.

Il divieto di accaparramento di clientela e ribadito dall’articolo 37 del CDF, che vieta
il pagamento, la richiesta o l'accettazione di compensi o vantaggi di qualsiasi natura
per l'indirizzamento di clienti o per l'ottenimento di incarichi professionali, nonché
I'acquisizione di rapporti di clientela mediante agenzie, procacciatori o modalita
contrarie a correttezza e decoro.
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Le diverse modalita di determinazione e percezione del compenso incidono
direttamente anche sul tema della concorrenza tra professionisti, ragione per cui tali
profili saranno ulteriormente approfonditi nel capitolo dedicato al principio di equita.

V. NON C’E LIBERTA SENZA RESPONSABILITA

Il principio di responsabilita costituisce il naturale contrappeso del principio di liberta
nell'esercizio della professione forense. La liberta dell’avvocato, lungi dal configurarsi
come una prerogativa arbitraria, trova il proprio limite nella responsabilita nei confronti
del cliente, dell'ordinamento giuridico e, piu in generale, della collettivita. In tale
prospettiva, la responsabilita rappresenta una dimensione essenziale dell’etica forense
e una condizione imprescindibile per la legittimazione sociale della professione.

Laresponsabilitadell’avvocatossiarticolasu piulivelli.In primoluogo, essa simanifesta
come responsabilita professionale nei confronti del cliente, che si fonda sull'obbligo
di svolgere l'incarico con competenza, diligenza e correttezza, perseguendo l'interesse
della parte assistita nei limiti consentiti dall'ordinamento. Il rapporto fiduciario che lega
I'avvocato al cliente impone al primo di assumere consapevolmente le conseguenze
delle proprie scelte professionali e delle strategie difensive adottate.

In secondo luogo, la responsabilita dell’avvocato si estende all'ordinamento
giuridico e alle istituzioni della giustizia. In quanto parte integrante del sistema
di amministrazione della giustizia, I'avvocato € chiamato a contribuire al corretto
funzionamento del processo, evitando comportamenti dilatori, strumentali o abusivi
che possano compromettere l'efficienza e la credibilita della funzione giurisdizionale. In
questo senso, la responsabilita forense assume una valenza pubblicistica che trascende
il mero interesse del singolo cliente.

Il Codice Deontologico Forense richiama espressamente il principio di responsabilita
in numerose disposizioni, imponendo all’avvocato di esercitare la professione con lealta,
correttezza e probita (art. 9), nonché di adempiere agli incarichi assunti con diligenza e
puntualita (art. 26). La violazione di tali doveri puo dar luogo aresponsabilita disciplinare,
indipendentemente dall'eventuale responsabilita civile o penale che possa derivare dal
medesimo comportamento.

La responsabilita professionale dell’avvocato si manifesta altresi nella gestione del
rapporto con il cliente. Lavvocato é tenuto a informare quest’ultimo in modo chiaro,
completo e comprensibile circa lo stato della pratica, le attivita svolte e le prospettive
dellacontroversia, evitando dialimentare aspettativeirrealistiche oinfondate. La corretta
informazione costituisce infatti un presupposto essenziale per l'esercizio consapevole
dei diritti da parte del cliente e per il mantenimento del rapporto fiduciario.

Un aspetto particolarmente delicato della responsabilita forense riguarda la scelta
delle strategie difensive. Lavvocato deve adottare le soluzioni tecniche che ritiene piu
idonee alla tutela degli interessi del cliente, ma deve altresi astenersi dal promuovere
iniziative manifestamente infondate o prive di adeguato supporto giuridico. Labuso
degli strumenti processuali, oltre a violare i doveri deontologici, puo tradursi in un
pregiudizio per il cliente e per il sistema della giustizia nel suo complesso.

La responsabilita dell’avvocato si estende anche ai collaboratori, ai praticanti e, piu
in generale, a coloro che operano sotto la sua direzione o supervisione. Il professionista
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e tenuto a vigilare affinché l'attivita svolta dai propri collaboratori sia conforme ai
principi deontologici e agli standard professionali richiesti, rispondendo delle eventuali
irregolarita che derivino da una carente organizzazione o da un’insufficiente vigilanza.

Nell'ambitodellaresponsabilitarientraaltresiildoverediaggiornamentoprofessionale
continuo. L'evoluzione costante del diritto e della giurisprudenza impone all’'avvocato
l'obbligo etico e professionale di mantenere e accrescere le proprie competenze, al fine
di garantire una tutela adeguata ed efficace dei diritti affidatigli. In tale prospettiva,
la formazione continua non rappresenta soltanto un adempimento formale, ma una
componente essenziale della responsabilita verso il cliente e verso l'ordinamento.

Il principio di responsabilita assume infine una dimensione morale che va oltre il
rispetto delle norme deontologiche. lavvocato € chiamato a interrogarsi costantemente
sulla conformita della propria condotta ai valori fondamentali della giustizia, della
legalita e della dignita della persona. La responsabilita, intesa in questo senso ampio,
rappresenta il fondamento etico che consente alla liberta professionale di tradursiin un
servizio autentico alla giustizia.

VI. NON C’E RESPONSABILITA SENZA DILIGENZA

Il principio di diligenza costituisce una delle colonne portanti dell’etica professionale
forense e rappresenta il criterio attraverso il quale si concretizza, sul piano operativo, il
principio di responsabilita. La diligenza non si esaurisce nell'adempimento formale degli
incarichi assunti, ma implica un impegno attivo, consapevole e costante dell’avvocato
nell’esercizio della propria attivita, orientato alla tutela effettiva dei diritti e degli interessi
della parte assistita.

Nel sistema giuridico italiano, il dovere di diligenza trova fondamento tanto nelle
norme civilistiche quanto nelle disposizioni deontologiche. In particolare, I'articolo 1176,
comma 2, del Codice civile stabilisce che, nell'adempimento delle obbligazioni inerenti
all’'esercizio di un’attivita professionale, la diligenza deve essere valutata con riguardo
alla natura dell’attivita esercitata. Tale criterio impone all'avvocato di conformare la
propria condotta allo standard di diligenza qualificata richiesto al professionista medio
dotato delle competenze proprie della professione forense.

Il Codice Deontologico Forense ribadisce tale obbligo in piu disposizioni. Larticolo 26
prevede chel’avvocato debbasvolgerelincarico condiligenza, puntualitae competenza,
mentre 'articolo 27 impone il dovere di informare il cliente in modo chiaro e completo.
La violazione del dovere di diligenza puod dar luogo a responsabilita disciplinare, oltre a
costituire il presupposto di una possibile responsabilita civile per inadempimento o per
fatto illecito.

La diligenza professionale si manifesta innanzitutto nella corretta gestione delle
scadenze e degli adempimenti processuali. Il mancato rispetto dei termini perentori,
la trascuratezza nella predisposizione degli atti o 'omessa comparizione alle udienze
rappresentano graviviolazioni dei doveri professionali e possono arrecare un pregiudizio
irreparabile agli interessi del cliente. In tali casi, la responsabilita dell'avvocato non &
soltanto di natura disciplinare, ma puo estendersi al risarcimento del danno cagionato.

Un ulteriore profilo della diligenza riguarda I'adeguata preparazione tecnica delle
difese e delle consulenze. l'avvocato e tenuto a studiare con attenzione il caso affidatogli,
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a esaminare lanormativa applicabile, la giurisprudenzarilevante e la dottrina pertinente,
nonchéavalutarele possibili strategie difensive allaluce delle peculiarita della fattispecie
concreta. Limprovvisazione o I'approccio superficiale alla pratica professionale sono
incompatibili con il dovere di diligenza.

La diligenza implica inoltre un costante aggiornamento professionale. Il rapido
mutamento del quadro normativo e giurisprudenziale rende indispensabile che
I'avvocato mantenga un elevato livello di competenza attraverso la partecipazione a
corsi di formazione, seminari e altre attivita di aggiornamento. In tal senso, l'obbligo
di formazione continua, previsto dal CDF e dai regolamenti degli ordini professionali,
rappresenta uno strumento essenziale per garantire la qualita dell’assistenza legale.

Particolare attenzione deve essere riservata alla diligenza nella gestione del rapporto
conilcliente.'avvocato deve comunicare tempestivamente ogniinformazionerilevante,
chiarire i rischi e le opportunita connesse alle diverse opzioni processuali e rispondere
con sollecitudine alle richieste di chiarimento. La trasparenza e la disponibilita al dialogo
costituiscono elementi imprescindibili di una condotta diligente e contribuiscono a
rafforzare il rapporto fiduciario.

La diligenza si estende anche all'organizzazione dello studio legale. Lavvocato e
responsabile dell'adeguata strutturazione delle attivita, della corretta archiviazione della
documentazione e dell'adozione di misure idonee a prevenire errori, smarrimenti o
violazioni del segreto professionale. Una gestione inefficiente dello studio puo tradursi in
carenze operative che incidono direttamente sulla qualita della prestazione professionale.

In definitiva, la diligenza rappresenta il criterio attraverso il quale la responsabilita
dell'avvocato si traduce in un comportamento concreto, misurabile e verificabile. Essa
costituisce il presupposto indispensabile affinché la liberta professionale non degeneri
in arbitrio e affinché I'attivita forense possa assolvere alla propria funzione di servizio
alla giustizia e alla tutela dei diritti fondamentali.

VII. NON C’E DILIGENZA SENZA PRUDENZA

Il principio di prudenza rappresenta una dimensione essenziale dell’etica forense e
costituisceil complemento necessario del dovere didiligenza. Mentre ladiligenza attiene
allimpegno operativo e alla correttezza dell’azione professionale, la prudenza riguarda
la capacita di valutare, con equilibrio e discernimento, le conseguenze giuridiche,
processuali ed etiche delle scelte compiute nell'esercizio della professione.

Nel contesto dell’attivita forense, la prudenza si traduce anzitutto nella ponderazione
delle strategie difensive. Lavvocato € chiamato a selezionare le iniziative processuali
piu idonee alla tutela degli interessi del cliente, evitando sia l'eccesso di zelo, che puo
dar luogo a comportamenti avventati o temerari, sia l'inerzia, che pud compromettere
I'efficacia della difesa. La prudenza implica pertanto un equilibrio tra I'esigenza di agire
con decisione e il dovere di valutare attentamente i rischi connessi a ogni scelta.

Un ambito particolarmente rilevante in cui si manifesta il principio di prudenza
concerne lavalutazione delle probabilita di successo della causa. Lavvocato deve fornire
al cliente un‘analisi realistica e obiettiva delle prospettive del procedimento, evitando
di alimentare aspettative irragionevoli o di garantire risultati che non dipendono
esclusivamente dalla propria attivita professionale. In tal senso, la prudenza si configura

64



IUS ET SCIENTIA » 2025
Vol. 11 « N° 2 « pp. 54-73

Come essere un buon avvocato in Italia: analisi etica e procedurale della professione...

Enrique César Pérez-Lufio Robledo

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i02.03

come un presidio contro pratiche ingannevoli o scorrette e contribuisce a rafforzare la
fiducia nel rapporto professionale.

La prudenza assume rilievo anche nella gestione delle informazioni e della
comunicazione con il cliente. Lavvocato deve calibrare il contenuto e le modalita
delle comunicazioni, tenendo conto della sensibilita della situazione e delle possibili
ripercussioni emotive e giuridiche delle informazioni trasmesse. Una comunicazione
imprudente, affrettata o incompleta pu0 infatti generare incomprensioni, conflitti o
scelte non pienamente consapevoli da parte del cliente.

Nel rapporto con l'autorita giudiziaria e con le controparti, la prudenza impone
all'avvocato di adottare un comportamento misurato e rispettoso, anche nei contesti
conflittuali. Cid non implica una rinuncia alla fermezza nella tutela degli interessi del
cliente, ma richiede che le iniziative difensive siano sempre proporzionate, pertinenti
e coerenti con le finalita del processo. L'uso strumentale o aggressivo degli strumenti
processuali & incompatibile con il dovere di prudenza.

Il principio di prudenza trova applicazione anche nell'lambito delle trattative e
delle soluzioni alternative delle controversie. L'avvocato deve valutare con attenzione
l'opportunita di ricorrere a strumenti quali la mediazione, la negoziazione assistita o la
transazione, tenendo conto non solo degli aspetti giuridici, ma anche delle implicazioni
economiche, temporali e relazionali peril cliente. In tali contesti, la prudenza si manifesta
nella capacita di individuare soluzioni equilibrate e sostenibili nel tempo.

Un ulteriore profilo della prudenza riguarda la gestione dei conflitti di interessi,
reali o potenziali. Lavvocato deve astenersi dall'assumere incarichi che possano
compromettere la propria imparzialita o la fiducia del cliente e deve comunicare
tempestivamente qualsiasi circostanza idonea a incidere sulla propria autonomia
decisionale. La prudenza, in questo senso, costituisce un presidio fondamentale per la
salvaguardia dell'indipendenza e dell’integrita professionale.

Infine, la prudenza si estende anche all’'uso delle nuove tecnologie e degli strumenti
digitali nell'esercizio della professione forense. L'avvocato € chiamato a valutare con
attenzione i rischi connessi alla gestione dei dati, alla sicurezza informatica e alla
riservatezza delle comunicazioni,adottando le misure necessarie per prevenire violazioni
del segreto professionale e della privacy dei clienti.

In conclusione, la prudenza rappresenta la virtu che consente alla diligenza di orientarsi
correttamente e di tradursi in un‘azione professionale responsabile e consapevole. Essa
costituisce un elemento imprescindibile per garantire che I'attivita forense si svolga nel
rispetto dei valori della giustizia, della correttezza e della tutela effettiva dei diritti.

VIII. NON C’E PRUDENZA SENZA INTEGRITA

Il principio di integrita costituisce uno dei pilastri fondamentali dell’etica forense e
rappresenta la condizione morale che rende possibile I'esercizio prudente e responsabile
della professione. Lintegrita non si esaurisce nel rispetto formale delle norme giuridiche
e deontologiche, ma implica una coerenza profonda tra i valori professati dall'avvocato
e il suo comportamento concreto nell’attivita professionale.

Nel contesto dell'avvocatura, l'integrita si manifesta innanzitutto come onesta
intellettuale. Lavvocato é tenuto a rappresentare correttamente i fatti, a non alterare
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la realta probatoria e a non utilizzare argomentazioni consapevolmente fuorvianti
o ingannevoli. Tale dovere vale tanto nei confronti del cliente quanto nei confronti
dell’'autorita giudiziaria, delle controparti e della collettivita. Lintegrita, in questo senso,
costituisce un presidio essenziale per la credibilita della funzione difensiva.

Il Codice Deontologico Forense richiama espressamente il principio di integrita in
piu disposizioni, imponendo all'avvocato di agire con probita, dignita e decoro (art. 9).
La violazione di tali doveri non compromette soltanto il singolo rapporto professionale,
ma incide negativamente sullimmagine complessiva dell'avvocatura e sulla fiducia dei
cittadini nel sistema della giustizia.

Un ambito particolarmente sensibile in cui si riflette il principio di integrita riguarda
il rapporto tra mezzi e fini nellattivita difensiva. La tutela degli interessi del cliente, per
guanto legittima, non puo giustificare 'adozione di comportamenti contrari alla legge,
alla correttezza processuale o ai valori fondamentali dell'ordinamento. Lavvocato non
puo perseguire il risultato a qualsiasi costo, ma deve sempre interrogarsi sulla liceita e
sulla moralita dei mezzi impiegati.

Lintegrita impone altresi all'avvocato di rifiutare incarichi che presuppongano o
richiedano comportamenti illeciti o contrari alla propria coscienza professionale. In tali
ipotesi, il rifiuto dell'incarico non rappresenta una limitazione della liberta professionale,
bensi una sua legittima espressione, finalizzata alla salvaguardia della coerenza etica
del professionista.

Il principio di integrita si estende anche alla gestione delle risorse economiche e
dei rapporti patrimoniali con il cliente. Lavvocato deve amministrare con correttezza
le somme ricevute a titolo di anticipo, deposito o rimborso spese, evitando qualsiasi
commistione indebita tra il proprio patrimonio e quello del cliente. La trasparenza nella
gestione economica costituisce un elemento imprescindibile della fiducia professionale.

Particolare rilevanza assume l'integrita nei rapporti tra colleghi. Lavvocato é tenuto
a mantenere un comportamento leale e corretto nei confronti degli altri professionisti,
evitando pratiche scorrette quali 'accaparramento di clientela, la concorrenza sleale o la
denigrazione dell’altrui operato. | rispetto reciproco tra colleghi contribuisce a preservare
il decoro della professione e a garantire un corretto funzionamento del sistema forense.

Lintegrita assume infine una dimensione istituzionale, in quanto l'avvocato,
nell’esercizio della propria attivita, rappresenta non solo gli interessi del singolo cliente,
ma anche i valori della legalita e della giustizia. In questo senso, l'integrita costituisce
il fondamento etico che consente alla prudenza di orientare correttamente le scelte
professionali e di prevenire derive opportunistiche o strumentali.

In conclusione, l'integrita rappresenta la virtu che assicura la coerenza morale
dell’agire professionale dell’avvocato e ne garantiscela credibilita sociale. Essa costituisce
una condizione indispensabile affinché la prudenza e la diligenza possano tradursi in
un esercizio autenticamente etico e responsabile della professione forense.

IX. NON C’E INTEGRITA SENZA LEALTA

Il principio di lealta rappresenta una proiezione relazionale dell'integrita professionale
e costituisce un elemento imprescindibile dell'etica forense. Se l'integrita attiene alla
coerenza morale interna dell’agire professionale, la lealta riguarda il modo in cui tale
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coerenza si manifesta nei rapporti con gli altri soggetti coinvolti nellattivita forense: il
cliente, i colleghi, i magistrati, le controparti e, piu in generale, I'ordinamento giuridico.

Nel Codice Deontologico Forense, la lealta & espressamente richiamata come dovere
fondamentale dell'avvocato (art. 9), il quale e tenuto a svolgere la propria attivita con
correttezza, probita e lealta. Tale principio permea l'intero sistema deontologico e si declina
in una pluralita di obblighi specifici che regolano i diversi ambiti dell'esercizio professionale.

Nei confronti del cliente, la lealta impone all'avvocato di perseguire esclusivamente
gli interessi della parte assistita, evitando conflitti di interessi, anche solo potenziali,
e astenendosi da comportamenti che possano compromettere la fiducia riposta nel
rapporto professionale. La lealta si traduce, in questo contesto, nell'obbligo di fornire
informazioni veritiere e complete, di rappresentare con chiarezza le possibilita e i limiti
dell’'azione giudiziaria e di non anteporre interessi personali o di terzi a quelli del cliente.

Nel rapporto con i colleghi, il principio di lealta esige il rispetto reciproco e
l'osservanza di regole di correttezza professionale che escludano pratiche scorrette o
sleali. Lavvocato deve astenersi da comportamenti quali la denigrazione dell'operato
altrui, l'indebita sottrazione di clientela o I'uso strumentale di informazioni riservate
acquisite nell'ambito di precedenti collaborazioni. La lealta tra colleghi costituisce un
presupposto essenziale per il buon funzionamento del sistema forense e per la tutela
del decoro della professione.

Un ambito particolarmente delicato in cui si manifesta il principio di lealta riguarda
i rapporti con l'autorita giudiziaria. Lavvocato é tenuto a collaborare lealmente con il
giudice e con gli altri organi della giurisdizione, senza rinunciare alla fermezza nella
difesa degli interessi del cliente. La lealta processuale implica il divieto di adottare
comportamenti o strategie volte aingannareil giudice, a occultare informazionirilevanti
o a utilizzare lo strumento processuale in modo abusivo o dilatorio.

La lealta si estende anche ai rapporti con la controparte. Pur nel naturale conflitto
di interessi che caratterizza il processo, 'avvocato deve mantenere un comportamento
corretto e rispettoso, evitando iniziative sleali o scorrette che possano compromettereil
diritto di difesa altrui o il corretto svolgimento del procedimento. In tale prospettiva, la
lealta costituisce un limite etico all’'uso delle tecniche difensive e contribuisce a garantire
I'equilibrio del contraddittorio.

Il principio di lealta assume inoltre rilievo nella fase precontenziosa e nelle procedure
alternative di risoluzione delle controversie. In tali contesti, 'avvocato & chiamato a
favorire soluzioni eque e sostenibili, evitando di sfruttare in modo opportunistico le
asimmetrie informative o le condizioni di debolezza della controparte. La lealta, in
guesto senso, rappresenta un criterio guida per una gestione responsabile del conflitto.

Sotto il profilo deontologico, la violazione del dovere di lealta pud dar luogo a gravi
sanzioni disciplinari, in considerazione della centralita di tale principio per la credibilita
della professione forense. La lealta costituisce infatti uno dei presupposti fondamentali
su cui si fonda la fiducia dei cittadini nell’avvocatura e nel sistema della giustizia.

In conclusione, la lealta rappresenta il valore che consente all'integrita di tradursi
in una prassi professionale rispettosa delle relazioni e delle istituzioni. Essa garantisce
che l'esercizio dell’avvocatura si svolga non solo nel rispetto delle regole, ma anche
secondo uno spirito di correttezza e responsabilita che rafforza la funzione sociale
della professione.
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X. NON C’E LEALTA SENZA RISERVATEZZA

Il principio di riservatezza costituisce uno dei cardini dell’etica forense e rappresenta
una condizione essenziale per l'instaurarsi e il mantenimento del rapporto fiduciario tra
avvocato e cliente. Senza la garanzia della riservatezza, il cliente non sarebbe in grado
di confidare pienamente al proprio difensore fatti, informazioni e documenti rilevanti ai
fini della tutela dei propri diritti, con una conseguente compromissione dell’effettivita
del diritto di difesa.

La riservatezza professionale trova riconoscimento in una pluralita di fonti normative.
Sul piano costituzionale, essa si collega indirettamente agli articoli 24 e 111 della
Costituzioneitaliana, chetutelanoil dirittodidifesaeil giusto processo. Sul pianolegislativo,
il segreto professionale dell'avvocato & espressamente previsto dall’articolo 622 del
Codice penale e dall'articolo 200 del Codice di procedura penale. A livello deontologico, il
Codice Deontologico Forense dedica specifiche disposizioni alla tutela della riservatezza,
qualificandola come dovere fondamentale dell'avvocato (artt. 13 e ss.).

Il dovere di riservatezza impone all'avvocato di non rivelare le informazioni apprese
nell'esercizio della professione, indipendentemente dalla natura del rapporto instaurato
con il cliente e dalla fase in cui tali informazioni sono state acquisite. Tale obbligo si
estende anche ai collaboratori, ai praticanti e a chiunque operi all'interno dello studio
legale sotto la direzione o il controllo dell’avvocato, il quale e tenuto a vigilare affinché
il segreto professionale sia rispettato.

La riservatezza non si limita alle informazioni fornite direttamente dal cliente,
ma comprende anche i dati e le notizie appresi in occasione di colloqui preliminari,
trattative, consultazioni informali o attivita di consulenza che non abbiano poi dato
luogo al conferimento dell'incarico. In tal senso, il segreto professionale tutela non solo
il cliente in senso stretto, ma anche I'affidamento che il cittadino ripone nell'avvocatura
quale istituzione.

Il principio di riservatezza assume particolare rilievo anche nei rapporti tra colleghi.
L'avvocato e tenuto arispettare la confidenzialita delle comunicazioniintercorse con altri
professionisti, specialmente quando esse siano state espressamente qualificate come
riservate o confidenziali. La violazione di tali obblighi pud compromettere gravemente
la correttezza dei rapporti professionali e il buon funzionamento del sistema forense.

Un ambito di crescente complessita riguarda la tutela della riservatezza nell'era
digitale. L'utilizzo di strumenti informatici, piattaforme di comunicazione elettronica
e sistemi di archiviazione digitale impone all'avvocato di adottare misure tecniche
e organizzative adeguate a garantire la sicurezza dei dati e delle comunicazioni. La
protezione delle informazioni riservate si intreccia, in questo contesto, con la disciplina
in materia di protezione dei dati personali, in particolare con il Regolamento (UE)
2016/679 (GDPR).

Il dovere di riservatezza non ha carattere assoluto. Lordinamento prevede infatti
alcune eccezioni, come nei casi in cui la rivelazione di informazioni sia necessaria per
l'esercizio del diritto di difesa dell’avvocato o per 'adempimento di obblighi di legge.
Tali eccezioni devono tuttavia essere interpretate in modo restrittivo e applicate con
estrema cautela, al fine di non svuotare di contenuto il principio generale del segreto
professionale.
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La violazione del dovere di riservatezza comporta conseguenze rilevanti sotto il
profilo disciplinare, civile e, in taluni casi, penale. Dal punto di vista deontologico, essa
rappresenta una delle infrazioni piu gravi, in quanto incide direttamente sulla fiducia che
costituisce il fondamento della relazione professionale e sulla credibilita dell’avvocatura
nel suo complesso.

In conclusione, lariservatezza rappresenta il presupposto imprescindibile della lealta
nei confronti del cliente e deglialtri soggetti coinvolti nell’attivita forense. Essa garantisce
che la fiducia accordata all’avvocato sia tutelata e che l'esercizio della professione si
svolga nel rispetto dei valori fondamentali della dignita della persona e della giustizia.

Quando lo desideri, posso proseguire con la SEZIONE XI — Conclusioni (“Non c’e
riservatezza senza giustizia”) e successivamente effettuare una revisione finale di
coerenza globale dell'intero lavoro.

XI. NON C’E RISERVATEZZA SENZA GIUSTIZIA

Il percorso argomentativo sviluppato nelle sezioni precedenti ha consentito diricostruire,
in chiave sistematica, i principi fondamentali che informano l'etica della professione
forense nello Stato di diritto. Attraverso il decalogo proposto, € stato possibile mettere
in luce la struttura concatenata e interdipendente dei valori che definiscono la figura
del buon avvocato, evidenziando come ciascun principio trovi il proprio fondamento e
la propria giustificazione nei precedenti.

Il principio di giustizia rappresenta il termine ultimo e il criterio orientativo dell'intero
sistema deontologico esaminato. Esso non costituisce soltanto un valore astratto o
un ideale regolativo, ma si configura come il fine concreto verso cui devono tendere
tutte le attivita dell'avvocato nell’esercizio della professione. Senza giustizia, infatti, i
principi della riservatezza, della lealta, dell'integrita, della prudenza, della diligenza,
della responsabilita, della liberta, dellindipendenza e dello stesso diritto alla difesa
perderebbero il loro significato etico e la loro funzione sociale.

La giustizia, intesa in questa prospettiva, non si esaurisce nella corretta applicazione
delle norme giuridiche, ma implica il rispetto della dignita della persona, la tutela
effettiva dei diritti fondamentali e la salvaguardia dell'equilibrio tra le parti del processo.
L'avvocato, in quanto protagonista essenziale dell'amministrazione della giustizia, &
chiamato a operare non soltanto come tecnico del diritto, ma anche come garante dei
valori costituzionali e dei principi democratici su cui si fonda lI'ordinamento

Il principio di riservatezza, analizzato nella sezione precedente, trova il proprio
compimento nella giustizia. La tutela del segreto professionale non rappresenta un
privilegio corporativo, bensi una garanzia funzionale all'effettivita del diritto di difesa e
alla realizzazione di un processo equo. In assenza di riservatezza, la fiducia del cittadino
nell'avvocatura verrebbe meno, con conseguenze negative sull’accesso alla giustizia e
sulla qualita della tutela giurisdizionale.

Allo stesso modo, la lealta, I'integrita e la prudenza assumono pieno significato solo
se orientate alla realizzazione della giustizia. Tali virti non possono essere concepite
come meri requisiti formali o come strumenti di autoregolamentazione professionale,
ma devono tradursi in una prassi concreta che contribuisca al corretto funzionamento
del sistema giudiziario e alla tutela dei diritti.
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La responsabilita, la diligenza e la liberta dell’avvocato, lungi dal costituire ambiti
separati o contrapposti, si integrano reciprocamente in una visione unitaria della
professione forense come servizio alla collettivita. Lindipendenza, infine, rappresenta
la condizione istituzionale che consente all'avvocato di perseguire la giustizia senza
condizionamenti indebiti, preservando I'autonomia del proprio giudizio e la dignita
della funzione difensiva.

In conclusione, la figura del buon avvocato che emerge da questa analisi € quella di
un professionista consapevole della propria responsabilita sociale, capace di coniugare
competenza tecnica e sensibilita etica, e orientato a svolgere la propria attivita come
autentico servizio alla giustizia. In questa prospettiva, l'etica forense non costituisce un
limite all’'esercizio della professione, ma ne rappresenta il fondamento essenziale e la
ragion d'essere nello Stato di diritto.

XII. CONCLUSIONI

Principali conclusioni del lavoro:

1. Letica forense ha una struttura sistematica e interdipendente.

Il lavoro giunge alla conclusione che I'etica della professione forense non puo
essere intesa come un insieme frammentario di doveri, bensi come un sistema
coerente di principi concatenati, in cui ciascun valore presuppone e rafforza i
precedenti. Il decalogo proposto dimostra che l'eccellenza professionale & pos-
sibile solo quando tutti i principi concorrono congiuntamente, senza eccezioni.

2. Il diritto di difesa costituisce il fondamento della professione forense.

Si afferma che non pu0 esistere un processo legittimo senza una difesa tec-
nica effettiva. Lavvocato non & un soggetto accessorio del sistema giudiziario,
ma un garante strutturale dello Stato di diritto. Leffettivita del diritto di difesa
richiede non soltanto la presenza formale di un difensore, ma un’assistenza reale,
competente e responsabile.

3. Indipendenza e liberta sono condizioni imprescindibili della difesa.

Il lavoro conclude che la difesa € autentica solo se I'avvocato agisce libero
da pressioni esterne e in piena autonomia professionale. Lindipendenza non e
concepita come un privilegio corporativo, ma come una garanzia istituzionale
a tutela del cittadino e della giustizia. La liberta professionale, a sua volta, deve
essere esercitata in modo responsabile e mai arbitrario.

4. La liberta professionale implica responsabilita, diligenza e prudenza.

Una conclusione centrale & che la liberta dell'avvocato non é assoluta, ma
trova il proprio limite: nella responsabilita verso il cliente, 'ordinamento e la co-
llettivita; nella diligenza professionale, intesa come competenza tecnica, cura e
aggiornamento continuo; nella prudenza, quale capacita di ponderare le conse-
guenze giuridiche, etiche e umane delle scelte professionali.

5. Integrita e lealta garantiscono la credibilita della professione.

Il lavoro sostiene che la tutela degli interessi del cliente non giustifica I'uso

di qualsiasi mezzo. Integrita e lealta operano come limiti etici all'esercizio della
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professione, assicurando: onesta intellettuale, correttezza processuale, rispetto
nei confronti di clienti, colleghi, magistrati e parti.

In assenza di tali valori, la professione forense perde la propria legittimazione
sociale.

6. Lariservatezza non € un privilegio, ma una garanzia funzionale.

Si conclude che il segreto professionale non tutela I'avvocato, bensi il cittadi-
no. La riservatezza € una condizione indispensabile della fiducia e, senza di essa,
il diritto di difesa risulta svuotato di contenuto. Per tale ragione, la sua protezione
e essenziale per la giustizia e deve confrontarsi con le sfide poste dall'ambiente
digitale.

7. Lagiustizia rappresenta il fine ultimo della professione forense.

La conclusione finale del lavoro & che tutti i principi etici dell'avvocato con-
vergono nella giustizia. Lavvocato non e soltanto un tecnico del diritto, ma un
attore etico del sistema democratico, chiamato a rendere effettivi i diritti fonda-
mentali e a contribuire al corretto funzionamento dello Stato di diritto.

Sintesi finale.

Il lavoro conclude che essere un “buon avvocato” non dipende esclusivamente
dalla competenza tecnica, ma dall'integrazione armonica dei valori etici, senza i quali
la professione perde la propria ragion d'essere. Letica forense emerge cosi non come
un limite all'esercizio della professione, ma come il fondamento che ne legittima
socialmente e giuridicamente l'esistenza.
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RESUMEN PALABRAS CLAVE

Este articulo analiza la compatibilidad del raspado web (web scraping) Proteccion de datos personales
con la normativa europea de proteccién de datos personales, parti- Principios

cularmente el Reglamento General de Proteccién de Datos (RGPD) y Inteligencia artificial

el Reglamento de Inteligencia Artificial (RIA) de la Unién Europea. A Web scraping

través de un estudio doctrinal y jurisprudencial, se examinan los prin-
cipios fundamentales del tratamiento de datos y su tension con el
web scraping. Se evaluan los limites y excepciones aplicables al web
scraping y el rol de la recoleccién de datos de fuentes publicas para
el entrenamiento de sistemas de inteligencia artificial. Finalmente, se
discuten los desafios regulatorios y las brechas existentes en la nor-
mativa que requieren ser subsanadas mediante pronunciamientos
interpretativos o a través de una solucién regulatoria que garantice
alcanzar un equilibrio entre la proteccién de los derechos de los titula-
resy el acceso de datos de entrenamiento para el desarrollo modelos
de inteligencia artificial.

ABSTRACT KEYWORDS

This article analyzes the compatibility of web scraping with European Data protection
personal data protection regulations, particularly the General Data Principles
Protection Regulation (GDPR) and the Artificial Intelligence Act (Al Artificial intelligence
Act). Through doctrinal and jurisprudential study, the fundamental Web scraping

principles of data processing and their conflict with web scraping are
examined. The limits and exceptions applicable to web scraping and
the role of data collection from public sources for training artificial
intelligence systems are evaluated. Finally, the regulatory challenges
and existing gaps in the regulations that need to be addressed through
interpretive pronouncements or a regulatory solution that guarantees
a balance between the protection of data subjects’ rights and access
to training data for the development of artificial intelligence models
are discussed.
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1. INTRODUCCION

La necesidad de compatibilizar la normativa de proteccién de datos personales con el
tratamiento que los sistemas de inteligencia artificial (en adelante “IA”) realizan de este
tipo de informacién ha sido ampliamente estudiado por la doctrina’, la jurisprudencia?
y se ha transformado en una importante preocupacion por parte de los actores que
participan del mercado de la tecnologia®. Recientemente, con la dictacion de la deno-
minada “Al Act” de la Union Europea®, los legisladores también se han aventurado a
regular esta materia.

Sin embargo, la etapa anterior al funcionamiento de los sistemas de inteligencia ar-
tificial, es decir, la recoleccién de informacién para el entrenamiento de los modelos o
algoritmos no ha recibido la misma atencién por parte de la literatura académica y los
reguladores. Por regla general, los sistemas de inteligencia artificial requieren de gigan-
tescas bases de datos para entrenar sus algoritmos, las que muchas veces son obtenidas
de fuentes publicas como internet a través de un proceso denominado raspado web o
“web scraping”. Como ha senalado Almagbali et al., los datos son muy importantes para
las empresas y organizaciones ya que ayudan en la toma de decisiones y, actualmente, la
mayoria de los datos se pueden encontrar en Interne (Almagqgbalietal., 2019, p. 145). Esta
importancia y dependencia de la recoleccion de datos en fuentes publicas de internet
s6lo se ha intensificado en el contexto del entrenamiento de sistemas de inteligencia
artificial. Asi, una reciente declaracién publica mas de 40 representantes de la industria
digital han reclamado que el desarrollo de sistemas de |A generativa“[rlequiere normas
claras, de aplicacion coherente, que permita el uso de datos europeos”y que “[I]la toma
de decisiones regulatorias se ha vuelto fragmentada e impredecible, mientras que las
intervenciones de las Autoridades Europeas de Proteccidon de Datos han generado una
gran incertidumbre sobre qué tipos de datos pueden utilizarse para entrenar modelos
de IA" (EUNeedsAl, 2024)°.

Esta falta de certidumbre se produce por la colision entre el tipo de tratamiento que
realizan los desarrolladores de sistemas de inteligencia artificial —en particular al mo-
mento de recolectar grandes volUmenes de datos a través del web scraping de fuentes
publicas en internet-y la forma en que el Reglamento General de Proteccién de Datos

1. Un metaanalisis sistematico de 73 publicaciones con revision de pares respecto del debate en
torno a la regulacion de la IA se puede encontrar en Folberth, et al. (2022).

2. Previo a la entrada en vigencia del Reglamento de Inteligencia Artificial de la UE (en adelante
el “RIA"), la principal fuente de jurisprudencia relativa a sistemas de inteligencia artificial y sistemas
algoritmicos provino de la aplicacién de las salvaguardas contenidas en el articulo 22 del Reglamen-
to general de proteccién de datos personales de la Union Europea (en adelante “RGPD”). Ver Medina
(2022) y Viollier (2021).

3. Previo a laimplementacion de las primeras leyes de inteligencia artificial, el panorama y la dis-
cusion estuvo hegemonizada por iniciativas de autorregulacién impulsadas por la industria, la que
condujo procesos cuyo resultado fue una sumatoria de guias y pautas éticas en la forma de “soft law”.
Para muchos expertos, dichos marcos éticos eran insuficientes para enfrentar las posibles amenazas
y dafnos asociados con el uso de tecnologias de inteligencia artificial (Regine, 2022). Ver, por ejemplo,
Hagendorff (2020) y Jobin et al. (2019).

4. Una revision del contenido de la nueva legislacidén europea, asi como el proceso legislativo de
la Unién Europea se puede encontrar en Akhtar (2023).

5. Latraduccién es mia.
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de la Union Europea (el adelante “RGPD”) regula el requisito de que los responsables
acrediten contar con una base de licitud para el tratamiento de datos personales, asi
como el cumplimiento de los principios del RGPD.

Sin embargo, como correctamente han identificado Solove y Hartzog (2024), la
practica del web scraping se encuentra en directa contraposiciéon con todos y cada uno
de los principios internacionalmente reconocidos relativos a la proteccion de datos per-
sonales. Del mismo modo, como correctamente ha senalado Hacker los aspectos juri-
dicos de la recoleccién y procesamiento datos de entrenamiento todavia representan,
comparativamente, terra incognita en la literatura académica (Hacker, 2021, p. 259).
Si bien el RGPD y el nuevo Reglamento de Inteligencia Artificial de la Union Europea
(en adelante “Reglamento de IA”) han realizado un esfuerzo por regular el uso de algo-
ritmos, todavia no se ha visto el mismo esfuerzo por regular la recolecciéon de datos en
el contexto del entrenamiento de modelos de IA. Por lo mismo, subsanar este vacio en
la literatura resulta una condicidon necesaria para poder avanzar en muchas de las discu-
siones que se estan dando actualmente respecto a la regulaciéon de la IA.

A fin de aportar al debate esta investigacion busca analizar la compatibilidad entre la
practica del web scraping, particularmente en el contexto de la recoleccion de grandes
bases de datos para el entrenamiento de sistemas de IA, con los principios estable-
cidos en el RGPD. El objetivo de la investigacion es determinar si las autoridades de
control en materia de proteccion de datos personales a nivel europeo cuentan con las
herramientas legales para compatibilizar la practica del web scraping con los principios
contenidos en el RGPD o si, por el contrario, es necesaria otra férmula regulatoria para
compatibilizar la practica del web scraping con las disposiciones del RGPD. Para ello, el
trabajo se organizara en las siguientes secciones:

La primera seccion realiza una revision de literatura técnica y juridica relativa a la
practica del web scraping a partir de cuatro elementos: i) laemergencia del web scraping
durante la primera década de internet, ii) la evolucion reciente de la practica del web
scraping, iii) el rol del web scraping en el desarrollo de sistemas de IA, iv) determinar
si la recoleccion de datos a través de web scraping para el entrenamiento de modelos
de IA constituye un tratamiento de datos personales conforme al RGPD, y v) las nuevas
formas de exclusion del web scraping a través de mecanismos juridicos (términosy con-
diciones) y técnicos (scripts de exclusién técnicos o robot.txt).

La segunda seccion realiza un analisis de cada uno de los principios contenidos en el
RGPD, a fin de analizar su compatibilidad con la practica del web scraping. Se pondra es-
pecial énfasis en los principios de minimizacion de datos y de limitacién de la finalidad,
puesto que son aquellos que tienen mayor impacto en la practica del web scraping, en
particular en el contexto de la recoleccién de grandes bases de datos de fuentes pu-
blicas en internet para el entrenamiento de sistemas de IA.

La tercera seccion analiza el contenido del nuevo Reglamento de IA, a fin de deter-
minar si este contiene alguna solucion regulatoria respecto a la recoleccién de datos
para el entrenamiento de modelos de IA. Para ello se estudiara especialmente el modelo
de espacios controlados de prueba o “sandbox regulatorios”.

La cuarta seccién explora cuales son las soluciones regulatorias que eventualmente
podrian disefarse e implementarse para subsanar la tensién entre la practica del web
scraping y el cumplimiento de los principios contenidos en el RGPD.
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Finalmente, se presentan conclusiones preliminares, asi como la identificacion de
areas en donde futuras investigaciones podrian profundizar en esta materia a fin de
poder subsanar el vacio regulatorio identificado.

2. 3;Qué es el web scraping?

El diccionario de Cambridge define el raspado web o “web scraping” como “la actividad
de tomarinformacién de unsitio web o de la pantalla de una computadoray colocarlaen
un documento ordenado en una computadora” . El glosario del sitio web especializado
en esta materia denominado ScraperApi lo define como “un proceso automatizado de
extraccion de datos de sitios web mediante herramientas de software o scripts. Implica
enviar solicitudes a servidores web, analizar la respuesta HTML o XML y extraer la infor-
macién deseada mediante selectores o expresiones regulares™.

El proceso de web scraping consiste en tres etapas interrelacionadas: i) el analisis del
sitio web, ii) raspado del sitio web o copia de la informacion del sitio y iii) organizaciéon
de los datos (Milev, 2017). El web scraping difiere del minado de datos o “data mining”
en el sentido de que el segundo involucra un analisis de los datos y muchas veces re-
quiere de sofisticadas técnicas estadisticas (Krotov y Silva, 2018). De esta forma, el ob-
jetivo del web scraping como técnica es convertir datos web no estructurados en datos
estructurados que se pueden almacenar y analizar en una base de datos o una hoja de
calculo central (Sirisuriya, 2015).

Si bien es posible realizar el proceso del web scraping de forma manual, es decir,
gue una persona natural simplemente copie y pegue manualmente el contenido de un
sitio web usando su navegador personal, para alcanzar los niveles de eficiencia y esca-
labilidad necesarios para recolectar grandes volUmenes de datos el proceso necesaria-
mente debe ser automatizado. Para ello se utilizan “scripts” o set de instrucciones que
realizan una tarea automatizada, también denominado como “bots”. En informatica, un
bot es un software autbnomo que opera en una red (particularmente Internet) y puede
interactuar con otros sistemas o usuarios (Khder, 2021, p. 156). Para alcanzar este ob-
jetivo generalmente se utilizan dos bots distintos: i) Un bot “arana” también conocido
como rastreador o web-crawler que se utiliza para rastrear sitios web automaticamente
agregarlos a un directorio o indice, y ii) Un bot raspador o web-scraper cuya misién es
extraer datos de sitios web, enviando solicitudes a un sitio web y luego analizando el
HTML u otros datos que se devuelven en la respuesta (Bhatia, 2016).

Sin embargo, el web scraping no ha cumplido la misma funcion durante toda la his-
toria de internet, sino que ha ido adaptado a medida que la tecnologia y su utilizacion
también ha evolucionado.

6. Definicién disponible en: https://dictionary.cambridge.org/dictionary/english/web-scraping
(Ultimo acceso el 21 de marzo de 2025). La traduccién es mia.

7. Definicion disponible en: https://www.scraperapi.com/glossary/ (Gltimo acceso el 21 de marzo
de 2025). La traduccion es mia.
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2.1. Elrol del web scraping en los primeros afios de internet

El ano 1989 el cientifico britanico Tim Berners-Lee cred lo que hoy conocemos como
World Wide Web (www). Sélo dos anos después Lee publicé el primer navegador, un
sitio http:// albergado en su computador personal que buscaba darle acceso a quienes
accedan a la www al resto de los sitios disponibles.

Sélo dos anos después, el ano 1993 Matthew Gray creé el primer concepto de un
web crawler. Denominado “The Wanderer” el programa tenia como propdsito medir el
tamano de la web, pero luego fue utilizado para generar un indice de sitios web de-
nominado el “Wandex”. Si bien su autor no lo disendé para dicho propdsito, esta seria
la tecnologia base para la creacidon de los primeros motores de busqueda generales
de internet®. El primer motor de busqueda fue lanzado el mismo ano y se denominoé
“JumpStation’, utilizando la misma tecnologia que hoy es la base para gigantes como
Google, Yahoo y Bing, JumpStation se transformé en el primer motor de busqueda
basada en el web-crawling y logré indexar millones de sitios web.

El motor general de busqueda de Google fue oficialmente lanzado al mercado el
4 de septiembre de 1998 utilizando un algoritmo de busqueda mas eficiente llamado
“BackRub’, pero sobre la base de la misma tecnologia de web-crawling y web-scraping
desarrollada en el pasado. Si bien la principal labor del motor de busqueda de Google
es realizar web-crawling de internet para indexar los distintos sitios web y generar un
indice de busqueda a través de su “Googlebot’, dicha labor necesariamente involucra
cierto nivel de “raspado” o web-scraping. Como Google sefiala en su mismo sitio web
“Google descarga texto, imagenes y videos de las paginas que encuentra en Internet
con programas automatizados llamados crawler™®,

Por otro lado, iniciativas altruistas y que buscan promover el interés publico también
dependen de la realizacién de web scraping. Asi, por ejemplo, el historiador Jason Scott
se embarcé en una iniciativa de preservacion de la historia de internet. Preocupado
por la eliminacion de grandes sitios web que cuyo contenido se perderia para siempre,
Scott fundo el Archive Team en 1996'° y desde entonces la iniciativa ha utilizado web-
crawling y web-scraping para respaldar todos los sitios de internet posibles'’, para asi
preservarlos y proporcionar nuevas oportunidades para que los académicos analicen
estas plataformas ahora desaparecidas (Sellars, 2018, p. 373).

Cémo es posible apreciar, el web-crawling y web-scraping no sélo son la base de
iniciativas que buscan promover el interés publico, sino que también forman la base
técnica respecto de cdmo opera internet en los términos que hoy conocemos, toda vez

8. Una breve relacion de estos eventos se encuentra en: https://webscraper.io/blog/brief-history-
of-web-scraping (dltimo acceso el 10 de noviembre de 2025).

9. Informacién disponible en: https://developers.google.com/search/docs/fundamentals/how-
search-works (Ultimo acceso el 21 de marzo de 2025). La traduccién es mia.

10. Su sitio se encuentra disponible en: www.internetarchive.org (altimo acceso el 21 de marzo
de 2025).

11. Si el lector siente curiosidad respecto a cdmo se veian sus sitios web favoritos en el pasado, la
herramienta“Wayback Machine” permite acceder a los respaldos periddicos realizados por el Internet
Archive. Disponible en: https://web.archive.org/ (dltimo acceso el 21 de marzo de 2025).
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que los motores de busqueda dependen de esta actividad para poder realizar su labor
en el ecosistema de internet.

2.2. Web-scraping en la era de la web 2.0

El término web 2.0 es generalmente atribuido a Tim O'Reilly que lo escribié como un
“punto de inflexion para la web” (O'Reilly, 2007, p. 17) donde las empresas que sobrevi-
vieron al colapso de las puntocom comenzaron a usar la web como plataforma, en lugar
de crear productos y servicios para su uso como clientes de escritorio (Wilson et al.,
2011, p. 2). El nacimiento de redes sociales como Facebook y LinkedIn permitieron a
los usuarios mantener conexiones con fines sociales y profesionales. La emergencia de
plataformas como YouTube, Flickr y blogs generados por los usuarios permitieron la
creacion y el intercambio de contenido a nivel mundial, y su facilidad de uso impulsa
una “revolucién de la contribuciéon” (Cook, 2008, p. 60). Esta era de la web estuvo do-
minada por la creacién de contenido por parte de los usuarios, en contraposicion del
contenido creado por los propios administradores de las plataformas, un fenémeno que
llamo a algunos expertos a aprovechar la inteligencia colectiva de los usuarios y crear
servicios que mejoren cuantas mas personas los utilicen (O'Reilly y Battele, 2009, p. 1).

Este periodo, que comenzo cerca del ano 2004 hasta nuestros dias ha estado do-
minado por el uso del web scraping para la obtencién valiosa de informacion para dis-
tintos usos, tales como: i) investigacidn cientifica, ii) precios y dinamicas de mercado,
iii) tendencias predominantes en la web, iv) practicas empleadas por la competencia,
v) hacer mas eficiente el funcionamiento del comercio electrénico, entre otras (Henrys,
2021, p. 1).

En otras palabras, en la era de la web alimentada por el contenido creado por los
usuarios, el web scraping ha servido como mecanismo de recoleccion de inteligencia
sobre tendencias de mercado, comportamiento de los usuarios y otras tendencias que
han permitido a las organizaciones tomar decisiones basadas en evidencia para hacer
mas eficientes y personalizados sus productos y servicios.

2.3. Web scraping en la era de la inteligencia artificial

Como han senalado Solove y Hartzog;

Los sistemas de inteligencia artificial dependen de cantidades masivas de datos,
que a menudo se obtienen mediante el método de“scraping’, es decir, la extraccion au-
tomatica de grandes cantidades de datos de Internet. El scraping permite a los actores
recopilar enormes cantidades de datos personales de forma econdémica y rapida, sin
previo aviso, consentimiento u oportunidad de oposiciéon o exclusién voluntaria por
parte del interesado de los datos (Solove y Hartzog, 2024, p. 4)).

Por regla general -y dependiendo del tipo de sistema que se quiera entrar- mientras
mayor es la cantidad de datos que se alimentan al entrenamiento del sistema de IA,
mejor es el resultado del modelo, mas precisas sus predicciones y los resultados (ou-
tputs) de mejor resultad (Bowles et al., 2018).
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El desarrollo IA requiere volumenes masivos de datos para entrenar sus algoritmos,
especialmente cuando se trata de las técnicas mas novedosas y sofisticadas. Asi, por
ejemplo, “las aplicaciones de aprendizaje automatico (Machine Learning) utilizan volu-
menes de datos excepcionalmente grandes, que son analizados por una aplicaciéon de
aprendizaje automatico para determinar las interrelaciones entre estos datos” (Tschider,
2021, p. 107). En el caso de la IA generativa, el Information Commissioner’s Office (ICO)
del Reino Unido, en un proceso de consulta publica sobre bases de licitud para el web
scraping para entrenar modelos de |A, senalé que a su entender al dia de hoy la mayoria
de los sistemas de IA generativa sélo pueden ser entrenados a partir de web scraping
de gran escala (ICO, 2024a). De acuerdo con los hallazgos del ICO, al dia de hoy existe
poca evidencia que los modelos de |IA generativa podrian ser desarrollados a partir de
bases de datos mas pequefias y propietarias.

La recoleccion intensiva de datos contenidos en fuentes publicas de internet ha
llegado a un punto tal, que los desarrolladores de sistemas de IA estan enfrentando un
desafio paradéjico: a medida que herramientas como Stable Diffusion generan ima-
genes basadas en inteligencia artificial y GPT-4 crea texto, este contenido es vuelto a
publicar en internet, el que nuevamente es recolectado a través del web scraping y uti-
lizado para entrenar los algoritmos de inteligencia artificial. Esto significa que el out-put
generado a partir de este entrenamiento incorpora la generacion de datos generados
recursivamente (recursively generated data), fenémeno que incluso puede implicar el
colapso de los modelos de aprendizaje (Shumailov et al., 2024, p. 759). A este fendmeno
también se le ha denominado Desorden de Autofagia de Modelos 0 “MAD” por sus siglas
en inglés (Alemohammad et al., 2023).

Por otro lado, este modelo de recoleccién indiscriminada de datos ha producido una
avalancha de acciones legales, Asi, por ejemplo, una accién de clases ingresada en San
Francisco (PM v. OpenAl LP) invoca entre otros elementos el robd informacién privada,
incluida informacion de identificacion personal, de cientos de millones de usuarios de
Internet, incluidos nifios de todas las edades, sin su conocimiento informado o consen-
timiento. La demanda invoca infracciones a la Electronic Communications Privacy Act, la
Computer Fraud and Abuse Act y la California Invasion of Privacy Act de EEUU (IAPP, 2023).

De esta forma, el rol del web scraping en la era de la inteligencia artificial es el de
recolectar de forma masiva e indiscriminada voliumenes ingentes de informacion dispo-
nible publicamente en internet para entrenar los algoritmos de los sistemas de inteli-
gencia artificial. Esto, a su vez, ha generado importantes fricciones con distintos cuerpos
normativos, elemento que explicaré en la seccion 3 de este escrito.

2.4. ;Es el web scraping una forma de tratamiento de datos personales
en los términos del RGPD?

En esta materia vale la pena realizar un paralelo con un problema similar respecto al
respeto de los derechos de propiedad intelectual. Al recolectar grandes volumenes de
datos de internet para el entrenamiento de modelos de IA, los desarrolladores -incluso
sin intencién- recolectan y utilizan informacién sujeta a proteccién por figuras de
propiedad intelectual (OECD, 2025). Al momento de recolectar y utilizar contenido pro-
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tegido por propiedad intelectual, el desarrollador debera demostrar que cuenta con la
autorizacion del titular de los derechos o, en su defecto, que se encuentra amparado
por una excepcién en la legislacion de propiedad intelectual. Esto pone a los desarro-
lladores en una situacion dificil, debido a la dificultad de escalar la obtencion de la au-
torizacion de los distintos titulares de derechos en la informacién recolectada. Por otro
lado, existe una delgada linea entre los usos permitidos a través de excepciones como
los usos justos o “fair use” e incurrir en una infraccion, situacién que debe generalmente
ser analizada caso a caso (Jayachandran y Arni, 2023, p. 15)'.

Algo similar sucede en materia de proteccion de datos personales. Al recolectar
enormes volumenes de datos de fuentes de acceso publico, necesariamente dentro
de dicha informacién un determinado porcentaje estarda compuesto por informacién
que constituya datos personales, datos personales sensibles o categorias especiales
de datos de acuerdo con el RGPD™. Por tanto, es necesario discernir si la recoleccion y
procesamiento de datos personales en el contexto del entrenamiento de modelos de
IA constituye un tratamiento de datos conforme al RGPD. Si la respuesta es negativa,
entonces los desarrolladores podran utilizar libremente esta informacién. Sin embargo,
si se considera que el web scraping implica un tratamiento de datos personales, en-
tonces los desarrolladores deberan poder acreditar que se encuentran amparados por
una base legal que otorgue licitud a dicho tratamiento, asi como el cumplimiento de los
principios y demas requisitos contenidos en el RGPD.

Al respecto, vale la pena seguir lo desarrollado por Li et al. en su excelente trabajo
publicado a comienzos del 2025. Los autores recalcan que la naturaleza particular de
los modelos de IA generativa, al operar en base a grandes bases de datos, las que son
tokenizadas y tratadas de manera agregada, tienen el potencial de ofuscar el vinculo
directo entre la informacion identificable de los individuos, al mismo tiempo que po-
tencialmente generan contenido (outputs) basados o que reproduzcan de dicha infor-
macién identificable (Li et al., 2025, p.3). Por lo mismo, discernir si los modelos de IA
tratan datos personales de forma intencional sigue siendo un tema objeto de debate
(Moerel y Storm, 2024).

En particular, se podria argumentar que la tokenizacién' de la informacién y su uti-
lizacion de modo agregado y a gran escala implica que el vinculo entre el interesado

12. Por ejemplo, un modelo de lenguaje puede utilizar las entradas de distintos blogs disponi-
bles publicamente en internet para entrenar su modelo de IA (Large Language Model o LLM). Sin
embargo, esas entradas de blogs son de titularidad de sus autores y su utilizacion puede constituir
una infraccién de sus derechos de propiedad intelectual si el desarrollador no es capaz de demostrar
estar amparado en una excepcion al requisito de contar con su autorizacién. Un buen resumen de
este debate puede encontrarse en Guadamuz (2024).

13. El RGPD define, en su articulo 4 n° 2 tratamiento como “cualquier operacién o conjunto de
operaciones realizadas sobre datos personales o conjuntos de datos personales, ya sea por procedi-
mientos automatizados o no, como la recogida, registro, organizacioén, estructuracion, conservacion,
adaptacion o modificacién, extraccion, consulta, utilizacién, comunicacion por transmisién, difusién
o cualquier otra forma de habilitacién de acceso, cotejo o interconexion, limitacion, supresion o des-
truccion”. Cémo es posible verificar, el listado menciona explicitamente la recogida de datos persona-
les y aclara que esta puede ser por procedimientos automatizados o no.

14. El diccionario de Cambridge define tokenizacién como “el proceso de reemplazar una pieza
privada de datos con un token (= una pieza diferente de datos que representa la primera), para evitar
que la informacién privada sea vista por alguien que no tiene permiso para hacerlo”.
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y la informacién es ofuscado a un punto tal que la informaciéon no es semanticamente
discernible para los seres humanos (Neel, 2024). En base a esta situacion, algunos ar-
gumentan que los modelos de IA no tratan datos personales en un sentido relevante
del término, por lo que no caeria bajo la aplicacion del RGPD (Li et al., 2025, p.13).
Esta postura defiende que el procesamiento de datos es “incidental” o “agnéstico” res-
pecto a la existencia de datos personales por lo que estaria excluido de la aplicacion
del RGPD. Asi, por ejemplo, el Comisionado para la Proteccidon de Datos y la Libertad
de Informaciéon de Hamburgo publicé un articulo sobre grandes modelos de lenguaje
(large language models o LLMs) en donde argumenté que los LLM no procesan datos
personales puesto que i) Los tokens sélo son representaciones matematicas abstractas
y ponderaciones de probabilidad, las que carecen de informacion individual, ii) El re-
sultado de los LLM es de cardacter probabilistico y no una reproduccion del contenido y
iii) El riesgo de extraccién de datos personales del modelo de LLM ya entrenado no es
relevante (HmbBfDI, 2024).

Sin embargo, como muestran Li et al. la auditoria de bases de datos populares (da-
tasets) recolectados a través de web scraping sugiere que dichos repositorios frecuen-
temente incluyen datos personales recolectados indiscriminadamente desde internet
(Lietal., 2025, p.3). Asi, la auditoria de bases de datos como LAION-500M (Birhane, et al.,
2023) o Common Crawl/C4 (Baack, 2024) muestra que estos datasets contienen infor-
macién personal e informacién personal sensible, lo que vuelve dificil argumentar que
la recoleccién de dicha informacién no constituye un tratamiento de datos personales
o queda fuera de la aplicacion de las disposiciones del RGPD.

A este respecto, concuerdo con Li et al. en el sentido que la naturaleza del web
scraping a escala masiva de sitios web hace que el involucramiento de datos personales
se vuelva algo casi inevitable, por lo que la postura que defiende que la recoleccién
de datos a través de web scraping no constituye un tratamiento de datos personales
bajo el GDPR se transforma en una postura radical y dificil de defender (Li et al., 2025,
p.16). Adicionalmente, a mi parecer existe una confusién en las distintas etapas de tra-
tamiento. Puede ser que al momento de alimentar y entrenar el modelo de IA los datos
personales hayan sido tokenizados o anonimizados, sin embargo, para ser anonimi-
zados estos datos deben haber sido recolectados en su estado original. El mero hecho
de recolectar los datos personales en su estado original implica un tratamiento de datos
personales que debe estar respaldado por una base de licitud y el cumplimiento de los
principios del RGPD, independiente que posteriormente los datos sean anonimizados u
ofuscados. El hecho que los datos recolectados masivamente incluyan datos de caracter
sensible o categorias especiales de datos complica aun mas la situacion, puesto que el
RGPD establece medidas mas restrictivas para su tratamiento. Adicionalmente, incluso
la tecnologia mas avanzada no es capaz de excluir este tipo de datos de las bases de
datos de entrenamiento. (Li et al., 2025, p. 15).

El ICO del Reino Unido ha sido categodrico en desechar la tesis del procesamiento
incidental o agnodstico de datos personales en el contexto del web scraping. En su res-
puesta a los ingresos en el proceso de consulta sobre |A generativa el ICO aclaré que, si
bien muchos desarrolladores de modelos de IA expusieron en el proceso de consulta
publica que ellos no buscan o procesan datos personales intencionalmente y que dicho
procesamiento es puramente incidental, la postura del ICO es clara: “la regulacion de
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proteccidon de datos personales aplica al procesamiento de datos personales (lo que
incluye categorias especiales de datos), sin distinguir si dicho procesamiento es “inci-
dental” o no intencional” (ICO, 2024b, p. 6).

2.5. Nuevas formas de exclusion: politicas legales y scripts de exclusion
técnicos

En respuesta a la tendencia de recoleccion masiva de datos, muchos sitios web han
optado por proteger su contenido del scraping web. Esta reaccion puede deberse a
que las actividades de los web-crawlers o scrapers sobrecargan la capacidad de nave-
gacién o porque los administradores del sitio quieren proteger el contenido alojado
en este de la recoleccién masiva que implica el scraping web, ya sea porque se trata de
informacion protegida por propiedad intelectual, informacion de caracter personal o
informacién comercialmente relevante.

Esta exclusién puede tomar dos formas: una técnica y otra juridica. El mecanismo
técnico es denominado robot.txt el cual es un archivo de texto utilizado para imple-
mentar el protocolo de exclusién de robots o Robots Exclusion Protocol (REP). El uso
de archivos robot.txt a través del Robots Exclusion Protocol ha aumentado significa-
tivamente con el tiempo, sin embargo, no se trata de una barrera técnica de caracter
infranqueable. Por lo mismo, web crawlers éticos y la mayoria de las grandes empresas
comerciales respetan lo establecido en el archivo de exclusidn, sin embargo, otros ac-
tores pueden eludir dicha exclusion (Yang et al., 2007).

Del mismo modo, es cada vez mas comun que los términos y condiciones de los
sitios web establezcan como condicion para la utilizacion del sitio web que la infor-
macion contenida en este no sea recolectada de forma automatizada. De esta forma, se
excluye juridicamente la practica del web scraping.

La negativa de los sitios web para permitir el web scraping de su contenido ha dado
pie a lo que algunos expertos han denominado una “crisis del consentimiento” que ha
generado un rapido declive en la informacién disponible para entrenar sistemas de in-
teligencia artificial. Asi, el estudio realizado por Longre et al. concluyé que:

El analisis realizado muestra una disminucion clara y sistematica del consentimiento
para rastrear y entrenar datos en la web. En la medida en que se respete este con-
sentimiento, también se predice una disminucion de los datos abiertos, lo que puede
afectar a mas personas que a los desarrolladores de IA comerciales o incluso a las orga-
nizaciones de IA en general (Longre et al. 2024, p.4).

Esta afirmacién puede verse reflejada en la Figura 1.

La Figura 1 muestra que, a partir de 2016, la proporcién de sitios que utilizan ex-
clusiones de caracter técnicas (robots.txt) o juridicas (términos y condiciones) para
evitar el web scraping ha aumentado significativamente, esto refleja una adopcién
emergente de estas practicas para excluir el web scraping y proteger el contenido de
los sitios web.
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Figura 1
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Fuente: (Longpre et al. 2024, p. 5).

Sin embargo, el cumplimiento del contenido del archivo robot.txt dependen del
cumplimiento voluntario por parte de los actores y muchas veces la observancia de los
términos y condiciones de un sitio web son dificiles de aplicar juridicamente. De esta
forma, muchos sitios web han denunciado que, a pesar de tomar estas precauciones
para excluir esta practica, siguen siendo objeto de web scraping agresivo por parte de-
sarrolladores de IA, incluso afectando el funcionamiento técnico de sus sitios web. En
julio de 2024 varios sitios de noticias acusaron a la start-up Anthropic de llevar el nivel
de recoleccion de datos a un nivel exagerado. El administrador del sitio Freelancer.com
acuso que recibieron 3.5 millones de visitas del crawler de Anthropic en un periodo
de tres horas, declarando que “[lJos motores de busqueda siempre han realizado ac-
tividades de scraping, pero con el entrenamiento de la IA generativa el volumen de
scraping ha llegado a otro nivel” (Financia Times, 2024).

Esta crisis del consentimiento repercute en el desarrollo de modelos de IA de dos
formas distintas. El caracter de observancia de las medidas de exclusion abre el paso
para que sean las organizaciones éticas y que cumplen la legislacién las que queden pri-
vadas de los datos necesarios para desarrollar sistemas de IA, mientras que las organi-
zaciones que deciden ignorar dichos resguardos todavia tendran acceso a dichos datos.
Por el otro, la disminucién en la informacion disponible para entrenar sistemas de 1A
puede agravar la concentracién de mercado y la posicion dominante de los grandes
gigantes de internet, quienes ya cuentan con un alto volumen de clientes y de grandes
bases de datos que pueden ser utilizadas para entrenar sus propios sistemas de inteli-
gencia artificial.
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III. ¢:ES COMPATIBLE EL WEB SCRAPING CON LOS PRINCIPIOS
CONTENIDOS EN EL RGPD?

Habiendo introducido el concepto de web scraping y sus aspectos técnicos, esta seccion
se aboca al objetivo principal de este trabajo: discernir si el web scraping para la reco-
leccién masiva de datos para el entrenamiento de sistemas de inteligencia artificial es
compatible con los principios rectores del RGPD.

Este ejercicio ya ha sido realizado por Solove y Hartzog, quienes concluyeron que el
web scraping es contrario a los principios de la proteccion de datos personales. En sus
palabras:

El scraping de datos personales viola casi todos los principios clave de privacidad
incorporados en leyes, marcos y cédigos de privacidad, incluidos la transparencia,
la limitacion de finalidad, la minimizaciéon de datos, la eleccién, el acceso, la elimi-
nacion, la portabilidad y la proteccion. El scraping implica la extraccion masiva y no
autorizada de datos personales para fines no especificados sin ninguna limitacién o
proteccion. En casi todas las dimensiones, esta practica es antitética a la privacidad
(Solove y Hartzog, 2024, p.4).

Sin embargo, dicho ejercicio fue realizado contrastando la practica con la legislacién
estadounidense. La novedad de este trabajo yace en el contraste entre la practica del
web scraping con los principios especificos del GDPR.

3.1. Los principios en el RGPD

Los principios cumplen principalmente cuatro funciones respecto a la legislacién de pro-
teccion de datos personales: i) una funcién orientadora: guiando a los reguladores en la
aplicacién e interpretacion del derecho, ii) una funcién integradora: permitiendo la ar-
monizacion de distintas normas que pueden parecer fragmentadas o incluso contradic-
torias, iii) una funcioén protectora: refuerzan la proteccién de los derechos del interesado,
otorgando un piso minimo incluso en aquellos casos en que la legislaciéon no ha regulado
especificamente, y iv) una funcion de flexibilidad normativa: permiten que la legislaciéon
se adecue a los cambios tecnoldgicos y a la emergencia de tecnologias disruptivas sin
necesidad de estar constantemente modificando las normas frente a nuevas realidades.

El RGPD consagra explicitamente en su articulo 5 un catalogo de principios rela-
tivos al tratamiento, los cuales fueron debidamente definidos y dotados de fuerza nor-
mativa. Por otro lado, estos principios no solo sirven de sustento para guiar la correcta
interpretacion del RGPD, sino que son en si mismos fuente vinculante de obligaciones,
contando con fuerza normativa propia. Prueba de ello es que el articulo 33 establece
que el articulo 83.5 letra a) establece como una infraccién que debe ser sancionada con
una administrativa la infracciéon a “los principios basicos para el tratamiento, incluidas
las condiciones para el consentimiento a tenor de los articulos 5, 6, 7 y 9" La utilizacion
del vocablo “incluidas’, da cuenta que la mera infraccién de los principios basicos para
el tratamiento bastaria para constituir una infraccién susceptible de ser sancionada con
una multa administrativa. No se trata de meros principios orientativos, sino que de ver-
daderas reglas.
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Se trata, entonces, de un catalogo bien definido de principios que orientan a la le-
gislacion, pero que también cuentan con autonomia respecto del cumplimiento de sus
mandatos por lo que son de aplicacién directa, sujetas a sancion por su falta de obser-
vancia o incumplimiento (Puente, 2019, p. 117).

3.2. Analisis de los principios en la nueva ley

3.2.1. Principio de licitud, lealtad y transparencia

El articulo 5.1, letra a) de la nueva ley establece que “Los datos personales seran [...] tra-
tados de manera licita, leal y transparente en relacién con el interesado”. Esto implica un
triple deber: i) cualquier tratamiento de datos debe realizarse cumpliendo con alguna
base de licitud, ii) el tratamiento debe realizarse de buena fe, es decir, de forma leal y sin
recurrir a fraude o engano, y iii) le corresponde al responsable de acreditar la licitud del
tratamiento de datos que efectua (principio de responsabilidad proactiva).

De estos requisitos, es el primero el que mas preocupa al analisis de este trabajo,
puesto que significa que el requisito de licitud exige que todo tratamiento de datos per-
sonales debe sustentarse en al menos una de las bases de legitimidad establecidas en
el articulo 6 del RGPD. Cualquier tratamiento que no esté amparado en alguna de esas
bases de licitud pasa a ser, por tanto, ilegitimo y contrario a las exigencias del RGPD. Asi
lo ha sefnalado la literatura especializada, al recalcar que el principio de licitud “pone
especial énfasis en el cumplimiento del ordenamiento juridico por el responsable del
tratamiento, en especial de las bases juridicas de legitimacién de los tratamientos”
(Troncoso, 2021, p. 855).

Sin embargo, al revisar las bases de licitud contenidas en el articulo 6 es posible
constatar que no resulta del todo claro cual de ellas es la que resultaria adecuada para
fundamentar el tratamiento de datos en el contexto del web scraping para el entrena-
miento de modelos de IA.

Una opcién seria fundamentar el tratamiento en la causal de la letra a) del articulo 6,
es decir, en el hecho que el interesado entregd su consentimiento para el tratamiento
de sus datos personales para uno o varios fines especificos. Sin embargo, este meca-
nismo choca con una barrera operativa: implicaria altisimos costos de transaccidn para
el administrador, quien tendria que obtenerlo uno a uno de cada interesado (Mészaros
y Ho, 2018, p. 213).Por otro lado, las condiciones en las que se realiza la actividad de web
scraping y el funcionamiento de sistemas de inteligencia artificial , caracterizadas por
altos niveles de asimetria de informacién y falta de transferencia'®, hacen que se vuelva
dificil demostrar que se alcanzaron todos los requisitos contenidos en el articulo 32 del
GDPR para demostrar que el consentimiento ha sido otorgada de forma validos, a saber,
que este “debe darse mediante un acto afirmativo claro que refleje una manifestaciéon

15. De forma mas general, algunos autores han argumentado que distintas practicas en el mundo
digital han erosionado el rol del consentimiento como mecanismo para proteger al interesado. Ver,
Andreotta, et al. (2021).
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de voluntad libre, especifica, informada, e inequivoca del interesado”. Del mismo modo,
el articulo 7 del RGPD establece que el interesado tiene el derecho a retirar su consen-
timiento en cualquier momento, sin embargo, este derecho se vuelve ilusorio si el inte-
resado no se ha enterado en primer lugar que sus datos estan siendo tratados para la
finalidad de entrenar modelos de IA.

El 1CO del Reino Unido también se ha mostrado escéptico del consentimiento como
base de licitud para el tratamiento de datos a través del web scraping, puesto que las
organizaciones que entrenan sistemas de |IA generativa no cuentan con una relaciéon
directa con ellas personas cuyos datos estan siendo recolectados. Adicionalmente, el
hecho de que los interesados hayan consentido en el uso de sus datos para determinado
servicio online de acceso publico no implica que hayan podido anticipar que otra em-
presa pueda luego utilizarlos para fines distintos. Por ultimo, el ICO también manifiesta
su preocupacioén por lo dificil que resulta asegurar a los interesados la capacidad de
retirar su consentimiento, puesto que resulta altamente costoso y demandante en tér-
minos de tiempo retirar su consentimiento si ello implica que el modelo debera volver
a ser entrenado, una situacion que seria altamente costosa (ICO, 2025b, p. 10).

Del mismo modo, el interés legitimo como base de licitud resulta ser una causal de
caracter abstracta y que otorga poca certeza juridica, la cual, si bien se ha discutido a
nivel europeo como alternativa para legitimar el procesamiento de datos para entrenar
sistemas de inteligencia artificial, todavia esta sujeto a interpretaciones divergentes
por parte de distintas Autoridades de Proteccién de Datos (Trigo, 2023). El Supervisor
Europeo de Proteccién de Datos (en adelante “SEPD”) sefald que el interés legitimo
como base de licitud genera un efecto de imprevisibilidad para los interesados, asi como
lainseguridad juridica para los responsables del tratamiento (SEPD, 2024). Por otro lado,
la Agencia de Proteccion de Datos de los Paises Bajos ha publicado una guia expre-
sando que las organizaciones e individuos que deseen realizar web scraping primero
deben examinar si pueden invocar exitosamente una de las bases de licitud contenidas
en la legislacion. Generalmente, para ellos, el “interés legitimo” es la Unica base de li-
citud a la que podrian optar. Sin embargo, también aclaran la posicion de dicha agencia
es que el interés legitimo no seria una base de licitud valida para realizar web scraping
en aquellos casos en donde el interés del tratamiento sea de caracter exclusivamente
comercial (Eutoriteir Persoonsgegevens, 2024).

El 04 de octubre de 2024 el Tribunal de Justicia de la Unién Europea tuvo la oportu-
nidad de referirse a este tema, aclarando que si es posible invocar la existencia de un
interés legitimo para legitimar el tratamiento de datos personales con fines puramente
comerciales. Sin embargo, la Corte establecié importantes limitaciones y condiciones
para invocar el interés legitimo en estas circunstancias, las que son particularmente
relevantes para determinar si el interés legitimo puede ser invocado para justificar la
recoleccidon de datos personales a través del web scraping para el entrenamiento de
modelos de IA. La Corte sefiald que un interés legitimo no necesariamente debe estar
establecido por ley, sino que s6lo debe ser de caracter licito, pero ademas establecio
como condicién que i) el analisis del test de tres pasos debe realizarse caso a caso ii)
dicha evaluacién debe incluir el hecho si el interesado puede esperar razonablemente,
en el momento y en el contexto de la recogida de los datos personales, que el trata-
miento para ese fin pueda tener lugar y iii) el tratamiento debe resultar necesario para

87



IUS ET SCIENTTIA « 2025

La compatibilidad del web scraping con los principios de la proteccion de datos personales

Vol. 11 « N° 2 « pp. 74-103

Pablo Agustin Viollier Bonvin

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i102.04

los fines del interés legitimo, por lo que a la luz de las circunstancias particulares los
intereses, derechos y libertades de los interesados no prevalezcan sobre el interés le-
gitimo invocado'®.

En particular, el requisito de demostrar que el interesado podia esperar razonable-
mente la existencia del tratamiento de datos dado el momento y el contexto de la re-
cogida de datos es, a mi parecer, el requisito mas dificil de demostrar por parte de los
desarrolladores de modelos de IA. En efecto, mucha de la informacién que se encuentra
disponible publicamente en internet se encuentra disponible antes de la emergencia
de la tecnologia de IA, por lo que dificilmente los interesados se podrian haber repre-
sentado que su informacién personas seria recolectada para entrenar dichos sistemas.

Adicionalmente, resulta dificil argumentar que la practica del web scraping se en-
cuentra tan extendida que cualquier persona deberia esperar que cualquier infor-
maciéon personal relacionada con su persona que se encuentre disponible en un sitio
web es susceptible de ser recolectada para fines indeterminados. Como ha senalado el
ICQ, la existencia de una practica comun no implica alcanzar las expectativas razonables
del interesado y las organizaciones no deberian asumir que el interesado se ha repre-
sentado el tratamiento solo por tratarse de una practica extendida en la industria. El ICO
es incluso mas especifico, senalando que lo anterior:

Aplica particularmente cuando se trata de formas novedosas de utilizar informacion
personal para entrenar modelos de |IA generativa a través de mecanismos invisibles
o anos después de que el interesado proveyé la informacion o para fines distintos,
cuando sus expectativas eran, por defecto, distintas (ICO, 2025b, p.6).

Algunos académicos han criticado el interés legitimo como un retroceso en términos
de proteccién a los individuos y una alternativa al requisito de contar con el consenti-
miento del interesado que puede afectar el ejercicio de su autodeterminacion infor-
mativa (Ferretti, 2014). Sin embargo, otros han defendido su aplicacién en el contexto
del entrenamiento de modelos de inteligencia artificial producto de su flexibilidad, al
mismo tiempo que establece resguardos para proteger los derechos de los interesados.
Asi, Pablo Trigo ha argumentado que este podria invocarse por los desarrolladores de
sistemas de IA, en la medida en que se implementen salvaguardas como medidas de
seguridad para proteger la informacion la utilizacién de anonimizacién y otras formas
de tecnologia que promuevan la privacidad (Trigo, 2023, p. 10). En contraposicion,
Drouard et al. identifica importantes desafios practicos en el intento de invocar el in-
terés legitimo como base de licitud, en particular la dificultad de implementar medidas
efectivas de pseudoanonimizacién (Druard et al., 2024).

Sin embargo, nuevamente concuerdo con Li, et al. en el sentido que la complejidad
de la aplicacién del interés legitimo y la falta de una guia operacional detallada hace
que su aplicacion esté plagada de incertidumbre (Li, et al., 2025, p. 5).

A finales de 2024 el Comité Europeo de Proteccion de Datos (en adelante “CEPD”) pu-
blicé una guia para abordar este y otros desafios relacionados a la proteccion de datos
y el desarrollo de sistemas de inteligencia artificial. Su Opinion 28/2024 sobre aspectos

16. Tribunal de Justicia de la Union Europea. Caso C-621/22 Koninklijke Nederlandse Lawn Tennis-
bond. ECLI:EU:C:2024:857, considerandos 3,45y 55
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relacionados con la proteccién de datos en el contexto de los modelos de IA admite la
posibilidad de que el interés legitimo sea invocado como base de licitud en el contexto
del desarrollo y puesta a disposiciéon de modelos de IA. Sin embargo, no ofrece una guia
detallada que permita a los desarrolladores determinar si, en su caso particular, el web
scraping podra ser amparado por dicha base de licitud.

Adicionalmente, el CEPD repite los requisitos sefialados por el Tribunal de Justicia de
la Unién Europea en el caso C-621/22. En particular que la necesidad de analizar si el in-
teresado puede esperar razonablemente, en el momento y en el contexto de la recopi-
lacién de los datos personales, que se lleve a cabo el tratamiento para dicho fin. El CEPD
advierte que los intereses y derechos fundamentales del interesado podrian prevalecer
sobre el interés del responsable cuando los datos personales se traten en circunstancias
en las que los interesados no esperen razonablemente un tratamiento posterior (CEPD,
2024, punto 47).

Asimismo, advierte que las expectativas razonables de los interesados pueden diferir
en funcion del contexto de la recoleccion, sefalando que esta expectativa serd distinta
si el desarrollador obtiene los datos a partir de una relacién directa con el interesado o
si los obtiene de obra fuente, tales como terceras partes o utilizando scraping, dando
a entender que en este ultimo caso sera mas dificil para el desarrollador demostrar el
cumplimiento de este requisito (CEPD, 2024, punto 92).

El ICO del Reino Unido, por su parte, ha sufrido un cambio en su posicion sobre el
interés legitimo a propodsito de su proceso de consulta publica. En su publicacion de
marzo de 2024, llamando a la consulta publica, el ICO aseverd que el interés legitimo
podia constituir una base de licitud valida en la medida que los desarrolladores pudiesen
demostrar que cumplen con el test de los tres pasos y que implementan salvaguardas
técnicas adecuadas (ICO, 2024a). Sin embargo, en su publicacién del 10 de diciembre
del 2024, en la cual responde a los antecedentes ingresados por los participantes de la
consulta publica, la misma entidad se muestra mas cautelosa. Asi, el ICO explicitamente
senald haber actualizado su posicién, dando cuenta que:

El web scraping es una actividad de procesamiento a gran escala que a menudo
ocurre sin que las personas sean conscientes de ello. Este tipo de procesamiento in-
visible plantea riesgos particulares para los derechos y libertades de las personas. Por
ejemplo, si alguien desconoce que sus datos han sido procesados, no puede ejercer sus
derechos de informaciéon. Hemos recibido evidencia minima sobre la disponibilidad de
medidas de mitigacién para abordar este riesgo. Esto significa que, en la practica, los
desarrolladores de |IA generativa pueden tener dificultades para demostrar cémo su
procesamiento cumple con los requisitos de la prueba de equilibrio de intereses legi-
timos (ICO, 2024b, p. 3).

La calificacion del web scraping como una actividad de alto riesgo constituye una
importante carga probatoria para los desarrolladores de sistemas de IA, los que no
siempre podran demostrar que sus intereses prevalecen por sobre los del interesado y
que las medidas de mitigacién son lo suficientemente robustas.

Todavia no existe jurisprudencia a nivel europeo ni pronunciamientos de agencias
regulatorias sobre casos especificos en donde el web scraping busque fundamentar su
licitud en el interés legitimo para el entrenamiento de un sistema de |A especifico de ca-
racter comercial. Por tanto, es una materia que todavia se encuentra sujeta a los criterios
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futuros del regulador y los tribunales. Sin embargo, el triple test del interés legitimo da
a entender de qué dependera mucho del objetivo buscado por el responsable de datos
(Contreras y Trigo, 2019). De esta forma, es posible que las Agencias de datos sean mas
propensas a permitir el web scraping por parte de organizaciones que busquen el interés
publico, como el Internet Archive, o sean parte esencial del ecosistema de internet, como
los motores de busqueda, en contraposicion a empresas que desarrollen sistemas de in-
teligencia artificial para fines particulares. En especial, teniendo en consideracion que
pueden existir formas menos lesivas de obtener bases de datos para el entrenamiento
de estos sistemas (aunque no necesariamente resultaran comercialmente rentables).

3.2.2. Principio de limitacion de la finalidad

El articulo 5.1 letra b) define el principio de finalidad limitacién de la finalidad como el
deber de recoger los datos “con fines determinados, explicitos y legitimos, y no seran
tratados ulteriormente de manera incompatible con dichos fines’, anadiendo que “el
tratamiento ulterior de los datos personales con fines de archivo en interés publico,
fines de investigacion cientifica e histérica o fines estadisticos no se considerara incom-
patible con los fines iniciales”.

El principio en cuestién se compone de dos elementos. En primer lugar, se encuentra
la determinacién de la finalidad, y en segundo lugar, la compatibilidad en el uso de los
datos. En cuanto al primer aspecto, la finalidad que legitima el tratamiento de los datos
debe ser especifica, explicita y licita. El segundo aspecto se refiere a la compatibilidad de
uso, lo cual implica que no se podran realizar tratamientos posteriores de los datos que re-
sulten incompatibles con el propdsito originalmente establecido (Troncoso, 2021, p. 859).

Es importante notar que de la redaccién del articulo es posible concluir que el prin-
cipio de limitacién de la finalidad se aplica también al “tratamiento ulterior” por parte
de todos los terceros a quienes se hayan transferido los datos personales, y no se limita
exclusivamente al responsable que los recopilé en primer lugar.

Por tanto, el objetivo de este principio es impedir prevenir ladenominada “expansion
de la misién” o “function creep” (Koops, 2021), la cual podria resultar en el uso de datos
personales mas alla de los propdsitos originales para los cuales fueron recogidos. Sin
embargo, esta limitacion no es absoluta. Los datos previamente recopilados pueden
ser valiosos para otros fines no especificados inicialmente. Por ello, el principio permite,
bajo ciertos parametros cuidadosamente definidos, un grado limitado de uso adicional
mediante una “evaluacion de compatibilidad’, la cual exige que, en cada caso donde se
considere un tratamiento ulterior, se distinga entre aquellos usos adicionales que son
“compatibles”y aquellos que deben seguir siendo considerados “incompatibles”.

De la lectura del principio no es dificil darse cuenta por qué este se encuentra en
tensidn o contraposiciéon con la practica del web scraping. Solove y Hartzog comenta que:

En clara contradiccion con el principio de finalidad, el scraping implica la recopi-
lacién indiscriminada de datos con fines no especificados. La mayoria de los fines de los
datos recolectados son usos secundarios no relacionados con la finalidad original para
la cual los datos fueron recolectados (Solove y Hartzog, 2024, p.34).
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A esto habria que anadir que, si bien la legislacién permite un uso para una fina-
lidad distinta de la original, esta finalidad debe ser compatible con los autorizados
originalmente. Sin embargo, dicho analisis debe ser realizado caso a caso por el res-
ponsable de datos que busca utilizar el dato para una finalidad distinta, dicho analisis
no sera posible en el caso de una recopilacion masiva e indiscriminada de grandes
volumenes de datos. En otras palabras, puede que existan casos en que el entrena-
miento de sistemas de inteligencia artificial sea una finalidad compatible con la au-
torizada por el interesado originalmente para la recoleccion de sus datos personales,
pero lo mas probable es que dicha hipotesis sea una proporcion muy minoritaria de
los casos en la practica.

El ICO aborda especificamente este punto, anadiendo un nivel adicional de comple-
jidad a la evaluacién de compatibilidad. De acuerdo con esta entidad, desarrollar un
modelo de IA generativo y desarrollar una aplicacion especifica basada en ese modelo
constituyen finalidades distintas. Por tanto, el desarrollo de la aplicaciéon especifica
basada en el modelo entrenado constituye una finalidad adicional que también debe
superar la prueba de compatibilidad. Por tanto, es teéricamente posible que entrenar el
modelo de IA generativa cumpla con la prueba de compatibilidad de la finalidad, pero
luego desarrollar la aplicacién especifica basada en dicho modelo no sea compatible
con la finalidad que la organizacién buscé originalmente al momento de recolectar la
informacién a través de web scraping (ICO, 2024b, p. 14).

3.2.3. Principio de minimizacion de datos

El principio de minimizaciéon de datos se encuentra definido en el articulo 5.1 letra c)
del RGPD, el que prescribe que “los datos personales seran [...] adecuados, pertinentes
y limitados a lo necesario en relacién con los fines para los que son tratados”. Visto de
otra forma, se busca evitar que la recoleccién de datos resulte excesiva o sobreabun-
dante para los fines buscados y que no se recolecte mas informacion que la realmente
necesaria para el objetivo buscado. El considerando 39 del RGPD complementa esta
disposicion, sefialando que “los datos personales sélo deben tratarse si la finalidad del
tratamiento no pudiera lograrse razonablemente por otros medios”.

Este requisito de necesidad ha sido descrito por la Comisién de Proteccion de Datos
de Irlanda como un requisito que exige demostrar que:

El procesamiento debe ser un método razonable y proporcionado para lograr un
objetivo determinado, teniendo en cuenta el principio general de minimizacion de
datos, y que los datos personales no deben procesarse cuando exista una forma mas
razonable y proporcionada, y menos intrusiva, de lograr un objetivo (Coimisiin um
Chosaint Sonrai, 2019, p. 6).

Asi, en el caso Schecke el Tribunal de Justicia de la Unién Europea'” sostuvo que, al exa-
minar la necesidad del tratamiento de datos personales, el responsable del tratamiento

17. Tribunal de Justicia de la Union Europea (2010). Casos C-92/09 y C-93/09-Volker und Markus
Scheckey Eifert, para 86.
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debia considerar medidas alternativas menos intrusivas, y que cualquier injerencia en
los derechos de proteccion de datos derivada del tratamiento en cuestion debia ser la
menos restrictiva de dichos derechos. Por tanto, para cumplir con el criterio de nece-
sidad, no deberia existir ninguna alternativa igualmente efectiva.

De esta forma se busca prevenir la recoleccion excesiva de datos personales, asegu-
rando que el uso de dicha informacién esté debidamente justificado y sea adecuado
en relacion con el objetivo perseguido. A través de esta norma, se busca proteger los
derechos y libertades de los interesados de los datos, reduciendo los riesgos de abuso
o gestién indebida de su informacion personal, ya que no se puede procesar una can-
tidad excesiva de datos personales que no esté justificada en términos de adecuacion,
pertinencia y necesidad. Por ejemplo, seria desproporcionado solicitar a un empleado
un formulario de salud detallado para verificar su idoneidad para un puesto adminis-
trativo que no requiere ningun tipo de aptitud fisica.

Este es probablemente el principio que se encuentra mas en las antipodas con la
practica del web scraping. Mientras el principio de proporcionalidad exige al respon-
sable recolectar el minimo de informacion necesaria para alcanzar la finalidad del tra-
tamiento, la practica del web scraping busca recolectar la mayor cantidad de infor-
macién posible, para luego encontrar un uso practico a dicha informacion. Es por ello
que para Solove y Hartzog el principio de proporcionalidad seria la antitesis del web
scraping (Solove y Hartzog, 2024, p. 36). Una de las particularidades de los sistemas de
inteligencia artificial es que tienen la capacidad de inferir informacién o correlaciones
sorprendentes e inesperadas a partir de conjuntos de datos existentes (Floridi, 2012,
p. 1720). Por lo mismo, se vuelve muy dificil para los desarrolladores de sistemas de
inteligencia artificial seleccionar un conjunto minimo de informacién, puesto que un
mayor volumen de datos, en principio, da la posibilidad de encontrar mayores niveles
de correlacion.

Como contrapunto, un reciente informe del SEPD ha argumentado que el uso ex-
cesivo de datos puede incluso perjudicar el desarrollo de sistemas de inteligencia arti-
ficial, senalando que:

El uso de grandes cantidades de datos para entrenar un sistema de IA generativa no
implica necesariamente una mayor eficacia o mejores resultados. El disefo cuidadoso
de conjuntos de datos bien estructurados, que se utilicen en sistemas que prioricen la
calidad sobre la cantidad, siguiendo un proceso de entrenamiento debidamente su-
pervisado y sometido a un seguimiento peridédico, es esencial para lograr los resul-
tados esperados, no solo en términos de minimizacion de datos, sino también cuando
se trata de la calidad del resultado y la seguridad de los datos (Supervisor Europeo de
Proteccion de Datos, 2024, p.20).

Si bien esto puede resultar efectivo para el desarrollo de ciertos sistemas de IA, los
sistemas como los Large Language Models (LLM) o los modelos de difusién probabi-
listica se benefician de contar con grandes bases de datos que alimenten sus modelos
de entrenamiento para la creacion de texto e imagenes respectivamente.

Al respecto, es importante diferenciar dos aspectos contenidos en el principio de mi-
nimizacioén. El primero es el test de necesidad, es decir, que el procesamiento de datos
resulta realmente indispensable para el fin buscado y que este no pueda ser alcanzado
por otras vias menos lesivas a los derechos y libertades del interesado. El otro elemento
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es que, incluso habiendo demostrado que un procesamiento es indispensable, la forma
en que dicho procesamiento se realiza debe demostrar que se recolectan y tratan la
menor cantidad posible de datos para alcanzar el fin buscado. Por tanto, podria ser po-
sible que un desarrollador de sistemas de IA demuestre que la Unica manera posible
de entrenar efectivamente su sistema de IA es a través de la recolecciéon de datos a
través de web scraping, pero incluso en ese caso debera demostrar que recolectd la
menor cantidad posible datos para el fin buscado. Sin embargo, como hemos sefialado
anteriormente, muchos sistemas de IA se benefician y vuelven mas precisos a mayor
cantidad de informacién que los alimenta, por lo que no es dificil evidenciar la tensién
entre la practica de los desarrolladores de sistemas de |IA y los preceptos del principio
de minimizacion de datos.

En cuanto al cumplimiento del test de necesidad es interesante estudiar el cambio
de posicion que sufrié el ICO del Reino Unido luego de la realizaciéon de su ronda de
consulta publico. En marzo de 2024 subrayo que:

Actualmente, la mayor parte del entrenamiento de IA generativa solo es posible
utilizando el volumen de datos obtenido mediante el scraping a gran escala. Si bien los
futuros desarrollos tecnolégicos pueden ofrecer soluciones y alternativas novedosas,
actualmente hay poca evidencia de que la IA generativa pueda desarrollarse con bases
de datos mas pequenas y propietarias (ICO, 2024a).

Sin embargo, en diciembre de 2024 actualizé esta postura, sefialando que “Si las
organizaciones pueden lograr razonablemente su propdsito sin el procesamiento in-
visible y de alto riesgo que implica el raspado web, entonces no pasarian la parte de
necesidad de la prueba de interés legitimo” (ICO, 2024b).

3.2.4. Principio de exactitud

El articulo 5.1 letra d) del RGPC establece que los “los datos seran [...] exactosy, si fuera
necesario, actualizados; se adoptaran todas las medidas razonables para que se su-
priman o rectifiquen sin dilaciéon los datos personales que sean inexactos con respecto
a los fines para los que se tratan”.

Para cumplir este principio los datos deben representar fielmente la situacién actual
de la persona. Por lo mismo, este principio exige que las organizaciones implementen
medidas razonables para garantizar que la informacién sea adecuada y pertinente res-
pecto del propdsito especifico para el cual fue obtenida. Sin embargo, esta obligacién es
dificil de cumplir para aquellos responsables que recolectan datos a través del scraping
web, puesto que no mantienen una relacion con el interesado, dificilmente podran ac-
tualizar los datos una vez que dejen de ser exactos o pertinentes.

Por otro lado, los mandatos de este principio no se limitan exclusivamente a la ca-
lidad de datos, sino que también se extienden al proceso de su tratamiento. En conse-
cuencia, se derivan diversas obligaciones: la actualizacion constante de la informacion,
la cancelaciéon o eliminacion de los datos que no cumplan con los criterios de nece-
sidad o pertinencia en relaciéon con el propdsito para el que fueron obtenidos, y la
anonimizacion o minimizacién de los datos cuando sea requerido. Estas obligaciones
buscan asegurar que los datos se mantengan dentro de los parametros adecuados y
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pertinentes a lo largo de su ciclo de vida. Al recolectar un volumen tan alto de infor-
macion disponible publicamente, a partir de fuentes tan diversas, resulta poco esca-
lable y realista exigir al responsable que realiza web scraping para el entrenamiento
de sistemas de inteligencia artificial que cumpla con el principio de calidad en los tér-
minos antes expuestos.

Adicionalmente, la exactitud, actualidad y pertinencia de los datos no s6lo debe
contrastarse con la situacién actual del interesado, sino que ademas tiene relacién
con la proveniencia y la finalidad del tratamiento de los datos. Como hemos men-
cionado anteriormente, para el desarrollador que realiza web scraping resulta poco
realista y escalable realizar este analisis e incluso tener en consideracion cual fue la
finalidad de la recoleccion de datos que esta siendo obtenido de fuentes publicas
en internet.

Por ultimo, desde un punto de vista técnico es importante tener en consideracion
que, incluso en aquellos casos en que los sistemas de inteligencia artificial son entre-
nados con informacién de alta calidad, estos son propensos a entregar resultados in-
exactos y sufrir lo que la literatura ha denominado “alucinaciones”. Dichas alucinaciones
tienen lugar cuando el sistema entrega una respuesta ficticia, erréonea o informacion no
sustentada al responder un requerimiento (Kumar et al., 2023). Esto puede dar pie a que
los datos personales recolectados sean asociados a informacién que no es veridica, esté
sacada de contexto o simplemente carezca de sentido.

3.2.5. Principio de responsabilidad proactiva

Este principio, contenido en el articulo 5.2 del RGPD establece que “El responsable del
tratamiento sera responsable del cumplimiento de lo dispuesto en el apartado 1y capaz
de demostrarlo”. Por tanto, no resulta particularmente relevante para el analisis de este
trabajo, puesto que sélo recalca que los responsables de cumplir con las obligaciones
contenidas en el Reglamento y responder por las infracciones cometidas. Si es relevante
en el sentido que dicho principio no podra ser cumplido por los responsables que rea-
licen web scraping, por el simple hecho que tampoco es posible que cumplan los otros
principios establecidos en el articulo 5, en particular el principio de limitacién de la fina-
lidad y minimizacién de datos.

3.2.6. Principio de integridad y confidencialidad

El articulo 5.1 letra f) sefiala que “los datos personales seran [...] tratados de tal manera
que se garantice una seguridad adecuada de los datos personales, incluida la proteccién
contra el tratamiento no autorizado o ilicito y contra su pérdida, destruccion o dafno ac-
cidental, mediante la aplicacién de medidas técnicas u organizativas apropiadas™.

Esto genera un interesante debate en torno al web scraping ;ha faltado a su deber
de integridad y confidencialidad el administrador de un sitio web disponible publica-
mente en internet cuya informacién es objeto de recoleccién a través de web scraping?
Intuitivamente podemos responder que no, puesto que la informacion ya se encon-

traba publicamente disponible en un comienzo.
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Sin embargo, una declaracion conjunta sobre data scraping y proteccién de datos
personales suscrita por los jefes de varias autoridades en materia de proteccién de datos
personales buscé aclarar los siguientes puntos:

1. Lainformacion personal que se encuentra publicamente accesible todavia esta
sujeta a las obligaciones de privacidad y proteccién de datos personales.

2. Los administradores de sitios web y redes sociales tienen la obligacion de pro-
teger los datos personales en sus plataformas de la recoleccion ilicita de dicha
informacién a través de data scraping y,

3. La recoleccién masiva de informacién a través de data scraping que recolecta
informacion personal puede constituir un incidente de fuga de datos que debe
ser reportado,

La declaracién resalta que lainformacion recolectada a través de web scraping puede
ser explotada para distintos fines, como la monetizacién a través de la reutilizacién en
sitios web de terceros, la venta a actores maliciosos o el analisis privado o la recopilacion
de inteligencia, lo que genera graves riesgos para las personas (Office of the Privacy
Commissioner of Canada, 2023).

Asi, por ejemplo, una Corte Federal de Justicia alemana recientemente sancioné a la
red social Facebook por no implementar medidas adecuadas de seguridad, al permitir
qgue el nimero de teléfono de un individuo fuese publicamente accesible a terceros a
través de lafuncién paraimportar contactos. Terceros ajenos al interesado utilizaron esta
funcidn para realizar consultas aleatorias y obtener acceso a informacion del usuario,
como su nombre, género y empleador'®, En este caso, a pesar de que la informacién
se encontraba publicamente disponible, la Corte llegé a la conclusiéon que Facebook
incumplio sus deberes de seguridad al admitir que la informacion fuese objeto de web
scraping por parte de terceros, producto de la afectacion que esto produjo al interesado.

IV. REGLAMENTO (UE) 2024/1689, SOBRE INTELIGENCIA ARTIFICIAL

Hasta el momento he descrito cdmo el requisito de poder demostrar la existencia de
una base de licitud para el tratamiento de datos personales, asi como el cumplimiento
de los principios de proteccion de datos personales contenidos en el RGPD pone a los
desarrolladores de sistemas de inteligencia artificial en una posiciéon de incertidumbre
juridica, en la que les es dificil determinar si estdn obrando de forma licita al recolectar
informacién a través del web scraping para el entrenamiento de sus modelos de IA.
Ahora corresponde analizar si el RIA contiene alguna solucién regulatoria que permita
a los desarrolladores seguir una guia clara para determinar cuando resulta licito la reco-
leccién de datos para el entrenamiento de sistemas de inteligencia artificial.

El Reglamento de IA fue publicado el 13 de junio de 2024. Este cuerpo normativo es
uno de los primeros instrumentos a nivel global dedicado a la gobernanza de la inteli-
gencia artificial (Almada, 2025). El cuerpo normativo adopta una aproximacién basada

18. BGH Alemania (2024). Facebook/Meta VI ZR 10/24.
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en la gestidn de riesgos, clasificando los sistemas de inteligencia artificial en sistemas
de distintos niveles de riesgo. Estos distintos niveles de riesgo tienen asociados dis-
tintos niveles de obligaciones, tales como gestion de riesgo, gobernanza de datos, do-
cumentacion técnica, conservacion de registros, supervision humana y ciberseguridad
(Llano Alonso, 2024). Al mismo tiempo, se listan practicas de IA prohibidas, las que se
encuentran derechamente prohibidas, tanto respecto de introduccion en el mercado, la
puesta en servicio o su utilizacién.

A fin de mantener un equilibrio entre la importante carga regulatoria que las orga-
nizaciones de la UE deberan asumir en el cumplimiento de los requisitos contenidos en
el Reglamento de IA, este también cuenta con una bateria de medidas de apoyo a la
innovacion, contenidas en los articulos 57 a 63 del RIA.

Para efectos de este trabajo nos interesa especialmente la figura de los espacios con-
trolados de pruebas para la IA, las que son definidas por el articulo 3 N° 55 como

un marco controlado establecido por una autoridad competente que ofrece a los pro-
veedores y proveedores potenciales de sistemas de IA la posibilidad de desarrollar, en-
trenar, validar y probar, en condiciones reales cuando proceda, un sistema de IA inno-
vador, con arreglo a un plan del espacio controlado de pruebas y durante un tiempo
limitado, bajo supervisidén regulatoria.

El objetivo de estos espacios es proporcionar “un entorno controlado que fomente
la innovacion y facilite el desarrollo, el entrenamiento, la prueba y la validacion de sis-
temas innovadores de |A” (articulo 57.5).

Participar de estos espacios controlados puede entregar distintos beneficios alos de-
sarrolladores de sistemas de IA de alto riesgo. Entre ellos, el hecho que las autoridades
competentes estan obligadas a orientar, supervisar y apoyar al desarrollador dentro del
espacio controlado de pruebas para la IA a fin de determinar los riesgos y las medidas
de reduccion enrelacién con las obligaciones del Reglamento (articulo 57.6). Del mismo
modo, las autoridades estaran obligadas a orientar a los participantes del espacio con-
trolado de pruebas “sobre las expectativas en materia de regulacion y la manera de
cumplir los requisitos y obligaciones establecidos en el presente Reglamento”.

Del mismo modo, el RIA fomenta la participacion de las autoridades nacionales
competentes en materia de proteccion de datos personales en estos espacios contro-
lados de prueba para la IA, en la medida en que lo permitan sus respectivas funciones
y competencia (articulo 57.10). En este sentido, los desarrolladores que participen de
estos espacios tendran la ventaja de obtener asesoramiento personalizado sobre el
cumplimiento de las obligaciones regulatorias directamente de las mismas autori-
dades supervisoras que se encargan de hacer cumplir las reglas pertinentes (Baldiniy
Francis, 2024, p. 7).

Sin duda el mayor atractivo de estos espacios de prueba es que los desarrolladores,
cumpliendo ciertas condiciones, se encontraran exentos de la imposicion de multas
administrativas por el incumplimiento de las disposiciones del RIA. Asi, el articulo 57. 12
senala que

siempre que los proveedores potenciales respeten el plan especifico y las condicio-
nes de su participacién y sigan de buena fe las orientaciones proporcionadas por la
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autoridad nacional competente, las autoridades no impondran multas administrati-
vas por infracciones del presente Reglamento. En los casos en que otras autoridades
competentes responsables de otras disposiciones del Derecho de la Unién y nacional
hayan participado activamente en la supervisién del sistema de IA en el espacio con-
trolado de pruebas y hayan proporcionado orientaciones para el cumplimiento, no se
impondran multas administrativas en relacion con dichas disposiciones *°.

Esto abre la puerta para que aquellos desarrolladores de sistemas de inteligencia
artificial que quieran entrenar sus modelos de IA a partir de informacién recolectada a
través de web scraping lo realicen en el contexto de un espacio controlado de pruebas.
Esto le permitiria obtener guia especifica y detallada respecto del cumplimiento nor-
mativo por parte de las distintas autoridades involucradas e incluso encontrarse exento
de la aplicacion de multas administrativas.

Sin embargo, en principio los espacios controlados de prueba estan disefados
para hacer mas laxos los requisitos regulatorios del RIA en el periodo previo a la in-
troduccion del sistema en el mercado. Por lo mismo, en principio los desarrolladores
que se encuentren participando de estos espacios deberan cumplir a cabalidad con
todas las exigencias regulatorias establecidas en el RGPD. Si bien es posible que la
autoridad nacional o local de control en materia de proteccion de datos participe del
espacio controlado de prueba, de acuerdo con lo establecido en el articulo 57.10, y
por tanto exima al desarrollador de la interposicion de multas administrativas por
aplicacion del RGPD, esta circunstancia no necesariamente se configurara. En primer
lugar, porque el articulo 57.10 utiliza un lenguaje que deja claro que la participacion
de las autoridades de proteccién de datos personales en el espacio controlado de
pruebas no es de caracter obligatorio, sino que es una circunstancia por la cual se
debera “velar”. Segundo, porque dicha participacion esta condicionada a que asi lo
permitan sus respectivas funciones y competencias de la autoridad de control de pro-
teccion de datos personales.

Mas relevante aun es la limitacion temporal aplicada a la exencién de la imposicion
de infracciones en los espacios controlados de prueba, puesto que estas sélo son apli-
cables durante un periodo limitado antes de su introduccién en el mercado o su puesta
en servicio, con arreglo a un plan del espacio controlado de pruebas especifico acordado
entre los proveedores o proveedores potenciales y la autoridad competente (57.5). Por
tanto, incluso en aquellos casos en que durante la etapa de entrenamiento el modelo
de IA haya estado exento de las obligaciones contenidas en el RGPD respecto a contar
con una base de licitud y cumplir con los principios de la regulacion de datos perso-
nales, dichos requisitos si seran plenamente aplicables una vez que dicho sistema sea
desplegado y puesto a disposicion en el mercado. Esto es particularmente complejo,
puesto que muchos sistemas de IA requieren constantemente ser reentrenados con
nueva informacion para su aprendizaje reforzado.

19. El énfasis es mio.
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V. ALTERNATIVAS AL CUMPLIMIENTO DE LOS PRINCIPIOS DE LA
PROTECCION DE DATOS PERSONALES

Prohibir a los desarrolladores de sistemas de IA realizar web scraping implicaria un im-
portante costo social y econdmico, asi como un obstaculo importante en el avance del
campo de la inteligencia artificial. Asi, Google ha declarado que de prosperar una de
las demandas que buscan prohibir el web scraping en Estados Unidos, esto no sélo
significaria un mazazo para los servicios de Google, sino que para el desarrollo de la IA
generativa en general (Reuters, 2023).

Por tanto, es necesario alcanzar una solucién regulatoria capaz de compatibilizar la
capacidad de los desarrolladores para obtener datos que les permitan entrenar a sus
sistemas de inteligencia artificial con la debida proteccion de la autodeterminacién in-
formativa de los interesados de datos personales.

Una alternativa que merece ser estudiada con mayor detencién en un trabajo
futuro es disefar un sistema de permisos administrativos que permita a las autori-
dades de proteccién de datos personales otorgar una licencia o permiso adminis-
trativo para la realizacién de web scraping por parte de un desarrollador de sistemas
de inteligencia artificial, luego de haber realizado una evaluacion del caso concreto
y decretado las medidas de salvaguarda y compensacidon correspondientes. Bajo
este modelo se podria compatibilizar la necesidad de los sistemas de inteligencia
artificial de realizar web scraping para entrenar sus algoritmos y a la vez cautelar los
derechos de los interesados de datos personales. Adicionalmente, esta autorizacion
administrativa puede permitir a los desarrolladores de sistemas de inteligencia ar-
tificial eludir legitimamente las medidas de exclusion que muchos sitios web estan
implementando para evitar ser objetos de web scraping, descritas en la seccién 2.5
de este trabajo, ya sea en sus términos y condiciones o en la capa técnica a través
del uso de Robots Exclusion Protocol (REP). Esto permitiria entregar una ventaja
tangible a las organizaciones que decidan optar por este permiso administrativo,
otorgandole un acceso mas amplio a datos de entrenamiento al mismo tiempo que
se le entregan mejores condiciones de certeza juridica. Esta autorizacién debera
estar acompanada de importantes compromisos de confidencialidad, seqguridad y
otras medidas de mitigacion.

Mas importante aun, permitiria que el criterio de autorizacién no esté basado en
hipotesis abstractas contenidas en la ley, sino que en un procedimiento administrativo
que busque optimizar el interés publico y el control democratico por sobre el desarrollo
de sistemas de inteligencia artificial. Hasta el momento la proteccidon de datos perso-
nales ha estado enfocada en la proteccion de los interesados como individuos, sin em-
bargo, el desarrollo de la inteligencia artificial da cuenta de la necesidad ir mas alla de
la proteccién del interés individual del interesado, y reconoce la existencia de un interés
general en la suma de intereses individuales de los interesados.

Esta propuesta de regulacion ex-ante busca reconocer al estado como represen-
tante y garante del interés general y del ejercicio del control democratico sobre las ac-
tividades de los particulares (Chan et al., 2023). De esta forma, se podria potenciar que
el desarrollo de sistemas de inteligencia artificial no sélo esté dejado a la deriva de los
intereses del mercado, sino que la sociedad en su conjunto tenga injerencia respecto
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a qué tipo de inteligencia artificial es desarrollada, tanto desde una perspectiva eco-
ndmica, tecnoldgica y social, y cudles son los valores que esta debe reflejar.

Sin embargo, el disefio y contenido de un sistema de estas caracteristicas excede
con creces el objetivo de este trabajo y debera ser objeto de una futura investigacion.

6. CONCLUSIONES PRELIMINARES

1. El web scraping implica la recoleccién automatizada de informacién contenida
en fuentes publicas en internet, a través del uso de scripts o bots. Dicha practica
ha cumplido distintas funciones en distintas etapas de la evolucion de internet.

2. El entrenamiento de sistemas de inteligencia artificial requiere de enormes vo-
limenes de datos, los que muchas veces son obtenidos de fuentes publicas en
internet a través del web scraping.

3. EI GDPR cuenta con estrictos requisitos respecto a la licitud del tratamiento de
datos personales, asi como el cumplimiento de principios para el tratamiento
de datos, en participar el principio de limitacién de la finalidad y el principio de
minimizacion de datos.

4. A partir del anadlisis realizado en este trabajo es posible concluir que la practica
del web scraping es incompatible con la mayoria de los principios de la legisla-
cion de proteccion de datos personales. En particular, el hecho que el web scra-
ping implica la recoleccion masiva e indiscriminada de datos personales para
el entrenamiento de sistemas de inteligencia artificial pone dicha actividad en
directa contraposicion con los principios de minimizaciéon de datos y limitacion
de la finalidad.

5. Si bien el RIA ha creado medidas para el apoyo a la innovacién, como los espa-
cios controlados de prueba, dichos espacios controlados solo aplican para la eta-
pa de entrenamiento de los sistemas de IA y no necesariamente los eximen del
cumplimiento de las disposiciones del RGPD.

6. Corresponde al legislador alcanzar una solucidn regulatoria que sea capaz de
compatibilizar el desarrollo de sistemas de inteligencia artificial con la proteccion
de la autodeterminacién informativa de los interesados de datos personales.

7. El trabajo esboza una propuesta para alcanzar dicho equilibrio: a través de un
sistema de permisos administrativos que habilite a los desarrolladores a reali-
zar web scraping para obtener datos para entrenar sus modelos de IA, incluso
eludiendo medidas técnicas de exclusion implementadas por los sitios web. Sin
embargo, dicha discusién escapa el objetivo de este trabajo y debera ser objeto
de una futura investigacion.
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La prueba pericial psiquiatrica ocupa un lugar de singular relevancia
en el proceso penal contemporaneo, al situarse en la interseccién en-
tre la valoracion judicial y la ciencia médica. Su complejidad radica en
que traduce juicios clinicos, sometidos a incertidumbre empirica, en
consecuencias juridicas que pueden incidir directamente en la culpa-
bilidad y la imputabilidad del acusado. El trabajo examina la naturale-
za juridica de esta pericia, su estatuto procesal y los riesgos derivados
de su potencial de desplazamiento valorativo, cuando el tribunal sus-
tituye su juicio por el del experto. Se analizan las recientes reformas
introducidas por la Ley Organica 1/2025 y el papel del juez de garan-
tias en la delimitacion del objeto pericial, junto con la necesidad de
reforzar las garantias de contradiccion y motivacién judicial. Se pro-
pone un modelo de pericia psiquiatrica compatible con los derechos
fundamentales y con las exigencias del proceso penal garantista.
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legal nature of this expertise, its procedural status and the risks arising
from its potential for displacement of judgement, when the court
substitutes its judgement for that of the expert. It analyses the recent
reforms introduced by Organic Law 1/2025 and the role of the judge
in delimiting the subject matter of the expert evidence, together with
the need to strengthen the guarantees of adversarial proceedings
and judicial reasoning. A model of psychiatric expertise compatible
with fundamental rights and the requirements of a guarantee-based
criminal process is proposed.

I. INTRODUCCION

El dictamen pericial psiquiatrico ocupa un lugar particularmente complejo dentro del
proceso penal. La pericia introduce en este un saber técnico-clinico que, en muchos
casos, no se adapta bien al debate contradictorio ni a las exigencias legales del sistema
probatorio (Guija Villa, 2022).

A diferencia de otras pericias forenses, la psiquiatrica incide directamente sobre pre-
supuestos sustantivos de la imputacién penal. En este sentido, afecta a la configuracién
de los hechos enjuiciables e influye —de manera potencialmente determinante- en la
valoracion judicial de la responsabilidad criminal, la imposiciéon de penas o la aplicaciéon
de medidas de seguridad (Magro Servet, 2024).

Desde esta Optica, el presente trabajo examina la prueba pericial psiquiatrica en el
proceso penal desde una perspectiva procesal. Se centra en los problemas que plantea
su admisioén, produccién y valoracién, siempre bajo el prisma del derecho a un proceso
con todas las garantias. Como advierte Fuertes Rocafiin (2020), resulta imprescindible
evitar la colonizacién del juicio juridico por criterios técnicos o clinicos que no puedan
ser sometidos a control procesal efectivo.

Por esta razdn, se estructura en cinco bloques tematicos. En el primero, se analiza el
estatuto juridico y la naturaleza procesal de la pericia psiquiatrica, con especial atenciéon
a su régimen normativo, su diferencia respecto de otras pericias y su impacto sobre la
estructura del proceso. En el segundo, se abordan las garantias procesales aplicables a
su obtenciodn, practica y contradiccién, incluyendo los estandares de calidad exigibles,
los mecanismos de control judicial y las disfunciones que se observan con mayor fre-
cuencia en el juicio oral.

El tercer epigrafe se dedica a examinar el papel de la pericia en la configuracién del
objeto procesal y en la delimitacion de la imputacién penal, con especial atencién a sus
efectos sobre el principio acusatorio, la congruencia y la motivacién de la sentencia. En
cuarto lugar, se explora su relacion con la situacion de vulnerabilidad de las personas
implicadas en el proceso penal —-ya sea en calidad de imputados o de victimas—, anali-
zando los déficits estructurales que afectan a la tutela judicial efectiva. Finalmente, se
ofrece una reflexion critica sobre las posibles propuestas de mejora legislativa y orga-
nizativa que permitirian reequilibrar el uso de esta prueba desde una légica garantista.

El andlisis se articula a partir de la Ley de Enjuiciamiento Criminal (en adelante,
LECrim), la Ley Orgdnica 1/2025, de 2 de enero, de medidas en materia de eficiencia
del Servicio Publico de Justicia y de acciones colectivas para la proteccion y defensa
de los derechos e intereses de los consumidores (en adelante, LO 1/2025), y el Real
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Decreto-ley 6/2023, de 19 de diciembre, por el que se aprueban medidas urgentes para
la ejecucion del Plan de Recuperacion, Transformacion y Resiliencia en materia de ser-
vicio publico de justicia, funcién publica, régimen local y mecenazgo (en adelante, RDL
6/2023). Se recurre, ademas, a la jurisprudencia del Tribunal Supremo y a la doctrina
cientifica mas reciente (Orenes Fernandez, 2020; Magro Servet, 2023).

Ambas normas han reconfigurado la organizacién judicial espanola, consolidando
la digitalizacion integral del expediente judicial y estableciendo la figura del juez de
garantias. Constituyen, asi, un punto de inflexién en la relacién entre tecnologia, juris-
diccidén y prueba, y configuran el nuevo contexto normativo desde el que debe enten-
derse hoy la practica de la pericia psiquiatrica.

El objetivo es contribuir a una reflexion juridica rigurosa sobre el papel de la pericia
psiquidtrica en el proceso penal, detectando sus disfunciones, identificando los puntos
de friccién normativa y proponiendo lineas de reforma que refuercen su compatibi-
lidad con los principios estructurales del juicio penal y los derechos fundamentales de
los intervinientes.

II. ESTATUTO JURIDICO Y NATURALEZA PROCESAL DE LA PERICIA
PSIQUIATRICA

2.1. Una prueba de frontera: complejidad y tension procesal

La prueba pericial psiquiatrica constituye uno de los medios probatorios mas contro-
vertidos del proceso penal, no solo por el objeto técnico que la define, sino también
por la posicion de frontera que ocupa entre el dato clinico y la decisién juridica. Su uso
frecuente —especialmente en los delitos con componente subjetivo complejo o en pro-
cesos con personas especialmente vulnerables- situa esta prueba en una zona critica
del enjuiciamiento penal; aquella en la que el conocimiento especializado del perito
puede deslizarse, de forma mdas o menos explicita, hacia ambitos que pertenecen en
exclusiva al juicio del érgano jurisdiccional (Guija Villa, 2022).

No puede obviarse que la pericia psiquiatrica, en su practica forense habitual, incide
sobre elementos estructurales del proceso como la imputabilidad penal, la capacidad
para intervenir en el juicio, la credibilidad del testimonio o, incluso, la peligrosidad del
acusado. No se limita, por tanto, a ilustrar técnicamente al tribunal, sino que puede in-
fluir de forma decisiva en la delimitacién del objeto procesal, en la valoracién proba-
toria y en el resultado final del juicio.

Desde una perspectiva estrictamente procesal, este caracter determinante de la
prueba psiquiatrica plantea tensiones evidentes con los principios constitucionales que
rigen el proceso penal. En primer lugar, con el principio de inmediacion, en la medida
en que el dictamen suele elaborarse durante la fase de instruccién sin intervencion di-
recta del tribunal sentenciador. En segundo lugar, con el principio de contradiccion,
cuando el informe se incorpora al proceso sin haber sido sometido a contrainterroga-
torio o sin posibilidad real de ser impugnado por peritos de parte. Y, en tercer lugar,
con el principio de libre valoracion, cuando el érgano judicial asume las conclusiones
del dictamen sin una motivacion reforzada que evidencie su examen critico y racional
(Tomé Garcia, 2022).
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Como ha destacado la doctrina mas reciente, el problema no radica solo en los
déficits técnicos de algunos informes forenses, sino en la ambigliedad funcional del
propio dictamen psiquiatrico. Su estatuto juridico oscila entre el de medio de prueba
ordinario y el de fuente de autoridad experta, lo que genera un terreno propicio para
desplazamientos valorativos indebidos (Orenes Fernandez, 2020). Esta ambigutiedad
funcional explica que, en la practica, los informes acaben asumiendo funciones que ex-
ceden su ambito técnico y el conocimiento experto termine condicionando, de forma
impropia, el razonamiento judicial. Como subraya Higuera Guimera (2006), el juez no
puede aceptar sin filtro la autoridad del experto, porque ello supondria alterar el equi-
librio entre verdad procesal y verdad cientifica.

El riesgo se acentuia cuando el informe incluye valoraciones sobre la intencionalidad
del sujeto, su peligrosidad futura o su credibilidad como testigo o victima (Tiffon Nonis,
2018). No son afirmaciones neutras, sino juicios valorativos que, en ocasiones, susti-
tuyen la decisién judicial. En este punto, Magro Servet (2024) recuerda que el garan-
tismo penal exige preservar la autonomia del juicio en sentido juridico frente a la ten-
tacion de delegar el razonamiento en el discurso técnico.

Desde el punto de vista constitucional, esta transformacion encubierta del dictamen
en juicio anticipado o en motivacién externa del fallo constituye una vulneracién grave
delderechoaun proceso contodaslas garantias.La Sentenciadel Tribunal Constitucional
142/2020, de 19 de octubre, advirtié que el uso de informes que afectan al estatuto
procesal del acusado exige una motivacion judicial expresa y suficiente, sin que quepa
aceptar la reproduccion mecanica de las conclusiones del perito. En igual sentido, el
Tribunal Supremo ha reiterado que el perito no puede sustituir al juez en la calificacion
juridica de la conducta ni en la apreciacidon de eximentes, atenuantes o agravantes (STS
742/2021, de 28 de septiembre).

Esta tensidn procesal se ve agravada por la frecuente falta de contradiccion técnica
de los dictdmenes, elaborados en muchos casos por los Institutos de Medicina Legal
sin intervencion de peritos de parte ni posibilidad real de contrapericia. Aunque esta
practica pueda parecer inevitable en determinados contextos, no resulta compatible
con la interpretacion garantista del articulo 24.2 de la Constitucién Espanola (en lo su-
cesivo, CE. Como advierte Guija Villa (2022), la imposibilidad material de contradecir el
dictamen- ya sea por falta de acceso a la persona explorada, por opacidad metodo-
|6gica o por entrega tardia del informe- genera una asimetria que vacia de contenido
el principio de igualdad de armas.

Ademas, el caracter no replicable de muchas pericias psiquiatricas —por la ausencia
de trazabilidad técnica, la inexistencia de entrevista directa o el empleo de modelos
clinicos obsoletos- debilita su valor probatorio incluso desde la perspectiva de la sana
critica. La jurisprudencia del Tribunal Europeo de Derechos Humanos ha exigido reitera-
damente que toda prueba que afecte a derechos fundamentales, como la libertad per-
sonal o la participacion efectiva en el proceso, debe estar sujeta a garantias reforzadas,
incluyendo su reproducibilidad, la contradiccion efectiva y el control jurisdiccional au-
tonomo (TEDH, Caso Mircea v. Rumania, 2022).

A la vista de este panorama, resulta necesario replantear los propios presupuestos de
la funcién probatoria del dictamen psiquidtrico y su insercion en el esquema procesal.
Desde una dptica garantista, debe abandonarse la visién formalista que asume que un
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dictamen psiquiatrico, por provenir de un funcionario publico y cumplir las formas mi-
nimas del articulo 457 LECrim, satisface automaticamente su funcién probatoria. Esta
concepcién ignora la carga estructural que esta prueba introduce en el proceso penal
y el impacto sistémico que produce cuando se aplica sin un analisis critico (Fuertes
Rocanin, 2020).

Como se vera en los siguientes epigrafes, esta carga se manifiesta tanto en el dmbito
de la admision como en el de la valoracion y exige una reconceptualizacion garantista
de todo el itinerario probatorio del dictamen.

En definitiva, la pericia psiquiatrica no puede ser tratada como una prueba técnica
ordinaria. Su complejidad, su potencial invasivo y su incidencia directa sobre derechos
fundamentales requieren una arquitectura procesal especifica, fundada en el principio
de contradiccidn, en la motivacion reforzada y en un control jurisdiccional estricto. Nos
encontramos, por tanto, ante una auténtica prueba de frontera, que desborda los marcos
tradicionales del enjuiciamiento penal y reclama con urgencia una respuesta normativay
jurisprudencial acorde con su complejidad y con los riesgos institucionales que entrana.

2. Naturaleza y riesgos de desplazamiento valorativo

En el proceso penal, la intervencién pericial psiquidtrica plantea un desafio técnico y
juridico de primer orden. Su naturaleza especializada y su funcién orientadora conviven
con un alto potencial de influir de forma determinante en la valoracion judicial de los
hechos y las responsabilidades. Este doble caracter —aparentemente neutro, pero sus-
tantivamente condicionante- situa a la pericia psiquiatrica en una posicion ambigua,
gue exige una delimitacion juridica rigurosa capaz de evitar desplazamientos valora-
tivos indebidos por parte del érgano jurisdiccional (Fuertes Rocafin, 2020).

En primer lugar, conviene examinar el estatuto juridico del dictamen psiquiatrico
dentro del proceso penal. Aunque formalmente se integra en la categoria de prueba
pericial regulada en los articulos 456 a 485 de la LECrim, su objeto -la exploracién de es-
tados internos del sujeto- excede el marco habitual de la pericia forense. No evalta un
hecho pasado, sino que infiere, con base en conocimientos clinicos, una determinada
condicién subjetiva que puede incidir en la inimputabilidad, la capacidad procesal o
la peligrosidad del acusado (Higuera Guimera, 2006). Este rasgo otorga a la pericia un
impacto estructural muy superior al de otras pruebas técnicas (Esbec Rodriguez, 2012).

Esta peculiaridad ha llevado a autores como Fuertes Rocanin (2020) a describir la
pericia psiquiatrica como un acto de“interferencia cognitiva’, en el que el experto no se
limita a ilustrar al juez, sino que introduce un marco interpretativo que tiende a sustituir
la funcién valorativa del érgano jurisdiccional. El riesgo aumenta cuando el dictamen
incluye afirmaciones sobre la intencionalidad del acusado, su capacidad para mentir,
su peligrosidad futura o su credibilidad como testigo. Tales afirmaciones, lejos de ser
neutras, pueden operar como auténticas propuestas de decisién encubiertas (Tiffon
Nonis, 2018).

Desde el plano penal sustantivo, este fendmeno distorsiona el principio de culpabi-
lidad. El juicio sobre laimputabilidad exige que el tribunal analice con autonomiay rigor
los elementos clinicos disponibles, sin abdicar de su funcion juridica. Sin embargo, en la
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practica es frecuente que el 6rgano sentenciador asuma las conclusiones del dictamen
sin justificaciéon especifica, basandose en su origen institucional o en su formulacién
técnica. Esta actitud pasiva resulta incompatible con el deber de motivacién reforzada
impuesto por el articulo 120.3 CE, tal como recordé el Tribunal Constitucional en la ya
referida Sentencia 142/2020, de 19 de octubre.

Desde el ambito clinico también se han alzado voces criticas sobre la calidad técnica
de los dictamenes psiquiatricos utilizados en sede penal. En este sentido, Guija Villa
(2022) ha denunciado la existencia de informes escasamente fundamentados, elabo-
rados sin entrevista directa, con lenguaje conclusivo y sin base psicométrica verificable.
Esta falta de rigor no solo debilita la validez del dictamen, sino que impide su contra-
diccion efectiva al no ofrecer a la parte contraria elementos objetivos sobre los que
plantear una refutacion técnica. En consecuencia, el déficit clinico repercute directa-
mente sobre la garantia procesal.

Estas carencias conducen al fendmeno que Tiffon Nonis (2018) denomina “despla-
zamiento valorativo”, consistente en que el tribunal, en lugar de realizar una valoracion
critica conforme al principio de libre valoraciéon y a la sana critica (art. 741 LECrim), se
limita a reproducir las conclusiones del perito como si fueran juicios indiscutibles. Esta
practica vulnera los principios de inmediacion y libre valoracidon probatoria, y ha sido
censurada por el Tribunal Supremo en resoluciones como la 290/2020, de 10 de junio,
y la 824/2022, de 10 de octubre, donde advierte del riesgo de convertir el dictamen en
fundamento dogmatico del fallo.

El problema se agrava cuando el informe se emite sin que el tribunal haya delimitado
previamente su objeto procesal. Como advierte Fuertes Rocafin (2023), uno de los prin-
cipales déficits del régimen actual de la prueba pericial es la falta de control judicial
sobre el objeto de la pericia, lo que permite al perito pronunciarse sobre cuestiones
juridicas sensibles —como la existencia de eximentes, la imputabilidad o el riesgo de re-
incidencia- sin mandato ni delimitacion previa. En tales casos, el informe no solo invade
el terreno juridico, sino que lo hace con una apariencia de neutralidad técnica que di-
ficulta su impugnacion.

En este contexto, la LO 1/2025, ha introducido una transformacién organica de no-
table relevancia para la funcién pericial. La creacion de los Tribunales de Instancia y la
consolidacién de la Oficina Judicial como eje operativo del servicio publico de justicia
comportan que las designaciones periciales y los registros de peritos pasen a gestio-
narse de forma centralizada y transparente. Este modelo reduce la dispersién y hete-
rogeneidad previas y asegura que los criterios de idoneidad técnica e imparcialidad se
apliquen bajo supervision judicial efectiva (Magro Servet, 2024).

Ademas, la redistribucién competencial prevista en la reforma refuerza el principio
de objetividad institucional en la seleccidén de peritos, al desvincular el proceso de de-
signacion de posibles dinamicas locales o personales. La pericia psiquiatrica —histori-
camente una de las mas expuestas a valoraciones subjetivas o influencias derivadas de
la cercania con el 6rgano judicial- encuentra asi un marco mas equilibrado, donde la
independencia técnica se integra en la estructura organizativa del sistema de justicia.

A mi juicio, esta situacion justifica una reforma procesal que atribuya expresamente
al juez de garantias —en el marco del nuevo articulo 785 LECrim, introducido por la LO
1/2025- la obligacién de delimitar con precisidn el objeto, la finalidad y el alcance de
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toda pericia psiquiatrica admitida. Solo asi podra evitarse la expansién funcional del
dictamen y garantizar que se mantenga dentro de su perimetro técnico.

En la misma linea, Orenes Fernandez (2020) defiende la implantacion de modelos
estructurados de dictamen, con recogida estandarizada de datos, exploracion clinica
presencial y aplicacion de criterios diagndsticos internacionalmente aceptados, como
el DSM-5 o la CIE-11. Estas garantias clinicas deben entenderse, a su juicio, como exi-
gencias procesales minimas, sin las cuales la prueba pierde su caracter contradictorio
y verificable.

Por ultimo, conviene recordar que el fendmeno de la “jurisdiccionalizacién del dic-
tamen”no es una hipotesis doctrinal, sino una realidad constatada también por la juris-
prudencia del Tribunal Europeo de Derechos Humanos. En casos como M.S. v. Croacia
(2020) y Mircea v. Rumania (2022), el Tribunal de Estrasburgo ha reiterado que toda pe-
ricia psiquiatrica que afecte a la capacidad procesal o a la libertad personal debe cumplir
garantias reforzadas de contradiccidn, transparencia y control jurisdiccional autbnomo.

Desde esta perspectiva, resulta esencial avanzar hacia un modelo de pericia psiquia-
trica procesalmente compatible con los derechos fundamentales. Ello exige delimitar
con claridad el objeto del dictamen, establecer requisitos minimos en su elaboracion,
prever mecanismos efectivos de contradiccidn técnica —incluido el acceso a la contrape-
ricia— y exigir al érgano judicial una motivacién reforzada cuando su decision se apoye,
total o parcialmente, en las conclusiones del perito.

3. LIMITES PROCESALES Y PAPEL DEL PERITO PSIQUIATRA EN EL
PROCESO PENAL

La figura del perito psiquiatra en el proceso penal espanol se halla sometida a una
doble tension. Por un lado, se le exige solvencia técnica para emitir un juicio clinico
sobre aspectos relevantes del estado mental del acusado o de la victima. Por otro, su
intervencidn estd sujeta a un marco juridico que limita tanto el alcance como los efectos
procesales de su dictamen. Esta doble dimensién obliga a separar con precision las fun-
ciones legitimas del perito psiquiatra de aquellas atribuciones que, al exceder su papel
técnico, comprometen la funcién jurisdiccional o vulneran garantias del proceso penal.

Desde una perspectiva normativa, el perito actia como auxiliar del tribunal en la
interpretacion de hechos que requieren conocimientos especializados, conforme a los
articulos 456 y ss. de la LECrim. Su funcién no consiste en valorar el derecho ni en sus-
tituir el juicio de culpabilidad, sino enilustrar técnicamente al juzgador sobre cuestiones
clinicas, psicopatolégicas o comportamentales que escapan al conocimiento comun.
En el ambito de la psiquiatria forense, estas cuestiones abarcan desde la deteccion de
trastornos mentales que inciden en la imputabilidad hasta la evaluacién de la capacidad
cognitiva o volitiva del acusado, pasando por la deteccion de simulaciones, el analisis del
riesgo de reincidencia o la valoracion del sufrimiento psiquico de victimas vulnerables.

Ahora bien, el caracter técnico del dictamen no lo exime de control juridico. Como
sefala Fuertes Rocanin (2020), el perito debe cefirse estrictamente al objeto del en-
cargo, explicar su metodologia, justificar sus conclusiones y evitar extrapolaciones valo-
rativas que interfieran en la funcién jurisdiccional del tribunal. En este sentido, el referido
autor advierte que el experto no puede pronunciarse sobre la imputabilidad penal, la

110



IUS ET SCIENTTIA « 2025

La prueba pericial psiquidtrica en el proceso penal: entre la complejidad cientifica...

Vol. 11 « N° 2 « pp. 104-136

Carmen Duran Silva

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i02.05

culpabilidad o la conveniencia de la medida de seguridad. Su dictamen debe limitarse
a los extremos clinicos, dejando al juez la integracién de esa informacién dentro de la
|6gica juridica del proceso.

En el contexto procesal, esta limitacién funcional se proyecta en varios niveles. En
primer lugar, afecta al contenido del dictamen, que debe circunscribirse a parametros
técnicos verificables y evitar afirmaciones categoricas o juicios globales de valor. En
segundo lugar, condiciona su admisibilidad: cuando el informe incurre en vaguedad
diagndstica, falta de exploracion clinica, uso de categorias obsoletas o ausencia de fun-
damentacidn, su incorporacién al proceso puede ser impugnada por las partes o re-
chazada por el juez (Guija Villa, 2022). En tercer lugar, limita su eficacia en el juicio oral,
de modo que solo cuando el dictamen ha sido ratificado, sometido a contradiccién y
evaluado criticamente por el tribunal puede adquirir valor probatorio.

En este marco, la funcién del perito psiquiatra debe entenderse como un eslabén
técnico dentro de la estructura probatoria, no como una autoridad epistémica incon-
testable. La tendencia a convertir el dictamen en una suerte de “verdad clinica” que des-
plaza el debate procesal resulta incompatible con un modelo de proceso penal garan-
tista, que exige inmediacion, contradiccion y motivacion judicial reforzada. El riesgo no
radica solo en la sobrevaloracién del informe, sino también en la delegacion implicita
de la funcién de juzgar en el perito, lo que desdibuja la frontera entre ciencia y derecho
(Orenes Fernandez, 2023).

Este riesgo se agrava cuando el dictamen contiene afirmaciones prescriptivas —por
ejemplo, que el acusado “no debe ser juzgado” o que “resultaria improcedente una
condena penal”-, pues implican una invasion directa del terreno jurisdiccional. La juris-
prudencia ha corregido reiteradamente estos excesos, subrayando que el juez no puede
basar su fallo exclusivamente en el contenido del dictamen ni aceptar sus conclusiones
sin valoracién racional y critica propia. La Sentencia del Tribunal Supremo 742/2021, de
28 de septiembre, recuerda que la pericia no es un atajo decisorio ni un blindaje técnico
de la sentencia, sino un medio de prueba que debe integrarse en una deliberacion ju-
ridica sujeta a legalidad y motivacién reforzada.

Tampoco debe confundirse la neutralidad técnica del dictamen con una objetividad
absoluta. Como ha puesto de relieve la psicologia juridica, la practica forense esta atra-
vesada por variables contextuales, sesgos cognitivos y limitaciones metodoldgicas que
influyen tanto en el contenido como en la interpretacion del informe. Tiffon Nonis (2018)
ha mostrado que los sesgos del experto pueden derivar del entorno institucional, del
marco de instruccién o de la presidon de rol, por lo que el control procesal de la pericia
debe incluir no solo la posibilidad de contradiccion y contrainforme, sino también un
examen de sus premisas, lenguaje, enfoque y adecuacién a la finalidad procesal con-
creta para la que ha sido solicitada.

En definitiva, el papel del perito psiquiatra en el proceso penal debe redefinirse a
partir de tres principios esenciales: especializacion técnica con estandares verificables;
respeto a la funcién jurisdiccional del juez, sin invasiones valorativas; y plena sujecién a
las garantias procesales del juicio contradictorio. Solo bajo estas condiciones la prueba
pericial psiquiatrica podra contribuir legitimamente al esclarecimiento de los hechos,
sin devenir en un instrumento de desplazamiento funcional, automatismo valorativo o
vulneracién de derechos fundamentales.
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ITII. ADMISIBILIDAD, CONTRADICCION Y VALORACION JUDICIAL DEL
DICTAMEN PERICIAL PSIQUIATRICO

3.1. Filtros de legalidad y control judicial previo en la admision del
dictamen psiquiatrico

La admision del dictamen psiquiatrico en el proceso penal no es una operacion neutra
ni meramente formal. Constituye un acto de relevancia estructural que condiciona el
desarrollo probatorio y la configuracién misma del juicio. A diferencia de otras pruebas
técnicas, el dictamen psiquiatrico puede incidir en presupuestos esenciales del proceso
penal, como la capacidad procesal del acusado, la continuidad del procedimiento o la
apreciacion de causas de exclusiéon de la responsabilidad criminal. Por ello, el umbral
de admisibilidad no puede confundirse con la simple presentacién de una solicitud de
parte ni con la aceptaciéon automatica de cualquier informe etiquetado como “pericial’,
sino que exige un control judicial activo guiado por criterios de legalidad, necesidad,
pertinencia y utilidad procesal (De la Herran Ruiz-Mateos, 2025).

El RDL 6/2023, sobre eficiencia digital del servicio publico de justicia, refuerza este
deber de control previo al implantar la tramitacidn electrénica del expediente judicial y
la trazabilidad documental de las actuaciones probatorias. Desde su aplicacion, los dicta-
menes periciales —incluidos los psiquiatricos— deben incorporarse al sistema digital con
firma electrénicay sello temporal, lo que permite verificar su autenticidad, origeny fecha
de incorporacion. Este marco digital amplia el concepto clasico de control de admisibi-
lidad. Ya no se trata solo de valorar la pertinencia o la utilidad de la prueba, sino también
de comprobar su integridad y custodia electronica. De esta manera, el control judicial
previo se convierte en una garantia tecnoldgica y procesal que protege la fiabilidad de la
prueba cientifica y la transparencia del procedimiento (Orenes Fernandez, 2020).

Este control, como se avanzaba, adquiere especial importancia en el contexto nor-
mativo derivado del RDL 6/2023 y la LO 1/2025, que consolidan al juez de garantias
como filtro preliminar de toda la actividad probatoria en los procedimientos que cul-
minan en audiencia previa.

No debe olvidarse, sin embargo, que la plena operatividad de esta figura exige un
desarrollo reglamentario que, en el momento actual, se encuentra aun pendiente. Esta
circunstanciaimpone una aplicacién progresiva de sus funciones, limitada a los aspectos
estructurales ya definidos en la propia ley, mientras se completan los instrumentos nor-
mativos y organizativos necesarios para su implementacion integral. En todo caso, su
previsidon normativa marca una linea de avance ineludible hacia un modelo de justicia
penal mas garantista y transparente en el control de la actividad probatoria.

En particular, el articulo 785 de la LECrim, en su redaccion vigente, impone un deber
reforzado de verificacion de licitud y utilidad de las pruebas propuestas. De ahi que el
organo judicial deba examinar también la estructura formal, la metodologia, la fina-
lidad procesal y el potencial impacto del dictamen psiquiatrico antes de admitirlo al
juicio oral (Magro Servet, 2024).

No basta, por tanto, con su mera proposicion: es necesaria una motivacion técnica
que justifique su pertinencia y una decision judicial que valore criticamente su ade-
cuacioén a los fines del proceso.
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La exigencia de un control judicial activo sobre el dictamen psiquiatrico se refuerza
si se atiende a las caracteristicas propias de los instrumentos empleados en la explo-
racion clinica. Los test psicologicos y los procedimientos de evaluacion descritos por la li-
teratura forense presentan margenes variables de validez, fiabilidad y susceptibilidad a la
simulacién, elementos que condicionan la solidez del diagndstico y, en consecuencia, la
fuerza persuasiva del informe. La interpretacion de pruebas proyectivas, los cuestionarios
de personalidad o las técnicas de cribado cognitivo exige prudencia metodoldgica, pues
su significado depende tanto de los criterios de aplicacién como del contexto clinico. Del
mismo modo, la deteccion de la sinceridad declarativa —incluidos los indicadores de vera-
cidad y las pruebas psicofisioldgicas o farmacolégicas histéricamente utilizadas- carece
de fiabilidad suficiente para sostener juicios juridicos sin un analisis critico de sus limita-
ciones. Este trasfondo técnico evidencia que el dictamen psiquiatrico no es un producto
neutro, sino el resultado de procedimientos con grados dispares de robustez cientifica,
cuya correcta valoracion demanda que el juez verifique la adecuaciéon metodoldgica em-
pleada y motive expresamente las razones que justifican la aceptacion o el rechazo de las
conclusiones periciales (Castellano Arroyo, Gisbert Calabuig y Sanchez Blanque, 2024).

Desde una perspectiva garantista, esta exigencia cumple una doble funcién. Por un
lado, impide la introduccion de pruebas potencialmente invasivas o estigmatizantes sin
base legitima. Por otro, preserva el principio de igualdad de armas, evitando que una de
las partes —habitualmente el Ministerio Fiscal- monopolice el uso de la pericia psiquia-
trica como instrumento de configuracion del proceso. Como destaca Fuertes Rocanin
(2020), la admision de las pruebas periciales, y en particular las de contenido clinico,
no puede convertirse en un tramite automatico, sino que debe responder a un criterio
racional de relevancia y proporcionalidad.

Como senala la doctrina reciente sobre la reforma procesal penal, uno de los déficits
estructurales del régimen actual de la prueba pericial reside en la falta de una delimi-
tacion judicial clara del objeto del dictamen, lo que permite que el perito se pronuncie
sobre cuestiones inequivocamente juridicas —como la imputabilidad, la concurrencia
de eximentes o la valoracién del riesgo- sin mandato técnico suficiente. Esta indeter-
minacion no solo desborda el ambito de la pericia, sino que se presenta bajo una apa-
riencia de neutralidad cientifica que dificulta la contradiccién y compromete el derecho
de defensa. (Ramirez Ortiz, 2021).

En la practica, este estandar de admisibilidad implica que el juez de garantias o el tri-
bunal de enjuiciamiento debe denegar la admision de aquellos dictamenes que no de-
finan con precision el objeto del encargo pericial, omitan la metodologia o las fuentes
utilizadas, carezcan de exploracion directa sin justificacion fundada, presenten defi-
ciencias estructurales (errores conceptuales, falta de firma o fecha, ausencia de datos
objetivos) o se basen Unicamente en informes clinicos antiguos o descontextualizados.

El rechazo de tales dictamenes no vulnera el derecho a la prueba; al contrario, lo
preserva frente a su uso desviado o disfuncional. Como apuntan Richard Gonzélez, Abel
Lluch, Orellana de Castro y Pellicer Ortiz (2019), la exigencia de filtros de legalidad en la
admisidon no equivale a obstaculizar el acceso a la prueba, sino a garantizar su regula-
ridad estructural y su adecuacion a la finalidad del proceso penal.

Este filtro previo también cumple una funcién preventiva frente a intentos de instru-
mentalizacion del dictamen para condicionar anticipadamente el juicio. La mera admision
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de un informe clinico ambiguo puede afectar a la percepcion del tribunal sobre el acusado,
especialmente si se utilizan expresiones como “riesgo elevado de reincidencia” o “tras-
torno compatible con la psicopatia” sin sustento empirico justificado. Este tipo de valora-
ciones, aunque formalmente técnicas, proyectan efectos estigmatizantes y erosionan la
presuncién de inocencia desde fases iniciales del proceso.

La jurisprudencia del Tribunal Supremo ha sido clara al respecto. En su Sentencia
290/2020, de 10 de junio, anuld una resolucion que habia acogido sin reservas un in-
forme no ratificado ni sometido a contradiccion, destacando que “la introduccion
acritica del dictamen convierte al perito en un cuasi juez, lo que es incompatible con el
principio acusatorio y la inmediacién”. Esta exigencia de control no se limita a la fase de
valoracion, sino que comienza en la fase de admision. El érgano judicial debe rechazar
de oficio toda prueba pericial que no cumpla los estandares minimos de calidad y lega-
lidad (STC 142/2020, de 19 de octubre).

La admision sin filtros adecuados produce ademas disfunciones graves cuando la
pericia psiquiatrica se practica sobre victimas especialmente vulnerables, como en los
delitos de agresion sexual. La experiencia judicial demuestra que en estos casos se soli-
citan dictamenes innecesarios que, bajo la apariencia de “verificacion clinica’, buscan en
realidad cuestionar la credibilidad de la victima mediante juicios pseudopsicolégicos
sobre su estado emocional o su “capacidad de fabulacién”. Como advierten Guija Villa
(2022) y Tiffon Nonis (2018), este tipo de practicas suponen una forma de revictimi-
zacion secundaria que solo puede evitarse mediante un control judicial de admision
riguroso y motivado.

En los supuestos de violencia de género, la pericia psiquiatrica adquiere una doble
dimension: la evaluaciéon del dano psiquico de la victima y la determinacién de la im-
putabilidad del agresor. Como destaca Gonzalez et al.(2005), estas exploraciones deben
realizarse con una perspectiva de género y bajo supervisién judicial efectiva, para evitar
revictimizaciones o interpretaciones patologizantes del comportamiento de la victima.
El juez de garantias debe velar porque el proceso probatorio no reproduzca estereo-
tipos ni comprometa la integridad emocional de quien declara.

En suma, la pericia psiquiatrica debe admitirse Unicamente cuando su objeto esté
delimitado con precision, su necesidad probatoria resulte justificada y concurran ga-
rantias minimas de estructura técnica y contraste empirico. Relajar estos requisitos no
solo debilita la calidad del proceso penal, sino que puede desnaturalizar la funciéon del
juez reduciéndolo a mero receptor de conclusiones periciales sin evaluacién critica. Por
ello, el control de admisién debe ejercerse de forma activa y razonada, como auténtica
barrera frente a dictdmenes deficientes, sesgados o innecesarios.

3.2. Contradiccion técnica, igualdad de armas y garantias en el debate
pericial

El principio de contradiccién, nucleo estructural del proceso penal, adquiere en Ia
prueba pericial psiquiatrica una dimensidn especialmente critica. A diferencia de otros
medios probatorios, esta pericia no se limita a constatar hechos externos ni a ofrecer
datos medibles. Por el contrario, introduce valoraciones sobre el equilibrio psiquico
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del acusado, su capacidad de culpabilidad o su aptitud para intervenir en el proceso
(Domingo Monforte y Matarredona Chornet, 2023). Esa carga interpretativa convierte
la posibilidad de réplica y examen técnico en una condicion esencial de legitimidad. La
contradiccidon no es un derecho formal de alegar, sino el mecanismo que garantiza la
validez racional del conocimiento cientifico trasladado al juicio.

En la practica, la aplicacion efectiva de este principio sigue siendo deficitaria. La
mayoria de los dictamenes psiquiatricos son elaborados por los Institutos de Medicina
Legal y Ciencias Forenses, con plazos reducidos y escaso contacto con la defensa. El in-
forme suele notificarse cuando el margen para analizarlo o promover una contrapericia
es ya inexistente, lo que convierte su contenido en un punto de partida incuestionado
para el tribunal. Asi, la igualdad de armas se convierte en una presuncién de fiabilidad
institucional que contradice el caracter dialéctico del proceso penal (Guija Villa, 2022).

El articulo 729 LECrim prevé que las partes sean oidas antes de que el tribunal re-
suelva sobre la admision de las pruebas, pero ese tramite se reduce a menudo a una
formalidad. Cuando el dictamen versa sobre la imputabilidad o la peligrosidad criminal,
su influencia sobre la decision final es decisiva. Si la defensa carece de recursos téc-
nicos equivalentes, el procedimiento se desequilibra desde su origen y el derecho de
defensa pierde efectividad. La contradiccion no puede reducirse a la mera presencia
del abogado durante la practica de la prueba: exige condiciones reales para someter a
critica el razonamiento experto, contrastar los métodos empleados y formular hipotesis
alternativas (Orenes Fernandez, 2020).

El equilibrio procesal, entendido como la posibilidad material de participar en el
debate técnico, tampoco se cumple cuando la defensa no tiene acceso al material de
base o se le excluye de intervenir en la delimitacién del objeto de la pericia. En muchos
casos, el acusado es examinado sin que su defensa conozca los criterios diagndsticos ni
el alcance de las pruebas aplicadas. El resultado es un informe cerrado, que se presenta
en el juicio como verdad técnica. De ahi la necesidad de reconocer que la contradiccion
no requiere identidad de medios, sino simetria funcional: ambas partes deben poder for-
mular objeciones y discutir la validez metodologica del dictamen (Magro Servet, 2024).

El principio de objetividad, consagrado en el articulo 456 LECrim, solo se cumple si
el informe es verificable. Una pericia no contrastada no es un medio de prueba, sino un
documento. El debate técnico actia como control racional: reproduce en el proceso las
exigencias de la ciencia -revision, contraste y critica- y evita que el juez asuma sin filtro
conclusiones de autoridad. La contradiccidén convierte al tribunal en un evaluador de
razones, no en receptor pasivo de diagndsticos (De la Herran Ruiz-Mateos, 2025).

Uno de los déficits mas persistentes es la incorporacién al juicio oral de informes ela-
borados durante la instruccién sin intervencion de la defensa. Su lectura o incorporacion
documental introduce en el plenario una valoracion previa que no ha sido sometida a
examen. El dictamen pierde entonces su condicion de prueba y se convierte en antece-
dente informativo con apariencia de neutralidad. Este fendmeno altera la |6gica acusa-
toria y vulnera el principio de inmediacién, pues la informacién técnica llega al tribunal
sin mediacidn critica de las partes (Domingo Monforte y Matarredona Chornet, 2023).

La figura del juez de garantias, introducida por la LO 1/2025, ofrece un cauce idéneo
para corregir este desequilibrio. Corresponde a este juez asegurar que la pericia se
practique con transparencia y que la defensa pueda formular preguntas, proponer
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exploraciones complementarias o designar un perito alternativo. El control judicial
no debe limitarse a autorizar la diligencia, sino extenderse a su metodologia y a la
coherencia entre el objeto procesal y la conclusién pericial (Orenes Fernandez, 2020).
Un verdadero control de legalidad exige también supervisar los plazos y garantizar
que las partes dispongan de tiempo suficiente para preparar su contradicciéon (De la
Herran Ruiz-Mateos, 2025).

La digitalizacién judicial, consolidada por el RDL 6/2023, ha introducido un nuevo
marco operativo que refuerza las garantias de contradiccion y transparencia en la
practica. El expediente judicial electronico y los sistemas de gestidn digital de la prueba
permiten que las partes accedan de forma anticipada y verificable al dictamen psiquia-
trico. Este acceso digital no solo agiliza la comunicacién procesal, sino que afade traza-
bilidad: registra el momento exacto de la incorporacion del informe, las rectificaciones
y su disponibilidad para las partes. De este modo, el control judicial se extiende a la
integridad documental y la defensa puede ejercer un examen técnico efectivo en con-
diciones de igualdad.

Esta reforma tecnoldgica se convierte asi en una garantia sustantiva que evita la asi-
metria informativa y consolida un modelo de contradiccion continua, no limitada al
juicio oral. La defensa debe acceder al material clinico utilizado -tests, registros o en-
trevistas—; sin ese acceso, la contradiccidn se vuelve ilusoria y el derecho de defensa se
vacia de contenido. El equilibrio procesal exige que las partes puedan examinar la base
empirica del dictamen y que el tribunal demande claridad metodoldgica. La exposicion
del método no es un detalle formal, sino una garantia procesal que permite identificar
los limites del saber psiquiatrico (Tiffon Nonis, 2019).

El debate técnico alcanza su maxima expresion en el juicio oral, mediante el interro-
gatorio directo y cruzado de los peritos. No basta con la lectura del informe: el experto
debe comparecer para explicar y defender sus conclusiones frente a las preguntas de las
partes. Esta comparecencia convierte la audiencia en un verdadero espacio de confron-
tacion racional y preserva la inmediacion (Guija Villa, 2022). Si el perito no comparece o
si el tribunal permite su sustitucidon por otro funcionario, se desvirtla el examen critico
y se debilita la garantia de contradiccion efectiva.

La defensa, por su parte, no debe limitarse a reaccionar ante un dictamen cerrado.
Debe intervenir desde la fase de instruccion en la delimitacion del objeto pericial, pro-
poner puntos de analisis y articular hipotesis propias. Solo una defensa con formacion
técnica o asesoramiento especializado puede desempenar con plenitud esta funcién
de contraparte cientifica. El debate pericial debe construirse desde la anticipacién, no
desde la respuesta tardia.

En el acto del juicio, el interrogatorio cruzado constituye el momento mas visible
de control técnico. Las preguntas del fiscal, la defensa y el tribunal permiten medir la
solidez del informe y revelar posibles carencias metodolégicas. Pero esta dinamica solo
es efectiva si el juez mantiene neutralidad. Cuando el tribunal parte de la presuncién de
fiabilidad del perito oficial, el equilibrio procesal se convierte en una mera formalidad.
La imparcialidad judicial no solo exige equidistancia entre las partes, sino también entre
las fuentes de conocimiento que concurren en el proceso (Magro Servet, 2024).

La doctrina procesal subraya que el examen técnico de la pericia no se agota en su
practica formal. Supone una obligacién estructural del Estado de crear las condiciones
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necesarias para que la defensa pueda contradecir el conocimiento experto. Esto implica
dotar de recursos a la justicia gratuita para financiar peritos de parte, establecer proto-
colos de entrega anticipada de informesy prever audiencias previas en las que se discuta
la idoneidad del dictamen antes de su incorporacién al juicio (Richard Gonzalez et al.,
2019). Estas medidas no ralentizan la justicia; la fortalecen, al prevenir nulidades futuras
por falta de garantias (De la Herran Ruiz-Mateos, 2025).

Desde una perspectiva de politica judicial, el control del saber experto actia como
un mecanismo de legitimacion democratica del proceso penal. Al exigir que las con-
clusiones cientificas sean sometidas al escrutinio publico, el juicio se preserva como es-
pacio de deliberacion racional. El equilibrio de armas no es solo una garantia de defensa
individual, sino una condicion de racionalidad judicial. Un proceso en el que la palabra
del experto no pueda ser discutida deja de ser un juicio y se convierte en una mera cer-
tificacion administrativa de la verdad. Por ello, resulta necesario que el sistema procesal
incorpore mecanismos normativos especificos que consoliden esta simetria técnica:
vistas de control de admisibilidad, obligacion de entregar el material base del dictamen
y recursos publicos para la contrapericia. Estas medidas no son una carga, sino la mate-
rializacion del principio de contradiccidon en el ambito pericial y, con ello, la garantia de
una justicia deliberativa conforme con el modelo constitucional del proceso penal.

3.3. Lavaloracion judicial del dictamen psiquiatrico y los limites del
conocimiento experto

3.3.1. Lalibre valoracion judicial y sus limites frente al
conocimiento experto

El principio de libre valoracion de la prueba, consagrado en el articulo 741 de la LECrim,
constituye una de las garantias estructurales del proceso penal. Bajo esta formula, el le-
gislador otorga al juez una potestad de apreciacion racional, alejada de los sistemas de
prueba tasada, y le impone la obligaciéon de motivar su conviccidon conforme a las reglas
de la l6gica, la experienciay la ciencia.

Sin embargo, cuando el objeto de valoracidon es un dictamen psiquiatrico, esta li-
bertad se enfrenta a un limite evidente: la complejidad del conocimiento experto y
la distancia epistemoldgica entre la racionalidad juridica y la cientifica (Ramirez Ortiz,
2021). Corresponde al juez integrar, no sustituir, el conocimiento técnico en su razona-
miento juridico. El desafio reside en mantener ese equilibrio.

En los casos que involucran imputabilidad, peligrosidad o trastornos mentales
graves, el dictamen pericial introduce en el proceso una representacion cientifica de
la conducta humana. Si el juez acepta sus conclusiones sin contraste racional, acaba
delegando indirectamente el juicio de culpabilidad en un tercero, convirtiendo la libre
valoracién en un automatismo valorativo incompatible con su esencia (De la Herran
Ruiz-Mateos, 2025; Magro Servet, 2024).

La jurisprudencia reitera que el dictamen pericial no vincula al tribunal, pero esta afir-
macion pierde fuerza en la practica. Cuando el informe proviene de un érgano oficial, en
especial del Instituto de Medicina Legal y Ciencias Forenses, su autoridad institucional
tiende a neutralizar la capacidad critica del juez. No se trata solo de una deferencia
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simbdlica, sino de una asimetria cognitiva: el juez carece a menudo de herramientas
para cuestionar hipotesis clinicas complejas y termina aceptando la conclusion médica
como criterio decisorio (Guija Villa, 2022; Tiffon Nonis, 2019).

Este fendmeno, conocido como delegacion cognitiva, constituye uno de los riesgos
mas graves de la interaccion entre derecho y ciencia. La valoracién judicial deja de ser
un acto auténomo de razonamiento para convertirse en una certificacion de la verdad
cientifica. La doctrina advierte que esta transferencia de autoridad desdibuja la funcién
jurisdiccional y vulnera la inmediacion, comprometiendo la presuncion de inocencia al
desplazar el juicio desde la contradiccion publica hacia la palabra técnica del experto
(Ramirez Ortiz, 2021).

La libre valoracion no implica libertad sin control, sino apreciacién racional fundada
en criterios verificables. La sana critica opera aqui como limite estructural frente a la
autoridad cientifica, exigiendo al juez examinar la consistencia interna del dictamen, la
coherencia entre su método y sus conclusiones, y su compatibilidad con el resto de las
pruebas. No se demanda conocimiento psiquiatrico, sino razonamiento logico y dispo-
sicion critica para detectar inferencias no justificadas o afirmaciones carentes de res-
paldo metodoldgico (Picé i Junoy, 2020).

Cuando la pericia se refiere a imputabilidad, trastorno mental o peligrosidad, el
deber de motivacién judicial se intensifica. La sentencia no puede limitarse a repro-
ducir el contenido del informe ni a invocar su procedencia institucional; debe explicar
por qué acepta unas conclusiones y descarta otras, qué credibilidad atribuye a la base
empirica del dictamen y cdmo la ha contrastado con los demas medios de prueba. La
libertad de apreciacion pierde todo sentido cuando la motivacién judicial se reduce a
una parafrasis del perito (Tiffon Nonis, 2019, p. 138; STS 742/2021, de 28 de septiembre).

La necesidad de un estandar reforzado de motivacién en la valoracion del dictamen
psiquiatrico ha sido subrayada por la doctrina reciente. Como advierte de la Herran
Ruiz-Mateos, la pericia psiquiatrica incide directamente en elementos estructurales del
proceso penal —en particular, la imputabilidad y la culpabilidad-y, por ello, no puede
quedar amparada en formulaciones genéricas de sana critica. Su aceptacién exige que
el tribunal explicite las razones por las que considera fiables las premisas clinicas, la
metodologia empleada y la coherencia de las conclusiones periciales con los hechos
del caso. Cuando la motivacién judicial se limita a una adhesion acritica al dictamen o
reproduce formulas estereotipadas, el control de racionalidad del juicio probatorio se
ve seriamente restringido, lo que debilita la transparencia y la legitimidad de la decision
jurisdiccional (2025).

3.3.2. El principio de sana critica y el control de coherencia del dictamen
psiquiatrico

El principio de sana critica constituye el nucleo metodoldgico de la valoracion judicial
de la prueba penal. A diferencia de los sistemas de prueba tasada, no impone reglas
fijas, sino un razonamiento fundado en la l6gica, la experiencia y el conocimiento cien-
tifico aplicable al caso (Magro Servet, 2024).

Su funcién es doble: preservar la libertad de conviccion del juez y asegurar que
dicha conviccidon no repose en intuiciones arbitrarias ni en la autoridad incuestionada
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del perito. La sana critica traduce la racionalidad judicial en términos verificables y con-
vierte la valoracion pericial en un ejercicio argumentativo sometido a control.

En la practica, sin embargo, la aplicacién de este principio revela tensiones cons-
tantes. El tribunal, aunque formalmente libre para valorar, se enfrenta a dificultades
técnicas al examinar dictamenes psiquiatricos complejos. El problema no es la falta de
independencia, sino la ausencia de criterios precisos para ejercer la critica racional del
contenido del informe. La sana critica corre entonces el riesgo de convertirse en una
cldusula vacia, capaz de justificar tanto la aceptacién automatica como el rechazo in-
tuitivo del dictamen (Orenes Fernandez, 2020).

La doctrina procesal ha subrayado que la sana critica no se satisface con afirmar
gue se ha valorado “conforme a la Iégica y la experiencia”. Exige un razonamiento
controlable, en el que la relacién entre pruebas, hechos y conclusiones sea explicita.
En la pericia psiquiatrica, esto implica analizar la estructura del dictamen: su consis-
tencia, la correspondencia entre los datos clinicos e inferencias diagnésticas, y la co-
herencia de estas con las conclusiones juridicas sobre imputabilidad o peligrosidad
(Guija Villa, 2022).

El principio de sana critica exige que el juez no reciba el informe pericial como un
resultado cerrado, sino como una produccién técnica que debe ser examinada en
funcién de sus garantias psicométricas. Tal como muestran los fundamentos del psico-
diagndstico utilizados en psiquiatria y psicologia forense, la solidez de una evaluacién
depende de la fiabilidad del instrumento (estabilidad de los resultados, error de medida
minimo y consistencia interevaluadores), de su validez (adecuacion entre lo que el test
pretende medir y lo que efectivamente mide) y de su exactitud, entendida como la co-
rrespondencia entre la respuesta observada y la conducta real del sujeto. Estos criterios
—junto con la sensibilidad, la objetividad y la posibilidad de verificar la metodologia em-
pleada- constituyen parametros técnicos indispensables para valorar racionalmente un
dictamen (Jauregui Lobera 1996).

Como explica Gascon Abellan (2016), la sana critica constituye el instrumento de
control racional que legitima la libre valoracién judicial, al permitir conectar la raciona-
lidad de la ciencia con la racionalidad juridica. in embargo, como sefalan Dominguez
Gonzalezy Dominguez Sanchez-Pinilla (2023), una parte significativa de las resoluciones
judiciales continua asumiendo la sana critica como una clausula retorica, sin desplegar
el anadlisis racional que permita verificar la coherencia entre los datos periciales y las
conclusiones del tribunal. La ausencia de esta reconstruccién argumental impide un
auténtico control externo en via de recurso.

En este contexto, la coherencia del dictamen psiquiatrico se erige como piedra an-
gular del control judicial. Si el informe presenta contradicciones, inferencias injusti-
ficadas o conclusiones que exceden el ambito del diagndstico clinico, el tribunal no
puede atribuirle valor probatorio pleno. Por ello, es esencial que los jueces reciban for-
macion especifica para identificar las estructuras Iégicas de la argumentacién cientifica,
reconocer falacias frecuentes y detectar deficiencias metodoldgicas. No se trata de con-
vertirlos en expertos, sino de dotarlos de herramientas criticas que les permitan evaluar
la racionalidad del discurso pericial.

Desde la 6ptica garantista, la sana critica actia como puente entre la libertad de
conviccién y la tutela judicial efectiva. Permite al juez valorar sin depender del saber
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ajenoy, al acusado, conocer las razones que sustentan la decision (Ferrer Beltran, 2002).
La independencia judicial no es libertad de creer, sino deber de razonar.

La doctrina ha propuesto distintas vias para operacionalizar este principio. Algunos
autores abogan por guias de consistencia que establezcan pautas basicas para la re-
vision judicial del dictamen sin imponer férmulas cerradas (Gimeno Sendra, 2018),
mientras que otros defienden una interpretacion jurisprudencial progresiva en la que
el Tribunal Supremo -a través de su doctrina general sobre valoraciéon probatoria- es-
tablezca pautas sobre coherencia interna, trazabilidad metodoldgica y control de infe-
rencias. En ambos casos, el objetivo es comun: transformar la sana critica en método de
analisis racional y no en una clausula de estilo.

A mi juicio, la creacion de estandares de control judicial en la valoracién de las pe-
ricias psiquiatricas es ya una exigencia impostergable. No se trata de restringir la discre-
cionalidad judicial, sino de fortalecerla mediante reglas de transparencia argumental.
La sana critica no debe ser un refugio retérico, sino una metodologia procesal para
garantizar decisiones racionales. Solo asi la libertad de apreciacion judicial sera com-
patible con los derechos fundamentales del acusado y con la legitimidad cognitiva del
proceso penal.

En definitiva, el reto consiste en transformar la sana critica en una practica disci-
plinada de razonamiento. La coherencia del dictamen y su contraste racional por el tri-
bunal son los instrumentos que permiten que el juicio penal siga siendo un espacio de
deliberacién publica y no de delegacidn técnica. Si el juez explica por qué considera
fiable un dictamen y por qué descarta otro, su decision sera comprensible y, por tanto,
legitima (Ferrer Beltran, 2002).

3.3.3. La motivacion reforzada en las resoluciones fundadas en
dictamenes psiquiatricos

La motivacion judicial no es una formalidad, sino una garantia sustantiva del proceso
penal. El articulo 120.3 CE consagra esta obligacion como manifestacion del principio
de interdiccién de la arbitrariedad y como instrumento para hacer visible la raciona-
lidad del razonamiento probatorio (Gascon Abellan, 2016). Su finalidad no se agota en
permitir el control externo de la decisidn, sino que asegura que el juez haya seqguido un
proceso légico y transparente al valorar las pruebas.

En el ambito de la prueba pericial, esta exigencia se intensifica. El juez no puede limi-
tarse a acoger o rechazar el dictamen, sino que debe explicar por qué lo hace y cémo su
valoracion se integra en el conjunto de las pruebas (Gimeno Sendra, 2018, p. 634). Las
resoluciones que reproducen sin critica las conclusiones del informe, o que lo descartan
sin argumentar, vulneran el deber de motivacién y, con ello, el derecho fundamental a
la tutela judicial efectiva.

La motivacion tiene aqui una funcion epistémica: muestra el itinerario racional que
conecta el material probatorio con la conviccién judicial (Orenes Fernandez, 2020).
Como senalan de la Herran Ruiz-Mateos (2025) y Ramirez Ortiz (2021), cuando la de-
cision judicial se apoya de manera determinante en un dictamen psiquiatrico —especial-
mente en materias como la imputabilidad, |a relacién psicocausal o la peligrosidad- el
deber de motivacion exige una explicaciéon particularmente rigurosa de las inferencias

120



IUS ET SCIENTTIA « 2025

La prueba pericial psiquidtrica en el proceso penal: entre la complejidad cientifica...

Vol. 11 « N° 2 « pp. 104-136

Carmen Duran Silva

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i02.05

utilizadas, dada la incidencia directa de estas decisiones en derechos fundamentales y
en la configuracion misma de la respuesta penal.

Por ello,como muestran las propuestas sobre racionalidad probatoriay control del ra-
zonamiento judicial, resulta conveniente promover criterios orientativos que refuercen
la claridad, coherencia y suficiencia de la motivacidon en materia de prueba cientifica. La
doctrina constitucional sobre el deber de motivar —que exige decisiones comprensibles,
no arbitrarias y fundadas en razones verificables- ofrece un marco adecuado para ello
(Milione, 2015). La adopcién de pautas argumentativas uniformes no limita la libertad
valorativa del juez, sino que permite hacer explicitas las inferencias empleadas y some-
terlas a control racional (Gascon Abellan, 2016).

En estos supuestos, el tribunal debe razonar no solo sobre la existencia del trastorno
mental, sino también sobre la conexién causal entre el déficit psiquico y el hecho im-
putado, y sobre la proporcionalidad de la respuesta penal.

Uno de los defectos mas frecuentes en la practica judicial es el recurso a férmulas
estereotipadas para justificar la aceptacién del informe pericial -“el tribunal considera
adecuada la pericia oficial” 0 “no existen razones para dudar de su objetividad”-. Como
advierte Ramirez Ortiz (2021), estas expresiones revelan una motivacion meramente
aparente que no permite conocer las razones por las que el 6rgano judicial otorga cre-
dibilidad al dictamen ni como integra sus conclusiones en el razonamiento decisorio. La
critica es compartida por Dominguez Gonzalez y Dominguez Sanchez-Pinilla, quienes
muestran que la aceptacién acritica de la pericia reproduce un automatismo incompa-
tible con la l6gica del proceso penal. En la misma linea, de la Herran Ruiz-Mateos (2025)
subraya que la motivacion debe explicitar los criterios utilizados para valorar el informe
y descartar alternativas explicativas, exigencia que se intensifica cuando la pericia con-
diciona aspectos estructurales del fallo. A ello se suma el estandar constitucional esta-
blecido por la STC 142/2020, de 19 de octubre, que proscribe las motivaciones gené-
ricas y obliga a una valoracién individualizada del material probatorio.

La correcta fundamentacion de la prueba pericial exige un ejercicio argumental es-
tructurado que permita controlar la fiabilidad del conocimiento experto y evitar dina-
micas de deferencia. Como ha subrayado Gascén Abellan (2016), el juez no puede limi-
tarse a reproducir las conclusiones del informe, sino que debe disponer de elementos
que le permitan examinar la solidez de los métodos utilizados, las fuentes de incerti-
dumbre, la interpretacién de los datos y la coherencia del dictamen con el resto del
material probatorio. Esta exigencia técnico-procesal demanda criterios minimos que
orienten la valoracién judicial y aseguren que la motivacién sea transparente, com-
prensible y revisable. No se trata de imponer rigidez, sino de dotar al razonamiento
judicial de un marco metodolégico que permita identificar qué aspectos del dictamen
se aceptan o se descartan, por qué razones y con qué alcance probatorio. En esta pers-
pectiva, la estandarizacion de la informacion contenida en los informes periciales y la
disponibilidad de parametros de control contribuyen a reforzar la racionalidad de la de-
cision judicial, sin menoscabar la libertad de valoracién que caracteriza al proceso penal
(Gascon Abellan, 2016).

El problema no esta en la extensidn, sino en la precision. Una motivacion breve pero
razonada cumple mejor la garantia constitucional que una extensa reiteracion de foér-
mulas vacias. El juez debe hacer visible su razonamiento y explicar por qué considera

121



IUS ET SCIENTTIA « 2025

La prueba pericial psiquidtrica en el proceso penal: entre la complejidad cientifica...

Vol. 11 « N° 2 « pp. 104-136

Carmen Duran Silva

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i02.05

acreditado un determinado estado mental y su incidencia en la culpabilidad, sin limi-
tarse a remitir al dictamen (STS 290/2020, de 10 de junio).

Por ello, resulta imprescindible avanzar hacia un marco metodolégico mas claro y
exigente en materia de motivacion judicial. La complejidad inherente a la prueba cien-
tifica obliga a que las resoluciones que se apoyan en ella expresen con precision las
razones de su aceptacion, su relevancia para el caso y la forma en que se integran sus
conclusiones en el proceso de subsuncion juridica. Solo mediante criterios estables y
verificables de motivacién reforzada es posible garantizar un control real de raciona-
lidad, fortalecer la transparencia del juicio de hecho y asegurar que el conocimiento
experto no sustituya indebidamente la funcién jurisdiccional.

3.3.4. Hacia estandares uniformes de motivacion y valoracidn judicial de
la pericia psiquiatrica

Sobre esta base, el siguiente paso consiste en dotar de coherencia y previsibilidad a la
aplicacién judicial de la motivacién reforzada. La especializacion progresiva del proceso
penal ha puesto de relieve la necesidad de establecer criterios homogéneos para valorar
los dictamenes psiquiatricos. Las diferencias entre tribunales y la disparidad de razona-
mientos en casos analogos generan inseguridad juridica y debilitan la confianza en la
justicia penal. No se trata de imponer modelos rigidos, sino de ofrecer un marco comun
gue permita verificar la racionalidad del proceso probatorio (Magro Servet, 2024).

GuijaVilla (2022) ha subrayado que la contradiccion técnicay la transparencia procesal
alcanzan su plenitud cuando el juez dispone de pautas minimas para el control racional
del saber experto. La ausencia de tales referentes favorece la dispersion de criterios y,
en ocasiones, la dependencia excesiva de la autoridad institucional del perito. Frente a
ello, buena parte de la doctrina procesal coincide en que la uniformidad metodolégica
no menoscaba la independencia judicial, sino que la refuerza al hacer mas previsible el
razonamiento y mas verificable su control (Ferrer Beltran, 2002; Gascon Abellan, 2016).

En esta linea, diversos trabajos en el ambito de la psicologia y psiquiatria forenses han
puesto de relieve que la valoracién judicial del dictamen pericial solo puede considerarse
razonable si se apoya en parametros técnicos verificables. La fiabilidad, validez, exactitud y
sensibilidad de los instrumentos empleados —criterios psicométricos esenciales en el psico-
diagnéstico forense— constituyen un punto de referencia objetivo que permite al juez mo-
tivar por qué acepta o rechaza un informe, evitando decisiones apoyadas exclusivamente
en la autoridad del experto (Dominguez Gonzéalez y Dominguez Sanchez-Pinilla, 2021).

La practica forense descrita en los estudios de de la Herran Ruiz-Mateos refuerza esta
idea:lamotivacion judicial debe explicitar las razones técnicas que justifican la preferencia
por una determinada conclusion pericial, especialmente cuando existen margenes de
error, limitaciones metodoldgicas o riesgo de simulacion. Estos criterios no constituyen
reglas juridicas cerradas, pero si funcionan como estandares minimos de racionalidad
y transparencia, garantizando que la libertad valorativa del juez se ejerza dentro de un
marco metodoldgico comprensible y revisable (De la Herran Ruiz-Mateos, 2025).

Lajurisprudenciadel Tribunal Supremo ha sefalado reiteradamente que la valoracion
del dictamen pericial no puede reducirse a una mera transcripcion de su contenido,
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sino que exige un razonamiento autbnomo que explique por qué el tribunal considera
cientificamente fiable la conclusién pericial y cdmo se integra en el juicio de hecho. Esta
orientacién conecta con la exigencia, descrita por Gascén Abellan (2016), de reconstruir
explicitamente el itinerario racional que enlaza la informacién técnica con la convicciéon
judicial, evitando que el dictamen se convierta en una “zona de opacidad” inmune al
control de coherencia. No obstante, el analisis de resoluciones recientes muestra que
esta practica dista de estar consolidada: la motivacion de la pericia psiquiatrica sigue
siendo muy heterogénea y depende, en gran medida, de la capacidad del tribunal para
comprender la metodologia empleada y detectar sus limites —algo especialmente com-
plejo en evaluaciones clinicas y psicométricas, tal como destacan Dominguez Gonzalez
y Dominguez Sanchez-Pinilla en su estudio sobre psicodiagnoéstico forense-. En este
contexto, continua siendo frecuente que la fundamentacion judicial se limite a afirma-
ciones genéricas de correccion técnica, sin el desarrollo argumental que permitiria un
control efectivo en via de recurso.

Desde una perspectiva de racionalidad probatoria, la consolidacion de herramientas
conceptuales estables —a través de formacidn judicial especializada, jurisprudencia uni-
ficada y trabajos académicos- permite orientar la valoracion sin anular su individua-
lidad (Orenes Fernandez, 2020). En todo caso, el objetivo es avanzar hacia un modelo de
motivacién coherente y comprensible, que reduzca la distancia entre ciencia y derecho
sin subordinar uno al otro.

Finalmente, la motivacién, entendida como responsabilidad cognitiva del juzgador,
obliga a “mostrar por qué se cree’, no solo a afirmar una conclusion. Esa practica deli-
berativa —que conecta libertad de apreciacion y control publico- se refuerza cuando
el juez hace explicitas las razones por las que otorga o niega valor probatorio a un dic-
tamen psiquiatrico (Ferrer Beltran, 2002; Gascon Abellan, 2016).

IV. LA VULNERABILIDAD EN EL PROCESO PENAL Y SUS PROYECCIONES
SOBRE LA PRUEBA PERICIAL PSIQUIATRICA

4.1. Lavulnerabilidad de la victima y las garantias de la tutela judicial
efectiva

La vulnerabilidad de la victima ha dejado de ser una categoria asistencial para conver-
tirse en un eje estructurante del proceso penal, tal como evidencia la doctrina que, a
partir del Estatuto de la Victima y de la Directiva 2012/29/UE, reconoce su condicion de
sujeto procesal dotado de derechos propios que condicionan la organizacién del juicio
(Barranco Vela, 2020).

La Directiva 2012/29/UE obliga a garantizar un trato adaptado a las caracteristicas
personales de cada victima y a prevenir la victimizacion secundaria, lo que proyecta
consecuencias directas sobre la practica de las pericias clinicas o psicolégicas. En par-
ticular, cuando el dictamen examina el dafno psiquico sufrido por la victima, el tribunal
debe valorar cuidadosamente su necesidad, su alcance y los posibles efectos que la
exploraciéon pueda generar, conforme a los criterios de proporcionalidad y evitacién
del perjuicio adicional desarrollados en la literatura pericial psicologica y psiquiatrica
(Dominguez Gonzalez y Dominguez Sanchez-Pinilla, 2021; Asensi Pérez, 2016).
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La pericia psiquiatrica puede ser un instrumento de comprensién del sufrimiento
o, por el contrario, una fuente de revictimizacién institucional. El proceso penal debe
incorporar protocolos de evaluacion adaptados a las particularidades psicolégicas de
las victimas, especialmente cuando existe trauma o violencia previa. De lo contrario, la
actividad probatoria corre el riesgo de reproducir la experiencia de dominacion que el
propio delito generd.

El Tribunal Europeo de Derechos Humanos ha subrayado que el derecho a la tutela
judicial efectiva de las victimas implica no solo acceso formal a la justicia, sino una par-
ticipacion real en condiciones de respeto y seguridad. En el asunto X e Y v. Paises Bajos
(1985), el Tribunal afirmé que una investigacién penal que ignora la vulnerabilidad de la
victima vulnera el articulo 8 del CEDH. Por su parte, el Tribunal Constitucional espanol
ha vinculado este principio al derecho a la integridad moral del articulo 15 CE, recor-
dando que ninguna actividad probatoria puede desarrollarse a costa de la dignidad
personal (STC 91/2021, de 22 de abril).

En definitiva, el érgano jurisdiccional asume, por tanto, un doble deber: garantizar
la confrontaciéon probatoria y, al mismo tiempo, evitar que la busqueda de la verdad
se convierta en fuente de dano adicional. Esta tensidn entre cognicidén y proteccidon
se aprecia con especial claridad en la valoracién de los informes psiquiatricos sobre la
victima. Si el tribunal acoge sus conclusiones, debe motivarlo de forma reforzada, de-
mostrando que ha valorado el dictamen con sensibilidad hacia el contexto de vulnera-
bilidad (Ferrer Beltran, 2002).

No son infrecuentes las resoluciones que reproducen literalmente las conclusiones
periciales sin analizar las condiciones en que se obtuvo el informe ni sus implicaciones
emocionales. Ese formalismo contradice el principio de tutela judicial efectiva y vacia de
contenido el derecho delavictimaa un proceso adaptado a sus circunstancias personales.

La valoracion probatoria de la victima vulnerable debe realizarse de manera integral,
conjugando criterios psicolégicos, procesales y éticos. La prueba psiquiatrica adquiere
asi una funcioén preventiva: no solo acredita el dafno, sino que orienta al juez sobre los
limites de la intervencion judicial. De ahi que la formacion de los jueces en trauma y
salud mental sea una condicidon necesaria para una justicia verdaderamente huma-
nizada (Magro Servet, 2023).

La tutela judicial efectiva de las victimas vulnerables requiere también mecanismos
de acompanamiento juridico y psicolégico que aseguren su comprension del proceso
y su participacion sin dano anadido (Duran Silva, 2024). Desde esa perspectiva, la pe-
ricia psiquiatrica deja de ser un instrumento neutral y se convierte en un espacio de
encuentro entre el conocimiento cientifico y la empatia judicial. La vulnerabilidad no se
concibe como debilidad, sino como un dato juridico que obliga a modular la practica
probatoria y el modo en que el tribunal se relaciona con el sufrimiento.

Asimismo, la valoracién judicial del dictamen psicologico requiere especial cautela
cuando se trata de victimas menores o especialmente vulnerables. La literatura médi-
co-forense reciente ha puesto de relieve los riesgos de sesgo interpretativo y de contami-
nacion del testimonio, subrayando la necesidad de que los jueces verifiquen la metodo-
logia de exploracion y el rigor de la entrevista clinica (Rodriguez Almada et al., 2024). Este
tipo de control no invade el terreno cientifico, sino que garantiza que la pericia se sustente
en procedimientos validados y reproducibles, preservando la fiabilidad del proceso penal.
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El respeto a la fragilidad de la victima no debilita las garantias procesales; al con-
trario, las refuerza al dotarlas de una dimension ética. La tutela judicial efectiva se ma-
terializa cuando el proceso penal logra equilibrar verdad juridica y proteccion humana,
evitando que la racionalidad técnica desplace la responsabilidad moral del Estado en el
tratamiento del dafio (Gascon Abellan, 2016; Silva Sanchez, 2011).

4.2. Lavulnerabilidad del imputado y los limites de la pericia psiquiatrica

La practica de la prueba pericial psiquiatrica sobre el imputado constituye una de las di-
ligencias mas sensibles del proceso penal, por su incidencia directa en la conciencia, la
intimidad y la libertad interior del examinado. Su finalidad -acreditar la imputabilidad
o valorar la necesidad de medidas de seguridad- es legitima, pero su desarrollo plantea
cuestiones esenciales acerca de los limites de la intervencion del Estado en la esfera mas
personal del individuo.

Como advierte Guija Villa (2022), el examen psiquiatrico no debe entenderse como
una exploracion libre del sujeto, sino como un medio técnico acotado a la verificacion
de datos clinicos relevantes para la decision judicial. Cualquier extralimitacion en su
objeto afecta al principio de dignidad humana y puede convertir una diligencia proba-
toria en una forma encubierta de control social.

La vulnerabilidad del imputado se manifiesta, ante todo, en el desequilibrio cognitivo
entre el evaluador y el evaluado. El psiquiatra forense dispone de un conocimiento espe-
cializado que el juez tiende a considerar objetivo, lo que con frecuencia deriva en una so-
brevaloracion acritica de la autoridad cientifica del dictamen. Tal como destacan Richard
Gonzalez, Abel Lluch, Orellana de Castro y Pellicer Ortiz (2019), la aparente neutralidad
del perito puede diluir la funcion critica del tribunal cuando el informe se percibe como
una“verdad experta’, en lugar de un elemento mas del debate probatorio. De ahi la nece-
sidad de que la funcién jurisdiccional mantenga su autonomia cognitiva: el juez no debe
reproducir el juicio técnico, sino integrarlo en el marco de la sana critica, examinando su
coherencia metodolégica y su compatibilidad con el resto del material probatorio.

La posicidon de vulnerabilidad del imputado se agrava cuando el dictamen se practica
sin plena comprensién del alcance de la exploracion o sin garantias suficientes de con-
sentimiento informado. En muchos supuestos, la persona sometida a examen ignora
que sus respuestas o comportamientos pueden tener consecuencias incriminatorias.
Como se sostiene en trabajo anteriores (Duran Silva, 2024), la nocién de vulnerabilidad
como categoria juridica impone al Estado la obligacion de adoptar medidas positivas
que aseguren lacomprensiény laautonomia de quienes intervienen en el proceso penal.
Aplicada al ambito pericial, esta perspectiva exige el desarrollo de un protocolo judicial
de consentimiento informado, que documente la finalidad de la prueba, los métodos
empleados y las consecuencias juridicas de sus resultados, y que sea validado por el
juez antes de su practica. De este modo, la actuacién pericial psiquiatrica se somete a un
control institucional que garantiza que el consentimiento del imputado no sea una mera
formalidad, sino una manifestacion efectiva de su libertad y de su derecho de defensa.

El principio de proporcionalidad debe guiar toda intervencién pericial de caracter
psiquiatrico. Diversos estudios institucionales han destacado que ninguna exploracion
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debe autorizarse si no resulta estrictamente necesaria para esclarecer un aspecto ju-
ridico esencial del proceso. Del mismo modo, se subraya que el examen ha de reali-
zarse con la minima injerencia posible, evitando la reiteracién de evaluaciones o la uti-
lizacién de procedimientos innecesariamente invasivos que puedan comprometer la
integridad moral del imputado. Estas pautas, de naturaleza garantista, buscan preservar
el equilibrio entre la busqueda de la verdad material y la proteccion de la dignidad de la
persona sometida a examen (CGPJ, 2022).

A ello se anade que la pericia psiquiatrica no debe convertirse en un instrumento
de prediccion o control de peligrosidad futura. Los informes elaborados en fase de
enjuiciamiento suelen influir indebidamente en la ejecucién penal, condicionando la
clasificacién penitenciaria o la aplicacion de tratamientos obligatorios. Este fendmeno,
también descrito en el estudio del CGPJ (2022), genera una vulnerabilidad procesal pro-
longada, al extender los efectos de la prueba mas alla de su finalidad originaria. Para
evitarlo, se propone que los dictamenes psiquiatricos tengan un alcance temporal li-
mitado y estén sujetos a revision periddica por el juez de vigilancia penitenciaria.

Desde la 6ptica procesal, Gimeno Sendra (2018) defiende que la pericia no sustituye
el juicio del juez, sino que lo informa. El tribunal debe ejercer un control epistémico
efectivo sobre la prueba pericial, delimitando su objeto, supervisando su desarrollo y
justificando su valoracién final. Ello requiere una formacion judicial especifica en razo-
namiento probatorio y analisis técnico, orientada a identificar sesgos, errores metodo-
l6gicos o afirmaciones no sustentadas empiricamente. La Escuela Judicial podria asumir
esta funcién mediante médulos dedicados ala valoracién racional de la prueba cientifica,
promoviendo la interdisciplinariedad entre Derecho, medicina y psicologia forense.

En la misma linea, Guija Villa (2022) sostiene que la articulacién entre conocimiento
técnico y control jurisdiccional debe configurarse como un modelo colaborativo y no
sustitutivo. Desde esta perspectiva, la figura del amicus curiae representa un ejemplo
de participaciéon experta con limites precisos: su funcién consiste en aportar claridad
técnica al debate judicial sin invadir la esfera decisoria del juez. Este enfoque resulta
extrapolable a la pericia psiquiatrica, en la medida en que promueve la transparencia
cognitiva del proceso penal y previene la delegacion implicita de autoridad en el perito.

Por otra parte, Dominguez Gonzalez y Dominguez Sanchez-Pinilla advierten que la
expansion del conocimiento psicoldgico y psiquiatrico en el proceso penal ha generado
una “zona intermedia” entre Derecho y ciencia, en la que el discurso clinico puede im-
ponerse sobre el razonamiento juridico si no existen mecanismos de control. El riesgo,
sefalan, no deriva del saber cientifico en si, sino de la ausencia de un lenguaje comun
gue permita al juez valorar con precision la validez y el alcance del diagndstico. Por
ello, reclaman un didlogo disciplinar constante y la institucionalizacion de protocolos
de evaluacion forense sometidos a estandares verificables de fiabilidad (Dominguez
Gonzalez y Dominguez Sanchez-Pinilla, 2020).

La vulnerabilidad del imputado también se proyecta sobre su derecho a no autoin-
criminarse. En los exdmenes psiquidtricos, el imputado puede verse inducido a ofrecer
informacién que luego se use en su contra. El proceso penal contemporaneo exige que
la voluntariedad de la colaboracion sea respetada en todo momento y que su negativa
no sea interpretada como signo de culpabilidad. En este punto, el articulo 24 CE y la
doctrina del Tribunal Europeo de Derechos Humanos refuerzan el principio de que el
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Estado no puede obtener pruebas mediante coaccidn psicolégica ni instrumentalizar el
cuerpo o la mente del acusado.

El respeto a la vulnerabilidad del imputado implica también reconocer la dimension
ética de la actividad pericial. El informe no debe extenderse a juicios morales ni a pro-
nosticos sobre la personalidad, pues ello desborda el ambito clinico y compromete el
principio de culpabilidad. En la misma direccién, diversos estudios institucionales han
advertido sobre la tendencia a patologizar el comportamiento humano y a asociar de-
terminados rasgos psicologicos con peligrosidad penal. Se subraya la necesidad de que
el control judicial actie como limite epistemolégico y ético, preservando la autonomia
de la persona frente al discurso experto (CGPJ, 2022).

Esta tension entre conocimiento técnico y funcion jurisdiccional se acentua en el caso de
personas con discapacidad psiquica o intelectual. En el Estatuto de la persona encausada
con discapacidad se reivindica un enfoque procesal inclusivo, donde las adaptaciones en
la practica de la prueba no respondan a un paternalismo, sino a una exigencia de igualdad
sustantiva. El juez debe garantizar que las exploraciones psiquiatricas se practiquen con asis-
tencia especializada, lenguaje accesible y acompanamiento personal, de modo que el im-
putado comprenda el objeto de la pericia y pueda participar efectivamente en su defensa.
Este modelo se corresponde con la orientacion marcada por la Convencién de Naciones
Unidas sobre los Derechos de las Personas con Discapacidad, que vincula directamente el
derecho a un juicio justo con el derecho a comprender y ser comprendido en el proceso.

En el plano institucional, la LO 1/2025 refuerza estas garantias mediante la creacién del
juez de garantias, 6rgano encargado de autorizar y supervisar las diligencias que afecten
a derechos fundamentales, incluidas las exploraciones psiquiatricas. Su intervencion in-
troduce una capa de control judicial ex ante y ex post, asegurando la proporcionalidad, la
motivaciony la transparencia de cada examen. Este nuevo disefo procesal no solo protege
al imputado frente a injerencias indebidas, sino que fortalece la legitimidad epistémica del
proceso penal, al integrar la ciencia dentro de los limites constitucionales del Derecho.

Finalmente, la valoracion judicial del dictamen psiquiatrico debe concebirse como
un ejercicio de equilibrio entre verdad y dignidad. El juez no puede abdicar de su res-
ponsabilidad critica ni refugiarse en la autoridad del perito. La racionalidad cientifica,
para ser legitima en el proceso penal, ha de pasar por el filtro del razonamiento juridico,
donde se ponderen sus implicaciones éticas, sus limites metodolégicos y su coherencia
con el resto del acervo probatorio. Solo un proceso que trate con prudencia al imputado
vulnerable, que controle la ciencia sin negarlay que preserve la libertad interior incluso
en la busqueda de la verdad, puede proclamarse plenamente garantista.

V. LA PRUEBA PERICIAL PSIQUIATRICA ANTE EL NUEVO PARADIGMA
PROCESAL: EFICIENCIA, CONTROL JUDICIAL Y GARANTIAS DE
CONOCIMIENTO

5.1. De la justicia cientifica a la justicia eficiente: tensiones y desafios
del nuevo modelo procesal

El proceso penal contemporaneo se desarrolla en un escenario de transformacién insti-
tucional en el que confluyen dos l6gicas distintas: la cientifica, centrada en la produccion
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de conocimiento verificable, y la organizativa, orientada a la optimizacién de recursos
y a la aceleracion de los tiempos judiciales. La progresiva digitalizacién de la justicia
penal, impulsada por el RDL 6/2023 y la LO 1/2025, ha introducido un nuevo paradigma
caracterizado por la busqueda de eficiencia y por la incorporacién de tecnologias que
modifican la forma de tramitar, registrar y valorar la prueba.

La prueba pericial psiquiatrica, como instrumento de mediacion entre el saber
técnicoy elrazonamiento judicial, se sitia en el centro de esa tensidn. Su desarrollo exige
un equilibrio entre la racionalidad epistémica —dirigida a obtener conocimiento fiable
sobre la persona del acusado o de la victima- y la racionalidad organizativa, orientada
a la gestidén agil de los procedimientos. En la practica, el énfasis en la eficiencia puede
conducir a una tecnificacion del proceso que erosione la funcién deliberativa del juez
y transforme el juicio penal en un ejercicio de validaciéon automatizada de informes
(Gascon Abellan, 2016).

Las reformas estructurales recientes persiguen racionalizar la actividad judicial me-
diante la creacion de los Tribunales de Instancia, la centralizacion de servicios comunes
y la digitalizacion completa del expediente judicial. Estos avances aportan ventajas evi-
dentes en términos de transparencia, trazabilidad y reducciéon de cargas burocraticas.
Sin embargo, trasladan al terreno probatorio una légica de optimizacion que puede
ser incompatible con la complejidad del razonamiento judicial. En el ambito de la pe-
ricia psiquiatrica, la automatizacion de formularios, la estandarizacion de dictamenes
y la gestidn electrénica de los informes amenazan con reducir la valoracion clinica a
una serie de datos codificados, privando al juez de la percepcion directa del contenido
técnico y del contexto humano del examen (Richard Gonzalez, Abel Lluch, Orellana de
Castro y Pellicer Ortiz, 2019).

La funcion epistémica del proceso penal exige deliberacién, contraste y motivacion.
La eficiencia, por su parte, prioriza la simplificacién procedimental y la reduccién de
tiempos. Cuando esta ultima se impone sin matices, la prueba pericial psiquiatrica
pierde su caracter de conocimiento critico y se convierte en un documento estanda-
rizado cuya validez se mide por la correccién formal de su registro electronico. Este
desplazamiento altera la l6gica tradicional de la valoracion judicial: el juez deja de inte-
ractuar con el perito como fuente viva de informacién para convertirse en receptor de
un producto técnico cerrado.

El nuevo modelo de justicia digital redefine la relacién entre ciencia y derecho. La
informatizacién de los dictdmenes psiquiatricos permite controlar su autenticidad, au-
toria y custodia, garantizando su trazabilidad y preservacién en el expediente judicial
electrénico.No obstante, la mediacion tecnolégica puede diluir lainmediacién personal
del juez respecto a la prueba y debilitar la experiencia empirica que sustenta la libre
valoracion (Hidalgo Murillo, 2015). La racionalidad instrumental de la digitalizacién, util
para la administracion, no siempre coincide con la racionalidad deliberativa que carac-
teriza al proceso penal.

El principio de proporcionalidad tecnoldgica exige que la eficiencia no se imponga
sobre las garantias procesales. Las herramientas digitales deben emplearse Unicamente
cuando incrementen la calidad del proceso, y no cuando sustituyan sus fundamentos
epistemologicos. La generalizacion de sistemas de gestion documental o de modelos
automatizados de informe puede agilizar la tramitacion, pero resulta insuficiente si no
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va acompafada de un examen racional y motivado de su contenido. Una justicia que
prioriza la rapidez sobre la reflexion corre el riesgo de transformarse en una secuencia
administrativa desprovista de deliberacion.

La introduccion de la figura del juez de garantias representa un contrapeso frente a
ese riesgo. Este 6rgano, previsto en la LO 1/2025, asume la supervision de las diligencias
qgue afecten a derechos fundamentales y el control de admision de las pruebas peri-
ciales. Su intervencion temprana permite delimitar el objeto del dictamen y verificar su
pertinencia antes de su practica, evitando que la automatizacion de los procedimientos
convierta la admision en un acto puramente formal. El juez de garantias se erige, asi,
en salvaguarda de la autonomia judicial frente al exceso tecnoldgico y en garante del
sentido procesal de la prueba cientifica (Gascon Abellan, 2016).

La interoperabilidad de los sistemas judiciales, prevista en el RDL 6/2023, amplia las
posibilidades de comunicacién entre érganos jurisdiccionales y facilita la circulacion de
dictamenes periciales entre distintas jurisdicciones. Esta fluidez documental, aunque
util para la coordinacion institucional, plantea interrogantes sobre la confidencialidad
de los datos clinicos y sobre los limites de la reutilizacién de la informacion psiquiatrica.
La digitalizacion introduce una nueva forma de vulnerabilidad: el riesgo de exposicion
permanente de los datos personales del acusado o de la victima. En este sentido, la
gestion eficiente de la prueba debe equilibrarse con la proteccién de la intimidad y con
el principio de finalidad, garantizando que los dictamenes solo se utilicen para los fines
procesales que motivaron su obtencién (Duran Silva, 2024).

El impacto de la eficiencia sobre la valoracién judicial se manifiesta, ademas, en la
reduccion de los espacios de contradiccion. La celebracién de vistas telematicas o la
sustitucion del interrogatorio directo por la mera visualizaciéon de informes grabados
puede debilitar el principio de inmediacion. En la prueba psiquiatrica -donde la comu-
nicacion no verbal y el contexto de la entrevista resultan esenciales—, la distancia tecno-
|6gica puede alterar la percepcion judicial tanto del perito como del propio evaluado.
La racionalidad procesal exige un contacto humano que la eficiencia digital no siempre
puede reproducir.

La doctrina procesal ha comenzado a reclamar la instauracion de estandares de re-
visidn critica para los informes periciales digitalizados. Estos protocolos deberian per-
mitir que eljuezverifiquela coherencia metodoldgica del dictameny su correspondencia
con los hechos, incluso en entornos electrénicos (Guija Villa, 2022). Una justicia tecno-
|l6gicamente garantista requiere no solo medios informaticos seguros, sino también he-
rramientas conceptuales que preserven el juicio critico. La trazabilidad digital, por si
sola, no garantiza la validez racional del conocimiento incorporado al proceso.

El desafio del nuevo modelo procesal reside en mantener viva la deliberacién ju-
dicial en un entorno de inmediatez tecnoldgica. La eficiencia no debe confundirse con
superficialidad, ni la rapidez con justicia. La legitimidad del proceso penal depende de
su capacidad para producir decisiones comprensibles, motivadas y racionalmente fun-
dadas. La estandarizacién de los informes periciales, la automatizacién de su gestiény la
reduccion de las audiencias presenciales pueden acelerar la tramitacion, pero también
despersonalizan la justicia y la alejan de su funcidén garantista.

El equilibrio entre agilidad y reflexion exige reforzar la capacitacion técnica de jueces
y fiscales en la comprensién de los dictamenes psiquiatricos. Como advierte Hidalgo
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Murillo (2015), la inmediacion solo es auténtica cuando el 6rgano judicial posee las
herramientas minimas para interrogar criticamente al perito en la audiencia, pues de
lo contrario la oralidad se convierte en un mero traslado acritico del discurso experto.
En la misma linea, Milione (2015) recuerda que la motivacién no puede descansar en
afirmaciones de autoridad, sino que debe reconstruir el razonamiento que conecta el
dato técnico con la decisién juridica. Sin ese conocimiento basico, la eficiencia procesal
deriva en dependencia epistemoldgica y el control judicial se reduce a una apariencia
de racionalidad.

El proceso penal del siglo XXI debe ser capaz de integrar la ciencia y la tecnologia
sin subordinar la decision judicial a su autoridad. La digitalizacion puede fortalecer la
transparenciay la trazabilidad, pero solo si el juez mantiene su funcién deliberativa y su
responsabilidad epistémica. Cuando la gestion sustituye a la deliberacion, el Derecho se
reduce a procedimiento. La racionalidad judicial, entendida como capacidad de razonar
y motivar, no puede ceder ante la I6gica automatica del sistema.

La justicia eficiente no se mide por el niUmero de sentencias dictadas ni por la velo-
cidad de tramitacion, sino por la calidad argumental de sus resoluciones. El verdadero
éxito del nuevo modelo procesal no radica en la informatizacién total, sino en su capa-
cidad para preservar la deliberaciéon humana dentro del entorno digital. La prueba pe-
ricial psiquiatrica constituye el terreno mas sensible de esa transicién: su valor depende
tanto de la fiabilidad cientifica de su contenido como de la profundidad juridica con
que sea interpretada. Solo una justicia que combine precision técnica y racionalidad
critica podra mantener su legitimidad en la era de la eficiencia.

5.2. El juez de garantias ante el saber experto

La LO 1/2025, en coherencia con el RDL 6/2023, configura la figura del juez de garantias
como un eje estructural del nuevo modelo de justicia penal. Su funcién trasciende la
mera supervision formal: constituye un verdadero mecanismo de equilibrio entre la efi-
cacia investigadoray la tutela de los derechos fundamentales. El proceso penal contem-
poraneo exige un control jurisdiccional reforzado frente a los saberes especializados,
especialmente cuando estos inciden en la esfera personal del imputado a través de la
prueba psiquiatrica o psicoldgica.

Como advierte Ramirez Ortiz (2021), el nuevo modelo procesal impulsado por el
Anteproyecto de LECrim de 2020 ya anticipaba un“cambio de paradigma probatorio’, en
el que el juez debia asumir una funcién activa de control epistémico del conocimiento
experto. Esta orientacion, hoy consolidada con la LO 1/2025, refuerza la exigencia de
fiabilidad y la necesidad de que el juez valore la idoneidad metodoldgica del dictamen
antes de admitirlo como prueba. El criterio de racionalidad judicial se configura asi no
como un limite a la ciencia, sino como un mecanismo de garantia de transparencia y
proporcionalidad frente al riesgo de automatizacion del razonamiento probatorio.

El juez de garantias no es un filtro administrativo, sino un mediador epistémico entre
la ciencia y el Derecho. Su tarea consiste en traducir el lenguaje técnico en categorias
juridicas comprensibles y verificables, garantizando que el conocimiento experto no
se imponga como verdad procesal sin un examen adecuado de legalidad, pertinencia
y contradiccidon. Desde esta perspectiva, Gascon Abellan (2016) recuerda que el juez
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debe mantener un control racional del conocimiento experto para preservar la auto-
nomia del juicio jurisdiccional.

En la misma linea, Tamarit Sumalla (2020) recuerda que la racionalidad judicial debe
someter el discurso cientifico al marco garantista del proceso, verificando la coherencia
metodoldgica de cada dictamen y su compatibilidad con los derechos fundamentales.

La interpretacion de los informes periciales, por tanto, no es una tarea mecdnica ni
meramente formal: requiere que el juez mantenga la capacidad de evaluar, con criterios
juridicos, la solidez del conocimiento aportado, asegurando que toda conclusion cien-
tifica sea compatible con el derecho de defensa y con el principio de proporcionalidad
(Gascon Abellan, 2016; Gimeno Sendra, 2018, t. I1).

En el ambito de la pericia psiquiatrica, esta funcion adquiere un significado especial.
El dictamen médico-forense no solo aporta informacion clinica: introduce un modo de
razonamiento que puede condicionar la decision judicial si no se ejerce un control ade-
cuado. La autoridad del juez se afirma precisamente en su capacidad de mantener la
distancia critica necesaria para integrar el saber cientifico sin subordinarse a él. Asi lo ha
puesto de relieve Tamarit Sumalla (2020), al advertir que el conocimiento forense no es
un bloque homogéneo de certezas, sino un conjunto de inferencias sujetas a interpre-
tacion, sesgos y margenes de error. El juez debe, por tanto, exigir que todo dictamen
se sustente en métodos verificables, delimitando con precision su objeto y evitando
extrapolaciones prondsticas o valoraciones morales encubiertas.

La LO 1/2025 consolida esta funcion mediante la atribucién al juez de garantias del
control previo de admisibilidad de las pruebas que puedan incidir en derechos funda-
mentales. Ello incluye la evaluacién de la necesidad, proporcionalidad y licitud de las
exploraciones psiquiatricas, asi como la supervision de su desarrollo y documentacion
digital. Desde mi perspectiva, la racionalidad garantista exige que el poder jurisdic-
cional mantenga su independencia frente al saber técnico y frente a la automatizacion
procesal, evitando que la eficiencia tecnolégica sustituya a la deliberacién judicial.

El control judicial no es un acto meramente formal, sino un ejercicio de traduccion
jurisdiccional. La pericia se convierte en prueba solo cuando el juez la integra en un
razonamiento argumentativo que respeta las reglas de la I6gica y la experiencia. El juez
de garantias actua, asi, como garante del sentido del proceso y no como simple certi-
ficador de informes. La doctrina ha subrayado que esta funcion refuerza la legitimidad
epistémica del proceso penal, pues obliga al juez a explicitar por qué atribuye valor
probatorio a un determinado conocimiento técnico y cdmo lo contrasta con las demas
pruebas del procedimiento (Gascén Abellan, 2016).

Desde la perspectiva practica, el juez debe asumir una doble responsabilidad: controlar
la validez formal del dictamen y asegurar la igualdad técnica de armas entre las partes. La
vulnerabilidad epistémica de la defensa, que carece a menudo de medios para promover
una contrapericia, exige la posibilidad de solicitar peritos de oficio o de abrir un debate
técnico en audiencia publica. Esta exigencia conecta con la concepcion del proceso penal
como un espacio de contradiccion equilibrada, en el que ninguna parte puede ser so-
metida a la autoridad incuestionable del experto (Richard Gonzéalez et al., 2019).

El juez de garantias debe ademas conocer los limites del saber psiquiatrico y su re-
lacién con la imputabilidad. La ciencia médica puede ofrecer indicios de alteracién psi-
quica, pero corresponde exclusivamente al juez determinar su relevancia juridica. En
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este punto, la independencia judicial se traduce en autonomia cognitiva: el magistrado
no puede sustituir su juicio por el del perito, pero tampoco ignorar el valor informativo
del informe. La valoracion del equilibrio mental del acusado exige una interaccion cons-
tante entre ciencia y Derecho, orientada siempre a preservar la dignidad de la persona
sometida al examen.

Este se extiende también al control de los métodos de obtencién y tratamiento de
datos en el marco de la justicia digital. La interoperabilidad prevista en el RDL 6/2023
facilita la transmision de dictdmenes, pero plantea riesgos de despersonalizacion y
pérdida de inmediacién. La doctrina ha advertido que la automatizaciéon de informes
periciales puede conducir a una justicia de expediente, en la que el razonamiento ju-
dicial se diluya en la gestion electronica (Gimeno Sendra, 2018, t. ). Frente a ello, el juez
debe garantizar que la tecnologia no sustituya la valoracion personal del perito, preser-
vando la oralidad y la inmediacion como pilares del juicio penal.

En este contexto, su labor se proyecta también sobre las medidas cautelares apli-
cables a personas con trastorno mental, cuya adopcién exige un examen reforzado
de proporcionalidad. Como explica Tomé Garcia (2022), el internamiento cautelar del
investigado debe concebirse como medida de ultimo recurso, subordinada a la valo-
racion judicial de la capacidad de comprensién y de la necesidad clinica real, evitando
que el proceso penal se convierta en un instrumento de tutela médica involuntaria.

En términos estructurales, puede afirmarse que su figura representa un contrapeso
institucional frente al riesgo tecnocratico. Su autoridad no deriva de un conocimiento
cientifico propio, sino de su capacidad para transformar el saber ajeno en razén juridica.
La legitimidad del proceso penal dependera de que ejerza esa funcién con criterio
critico, motivacion reforzada y sensibilidad epistemolégica. Solo asi la justicia penal
podra mantener su racionalidad deliberativa en un entorno digital y tecnificado. Como
resume Tamarit Sumalla (2022), el desafio no consiste en elegir entre ciencia y Derecho,
sino en asegurar que la ciencia se someta a las garantias del proceso y no al revés.

En definitiva, el juez de garantias se erige como garante del equilibrio entre eficiencia
y conocimiento, entre saber técnico y razonamiento juridico. Su intervencion permite
que la prueba pericial psiquiatrica, en lugar de erosionar los derechos del imputado,
contribuya a una justicia mas reflexiva, transparente y humanizada.

VI. CONCLUSIONES

La prueba pericial psiquiatrica, en el contexto del proceso penal contemporaneo, repre-
senta uno de los espacios donde con mayor intensidad se pone a prueba la capacidad
del Derecho para dialogar con la ciencia sin subordinarse a ella. El analisis realizado de-
muestra que la complejidad del conocimiento clinico no puede trasladarse de manera
acritica a la esfera judicial sin comprometer principios estructurales del proceso, como
la contradiccion, laigualdad de armasy la libre valoracién de la prueba. El juez no puede
abdicar de su funcién de garante para convertirse en mero receptor del saber técnico,
ni la psiquiatria forense puede pretender definir los contornos de la imputabilidad al
margen del razonamiento juridico.

La evolucién normativa impulsada porla LO 1/2025y por el RDL 6/2023 apunta hacia
un modelo de justicia penal mas estructurado, digitalizado y sometido a parametros de
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eficiencia. Sin embargo, esa transformacién solo resultara legitima si preserva la racio-
nalidad discursiva del proceso. La figura del juez de garantias —aun en fase de consoli-
dacién-simboliza ese esfuerzo de equilibrio: su funciéon no consiste en sustituir el juicio
cientifico, sino en garantizar que su incorporacién al proceso se produzca conforme a
los principios del Estado constitucional. La justicia penal del futuro dependera de la
capacidad de esta figura para ejercer un control racional del conocimiento experto, tra-
duciendo la ciencia al lenguaje del Derecho sin desnaturalizar su significado.

La experiencia judicial muestra que la pericia psiquiatrica continua presentando dé-
ficits de transparencia, contrastabilidad y equilibrio entre las partes. La defensa, con
frecuencia, carece de medios técnicos para contradecir el dictamen oficial, lo que con-
vierte la prueba pericial en un instrumento de asimetria cognitiva. Esta carencia pone
de relieve que el principio de contradiccién no se agota en la presencia formal del de-
fensor, sino que exige dotarlo de los recursos necesarios para debatir el conocimiento
experto en condiciones reales de igualdad. La tutela judicial efectiva depende, en ultima
instancia, de que el proceso penal no reproduzca jerarquias epistemoldgicas, sino que
garantice un espacio de deliberacién equilibrado entre cienciay jurisdiccion.

Desde el punto de vista técnico-forense, el riesgo de delegacion del juicio en el
perito se evidencia con particular claridad en los dictamenes psiquiatricos. El lenguaje
clinico, revestido de autoridad, puede introducir valoraciones morales o presunciones
de peligrosidad que escapan al control judicial si no se someten a critica. El juez debe
mantener una posicion de distancia epistemoldgica: escuchar al experto, comprender
su razonamiento, pero conservar la responsabilidad exclusiva de decidir. Solo asi se pre-
serva la naturaleza deliberativa del proceso penal frente a la tentacion de la tecnifi-
cacion probatoria.

El analisis efectuado confirma, ademas, que la incorporacién de tecnologias digitales
y sistemas de inteligencia artificial en la gestion de la prueba pericial abre un nuevo
frente de desafios. La justicia penal se enfrenta a una progresiva automatizacién del co-
nocimiento, en la que algoritmos y herramientas predictivas amenazan con desplazar
el razonamiento judicial. Frente a esa tendencia, la funcion del juez no es oponerse a la
tecnologia, sino subordinarla a los principios de transparencia, trazabilidad y rendiciéon
de cuentas. El control de la fuente de conocimiento —-sea humana o automatizada-
constituye una exigencia de legitimidad democratica del proceso.

La consolidacion del juez de garantias, junto con la digitalizacion judicial, ofrece una
oportunidad para redefinir las reglas de admisién, practica y valoraciéon del dictamen
psiquiatrico. La motivacion judicial debe convertirse en el espacio donde se evidencie
la comprensidn critica del informe, la ponderacion de su fiabilidad y la justificaciéon de
su peso dentro del conjunto probatorio. Una motivacion meramente transcripta o de-
ferente hacia el perito no satisface los estdndares constitucionales; en cambio, una mo-
tivacion razonada y argumentativa transforma la pericia en un elemento plenamente
integrado del razonamiento judicial.

En perspectiva, el futuro del proceso penal espanol pasa por reforzar tres ejes com-
plementarios: la formacion interdisciplinar de jueces y fiscales en materias cientifico-fo-
renses; la implementacién efectiva del juez de garantias como instancia de control
racional de la prueba; y la garantia de acceso técnico para la defensa, que permita
ejercer una contradiccion efectiva en los casos de alta complejidad pericial. Estas lineas
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convergen en un mismo proposito: preservar el caracter dialéctico, transparente y hu-
manista del proceso penal.

La interaccidon entre psiquiatria y derecho penal no debe concebirse como un con-
flicto entre saberes, sino como un espacio de mediacién institucional donde el conoci-
miento cientifico se somete al marco garantista del proceso. La legitimidad del dictamen
pericial no deriva de su autoridad técnica, sino de su integracién en un procedimiento
regido por las reglas del contraste, la publicidad y la motivacion judicial. En definitiva, el
equilibrio entre ciencia y derecho en el proceso penal es una cuestién de poder: quién
decide, con qué conocimiento y bajo qué reglas. El juez de garantias, correctamente
configurado, encarna la respuesta procesal a esa tensién. Su misidén no es saber mas que
el experto, sino impedir que nadie —ni la ciencia, ni la administracion, ni la tecnologia-
decida en su lugar.
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La progresiva digitalizacion de la vida juridica plantea la necesidad
de repensar el estatuto personal desde la 6ptica del Derecho inter-
nacional privado. Este trabajo propone interpretar la capacidad digi-
tal como una manifestacion evolutiva de la capacidad de obrar, cuyo
ejercicio depende hoy de sistemas tecnoldgicos de identificacién, au-
tenticacion y verificacion electrénica. A partir del marco normativo del
Reglamento (UE) 2024/1183 (elDAS 2.0) y del futuro European Digital
Identity Wallet (EUDI Wallet), se analiza cémo la verificabilidad tecno-
|6gica puede reforzar la tutela de la personay garantizar la efectividad
del consentimiento en entornos digitales transfronterizos. Asimismo,
se examina la utilidad de la residencia electrénica como criterio com-
plementario de conexién para reflejar la integracién digital del indivi-
duo, especialmente en relacién con sujetos vulnerables y con la pro-
teccion de su capacidad de obrar en linea. La investigacion combina
el enfoque conflictual y tecnoldgico para ofrecer una lectura funcional
del estatuto personal en la sociedad digital.
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The article also examines electronic residence as a complementary con-
necting factor, reflecting the person’s digital integration and offering
greater protection for vulnerable users. Combining conflict-of-laws
analysis and technological reasoning, the study proposes a functional
reinterpretation of the personal statute within the digital society.

1. INTRODUCCION

El Derecho internacional privado ha tenido como uno de sus pilares mas estables el
estatuto personal de la persona fisica. Desde la codificacion decimondnica, el articulo
9.1 del Cédigo Civil espanol ha fijado como criterio rector la ley de la nacionalidad, para
regir la capacidad.

Ahora bien, con la digitalizacién se plantea un desafio que no puede ignorarse ante
el desarrollo de sistemas de identidad electroénica, la expansion de la contratacion en
linea y la gestion digital de la vida personal han puesto de relieve que la capacidad de
obrar ya no se despliega solo en entornos fisicos. Debe tenerse en cuenta que gran
parte de nuestra vida juridica, desde la aceptacién de contratos hasta el ejercicio de
derechos fundamentales, se canaliza a través de medios electrénicos. Por ello, la capa-
cidad digital, entendida como la aptitud de una persona, para ejercer validamente de-
rechos y obligaciones en entornos tecnolégicos, emerge como un fenédmeno que exige
ser analizado con la lente del Derecho internacional privado.

La doctrina espanola ha ofrecido bases sélidas para esta reflexion, por ejemplo, los
Profes. Fernandez Rozas y Sanchez Lorenzo han destacado que los puntos de conexion
en DIPrno son categorias cerradas, sino instrumentos que deben adaptarse alos cambios
sociales y tecnoldgicos, siempre con la mira puesta en la tutela efectiva de la persona
(Fernandez y Sanchez, 2024: 210). Asimismo, los Profes. Calvo Caravaca y Carrascosa
Gonzalez han subrayado, por su parte, que la evolucion de los criterios de conexidon
es una constante en la historia del DIPr: el paso del domicilio a la residencia habitual
en la normativa europea constituye un ejemplo paradigmatico de cdmo se introducen
nuevos factores de conexidn para garantizar soluciones mas realistas (Calvo y Carrascosa,
2024:192). También el Prof. Rodriguez Benot defendié que el debate entre nacionalidad
y residencia habitual muestra la plasticidad de las categorias del estatuto personal, que
deben reinterpretarse de acuerdo con la realidad de cada época (Rodriguez, 2010: 186).

En este sentido, la capacidad digital debe entenderse como la prolongacion actual
del estatuto personal en el entorno tecnolégico. Debe tenerse en cuenta que la capa-
cidad de obrar, que clasicamente se concibe como la aptitud para celebrar validamente
actos juridicos, hoy requiere competencias adicionales, vinculadas al uso de tecnologias
de la informacién; pues, no se trata solo de la edad o de la plena capacidad civil, sino
de la alfabetizacion digital minima, para comprender los efectos de consentimientos
electrénicos, el manejo de identidades digitales y el uso de plataformas contractuales,
ya que el estatuto personal no puede concebirse en términos puramente estaticos, sino
como un haz de facultades que se ejercen en un contexto social y tecnolégico deter-
minado (Blanco, 2025: 960).

En este contexto, la tutela de los usuarios vulnerables en entornos digitales exige
que los sistemas de identificacién electrénica integren requisitos de accesibilidad y
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comprensibilidad. La Directiva (UE) 2019/882 sobre requisitos de accesibilidad de los
productos y servicios, junto con las especificaciones de la EUDI Wallet, proporciona un
marco técnico que permite adaptar la presentacion de la informaciéon y los procesos de
firma a las capacidades cognitivas o tecnolégicas de los usuarios. Asi, la verificacién di-
gital no solo actia como mecanismo de identificacion, sino también como instrumento
preventivo frente a vicios del consentimiento derivados de la falta de alfabetizacion o
manipulacion de interfaz.

En este contexto, el objetivo de este trabajo es examinar como el sistema conflictual
espanol y europeo puede y debe evolucionar, para dar respuesta a esa nueva realidad.
Nuestra idea central es que el estatuto personal debe entenderse, a dia de hoy, en clave
evolutiva, incorporando la capacidad digital, como manifestacién actualizada de la ca-
pacidad de obrar. No se trata de inventar una categoria desconectada, sino reconocer
que la capacidad se expresa en un contexto digital, que transforma las condiciones de
ejercicio y verificacion. En esa linea, debe plantearse la posibilidad de una residencia
electrénica (Merchan, 2022: 413) como criterio de conexion emergente, complemen-
tario o auxiliar de la nacionalidad y la residencia habitual, que permita reflejar la inte-
gracion efectiva de las personas en entornos digitales estables.

Este proceso de adaptacién encuentra un respaldo normativo en el marco europeo
de identidad digital con el Reglamento (UE) 910/2014 de 23 de julio de 2014 relativo a
la identificacién electrénica y los servicios de confianza para las transacciones electro-
nicas en el mercado interiory por la que se deroga la Directiva 1999/93/CE (en adelante,
elDAS), y su reforma mediante el Reglamento (UE) 2024/1183, del Parlamento Europeo
y del Consejo, de 11 de abril de 2024, por el que se modifica el Reglamento (UE) n°
910/2014 en lo que respecta al establecimiento del marco europeo de identidad digital
(en adelante, elDAS 2.0). Hablamos de instrumentos, que aunque han sido disenados
como mecanismos de identificaciéon y autenticacion, poseen un evidente alcance con-
flictual y ofrecen certeza probatoria transfronteriza sobre hechos esenciales para de-
terminar la capacidad, tal es asi que los mecanismos de identificacion electrénica cuali-
ficada no alteran directamente las normas de conflicto, pero dotan de mayor densidad
probatoria a su aplicacién (De Miguel, 2020: 78).

Puede observarse que estas normas inciden en aspectos técnicos, pero a la vez re-
fuerzan los puntos de conexidn relevantes para nuestro ambito, pero deben permitir in-
cidir en la referida idea, fundamental, de que lo que esta en juego no esta la sustituciéon
de los criterios tradicionales del Derecho internacional privado, sino su reinterpretaciéon
funcional, en virtud de la era de la digitalizacién.

II. LA CAPACIDAD DIGITAL COMO MANIFESTACION EVOLUTIVA DEL
ESTATUTO PERSONAL

Puede pensarse que la capacidad digital, tal como la vamos a plantear, podria no re-
querir un estatuto propio, sino analizarse funcionalmente dentro del consentimiento;
es decir, falta de alfabetizacién, manipulacién de interfaz, etc. Con ello, seria un pro-
blema de validez del consentimiento, que el sistema ya canaliza a través del art. 13 del
Reglamento Roma |, que combina la lex contractus con la ley personal del incapaz.
En este sentido, el citado articulo ofrece un mecanismo flexible para neutralizar los
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efectos injustos de la incapacidad, en especial, cuando la otra parte conocia o debia
conocer la situacion.

Ademas, también podria indicarse que si de verdad hay una incapacidad para com-
prender o actuar, entonces entraria en juego el art. 9.6 CC, sequndo parrafo, sobre
medidas de apoyo o proteccion regidas por la ley de la residencia habitual. Asi, desde
esta perspectiva, ese precepto ya absorbe la situacion sin necesidad de crear un nuevo
punto de conexion. Este aspecto podria ser cierto, si tenemos en cuenta que el art. 9,6
CC cubre los supuestos de incapacidad estructural o necesidad de apoyo. Ademas, su
referencia a la residencia habitual podria advertirse como ya es un puente factico entre
lo fisico y lo digital.

Ahora bien, la idea de nuestro trabajo va mas alla en el sentido de que, por ejemplo,
un adulto plenamente capaz, pero sin alfabetizacién digital suficiente, que usa una firma
electrénica o realiza transacciones con un simple “clic”. En este contexto, es facil deter-
minar que con seguridad lo hace sin comprensioén real. A este ejemplo, no se le otorga
ningun régimen juridico aplicable, siendo el resultado un consentimiento formalmente
valido, por lo que podria haber un vacio legal, es decir, sabe del consentimiento, pero
no de lo que pasa antes de formarse en la propia plataforma. Un fenédmeno similar se
observa, por ejemplo, en la aceptacion de las denominadas cookies, donde el usuario
presta una conformidad formal sin conocimiento efectivo del tratamiento algoritmico
subyacente. En ambos casos, el ordenamiento reconoce la existencia de consentimiento,
pero ignora la fase previa que garantiza su posibilidad juridica: la capacidad digital.

Aqui es donde abririamos esa tercera categoria, que denominaremos capacidad di-
gital, que no encaja ni en el consentimiento clasico ni en las medidas de apoyo, porque,
sabe para qué sirve el ordenador, pero ;sabe realmente como funciona? En el sentido
software, hardware, algoritmos, etc.

Como puede observarse, aqui es donde surge nuestra propuesta en relacién con la
capacidad digital, que no busca, ni mucho menos, sustituir los regimenes anteriores,
sino introducir un nivel funcional previo, que obliga a evaluar si el sujeto esta en condi-
ciones reales de ejercer sus derechos en el entorno digital. En este sentido, la respuesta
dada por el art. 13 Roma | y el art. 9.6 CC, segun el caso, no de confundirse en nuestro
planteamiento, porque lo que nosotros proponemos no es redefinir la capacidad en abs-
tracto, sino la verificabilidad de la capacidad en entornos tecnolégicos transfronterizos.

De esta forma, no hay duda de que el art. 13 Roma | soluciona la imputacion de co-
nocimiento del incapaz, pero no dice nada sobre cdmo determinar la capacidad digital
misma, ni sobre la ley aplicable a la autenticacién, los metadatos o las pruebas electré-
nicas que acreditan la comprension. Por ello, nuestro planteamiento introduce esa capa
probatoria y técnica que el sistema actual no contemplay, que ademas, debe realizarse
antes que nada.

Ademas, el art. 9.6 CC habla de residencia habitual como concepto espacial. En
cambio, la vida juridica digital puede estar desanclada territorialmente en un contexto
digital, articulada en torno a credenciales electrénicas verificables, como la EUDI Wallet
o carteras de identidad digital, identidad digital cualificada, etc. desarrollada en el
Reglamento 2024/1183 del Parlamento Europeo y del Consejo, de 11 de abril de 2024,
por el que se modifica el Reglamento (UE) n° 910/2014 en lo que respecta al estableci-
miento del marco europeo de identidad digital, por lo que la residencia electrénica, que
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se propondra no contradice el art. 9.6, sino que le da operatividad en contextos donde
la residencia habitual no tiene sentido factico. Tenga en cuenta el lector que cuando se
desarrolla esas credenciales electrénicas verificables es por algo.

En este contexto, habra quienes preserven la coherencia formal del sistema. No obs-
tante, nosotros proponemos una ampliaciéon funcional necesaria, para que el sistema
siga cumpliendo su funcién en la sociedad digital. Asi, frente a la idea conservadora
actual que reconduce capacidad de obrar en un entorno digital al art. 13 Roma l y al art.
9.6 CC, surge esta propuesta en torno al planteamiento de la capacidad digital, que no
pretende sustituir dichos criterios, sino de dotarlos de efectividad en entornos digitales
mediante un nuevo plano de verificabilidad conflictual; es decir, se trata de plantear y
construir la idea de una capacidad digital, que actia como manifestacién contempo-
ranea del estatuto personal, y la residencia electrénica como criterio complementario
de integracion tecnolégica, no territorial.

Debe tenerse en cuenta que el despliegue del Reglamento (UE) 2024/1183, que
establece un marco revisado para la identidad digital europea (elDAS 2.0), situa a la
capacidad de obrar en linea en un nuevo plano de verificacion tecnolégica. El futuro
European Digital Identity Wallet (EUDI Wallet) permitira que los Estados miembros
emitan identidades electrénicas y atestaciones verificables de atributos, edad, repre-
sentacion, cualificacién profesional o condicién de vulnerabilidad, que se reconocen de
forma transfronteriza. Este nuevo entorno técnico redefine el modo en que el Derecho
internacional privado debe abordar la aptitud juridica para actuar en el espacio digital,
trasladando la tradicional comprobaciéon documental al ambito de la certificacién elec-
trénica y de la interoperabilidad tecnoldgica.

En este contexto, en el sistema espanol, el estatuto personal sigue descansando en
la ley de la nacionalidad que en el art. 9.1 del Codigo Civil somete al sujeto su capa-
cidad y estado civil, junto con los “derechos y deberes de familia” y la sucesion. Esta
regla, que ha demostrado una notable resiliencia, articula estabilidad y coherencia en
la proyeccién internacional de la personalidad juridica del individuo, y lo hace incluso
cuando los hechos que exteriorizan la voluntad o la representacion se despliegan hoy
en entornos digitales (Merchan, 2022: 413).

La continuidad del criterio de la nacionalidad es una opcion de politica legislativa
que preserva la unidad del estatuto personal frente a la fragmentacion del trafico trans-
fronterizo y la multiplicacién de espacios de actuacién del individuo, ya sean fisicos y
virtuales. Ahora bien, esa regla no opera sola, ya que el Titulo Preliminar del Cédigo Civil
consagra las ajustes que permiten absorber situaciones complejas: el reenvio (art. 12.2),
la cladusula de orden publico internacional (art. 12.3) y, muy especialmente, la aplicacion
de oficio de las normas de conflicto y la prueba del derecho extranjero (art. 12.6).

Ahora bien, si trasladamos lo anterior a un contexto electrénico: el reenvio pese a su
aplicacién limitada en materia de capacidad, podria reactivarse en contextos de pluri-
nacionalidad digital’, el orden publico internacional se convierte en garantia de tutela

1. Imagine a una persona con doble nacionalidad: espafola y argentina. Segun el art. 9.9 CC, en
caso de doble nacionalidad espanola y extranjera, prevalece la espanola. Por tanto, para su estatuto
personal se aplicaria la ley espafiola. Ahora bien, esa persona desarrolla toda su vida digital en Argen-
tina: Su EUDI Wallet esta anclada en un proveedor argentino, sus credenciales electronicas de resi-
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minima de la persona frente a captaciones del consentimiento por interfaz manipulativa
o ausencia de salvaguardas elementales, por ejemplo, ante la verificacién de edad o de
apoyos en mayores con discapacidad y, por ultimo, la prueba del derecho extranjero, no
s6lo concierne al contenido y vigencia de la ley extranjera designada por la norma de
conflicto, sino también, en su faceta factica, a la realidad técnica de los mecanismos de
identificacion y/o autenticacién utilizados, por ejemplo, y entre otras cosas, a los meta-
datos de firma, sellos de tiempo, logs del prestador de servicios (De Miguel, 2022: 150).

Ante esto, debe, como indica la Prof. Blanco Morales, destacado como una interpre-
tacion dinamica, puede servir en este caso de explicacion, ya que el estatuto personal
no puede concebirse como un atributo estatico, sino como un conjunto de valores que
deben poder ejercerse efectivamente en el contexto en el que se insertan (Blanco, 2025:
960). Esta perspectiva permite comprender la capacidad digital como el estadio actual
de la capacidad de obrar, indispensable para asegurar la efectividad de los derechos en
la sociedad digital. En la misma linea, debe indicarse que la nacionalidad, aunque es un
vinculo estable, no puede convertirse en un obstaculo que impida adaptar el estatuto
personal a nuevas realidades sociales y tecnoldgicas (Espinar y Guzman, 2017: 61).

En este contexto, es cierto que pueden plantearse casos en los que no se pueda re-
currir a la capacidad digital, por ejemplo, como cuando el Reglamento Roma | excluye
expresamente del ambito del instrumento “el estado y la capacidad de las personas
fisicas” (art. 1.2.a), preservando el campo del art. 9.1 CC. Asi, introduce la“incapacidad”
(art. 13) que evita efectos disfuncionales cuando un contrato celebrado por persona
incapaz segun su ley personal pudiera, no obstante, sostenerse si era capaz conforme
a la ley del contrato, salvo que la otra parte conociera o debiera conocer la incapa-
cidad (Guzman, 2023, 215). En la contratacién electrénica transfronteriza, donde el
consentimiento se forma a través de secuencias técnicas, con autenticaciones elec-
tronicas y soportes probatorios digitales, el art. 13 opera como mecanismo de cierre
que combina la lex contractus con un estandar de imputacion cognoscible a la con-
traparte. De esta manera, no se sustituye la ley de la nacionalidad, se modula su inci-
dencia practica en favor de la seqguridad del trafico sin sacrificar la tutela de la persona
(Calvo y Carrascosa, 2018, 205).

A partir de aqui, debe observarse que la jurisprudencia del TJUE confirma que el
Derecho internacional privado es capaz de introducir criterios evolutivos o criterios
funcionales bien cuando las categorias tradicionales resultan insuficientes o cuando la

dencia, edad y firma digital se expiden en Argentina, la mayor parte de sus relaciones contractuales
electrénicas (banca digital, seguros, plataformas de trabajo) se realizan en ese pais. Si un juez espafol
aplica la ley nacional (Espafa), podria encontrarse con un vacio: la ley espanola designa la capacidad
por la nacionalidad, pero los actos juridicos de esta persona se ejercen casi exclusivamente a través
de infraestructuras digitales reguladas por la ley argentina.

En este ejemplo, debe tenerse en cuenta que el reenvio en materia de capacidad ha sido tradicio-
nalmente de aplicacién muy restrictiva, por lo que el ejemplo propuesto debe entenderse ad caute-
lam, como hipotesis ilustrativa y no como regla general de reenvio.

Aqui el reenvio entra en juego: el art. 12.2 CC admite el reenvio de primer grado, la ley espafola (de-
signada como ley de la nacionalidad) podria reenviar a la ley argentina en la medida en que los actos
de capacidad digital de esta persona estén insertos en un ecosistema juridico- tecnolégico argentino.

Esto permite que la persona no quede atrapada en un estatuto personal desconectado de su vida
digital real.
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tutela de la persona asi lo requiere, por ejemplo, en los casos eDate Advertising? donde
el tribunal introdujo el criterio del “centro de intereses” de la victima en materia de di-
famacién online, superando la rigidez de la lex loci damni, o en Peter Pammer contra
Reederei Karl Schliter GmbH & Co. KG y Hotel Alpenhof GesmbH contra Oliver Heller?,
donde el tribunal elaboré la nocion de“actividad dirigida” en la contratacion electrénica,
garantizando la proteccion del consumidor en su residencia habitual. Asimismo, en
Verein fur Konsumenteninformation?, el TJUE declar6 ineficaz una cldusula de eleccion
de ley que privaba al consumidor de la proteccién imperativa de su residencia habitual.

En este marco, la capacidad digital debe entenderse como una categoria evolutiva,
ya que un individuo puede ser mayor de edad y plenamente capaz segun su ley per-
sonal, pero carecer de capacidad digital, y con ello sin competencias digitales minimas,
para comprender los efectos de actos concluidos en linea. Esa brecha genera una“inse-
guridad” (Sartor, 2006) que las empresas tecnoldgicas pueden explotar mediante inter-
faces enganosas o clausulas predispuestas. Es comun que la doctrina sobre consumo
digital haya identificado los sistemas de inteligencia artificial como mecanismos que
aprovechan la falta de alfabetizacién digital para inducir al consentimiento (Sartor,
2020), por lo que si la capacidad digital se reduce a un simple instrumento probatorio,
se corre el riesgo de consolidar esta problematica y de dejar sin proteccidon a sujetos
formalmente capaces pero materialmente vulnerables (Helberger, 2021, 145-163).

Por ello, los riesgos de concebir la capacidad digital en un plano meramente pro-
batorio, como se comentd en su momento “la residencia electronica y la capacidad di-
gital no deben relegarse a un plano instrumental, sino que deben considerarse criterios
con entidad propia para determinar la ley personal en la sociedad digital” (Merchan,
2022,413-441). Mantenerla como dimensién auxiliar equivale a negar su contenido sus-
tantivo, lo que favorece a las grandes plataformas y deja desprotegidos a quienes mas
requieren tutela. Por lo que nuestro sistema de DIPr no puede limitarse a registrar la
validez formal de una firma electrénica, sino que debe preguntarse si el sujeto tenia la
capacidad digital efectiva para comprender el alcance de su acto en linea.

La legislacién europea sobre identidad digital refuerza este diagndstico, puede verse
en el Reglamento elDAS de 2014 y su reforma a través del Reglamento (UE) 2024/1183,
donde se crea una infraestructura de confianza transfronteriza, con firmas electrénicas
cualificadas, sellos de tiempo, carteras de identidad digital (EUDI Wallet) y atestaciones
de atributos. A través de estos instrumentos se puede verificar con certeza hechos
esenciales para la capacidad como la edad, nacionalidad, residencia, representaciéon
0 apoyos en caso de discapacidad. En este sentido, puede observarse como los me-
canismos de identificacion electronica no alteran directamente la ley aplicable, pero
transforman radicalmente la manera en que se aplican las normas de conflicto, al dotar
de una densidad probatoria inédita a los elementos personales del trafico juridico (De
Miguel, 2020, 78).

2. STJUE de 25 de octubre de 2011 asuntos C-509/09 y C-161/10, ECLI:EU:C:2011:685, apartados
48y 49.

3. STJUE de 7 de diciembre de 2010, asuntos C-585/08 y C-144/09, ECLI:EU:C:2010:740, apartados
81y 83.

4. STJUE de 28 de julio de 2016, asunto C-191/15, ECLI:EU:C:2016:612, apartados 71y 72.
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El Tribunal Supremo’ ha insistido en que la capacidad de obrar debe analizarse en
conexion con la proteccion de menores y personas con discapacidad, aplicando con
flexibilidad el art. 9.1 CC; pues, la digitalizacién plantea retos equivalentes si tenemos
en cuenta a personas que tienen plena capacidad de obrar, pero no poseen capacidad
digital suficiente para desenvolverse en un contexto electrénico, lo que nos debe llevar
al reconocimiento expreso de la capacidad digital como exigencia de tutela coherente
con la evolucién del estatuto personal, sin ser reducida a una funcién probatoria, sino a
una dimensién sustantiva del estatuto personal que debe ser reconocida como tal en el
marco del DIPr. De esta manera, el art. 9.1 CC sigue siendo la norma de referencia, pero
su aplicacion debe interpretarse evolutivamente, a la luz del contexto tecnolégico y de
los instrumentos normativos europeos.

III. VERIFICABILIDAD TECNOLOGICA Y PARAMETROS DE EJERCICIO DE
LA CAPACIDAD DIGITAL

La construccion dogmatica de la capacidad digital exige partir de una delimitacion
conceptual clara (Hildebrandt, 2016, 1-30). En este sentido, si la capacidad de obrar,
como hemos dicho anteriormente, se ha definido como la aptitud de la persona para
realizar validamente actos juridicos, bajo su ley personal (art. 9.1 CC), en un contexto
electrénico debe pensarse cuando el ejercicio de los actos juridicos se traslada a ese
entorno, a través de la identidad electrénica y métodos de identificacién, autenticacién
y verificacién electrénica, que no estaban presentes en la concepcion tradicional de la
capacidad (Merchan, 2017).

En ese sentido, en nuestra opinion, la capacidad digital debe entenderse como la
aptitud de la persona para celebrar validamente actos juridicos en entornos digitales,
mediante instrumentos electrénicos de identificacidon y autenticacioén, y bajo condi-
ciones que garanticen tanto la validez formal como la comprension material de las con-
secuencias del acto ya que no se trata de un nuevo estatuto personal desligado de la
ley de nacionalidad, sino de la expresion actualizada de la capacidad de obrar en el
contexto tecnolégico contemporaneo.

Este concepto, desde nuestro punto de vista, presenta una doble dimensién: a) la
funcional, que se proyecta en la practica del trafico electrénico: contratacién en linea,
otorgamiento de poderes digitales, participacion en plataformas colaborativas, acceso
a servicios financieros y sanitarios electronicos; b) la juridico-conflictual, en la medida
en que plantea el problema de determinar qué ley rige la validez de tales actos y como
deben aplicarse los correctores del sistema conflictual a hechos tecnolégicos.

3.1. Lafuncionalidad de la identificacion, autenticacion y comprension
digital

Esta dimensién funcional requiere la actuacion de la persona en entornos electronicos
que requieren identificacion, autenticacidén y, en su caso, representaciéon digital, y en

5. STS, 14 de julio de 2010, RJ 2010/4949, ECLI, ES:TS:2010:4312.
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los que la prueba de tal ejercicio descansa en credenciales y registros electronicos. Esta
nocion exige separar nitidamente:

1) Capacidad juridica y de obrar, que se rige por la ley de la nacionalidad (art. 9.1
CQ).

2) Competenciaoalfabetizacion digital, determinado por el nivel de aptitud técnica
0 cognitiva; no es una categoria de DIPr, pero su déficit puede relevan-tizar la
tutela.

3) Identidad y medios electrénicos: instrumentos regulados a nivel de la Unién
(elDAS 2014 y su marco reforzado por el Reglamento (UE) 2024/1183 sobre
identidad digital europea), que proporcionan mecanismos de identificacion/
autenticacion (incluida la cartera europea de identidad digital) y atestaciones
de atributos; son soportes probatorios del ejercicio, no el estatuto aplicable.

Desde esta perspectiva funcional, la capacidad digital se posiciona en torno a tres
elementos:

1) Laidentificacién digital del sujeto permite atribuirle juridicamente un acto en el
entorno electrénico. El Reglamento elDAS 2014, y en mayor medida su reforma
de 2024, garantizan que los sistemas de identificacién electrénica notificados y
las credenciales reconocidas tengan eficacia transfronteriza. Estos instrumentos
de identidad digital constituyen la base para el ejercicio de la capacidad digital.
Posteriormente, la firma electrénica operara como mecanismo de autenticacién
y prueba del consentimiento, dotada de equivalencia funcional con la firma ma-
nuscrita en todos los Estados miembros.

2) Laautenticaciéon, entendida como el proceso por el que se confirma que el acto
fue realmente realizado por el sujeto, lo cual adquiere relevancia en contextos
de suplantaciéon de identidad digital.

3) La comprensién material de los efectos del acto, que se vincula a la alfabeti-
zacion digital minima del usuario y a la prohibicion de practicas empresariales
que induzcan a error o manipulen la voluntad,

La jurisprudencia europea, referida anteriormente, ofrece ya parametros de verifica-
bilidad de esta capacidad, por ejemplo, en Peter Pammer contra Reederei Karl Schliter
GmbH & Co. KG y Hotel Alpenhof GesmbH contra Oliver Heller (C-585/08 y C-144/09),
el TJUE sostuvo que la mera accesibilidad de un sitio web no basta para determinar la
actividad dirigida, siendo necesario un conjunto de indicios objetivos (idioma, divisa,
referencias a clientes extranjeros)®. Esa logica puede trasladarse a la capacidad digital,
en el sentido de que no basta con que exista una formalidad electrénica (firma o clic),
sino que debe verificarse un haz de elementos que acrediten la comprensién real del
acto por parte del usuario. Ademas, en Verein flir Konsumenteninformation (C-191/15),
el Tribunal declaré que una clausula de eleccion de ley predispuesta que induce al con-
sumidor a creer que solo se aplica la ley de la sede de la empresa es abusiva, lo que
evidencia que la tutela de la parte débil requiere no solo formalidad probatoria, sino
efectividad material’.

6. Apartado 81.
7. Apartado 72.
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La revision del Reglamento elDAS introduce el European Digital Identity Wallet (EUDI
Wallet) como un instrumento de identificacion y autenticacién cualificada que admite la
incorporacion de atestaciones de atributos verificables. Mediante este sistema, los ciu-
dadanos podran acreditar datos relativos a su edad, representacién, capacidad juridica
o cualquier otra circunstancia relevante para la celebracién de actos juridicos electré-
nicos. Tales atestaciones, expedidas por autoridades o entidades certificadas conforme
a la ley nacional del titular, operan como un elemento probatorio transfronterizo que
refuerza la aplicacién de la lex personalis.

Desde la perspectiva del Derecho internacional privado, esta infraestructura tecno-
l6gica convierte la capacidad digital en un hecho verificable ex ante. Permite, ademas,
garantizar que las limitaciones derivadas de la edad o de una medida de apoyo sean
conocidas y respetadas automaticamente por los prestadores que interactdan en linea.
De este modo, la dimension técnica de elDAS 2.0 contribuye indirectamente a la tutela
de la parte débil, sin alterar los criterios clasicos de conexidn ni los principios de segu-
ridad juridica y confianza mutua.

3.2. LA CONFLICTUALIDAD DE LA LEX PERSONALIS Y ESTANDARES
TECNICOS

Como hemos comentado el estatuto personal debe interpretarse en términos dina-
micos, como un conjunto de facultades ejercitables en el contexto social y tecnolégico
vigente (Blanco, 2025, 960-963) y que los instrumentos de identificacion electrénica
cualificada no modifican directamente las normas de conflicto, pero si transforman ra-
dicalmente la manera en que se aplican, al dotar de una densidad probatoria inédita
a los elementos personales del trafico juridico (De Miguel, 2020, 82). Ademas, la capa-
cidad digital y la residencia electrénica no deben relegarse a un plano probatorio, sino
qgue deben reconocerse como criterios con entidad propia en la determinacion de la ley
personal en el entorno digital (Merchan, 2022, 413-441).

En este contexto, deben observase pardmetros de verificabilidad, que podran ser, de
orden técnico, que se llevara a cabo a través de la fiabilidad de la identidad electrénica,
la integridad de los registros de autenticacion, de los sistemas de gestion de la iden-
tidad electrdnica, la firma electrénica, normalmente, cualificada, la existencia de sellos
de tiempo vinculados a la actuacion y la emisién de atestaciones electrénicas de atri-
butos verificables; y los de orden juridico, que se observaran a través del cumplimiento
de estandares normativos como los previstos en el Reglamento eIDAS 2.0, la obser-
vancia de las normas de proteccién de consumidores y la garantia de accesibilidad para
personas con discapacidad digital. La conjuncion de ambos planos permite establecer
si una persona ha ejercido validamente su capacidad digital y, en consecuencia, si el
acto celebrado es juridicamente vinculante (Merchan, 2022, 1386-1411).

Por otro lado, si bien el encaje de la capacidad debe observarse que el art. 9.1 CC
remite a la ley nacional como conexion determinante, esa remision debe interpretarse
en un contexto digital. De esta forma, si nos situamos en el art. 13 del Reglamento
Roma | se ofrece flexibilidad; pues, esta norma, que en su momento buscé equilibrar
la proteccién de la persona con la seguridad del trafico, lo que cobra una relevancia re-
novada en entornos digitales, ya que, por ejemplo, la cognoscibilidad de la incapacidad
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puede depender de senales electrénicas verificables, como la atestacién de edad en
una cartera digital (Calvo y Carrascosa, 2018, 215). En este contexto, la capacidad digital
se convierte aqui en un elemento esencial para aplicar la norma de conflicto de manera
realista (Novelli; Floridi; Sartor, 2024).

Si nos situamos en el orden publico internacional espanol, entendido en clave digital,
impediria aplicar una ley personal que admitiera la validez de actos electrénicos cele-
brados por menores sin garantias de verificacién. El reenvio, tradicionalmente residual
en capacidad, podria activarse en contextos de plurinacionalidad digital, como ya hemos
dicho mas arriba, cuando la vida electrénica del individuo esta radicada en un Estado
distinto al de su nacionalidad formal, y respecto a la prueba del derecho extranjero se
exige integrar los instrumentos digitales, como parte de la acreditacion de la capacidad.

Si hacemos un breve estudio de la doctrina comparada, se puede observar la nece-
sidad de este reconocimiento, por ejemplo, en el Informe Explicativo al Convenio de
La Haya de 1996, donde se insistio en que la residencia habitual debia entenderse de
manera factica y evolutiva, como un concepto abierto que reflejara la integracion real
del menor en un medio social (Lagarde, 1996, 40-41). De esta forma, se ha argumentado
que la localizacién en Internet no puede reducirse a coordenadas territoriales, sino que
exige criterios funcionales como el mercado objetivo o la identidad digital del usuario
(Svantesson, 2021, 87-90).

IV. LA EUDI WALLET Y LAS ATESTACIONES ELECTRONICAS COMO
SOPORTE DE LA CAPACIDAD DIGITAL

Como sabemos, el art.9.1 CCsigue remitiendoalaley nacional, pero suaplicacion practica
se ve condicionada por el hecho de que la capacidad se ejerce crecientemente mediante
instrumentos electrénicos. El otorgamiento de consentimientos en linea, la celebracién
de contratos electrénicos, la aceptacion de clausulas predispuestas en plataformas di-
gitales o la creacion de identidades electronicas constituyen supuestos donde la capa-
cidad de obrar se proyecta en entornos que el legislador de 1889 no podia imaginar.

No obstante, debe tenerse en cuenta que los puntos de conexidén no son inmutables,
sino que evolucionan en funcién de las transformaciones sociales, tal y como ha des-
tacado, entre otros, el Prof. Rodriguez Benot, que el debate entre nacionalidad y resi-
dencia habitual muestra que los criterios de conexién en materia de estatuto personal
no son inmutables, sino que responden a factores histéricos y sociales que condicionan
su eleccion y aplicaciéon (Rodriguez, 2010, 186-202).

En este contexto, igual que en el pasado se transité del domicilio a la residencia ha-
bitual (Rodriguez, 2024, 150y 195), hoy resulta necesario reconocer que la nacionalidad
dialogue con elementos digitales, que condicionan el ejercicio efectivo de la capacidad,
concretamente, la digital para que se convierta, asi, en un elemento indispensable, para
dar sentido a la aplicacion de la ley nacional en contextos electrénicos.

En materia de capacidad de menores, como hemos dicho, el Tribunal Supremo?® ha
insistido en que la proteccidn de su interés superior debe prevalecer en la aplicacién del

8. STS, 14 de julio de 2010, RJ 2010/4949, ECLI, ES:TS:2010:4312.
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art. 9.1 CC. Esa misma l6gica debe trasladarse al entorno digital: no basta con declarar
gue un sujeto es mayor de edad conforme a su ley nacional, sino que es preciso garan-
tizar que posee la capacidad digital suficiente para comprender el alcance de sus actos
electrénicos. Por ello, el art. 9.1 CC no puede aplicarse de forma mecanica, sino en clave
teleolégica, asegurando la efectividad material de la tutela de la persona.

En el plano europeo, ya hemos comentado que el Reglamento Roma | excluye ex-
presamente la capacidad de su ambito (art. 1.2.a), pero introduce una prevision decisiva
en el art. 13, que buscaba evitar resultados injustos en la contratacion internacional.
Esta cuestién cobra hoy un nuevo sentido en entornos digitales, ya que permite ad-
vertir un paralelismo metodoldgico en relacién a la capacidad digital, que permitiria in-
tegrarla en la l6gica conflictual no como un criterio auténomo, sino como un elemento
factico que permite aplicar con mayor realismo la nacional o la lex contractus (Calvo y
Carrascosa, 2024, 499). Si se dispone de informacion suficiente para conocer la falta de
capacidad digital del usuario, por ejemplo, mediante sistemas de verificacion de edad o
alertas sobre accesibilidad, no podra ampararse en la validez formal del consentimiento
electrénico (Hildebrandt, 2018, 193-204).

Por su parte, el Reglamento Roma |, aunque se centra en obligaciones extracon-
tractuales, plantea también cuestiones de capacidad indirectas. La exclusion de los de-
rechos de la personalidad (art. 1.2.g) ha generado problemas en materia de difamacion
online, donde el TJUE ha respondido mediante el criterio del centro de intereses en el
asunto eDate Advertising®. Esa evolucion jurisprudencial muestra que el Derecho de la
Unidn es sensible a la necesidad de adaptar los puntos de conexion a la realidad digital.
En el ambito de la capacidad, aunque aun no exista un equivalente normativo, la l6gica
es la misma con relacién a los criterios clasicos deben reinterpretarse a la luz del con-
texto tecnoldgico (Fernandez y Sanchez, 2024, 217).

La legislacién europea sobre identidad digital contribuye de forma decisiva a esta
reinterpretacion con el Reglamento elDAS 2.0 que con sus mecanismos de elD per-
miten acreditar con eficacia hechos esenciales para la capacidad. De ahi que el encaje
conflictual de la capacidad digital deba entenderse en términos de continuidad y evo-
lucién. Continuidad, porque la ley nacional determinada por el art. 9.1 CC sigue siendo
el punto de partida indiscutido y evolucion, porque esa ley debe aplicarse de manera
que incorpore los parametros de verificabilidad digital y las exigencias de tutela de la
persona en entornos electronicos. Por ello, la capacidad digital no puede reducirse a un
mero auxilio probatorio, sino que debe ser reconocida como manifestaciéon contempo-
ranea del estatuto personal, con implicaciones en la determinacion de la ley aplicable
(Merchdn, 2022, 413-441).

Por tanto, la ley aplicable a la capacidad en el sistema espanol y europeo refleja una
tension entre estabilidad y cambio, ya que se manifiesta en la continuidad del art. 9.1 CC
y en laresistencia de la ley nacional y, ademas, se aprecia en la necesidad de proyectar la
capacidad en entornos digitales, mediante parametros de verificabilidad que aseguren
la efectividad del consentimiento y la tutela de la persona.

El estatuto personal no se fragmenta, pero evoluciona en funciéon del contexto
(Rodriguez, 2024, 195) y, hoy, ese contexto es la sociedad digital. Reconocer la capacidad

9. Apartado 49.
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digital como evolucién contextual de la capacidad clasica permite reforzar la coherencia
del sistema conflictual y garantizar la proteccién de la persona en un entorno transfron-
terizo crecientemente mediado por la tecnologia.

V. LA RESIDENCIA ELECTRONICA COMO CRITERIO EMERGENTE DE
CONEXION Y TUTELA DE PERSONAS VULNERABLES

El reconocimiento de la capacidad digital como manifestacion evolutiva del estatuto
personal plantea inevitablemente la cuestiéon de cobmo articular un criterio de conexién
gue permita identificar de manera adecuada la ley aplicable. La nacionalidad, consa-
grada en el art. 9.1 CC, como regla general, asegura la unidad y estabilidad del estatuto
personal, pero en muchos supuestos no refleja el centro real de integracién digital de la
persona (Garcimartin, 2022, 168).

La residencia habitual, ampliamente utilizada en instrumentos de la Unién Europea,
se aproxima mas a esa idea de integracion, pero sigue vinculada a parametros esencial-
mente fisicos y territoriales (De Verda, 2022). Aqui aparece la nocién de residencia elec-
trénica ofrece una utilidad especifica, ya que permite determinar la ley aplicable a la ca-
pacidad digital, sobre la base de la integracién tecnoldgica y social del individuo en un
ecosistema digital concreto, verificable mediante instrumentos normativos y técnicos.

El punto de partida es que la residencia electrénica no sustituye a la nacionalidad,
ni a la residencia habitual, sino que debe funcionar como criterio complementario des-
tinado a capturar realidades que los demas criterios no alcanzan (De Miguel, 2022, 151).
De la misma manera que la residencia habitual se impuso en convenios y reglamentos
internacionales, como evolucion del domicilio, la residencia electrénica puede perfi-
larse como un criterio apto, para reflejar la realidad de individuos, que desarrollan su
vida juridica fundamentalmente en entornos digitales. No se trata de una categoria pu-
ramente metafdrica, sino de un criterio con utilidad practica, especialmente en materia
de capacidad.

La utilidad de la residencia electrénica se manifiesta en tres planos que describi-
remos a continuacién: determinacion del estatuto personal en supuestos de movilidad
geografica y laboral, tutela de sujetos vulnerables en entornos digitales y coherencia
probatoria derivada de los instrumentos de identidad digital.

En un mundo marcado por la movilidad geografica y laboral, no son pocos los in-
dividuos cuya vida fisica transcurre de manera fragmentaria en distintos Estados, sin
llegar a consolidar una residencia habitual en ninguno de ellos. Pensemos en traba-
jadores virtuales, denominados nédmadas digitales (Goerlich, 2023), que trabajan para
empresas con sucursales en varios paises o en profesionales, que desarrollan su acti-
vidad de manera casi exclusiva en plataformas digitales, prestando servicios a clientes
de multiples jurisdicciones (Koskela, 2024). En tales casos, la residencia habitual resulta
dificil de fijar conforme a los parametros tradicionales de integracion social, aunque
estos sujetos suelen contar con una identidad digital estable, gestionada a través de un
proveedor cualificado en un Estado concreto, donde concentran sus relaciones electro-
nicas y donde se expiden sus credenciales verificables. En estos supuestos, nos encon-
tramos con un supuesto claro de residencia electrénica, que puede constituir un punto
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de conexidn mas realista que el domicilio o la residencia habitual, porque refleja el ver-
dadero centro de vida digital de la persona.

Por otro lado, la residencia electrénica tiene una utilidad destacada para la pro-
teccidén de personas vulnerables; pues, la capacidad digital no puede reducirse a un
plano meramente probatorio, porque hacerlo invisibiliza la brecha tecnoldgica que pa-
decen muchos individuos. La residencia electrénica permite que la ley aplicable a la
capacidad se determine atendiendo al lugar donde se encuentra la infraestructura tec-
noldgica, que soporta la identidad digital del sujeto. De esta forma, si un menor o una
persona con discapacidad digital utiliza una cartera de identidad digital emitida en un
Estado miembro, sera razonable aplicar la ley de ese Estado a efectos de su capacidad
digital, en la medida en que es alli donde se concentran los mecanismos de verificacién
y tutela. Con ello, la residencia electrénica se convierte en una herramienta para reforzar
la proteccién de la parte débil, alineandose con la l6gica del art. 6 Roma | en materia de
consumidores y con el orden publico internacional espanol (art. 12.3 CC).

Ademas, la residencia electrénica aporta coherencia probatoria, si nos situamos en
la infraestructura creada por el Reglamento elDAS 2.0 que, como se ha dicho, permite
verificar de forma objetiva elementos clave, como los que hemos determinado. Esa veri-
ficabilidad transfronteriza hace que la residencia electrénica no sea una ficciéon, sino un
criterio apoyado en datos constatables, ofreciendo una base objetiva para determinar
la ley aplicable a la capacidad digital.

En este sentido, la doctrina espanola también ha apuntado hacia esta direccion,
la Prof. Blanco-Morales ha destacado que el estatuto personal debe interpretarse de
manera dindmica, como un haz de facultades ejercitables en contextos distintos, in-
cluidos los tecnoldgicos (Blanco, 2025, 960-963), y el Prof. Rodriguez Benot ha subrayado
que los puntos de conexidn responden a condicionantes historicos y sociales, y que
no cabe descartar su reformulacién en funcion de nuevas realidades (Rodriguez, 2010,
186-202). A ello cabe anadir que la residencia electrénica puede y debe constituir un
criterio de conexiéon adecuado, para determinar la ley personal en entornos digitales,
en la medida en que refleja la verdadera integracion del individuo en un ecosistema
juridico-tecnoldgico (Merchan, 2022, 13-441).

Por supuesto, la propuesta no estd exenta de riesgos y manipulacion estratégica
que podria dar lugar a fendmenos de forum shopping digital, en el que un individuo
podria elegir un proveedor de identidad en un Estado con legislacién mas favorable
para eludir las exigencias de su ley nacional. Ahora bien, este riesgo puede mitigarse
mediante estandares técnicos robustos y criterios de vinculacién objetiva, como la per-
sistencia en el uso de la identidad digital, la concentracion de relaciones juridicas bajo
un mismo proveedor y la existencia de vinculos sociales con el Estado de expedicion.
En este sentido, la residencia electronica debe configurarse de forma semejante a la re-
sidencia habitual: como un concepto factico, susceptible de valoracidén caso por caso, y
no como una simple declaracién formal.

Con todo lo anterior, puede observarse que la residencia electrénica ofrece una uti-
lidad concreta y diferenciada, para determinar la capacidad digital, ya que aporta un
criterio que refleja la integracion tecnoldgica real del sujeto, refuerza la proteccién de la
parte débil y se apoya en parametros verificables, gracias a los instrumentos normativos
de la Unién Europea.

150



o7

7

ronico: una revision...

IUS ET SCIENTTIA « 2025

Verificacion tecnoldgica y tutela de la persona en el entorno elect

Vol. 11 « N° 2 ¢ pp. 137-153

Antonio Merchan Murillo

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i102.06

La incorporacién de la residencia electrénica al sistema conflictual no supone una
ruptura con la tradicion, sino continuidad en la evolucién historica del estatuto per-
sonal del domicilio a la residencia habitual y, de ésta, a la residencia electronica en la
sociedad digital. Su reconocimiento permitiria dotar de coherencia al estatuto personal
en entornos digitales, reforzar la tutela de la persona y garantizar la seguridad juridica
en un trafico transfronterizo, cada vez mas mediado por la tecnologia.

VI. CONCLUSIONES

La evolucién del estatuto personal demuestra que los criterios de conexién en Derecho
internacional privado no son categorias inmutables, sino instrumentos moldeables en
funcién de la realidad social y tecnolégica de cada época. En este marco, la capacidad
digital debe concebirse como la manifestacién actualizada de la capacidad de obrar,
indispensable para garantizar la efectividad de los derechos en un entorno creciente-
mente mediado por tecnologias de identificacién, autenticacion y verificacion. Debe
incidirse en la idea de que no se trata de un estatuto auténomo, pero tampoco de un
simple auxiliar probatorio, sino de una dimensidn sustantiva del estatuto personal.

Elart. 9.1 CC, que remite a la ley nacional, conserva su vigencia como eje vertebrador,
pero su aplicacion exige una lectura dinamica, capaz de incorporar los parametros de
verificabilidad digital y de responder a situaciones de vulnerabilidad derivadas de la
brecha tecnoldgica. La jurisprudencia europea ha mostrado que el Derecho interna-
cional privado evoluciona, para garantizar tutela material y no meramente formal, y
este impulso debe guiar la integracion de la capacidad digital en nuestro sistema.

La propuesta de una residencia electrénica, como criterio emergente de conexion,
aporta utilidad practica alli donde la nacionalidad o la residencia habitual resultan in-
suficientes, por ejemplo, en casos de alta movilidad, sujetos cuya vida juridica se desa-
rrolla fundamentalmente en linea o personas vulnerables cuya identidad digital se ges-
tiona bajo infraestructuras normativamente robustas. Ahora bien, aun reconociendo el
riesgo de forum shopping digital, la residencia electrénica puede configurarse como un
criterio verificable y estable si se apoya en estandares técnicos europeos como la EUDI
Wallet y las atestaciones electronicas de atributos.

Tanto el legislador espafiol como el europeo deberian asumir que la capacidad di-
gital y la residencia electrénica son ya realidades juridicas en construccion. Esta cuestion
no significa renunciar a la tradicién de la ley nacional, sino reconocer que su aplicacion
practica debe ajustarse a la vida juridica, que se ejerce mayoritariamente en entornos
digitales. Asi, la capacidad digital y la residencia electronica no son categorias retéricas,
sino expresiones de una evolucion inevitable del estatuto personal.

Finalmente, debe destacarse que la capacidad digital actia como condicion previa
de validez de cualquier manifestacion de voluntad, en entornos electrénicos. Por ello,
debe observarse que no se trata de calificar el consentimiento otorgado, sino de deter-
minar si el sujeto se hallaba en condiciones de comprender y valorar juridicamente el
acto, en el entorno tecnoldgico en que éste se produce. Desde esta perspectiva, la ope-
ratividad practica de la capacidad digital puede sintetizarse de tal manera que cuando
el sujeto carece de la alfabetizacion o competencia tecnolégica minima, para desen-
volverse en un entorno digital determinado, no puede hablarse de consentimiento
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valido, ya que la falta la capacidad digital necesaria para formarlo no puede ser un vicio
de voluntad, sino una carencia estructural de aptitud. Con ello, debe apreciarse que
la referencia a la alfabetizacién o la competencia se hace al componente o requisito
factico o técnico, que describen el nivel de habilidad o conocimiento tecnolégico de
una persona. Por otro lado, la capacidad digital la categoria juridica, referida a la aptitud
legalmente reconocida, para ejercer derechos y obligaciones en entornos digitales, es
decir, es su traduccion juridica dentro del estatuto personal.

Con todo lo analizado en este trabajo, conviene indicar que lo que esta en juego
no esta la sustitucidon de los criterios tradicionales del Derecho internacional privado,
sino su reinterpretacion funcional en virtud de la era de la digitalizacién. La residencia
electronica, entendida como el lugar de anclaje juridico-digital desde el que un sujeto
actua de forma estable y con efectos juridicos, podria convertirse en un criterio adi-
cional, capaz de aportar coherencia a litigios transfronterizos nacidos en entornos di-
gitales. Asi pues, no se trata de inventar un nuevo Derecho internacional privado, sino
de profundizar en el trafico juridico-informatico para garantizar que los principios de
previsibilidad, justicia y cooperacion sigan operativos en un contexto digital.

Ademas, el desarrollo de la EUDI Wallet refuerza la dimension probatoria del estatuto
personal, al posibilitar una verificacion técnica de los atributos relevantes para la capa-
cidad de obrar digital (edad, representacion, medidas de apoyo, etc.). Esta arquitectura
técnica contribuye a la tutela efectiva de las personas vulnerables en entornos electré-
nicos transfronterizos, al permitir una identificacién segura y comprensible sin alterar
los puntos de conexién tradicionales del Derecho internacional privado.
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RESUMEN PALABRAS CLAVE
Este articulo examina el deber constitucional de investigar violacio- Analisis
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déficits de integracién de informacién y coordinacién han limitado re-
sultados. Se propone, ademas, una ruta minima de gobernanza de da-
tos, trazabilidad y explicabilidad para hacer juridicamente utilizables
los productos algoritmicos y mitigar sesgos. Concluimos que la IA no
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la capacidad estatal para investigar, sancionar y reparar conforme al
derecho nacional e interamericano.
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I. INTRODUCCION

Es preciso dedicar este analisis al deber de “investigar”como la base de acceso para una
efectiva prevencién y reparacién, pues desde la debida diligencia se deben identificar
los patrones persistentes y sistematicos, asi como la complejidad de interacciones entre
actores y factores que, desde el andlisis de contexto, se logran comprender (Gonzalez
Medina y familiares Vs. Guatemala. 2012)

Es imperante instrumentar metodologias y técnicas para investigar y actuar ante la
realidad de interdependencia e indivisibilidad de los derechos humanos. Estos dos prin-
cipios necesariamente conducen a la génesis que dio origen a una violacién.

Por citar un ejemplo, habria que observar la evidente y multicitada relacion que existe
entre el derecho a un medio ambiente sanoy las condiciones saludables de la sociedad;
es decir, la simbiosis ambiente y salud, derivado de la cada vez mas notable alteraciéon
de los sistemas ambientales y ecolégicos que nos brindan alimento, albergue, provision,
regulacion, entre otros servicios ambientales que nos sustentan (Iglesias Rossini, 2016).
Por su parte poder judicial y los 6rganos autbnomos no jurisdiccionales protectores de
derechos humanos reciben gran cantidad de casos a resolver donde se argumentay se
duelen las personas de afectacién a la salud derivado de la contaminacién ambiental,
sin tener en todos los casos las periciales necesarias, o bien los grupos interdisciplinarios
que permitan identificar si entre los casos existe un factor comun que los detone o un
patrén que los agrupe (Cafferatta, 2011) y, de esa manera, atacarlo con una resolucion
gue transforme el origen garantizando asi la no repeticion.

En la mayor parte de los casos donde se observa la interdependencia y la indivisibi-
lidad de los derechos humanos, resulta compleja la agrupacion, caracterizacion, diag-
nostico y prediccién del comportamiento de los casos relacionados desde un patron u
origen comun (Cafferatta, 2011).

Este articulo se organiza en tres apartados. Primero, se expone por qué la verdad
estructural exige mirar el patrén y no solo el caso. Segundo, se presentan los estandares
interamericanos que orientan la investigacion con debida diligencia y perspectiva con-
textual. Tercero, se formulan decisiones publicas para la reparacion integral y la no re-
peticion, subrayando las salvaguardas éticas imprescindibles para que las herramientas
algoritmicas sean compatibles con el Estado de Derecho y los derechos humanos.

La investigacion cualitativa y cuantitativa de patrones, puede generar informacién
sistematica. El analisis de contexto busca identificar justamente, en las caracteristicas
de un caso especifico, el reflejo de estas condiciones consistentes y persistentes en el
tiempo y el espacio.

Las tecnologias basadas en inteligencia artificial (IA) fueron disenadas por humanos
y su aplicacion directa es en las sociedades humanas (Rouhiainen, 2018, pag. 17). Se
trata de uno de los avances tecnoldgicos mas disruptivos en la actualidad que esta
transformando e incorporando desafios éticos y legales significativos en materia de de-
rechos humanos.

A pesar de que existen areas de analisis de contexto en algunas instituciones, en
el ambito de procuracion de justicia y defensa de derechos humanos desde el ambito
jurisdiccional y no jurisdiccional, y pese a la obligatoriedad de investigar, prevenir y
reparar las violaciones a los derechos humanos, solo se inicia a utilizar esta potente
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herramienta en México. Alguna de las dificultades de su implementacién, tiene que
ver con la falta de experiencia en el tema, la ausencia de instrumentos legales e insufi-
ciencia financiera.

La Inteligencia Artificial, es hoy en dia el complemento tecnolégico necesario para
que el Estado pueda cumplir con mayor efectividad en las obligaciones que se des-
prenden del articulo primero constitucional. Ambos instrumentos tienen un input si-
milar: fuentes, datos de entrada, analisis y datos de salida basados en algoritmos de
agrupamiento o patrones en sus diferentes tipos.

II. EL PROBLEMA ESTRUCTURAL DE LOS DERECHOS HUMANOS Y LA TA

Caracterizar, diagnosticar e incluso anticipar el comportamiento contextual de un fe-
nomeno que afecta derechos humanos exige una sinergia transdisciplinaria poco ha-
bitual en las instituciones. Alli donde las violaciones son interdependientes e indivi-
sibles, como ocurre con la relacion entre medio ambiente sano y salud, entre pobreza 'y
violencia, o entre discriminacion histdrica y agresiones actuales, el Estado enfrenta una
dificultad estructural: carece de mecanismos estables para conectar saberes técnicos y
cientificos y traducirlos en decisiones juridicas coherentes y sostenidas (Chavez, 2022).

Desde la atencidén convencional, los casos se tramitan de forma aislada, como si cada
expediente fuera un universo cerrado. Asi, desapariciones de personas, conflictos so-
cioambientales o violaciones a los derechos de los pueblos indigenas se abordan como
eventos individuales, desligados de los patrones estadisticos, geograficos, discursivos
y politicos que los originan y reproducen. Esta l6gica fragmentaria no solo impide ver
la génesis comun de multiples violaciones, sino que fomenta su repeticion constante,
porque las sentencias y recomendaciones raramente alcanzan a transformar las condi-
ciones estructurales que dieron lugar al dano (Chavez y Gil, 2021).

El andlisis de contexto surgié precisamente para romper esa miopia, permitiendo
comprender las condiciones de modo, tiempo y lugar que hacen posible la violacion,
mas alla del caso concreto. Sin embargo, su desarrollo ha sido limitado por la falta de
equipos interdisciplinarios, la dispersion de bases de datos, la ausencia de criterios
claros para agrupar casos y la carencia de capacidades técnicas para procesar grandes
volumenes de informacién. El resultado es un uso irreqular y muchas veces tardio del
contexto: se invoca en informes o sentencias emblematicas, pero no se incorpora de
manera sistematica al ciclo completo de prevencidn, investigacion y reparacion.

En este escenario aparece la inteligencia artificial (IA) como una promesay un riesgo.
Por un lado, ofrece la posibilidad de ordenar, agrupar y visualizar grandes conjuntos de
datos, identificar series, zonas y escenarios de alto riesgo, asi como vincular casos que
comparten factores comunes pero se encuentran dispersos en archivos distintos. Por
otro lado, si se inserta sobre estructuras precarias, bases incompletas, sesgadas o des-
actualizadas; ausencia de gobernanza de datos; opacidad en el diseno de modelos, la
IA corre el riesgo de amplificar las distorsiones existentes: invisibilizar a ciertos grupos,
normalizar patrones discriminatorios o legitimar decisiones publicas poco fundadas
bajo el prestigio de lo “algoritmico”.

El problema estructural, entonces, no se reduce a lafalta de tecnologia, sino alaforma
en que el Estado organiza su relaciéon con la informacién y el conocimiento. Mientras la
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gestion publica siga centrada en el expediente individual, con baja coordinacion inte-
rinstitucional y escaso uso sistematico del contexto, la A serd un accesorio masy no una
herramienta para la progresividad de los derechos. Superar esta tension exige concebir
el analisis de contexto potencializado con IA como un dispositivo publico de verdad
estructural: capaz de vincular violaciones entre si, declarar responsabilidades y disefar
medidas de reparacién y no repeticion que respondan, no solo al caso, sino al patron
que lo hizo posible.

III. ESTANDARES INTERAMERICANOS DE LOS DERECHOS HUMANOS
ORIENTADOS A LA INVESTIGACION EMPLEANDO LA A

El Sistema Interamericano de Derechos Humanos ha consolidado, a lo largo de las ul-
timas décadas, un conjunto de estandares sobre analisis de contexto que hoy resultan
claves para pensar el uso de la inteligencia artificial (IA) en las investigaciones de viola-
ciones a derechos humanos. Antes de hablar de tecnologia, la Corte Interamericana ha
establecido qué debe entenderse por una investigacion seria, integral y orientada a la
verdad estructural de los hechos, y en qué supuestos el contexto deja de ser accesorio
para convertirse en pieza central de la debida diligencia.

Hinestroza y Serrano (2017) muestran que la Corte ha recurrido al analisis de con-
texto, de forma reiterada, en tres tipos de situaciones:

1. Cuando existe una serie de hechos en un periodo determinado que excede ca-
sos aislados, como en Veldsquez Rodriguez vs. Honduras o Castillo Petruzzi vs. Perd;

2. Cuando el caso se inserta en una situaciéon colectiva, masiva o sistematica, por
ejemplo, en “Nifios de la calle” vs. Guatemala; y

3. Cuando los hechos forman parte de una practica prevaleciente frente a un grupo
con un vinculo comun, como en Cantoral Benavides vs. Pert o Tribunal Constitu-
cional vs. Perd.

En decisiones emblematicas como Gonzdlez y otras (“Campo Algodonero”) vs. México
o Masacre de la Rochela vs. Colombia, la Corte ha utilizado el contexto para caracterizar
patrones estructurales de violencia, atribuir responsabilidad estatal y disefiar garantias
de no repeticion. El caso deja de ser un evento aislado y se convierte en la manifestaciéon
concreta de una situacion mas amplia de discriminacién, violencia de género, represion
politica o impunidad.

Al mismo tiempo, la Corte ha precisado los limites y condiciones del uso del con-
texto. Ha rechazado valoraciones extemporaneas, como en Trabajadores de la Hacienda
Brasil Verde vs. Brasil, donde cierta prueba contextual fue desestimada por presentarse
fuera de tiempo, y ha advertido que no siempre es indispensable un analisis contextual
profundo cuando los hechos por si mismos permiten comprender la violacién, como
en Pacheco Ledn vs. Honduras. En otros asuntos, el contexto ha servido incluso para res-
paldar la posicidn estatal, por ejemplo, en Gdmez Virula y otros vs. Guatemala o Pueblo
indigena Xucuru vs. Brasil, donde la Corte concluyé que la violencia acreditada no al-
canzaba el umbral para configurar determinadas violaciones alegadas.
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Mas alla de estas variaciones, la jurisprudencia muestra una constante: cuando el
entorno es relevante para explicar la violacién, la Corte exige que haya sido trabajado
desde las instancias previas y lo incorpora como un espejo doble: el caso refleja el con-
texto y el contexto se materializa en el caso. Esto tiene efectos directos sobre la forma
en que deben conducirse las investigaciones penales y administrativas. Para valorar, por
ejemplo, la razonabilidad del plazo de investigacion del articulo 8.1 de la Convencién
Americana (Organizacion de los Estados Americanos, 1978), la Corte analiza la comple-
jidad del asunto, la actividad procesal de la victima, la conducta de las autoridades y
la afectacion a la situacion juridica; en casos complejos, como Vereda La Esperanza vs.
Colombia, el contexto de violencia generalizada se tomé en cuenta para ponderar las
dificultades reales de investigacion, pero sin eximir al Estado de sus deberes.

El analisis de contexto también ha sido clave en materias como:

— Uso de la fuerza y protestas sociales;

— Libertad de expresidonyviolenciacontra periodistas (Carvajaly otrosvs. Colombia);

— Derecho a la verdad y acceso a la informacion (Gémez Lund y otros vs. Brasil);

— Violencia de género, como en Veldsquez Paiz vs. Guatemala y Mujeres de Atenco
vs. México, donde el contexto permitio acreditar la existencia de patrones de
violencia sexual y sexista, y justificar medidas estructurales de capacitacion, re-
forma normativa y politica publica.

En materia de reparaciones, la Corte ha vinculado directamente el contexto con las
garantias de no repeticién. Cuando identifica causas estructurales, por ejemplo, vio-
lencia masiva en conflictos armados, practicas sistematicas contra mujeres, sindicalistas,
defensores o comunidades indigenas, ordena acciones que van desde reformas legales
y curriculares hasta actos publicos de reconocimiento, memoriales o producciones do-
cumentales que reconstruyen la memoria de los hechos.

Los estudios sistematicos de Rincén Covelliet al. (2021) muestran que la Corte ha uti-
lizado el analisis de contexto en decenas de sentencias, concentradas especialmente en
temas de conflicto armado, falta de independencia judicial, abusos de fuerzas armadas
y grupos paramilitares, pero también en agendas como violencia contra las mujeres,
personas defensoras de derechos humanos, periodistas, poblacién indigena y sindica-
listas. A pesar de ello, el uso del contexto sigue siendo desigual entre paises y relativa-
mente escaso en México, lo que evidencia una brecha de capacidades institucionales.

Es precisamente en este punto donde la IA se vuelve relevante: los estandares inte-
ramericanos ya exigen que las investigaciones:

— Se apoyen en una comprensién estructural de los hechos;

— Identifiquen patrones, practicas y grupos afectados;

— Justifiquen medidas de reparacién y garantias de no repeticiéon con base en evi-
dencia contextual; y

— Acrediten razonablemente la complejidad del asunto y los obstaculos reales
para investigar.
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La IA no crea un nuevo estandar; lo que hace es ofrecer herramientas técnicas para
cumplir con los ya existentes. Sistemas de agrupamiento de casos, analisis espacial, ex-
ploracion de grandes bases de datos y deteccion de regularidades pueden ayudar a los
Estados a producir, de manera sistematica, los insumos contextuales que la Corte espera
ver en las investigaciones. Para que ello sea compatible con el Sistema Interamericano,
sin embargo, la IA debe operar bajo ciertos principios: legalidad, transparencia, traza-
bilidad, explicabilidad, control judicial y participacion de las victimas. Solo asi los pro-
ductos algoritmicos podran ser utilizados como parte de un analisis de contexto ro-
busto, respetuoso de los derechos y util para la verdad, la justicia y la no repeticion.

En sintesis, los estandares interamericanos orientan la investigacion hacia la verdad
estructural, y el andlisis de contexto es el puente entre los hechos y esa verdad. La IA,
correctamente regulada y gobernada, puede reforzar ese puente: no reemplaza la juris-
prudencia ni el criterio juridico, pero si ofrece la posibilidad de hacer operables las exi-
gencias del Sistema Interamericano en contextos donde la informacién es abundante,
dispersay, sin apoyo tecnoldgico, practicamente inmanejable.

IV. VIABILIDAD DE LOS MOTORES TECNOLOGICOS EN
LAS INVESTIGACIONES RELACIONADAS CON
LOS DERECHOS HUMANOS

Para valorar la viabilidad de emplear motores tecnoldgicos, en particular, herramientas
de inteligencia artificial, en investigaciones sobre violaciones a derechos humanos, es
necesario partir de lo que ya existe en materia de analisis de contexto. No se parte de
cero: en México, metodologias como la propuesta por la Comisién Nacional de Busqueda
(2022) muestran que es posible ordenar la informacion en fases sucesivas y relativa-
mente estandarizables. El modelo “Situar, Vincular y Enmarcar”y su “ABC” ofrecen una
base operativa sobre la cual pueden montarse arquitecturas algoritmicas sin perder de
vista la responsabilidad juridica de las autoridades.
La CNB propone tres grandes etapas para el analisis de contexto:

—
.

Definir limites y alcances de la investigacion contextual;
Recopilar y analizar datos; y
Elaborar y presentar el informe final.

w N

Si imaginamos un motor tecnoldgico disenado a partir de estas etapas, su insumo
inicial serian los datos ya trabajados en investigaciones previas: expedientes, bases ad-
ministrativas, informes de organismos publicos de derechos humanos y, de manera
destacada, las sentencias de la Corte Interamericana en las que se ha utilizado expresa-
mente el analisis de contexto. Ese conjunto de casos permitiria “calibrar”los algoritmos,
ajustando sus salidas a patrones reconocidos por instancias nacionales e internacio-
nales encargadas de procurar justicia.

En una primera fase, el sistema podria incorporar de forma estructurada la infor-
macién basica que hoy se recoge de manera dispersa: quién solicita el analisis y con
qué fin; cual es el caso que lo motiva (qué, cdmo, cuando, donde, quiénes); de qué tipo
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de violacidn se trata; en qué marco temporal y espacial ocurre; qué factores politicos,
sociales, econémicos, culturales o criminales son relevantes; si existen patrones ya re-
conocidos en la region o respecto del perpetrador; qué caracteristicas de la victima po-
drian vincularla con otros casos; y qué derechos se consideran violados. Toda esta in-
formacion, hoy consignada en documentos narrativos, es perfectamente codificable en
variables que un motor tecnoldgico puede procesar.

La segunda fase, tradicionalmente asociada a la “recopilacion y analisis de datos’, es el
corazon de laviabilidad técnica de la IA. El analisis de contexto parte de laacumulacién de
informacion cualitativa y cuantitativa (estadisticas, georreferenciacién, redes de vinculos
entre actores, cronologias, etcétera), que requiere ser clasificada, depurada, normalizada
y codificada para hacerla tratable algebraicamente y comparable territorialmente. Definir
qué informacion es relevante, qué fuentes son confiables, cbmo se agrupa, qué criterios
se usan para la clasificacion y cdmo se conectan entre si los distintos conjuntos de datos,
son decisiones que pueden traducirse en reglas y parametros para un algoritmo. De este
modo, el motor tecnoldgico estaria en condiciones de identificar series, olas, zonas y es-
cenarios de alto riesgo, asi como casos atipicos que exigen una explicacién adicional.

La tercera fase, relativa a la elaboracién del informe, es donde la IA puede mostrar
con mayor claridad su utilidad practica. A partir de datos validados y de un diseno al-
goritmico adecuado, es posible generar borradores de dictamen contextual que in-
diquen, por ejemplo, si un caso parece corresponder a una serie cometida por el mismo
perpetrador, a una ola concentrada en un corto periodo, a victimas de alto riesgo que
comparten caracteristicas, a una zona de alto riesgo geografico o a escenarios de alto
riesgo institucional o social. La literatura sobre analisis de conglomerados, como la de
Pascualetal. (2008), sugiere distintos tipos de algoritmos: jerarquicos, que agrupan datos
por cercania, particionales que parten de un nimero de grupos predefinido segun el
objetivo y basados en densidad que detectan concentraciones de eventos y diferencian
nucleo, borde y ruido. La eleccion entre uno u otro dependera del tipo de violacion in-
vestigada, del volumen de informacion disponible y del propésito del dictamen.

Bajo estas condiciones, un proceso de inteligencia artificial automatizada no sus-
tituiria el trabajo de las y los analistas, pero si podria generar informes que funcionen
como herramienta orientadora para las personas juzgadoras y para las autoridades
administrativas: ayudarles a decidir si estan frente a una violacion aislada o ante un
patron estructural; si se requiere abrir nuevas lineas de investigacion; o si es necesario
proponer medidas de no repeticién con enfoque multisectorial. El motor tecnolégico
puede incluso incorporar un médulo especifico dedicado a sugerir campos de politica
publica y de coordinacién institucional involucrados en la reduccién del riesgo tanto en
seguridad, salud, educacioén, desarrollo social, etcétera.

La viabilidad de estos motores, en suma, no es principalmente una cuestion de si la
tecnologia existe, sino de si las instituciones estan dispuestas a transformar su forma
de producir y gobernar la informacion. Cuando se cuenta con datos de calidad, cri-
terios claros de codificacion, estandares de transparencia y mecanismos de control, los
motores tecnoldgicos pueden convertirse en un soporte robusto para investigaciones
en derechos humanos. En cambio, si se montan sobre bases incompletas, sesgadas
u opacas, corren el riesgo de legitimar, con apariencia de neutralidad algoritmica, las
mismas practicas que el analisis de contexto busca desmantelar.
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V. CONCLUSIONES

La expansion de la inteligencia artificial en campos como la salud y la educacion
muestra que los motores tecnolégicos ya forman parte de decisiones que tocan directa-
mente derechos humanos: desde modelos para comprender la dinamica de contagios
y evaluar vacunas tras la pandemia de COVID-19, hasta sistemas que personalizan pro-
cesos de ensefianza—aprendizaje a partir de los perfiles de estudiantes y docentes. Estas
experiencias demuestran que la IA no es ajena al mundo de los derechos, pero también
gue su incorporacion exige criterios claros de gobernanza, ética y rendicion de cuentas.

En el dmbito juridico, la discusiéon no parte de cero. Desde hace mas de una década
se exploran esquemas informaticos que apoyan el razonamiento juridico, integrando
programadores, especialistas en informatica e investigadores del derecho para modelar
casos complejos y ofrecer apoyos estructurados a la decision judicial. Estos desarrollos
no buscan —ni deben- sustituir el juicio del juzgador, sino ordenar la informacién, hacer
visibles patrones y reducir la carga cognitiva asociada a expedientes masivos y con-
textos de alta complejidad.

El eje de este trabajo no es, por tanto, preguntar si una maquina puede reemplazar
la reflexién subjetiva del juez, sino cdbmo el Estado puede usar responsablemente la IA
para cumplir mejor sus obligaciones de prevenir, investigar, sancionar y reparar viola-
ciones a los derechos humanos, bajo los principios de universalidad, interdependencia,
indivisibilidad y progresividad. El analisis de contexto potenciando con IA se propone
como un instrumento para acercar la practica institucional a los estandares interameri-
canos: ver el patron y no solo el caso, identificar causas estructurales, disefar garantias
de no repeticion y justificar medidas de politica publica multisectorial.

Desde esta perspectiva, la viabilidad de los motores tecnolégicos en investigaciones
de derechos humanos depende menos de la sofisticacion del algoritmo y mas de cuatro
condiciones basicas:

Calidad y trazabilidad de los datos con los que se alimentan los modelos;
Transparencia y explicabilidad de los procedimientos utilizados;

Control judicial y posibilidad de contradiccién por parte de victimas y defensas; y
Insercién de la IA en equipos interdisciplinarios que integren saber juridico, so-
cial, técnico y territorial. Sin estos elementos, cualquier promesa algoritmica co-
rre el riesgo de reforzar la misma opacidad y fragmentacion que el analisis de
contexto busca superar.

W=

En términos epistemoldgicos, la reflexion de Toledo (2003) sobre la “ciencia de las
partes”y la“ciencia de la integracion de las partes”resulta especialmente pertinente: con-
centrarse solo en fragmentos puede llevar a ofrecer respuestas muy precisas a preguntas
equivocadas, mientras que una mirada integradora, si no se apoya en datos solidos, puede
producir respuestas vagas a preguntas correctas. El analisis de contexto asistido por IA
tiene precisamente la ambicidn de evitar ambas trampas: articular una vision estructural
del fenémeno con un tratamiento riguroso, verificable y replicable de la informacion.

El analisis de contexto, potencializado desde la inteligencia artificial, abre la posi-
bilidad de dar respuestas mas precisas a preguntas correctas sobre las violaciones a
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derechos humanos: jse trata de un hecho aislado o de un patron?, jqué grupos estan
siendo sistematicamente afectados?, ;qué instituciones deben intervenir para reducir
el riesgo?, ;qué medidas de reparacidén y no repeticién responden verdaderamente al
contexto que hizo posible la violacidon? La tecnologia no garantiza por si sola mejores
respuestas, pero bien disefada y gobernada puede convertirse en un aliado potente
para que el Estado deje de mirar solo el expediente y comience a hacerse cargo, con
mayor seriedad, de la verdad estructural que subyace a los casos.
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RESUMEN PALABRAS CLAVE

El presente trabajo tiene como objetivo analizar la probabilidad de Safe Behavioral DNA
accidentabilidad de los Forcados mexicanos en su puesto de trabajo. Forcados

Se tomd como sujeto de estudio a los forcados agremiados en la orga- Accidentabilidad laboral
nizacion Forcados Mexicanos y se disefié un estudio semicuantitativo, Conducta segura

transversal, empirico, observacional y con alcance descriptivo. Para la
recoleccién de datos se aplicd el Safe Behavioral DNA a 14 forcados
elegidos mediante un censo. Se encontré que el 50% de los forcados
tiene una baja probabilidad de conducta segura, por tanto, tienen
mayor probabilidad de accidentabilidad. Mas de la mitad obtuvo un
nivel bajo de concentracién, autocontrol, cumplimiento de normas y
prudencia. Se concluyé que la mitad de los forcados presentan una
alta probabilidad de accidentabilidad, ya que suelen asumir riesgos
innecesarios y conductas temerarias, en algunos casos, incluso ponen
en riesgo la seguridad de sus compafieros. La aplicaciéon de Safe Be-
havioral DNA permitio realizar un diagnéstico automatizado, demos-
trando que las nuevas tecnologias pueden ser herramientas efectivas
en la prevencion de accidentes laborales.

ABSTRACT KEYWORDS

This study aimed to analyze the likelihood of workplace accidents Safe Behavioral DNA
among members of Forcados Mexicanos in their job role. The study Forcados

population comprised forcados affiliated with the Forcados Mexicanos Workplace accident risk
organization, and a semi-quantitative, cross-sectional, empirical, Safe behavior

observational study with a descriptive scope was designed. For data
collection, the Safe Behavioral DNA instrument was administered to
14 forcados selected through a census. The findings showed that 50%
of the forcados had a low likelihood of safe behavior and, therefore, a
higher likelihood of workplace accidents. More than half scored low
in concentration, self-control, compliance with rules, and prudence.
It was concluded that half of the forcados present a high likelihood
of workplace accidents, as they tend to assume unnecessary risks and
engage in reckless behaviors; in some cases, they even jeopardize the
safety of their teammates.
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1. INTRODUCCION

La seguridad laboral en actividades de alto riesgo es un tema fundamental en la pre-
vencion de accidentes y enfermedades ocupacionales. En este contexto, los forcados,
subalternos de la tauromaquia que ejecutan la “pega de cara” al toro, enfrentan una
de las actividades mas peligrosas dentro de la fiesta brava. Sin embargo, en México, la
seguridad laboral de estos trabajadores ha sido poco estudiada, a diferencia de otros
paises con tradicion taurina, como Espana y Portugal.

En respuesta a esta problematica, la presente investigacion empled la tecnologia de
evaluacion conductual Safe Behavioral DNA, una plataforma que analiza automatica-
mente la probabilidad de que un trabajador adopte conductas seguras en su entorno
laboral. La aplicacién de esta tecnologia permitié identificar a los forcados de Forcados
Mexicanos con mayor riesgo de accidentabilidad, contribuyendo a la prevencién de
siniestros mediante estrategias de seguridad basadas en evidencia. El objetivo del es-
tudio fue determinar la probabilidad de accidentabilidad de los forcados de Forcados
Mexicanos mediante el test Safe Behavioral DNA.

2. MARCO TEORICO

2.1. Accidente laboral

La OIT define el accidente de trabajo como toda lesién organica o perturbacién fun-
cional —-inmediata o posterior—, asi como la muerte, producida repentinamente tras una
actividad laboral, considerando lugar y tiempo de la actividad (OIT, 2022). En México,
el art. 474 de la Ley Federal del Trabajo (LFT) lo concibe como toda lesién organica o
perturbacion funcional (inmediata o posterior), muerte o desapariciéon derivada de un
acto delincuencial, ocurrida en ejercicio o con motivo del trabajo, sin importar lugar
ni tiempo (Ley Federal del Trabajo, 1970, art. 474). Esta nocion incluye traslados entre
trabajo y hogar. La enfermedad de trabajo se define como estado patolégico derivado
de una causa con origen en el trabajo o en el medio laboral (LFT, 1970, art. 475).

La OIT distingue entre condicién insegura (infracciones o desatenciones a medidas
de seguridad) y condicién peligrosa (caracteristicas inherentes de instalaciones, pro-
cesos, maquinaria, herramientas o materiales que pueden provocar incidentes, acci-
dentes o danos) (OIT, 2022).

2.2. Factores relacionados con la accidentabilidad

Los factores varian segun area y poblacion. En lesiones en el hogar, se asocian ambiente,
vivienda, numero de convivientes y sexo (Vera-Lopez et al., 2022). Para el ambito la-
boral, se consideran cuatro factores clave: concentracién, autocontrol, cumplimiento de
normas y prudencia (VYA Consulting Group Inc., 2018).

— Concentracion: atencion al detalle y desempeno.
— Autocontrol: manejo de emociones ante situaciones adversas.
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— Cumplimiento de normas: grado de aceptacion y efectos de su acatamiento.
— Prudencia: conducta de riesgo, reflexién y premeditacion (VYA Consulting
Group Inc., 2018).

Los cuestionarios son punto de partida para auditar riesgos con criterios objetivos y
datos cuantificables, contemplados en diversas NOM (Bestratén Bellovi et al., s. f., NOM-
030-STPS-2009, 2009). Existen diagnosticos integrales (empresa) y por area (Bestratén
Bellovietal., s.f.). Su eficacia exige respondientes familiarizados con normativa y cultura
de seguridad (Bestratén Bellovi et al,, s. f.).

La NOM-030-STPS-2009 fija criterios para evaluar condiciones fisicas peligrosas,
agentes fisicos/quimicos/biolégicos, peligros circundantes y requisitos normativos
aplicables (NOM-030-STPS-2009, 2009, art. 6). La NOM-035-STPS-2018 introduce
tres cuestionarios para eventos traumaticos y riesgos psicosociales (segun tamano
de empresa).

Entre herramientas complementarias figura el test Safe Behavioral DNA (VYA
Consulting Group Inc., 2018), que estima probabilidad de conducta segura con base en
los cuatro factores citados y estas dimensiones: (1) atencion a los detalles y precaucion;
(2) manejo de ansiedad, estabilidad emocional y tolerancia al estrés; (3) apego a normas,
integracion social y control de seguridad; y (4) control de impulsos y rechazo al riesgo.
Con 136 items, aplicacion en linea (~20 min), genera reporte grafico/cualitativo y cla-
sifica en alta, media o baja probabilidad de conducta segura.

2.3. Tauromaquia

La tauromaquia es el “Arte de lidiar toros” («<tauromaquia», s. f.), practica cultural/de-
portiva que incluye el espectaculo y sus preparativos (vestimenta, crianza) (Alzate
Hurtado, 2018). A su vez, los Forcados Mexicanos surge por iniciativa de los hermanos
Ramon, José Maria y Juan Carlos Fuentes, con apoyo del rejoneador Pedro Louceiro, im-
pulsor delos primeros grupos de forcados en México en los anos sesenta (Santos-Alonso,
2005). En la tradicién portuguesa, rejoneadores y forcados son interdependientes: los
segundos actuan tras el rejoneo para ejecutar la pega, pieza integral del espectaculo
(Santos-Alonso, 2005).

El grupo debuté el 15 de enero de 1978 en Tenango del Valle (Edomex) junto a los re-
joneadores Gastén Santos, Pedro Louceiro, Carlos Escalante y Ramén Serrano (Fragoso,
2020Db). Juan Carlos Fuentes Muhiz inicié como forcado en 1978 con 15 afios; fue cabo
(1988-1990) y cofundé Forcados Queretanos (de donde derivé Forcados de Celaya);
también integré Forcados de Escalén (California) (Fragoso, 2020b; Redaccién Querétaro,
2015). El 4 de julio de 1994 Forcados Mexicanos debuté en la plaza de Campo Pequeno
(Lisboa), cuna histérica de la disciplina (Fragoso, 2020b).

En México, los forcados aparecieron primero en 1965 (Plaza México) mediante grupos
portugueses; referentes como los Forcados Amadores de Montemor (1970) y los de Evora
impulsaron la practica. Destaca Joao Patinhas, cuya visitade 1976y colaboracion con Pedro
Louceiro fueron clave para la fundacion y expansién del grupo (Nacif, 2014; De Labra,
2010). Forcados Mexicanos inspiré a otras agrupaciones (p. ej., Forcados de Mazatlan,
1987), presentes en gran parte de las corridas del pais (Fragoso, 2020b; Nacif, 2014).
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Los forcados de la agrupacién no reciben salario ni sequridad social o prestaciones
de ley. Accidentes documentados incluyen fractura de clavicula (15 dias), fracturas de
craneo/pomulo/nariz (3 meses) y cornada en cuello (4 dias). La atencién médica la cu-
brieron seguros privados de las empresas organizadoras, salvo el caso de fractura de
craneo (apoyos por rifas). No hay registros de accidentes in itinere ni decesos, aunque
existe alta vulnerabilidad (jornalfarpas, 2013; Lépez, 2016).

Los riesgos frecuentes a los que se encuentran expuestos son caidas, cornadas y
perforaciones por instrumentos; incluso los fundadores se lesionaron con banderillas y
forcas durante pegas (Jiménez, 2010). La OIT advierte riesgo biolégico (p. ej., tétanos)
por perforaciones (OIT, 2011). También inciden condiciones de plaza: meteoro-légicas
(temperatura/sol), suelo de tierra (resbalones) y dimensiones del ruedo (menor espacio,
mayor riesgo) (Jiménez, 2010).

2.4. Antecedentes

Existen escasas investigaciones cientificas en el pais sobre la seguridad laboral, social,
riesgos laborales o estadisticas de accidentes de las personas que trabajan en la tau-
romaquia. En la revisidon de la literatura poco o nada se habla sobre los riesgos o ac-
cidentes laborales que existen en el oficio, y mucho menos del personal subalterno,
como los forcados.

A pesar de esta situacion, es posible encontrar algunos articulos especializados en
alguno de esos temas, aunque es importante mencionar que no se centran en los acci-
dentes laborales de esta poblacion de trabajadores. Una primera aproximacion se en-
cuentra en un articulo especial publicado por la Gaceta Médica de Bilbao en 2006. El ar-
ticulo de Rescalvo-Santiago (2006) expone los riesgos, su clasificacion y enfermedades
profesionales, entre otros elementos, relacionados al toreo. Sin embargo, a pesar de
que aborda temas relacionados a la salud, como las vacunas, no ahonda en recomenda-
ciones para evitar este tipo de riesgos laborales.

Reguera-Teba et al. (2021) publicaron un articulo titulado Eight-year analysis of bu-
llfighting injuries in Spain, Portugal and southern France. Se trata de un estudio retros-
pectivo y observacional que incluyé a 1239 pacientes con antecedentes de lesiones por
cuerno de toro entre enero de 2012 y noviembre de 2019 en Espana, Portugal y el sur
de Francia. Sin embargo, el articulo se enfoca en el drea médica, por lo que no aborda
riesgos o accidentes laborales como una de sus variables.

Cozcolluela-Cabrejas et al. (2019) publicaron un estudio donde describieron los di-
ferentes tipos de lesiones que padecen los aficionados al toreo en las fiestas populares
con toros o vaquillas. Disenaron un estudio retrospectivo en el que revisaron los expe-
dientes de 107 pacientes que acudieron al hospital Reina Sofia de Tudela (Espana) por
patologias relacionadas con dichas lesiones. De acuerdo con sus resultados, 91 lesiones
correspondieron a heridas abiertas, 10 a contusiones, 27 a fracturas y 5 a traumatismo
craneoencefdlico. Ante estos hallazgos, los autores consideraron que las lesiones su-
fridas por los aficionados al toreo diferian a las que ocurren en el toreo profesional,
aunque en ambos casos las lesiones eran igualmente peligrosas.

Negro Peral et al. (2006) publicaron un estudio descriptivo donde consultaron a los
alumnos de la Escuela de Tauromaquia Marcial Landa (Madrid). Para ello levantaron una
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encuesta que no considerd ningun tipo de criterio de exclusién, con el fin de determinar
los factores personales, técnicos o funcionales que pudieran influir en la aparicion de
lesiones segun el nivel del alumno. Tras analizar y comparar el tipo de lesiones sufridas
por los alumnosy los profesionales del toreo en las actividades que realizaban, determi-
naron que existia una relacién entre el entrenamiento, fisico y técnico, con las lesiones.
Sin embargo, los autores destacan el caracter subjetivo del estudio.

El portal statista publicé la estadistica de los corredores heridos por asta de toros
durante los encierros de San Fermin en Pamplona de 2001 a 2023. En el ano 2001, 12
corredores fueron heridos por asta de toro, mientras que en 2023 el nimero se redujo
a 3. En el ano 2004 se presentd mayor numero de heridos con 16, seguido por el 2001,
2002y 2016 con 12 (Fernandez, 2023).

3. MATERIAL Y METODOS

Se disend un estudio de tipo descriptivo, observacional y prospectivo, con un en-
foque semicuantitativo. Se realizd un censo de 14 forcados adscritos a la organizacion
Forcados Mexicanos. Para la recolecciéon de datos, se utilizd la prueba Safe Behavioral
DNA. Evalua el comportamiento seguro de las personas con base en cuatro grandes fac-
toresy 10 dimensiones de estudio, se estructura por un total de 221 items que pueden
reducirse, si asi se considera necesario. También cuenta con un alfa de Cronbach de
0.93, una cifra que corresponde a un alto nivel de confiabilidad, y ha sido adaptado a
los idiomas de espanol latinoamericano, portugués e inglés. Es accesible de contestar
porque se puede hacer via online desde la plataforma de los creadores y ademas las
respuestas son tipo escala de Likert eligiendo s6lo una de seis opciones de respuestas
(VYA Consulting Group Inc., 2018): 1. Completamente de acuerdo; 2. Muy de acuerdo;
3. Poco de acuerdo; 4. Poco en desacuerdo; 5. Muy en desacuerdo; 6. Completamente
en desacuerdo.

Ademas, el cuestionario contempla valorar las respuestas conforme a cuatro factores
gue son:

La Prudencia

—

)
2) El cumplimiento de normas
3) Laconcentracion
4) El autocontrol

De igual forma contempla 10 dimensiones de estudio que se explican en laTabla 1.

La interpretacion de los resultados de este test se realiza con base en el puntaje ob-
tenido en cada dimension y factor. Generalmente, conforme el evaluado se acerca a los
requerimientos de una conducta prudente y segura (por ejemplo), el color correspon-
diente es el verde; si su conducta tiene una probabilidad media de seguridad le corres-
ponde el color anaranjado; pero si expresa una conducta no segura se torna color rojo,
tal como se muestra en la figura de abajo (Figura 1).
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Tabla 1. Interpretacion del Modelo Safe Behavioral DNA.

Factores

Dimensiones

Explicacion

Concentracion

Precaucién y Atencion a los detalles

Implica que la persona es meticulosa
y sigue las pautas de seguridad
establecidas para la organizacion.

Autocontrol

Manejo de la ansiedad, estabilidad
emocional y tolerancia al estrés.

Muestra el grado del equilibrio
emocional, en determinadas
circunstancias este favorece la
ocurrencia de accidentes.

Cumplimiento de

Apego a normas, integracion social y

Refiere a las personas mas proclives

riesgo.

las normas control de seguridad, a cumplir con pautas normativas y
sociales.
Prudencia Control de impulsos y el rechazo al Ayuda a detectar la conducta

arriesgada y sus efectos en la
accidentabilidad.

Fuente: Informacion consultada en el Manual de usuario (VYA Consulting Group Inc., 2019, p. 4).

Figura 1. Interpretacion de respuestas del SBDNA. Dependiendo de si la respuesta en cada

dimension es baja, media o alta el color correspondiente puede ser el rojo, anaranjado o verde,

respectivamente.

Fuente: VYA Consulting Group Inc. (2018, p. 22).

Para obtener los datos necesarios, se implementé un formulario online que permi-
tiera llevar un registro de las respuestas de cada participante. Para este fin se usé la pla-
taforma de V&A Consulting, la cual esta especializada en la aplicacidén de test en linea.
Se puede acceder a la plataforma a través del siguiente link: https://app.ccv-test.com.
La plataforma solicita un cédigo que se entregd a los participantes. A estos ultimo se
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les pidié que respondieran el instrumento en un lugar tranquilo y sin distracciones, que
dispusieran de al menos 35 minutos para contestar y que respondieran personalmente,
sin intervenciones o sugerencias de terceros. De igual manera, se aplicé de forma pre-
sencial la entrevista abierta para conocer la percepcion de la siniestralidad.

IV. RESULTADOS

El test Safe Behavioral DNA se valid6 para su uso en poblacién latinoamericana (VYA
Consulting Group Inc., 2018), cuenta con multiples estudios de validacién y un alfa de
Cronbach de 0.93, es decir, un nivel alto de confiabilidad.

Con base en los puntajes obtenidos en cada factor y dimensién, el 50% de los for-
cados tiene una baja probabilidad de desempenarse de forma segura en sus activi-
dades laborales, mientras que el otro 50% tuvo una probabilidad media de actuar de
esa forma (véase Tabla 2).

La mayoria de los forcados se ubica en un nivel bajo de concentracién (64%; n=9),
seguida por un grupo medio (29%; n=4) y muy pocos en alto (7%; n=1). Este patron su-
giere que, en condiciones de exigencia atencional —como tareas rapidas, multiples es-
timulos, presién temporal—-, predominan lapsos atencionales o fluctuaciones en el foco
de la tarea (véase Tabla 2).

Los factores que componen la concentracién son la atencion a los detalles y la pre-
ocupacion. La primera se concentra en resultados bajo (57%; n=8) y medio (43%; n=6),
sin niveles altos. Es decir, no hay evidencia de una hipervigilancia protectora; predomina
una precaucion insuficiente. Mientras que, en la atencion a los detalles, predomina perfil
con resultados bajo (64%; n=9), seguido de medio (22%; n=3) y alto (14%; n=2). Este
patron apunta a posibles micro-omisiones procedimentales, como falta de verificacion
de amarres (véase Tabla 3).

Sobre el cumplimiento de normas, se replican los resultados con mayor frecuencia en
bajo (64%; n=9). La escasez de niveles altos sugiere que el cumplimiento formal puede
relajar su rigor en la ejecucion cotidiana (véase Tabla 2).

En el cumplimiento de normas, los factores son el autocontrol de seguridad, inte-
gracion social y apego a normas. En el apego a normas, la mitad tuvieron resultados
bajo (50%; n=7) y medio (50%; n=7) (véase Tabla 3). A diferencia del cumplimiento de
normas, como categoria, el apego—como internalizacién y conviccion-no alcanza ni-
veles altos. Esto sugiere que, aunque algunos cumplen, pocos creen profundamente en
el valor de la norma, lo que fragiliza la constancia del cumplimiento.

En cuanto a la integracién social, de nuevo predomina el nivel bajo (64%; n=9), se-
guido del medio (22%; n=3) y el alto al final (14%; n=2) (véase Tabla 3). Asi, una inte-
gracion modesta de los equipos dificulta comunicacién, apoyo mutuo en situaciones
problematicas.

Para el autocontrol de seguridad, hay un balance entre resultados con nivel bajo
(43%; n=6), medio (28.5%; n=4) y alto (28.5%; n=4) (véase Tabla 3). En este factor coe-
xisten dos subperfiles: uno orientado a practicas seguras y otro con brechas notables.
Este patron abre una oportunidad para mentoria interna, ya que quienes estan en alto
podrian modelar y estandarizar practicas.
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Para la categoria de prudencia, la distribucion es mas equilibrada entre bajo (50%;
n=7) y medio (36%; n=>5). Asi, se observa variabilidad hay un segmento que modula
riesgos con cierta consistencia (medio/alto), pero la mitad permanece en baja pru-
dencia, lo que puede traducirse en decisiones arriesgadas o subestimacién de peligros
en campo (véase Tabla 2).

La prudencia tiene los factores de control de impulsos y rechazo al riesgo. El primer
factor reporta un empate en los niveles bajo (43%; n=6) y medio (43%; n=6), con alto
(14%; n=2). La escasez de forcados con niveles altos de control de impulsos limita la
inhibicion conductual ante estimulos criticos; cualquier sobrecarga emocional puede
inclinar la balanza hacia respuestas precipitadas (véase Tabla 3).

Mientras que el factor de rechazo al riesgo, tiene resultados en los que predomina el
nivel bajo (57%; n=8), seguido del medio (29%; n=4) y alto (14%; n=2). Esto indica una
tolerancia relativamente mayor al riesgo, que, combinada con baja precaucion y bajo
cumplimiento, eleva la probabilidad de incidentes, si no hay contrapesos procedimen-
tales (véase Tabla 3).

Por ultimo, para el autocontrol, predominan niveles bajos (64%; n=9), con el resto en
medio (36%; n=5) y sin casos altos. Este es un hallazgo notable, ya que la regulacién de
impulsos y emociones ante estimulos intensos es limitada para la mayoria (véase Tabla 2).

Los factores del autocontrol son el manejo de la ansiedad, estabilidad emocional,
tolerancia al estrés. El primero reporta un mayor personal con nivel bajo (64%; n=9),
medio (22%; n=3), alto (14%; n=2). Asi, la ansiedad parece desbordar la capacidad de
regulacion en la mayoria, con efectos previsibles sobre juicio, tiempos de reaccién y
precision (véase Tabla 3).

En el factor de estabilidad emocional, es el factor con resultados mas negativos: con
mayor nivel bajo (78%; n=11) y medio (22%; n=3), sin altos. Este hallazgo sugiere varia-
bilidad afectiva, que puede desencadenar en distractores internos —con sentimientos
como frustracion, enojo, miedo- (véase Tabla 3).

La tolerancia al estrés predomina el nivel bajo (72%; n=10), con medio/alto en 14%
cada uno (n=2 y n=2). Asi, ante cargas sostenidas o picos de demanda, la mayor parte
del grupo se saturaria con rapidez, lo cual redunda en bajar precision y adherencia a
protocolos (véase Tabla 3).

Tabla 2. Resultados por categorias

Categoria Bajo (n, %) Medio (n, %) Alto (n, %)
Concentracion 9 (64%) 4 (29%) 1(7%)
Cumplimiento de normas 9 (64%) 4 (29%) 1 (7%)
Prudencia 7 (50%) 5 (36%) 2 (14%)
Autocontrol 9 (64%) 5 (36%) 0 (0%)
Probabilidad de desempefio seguro (global) 7 (50%) 7 (50%)
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Tabla 3. Resultados por factores

Factor Bajo (n, %) Medio (n, %) Alto (n, %)
Precaucion 8 (57%) 6 (43%) 0 (0%)
Atencion al detalle 9 (64%) 3(22%) 2 (14%)
Manejo de la ansiedad 9 (64%) 3 (22%) 2 (14%)
Estabilidad emocional 11 (78%) 3 (22%) 0 (0%)
Tolerancia al estrés 10 (72%) 2 (14%) 2 (14%)
Apego a las normas 7 (50%) 7 (50%) 0 (0%)
Integracion social 9 (64%) 3 (22%) 2 (14%)
Control de seguridad 6 (43%) 4 (28.5%) 4 (28.5%)
Control de impulsos 6 (43%) 6 (43%) 2 (14%)
Rechazo al riesgo 8 (57%) 4 (29%) 2 (14%)

V. Di1scusiON

Tras el analisis de los resultados, se encontré que 50% de los forcados tienen una baja
probabilidad de presentar una conducta segura, por tanto, presentan una alta proba-
bilidad de accidentabilidad. Estos datos parecen confirmarse por Rescalvo-Santiago
(2006) quien afirmd que un trabajador de la tauromaquia, entre los que se cuentan a
los forcados, tienen mucha posibilidad de sufrir una lesién relacionada o causada por
su enfrentamiento con el toro. En el caso de la presente investigacion, la mitad de los
forcados parecen ser mas proclives a sufrir accidentes.

Reguera-Teba (2021) sefald que la tasa de mortalidad por accidentes en las activi-
dades taurinas fue a la baja, segun su estudio, pero la tasa de accidentabilidad fue mas
significativa con una tendencia de casi una victima por cada 10 eventos. En la presente
investigacion fue posible identificar que la mitad de los forcados presenta una alta pro-
babilidad de accidentabilidad al desempenar sus actividades, lo que parece confirmar
esta tendencia y la necesidad de capacitarlos en la prevencion de accidentes laborales.

Aunque, a diferencia del estudio de Reguera-Teba, en la presente investigacién fue
posible identificar que esta alta probabilidad de accidentabilidad que presentan los for-
cados podria estar relacionada con los factores de concentracién, autocontrol, cumpli-
miento de las normas y prudencia.

Asimismo, la presente investigacion mostré que la mayoria de los forcados no parece
tener la suficiente preparacion para desempenarse de forma segura en sus areas de
trabajo, tomando en cuenta cada uno de los cuatro factores estudiados. Ademas, resalta
gue en muy pocos casos obtuvieron una calificacion alta en las dimensiones estudiadas.

Ortiz Salas (2023) aplicé un cuestionario llamada Safety TEST a 277 trabajadores para
medir la tendencia de comportamientos inseguros. Este investigador encontré que un
poco mas de la mitad de su muestra tiende a realizar conductas inseguras en la orga-
nizacion; concretamente, 7,58% (n = 21) de los trabajadores se ubicaron en un nivel de
alto de riesgo de accidentabilidad, mientras que el 45,8% (n = 125) en riesgo moderado.
En contraste, el 41,8% present6 un bajo nivel de riesgo de accidentabilidad y 4,3%, un
nivel muy bajo de riesgo.
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En la presente investigacion se obtuvieron resultados diferentes, ya que, de acuerdo
con los resultados de los cuatro factores con los que se evalud el comportamiento seguro
en el test DNA, el 50% del total de los forcados parece tener un riesgo alto de accidentarse
y el otro 50%, un riesgo medio, por tanto, ningun forcado tiene un nivel bajo de riesgo.

Tanto en el estudio de Ortiz Salas (2023) como en el presente, se llegé a la misma
conclusion: se necesitan implementar programas en materia de seguridad y prevencion
en las respectivas areas de trabajo estudiadas. Aunque para esto habria que considerar
el total de accidentes que padecieron los forcados en un periodo de 12 meses, con el fin
de determinar en qué factores se debe incidir mas para disminuir el comportamiento
inseguro en este grupo de estudio.

Salcedo Martinez (2019) establecié una serie de factores personales y laborales que
determinan un comportamiento seguro e inseguro en una muestra de 72 trabajadores,
mediante la aplicacién de un instrumento de autoreporte. Al respecto, encontré que en
los trabajadores existia una frecuencia baja de comportamientos inseguros y tampoco
se realizaban acciones que distrajeran a sus companeros mientras ejecutaban sus ac-
tividades. En la presente investigacion se observaron resultados totalmente opuestos
respecto a los factores relacionados con la distraccion en las actividades laborales. Por
ejemplo, el 64% (n =9) presentd un bajo nivel de concentracién y de atencion al detalle.

Continuando con la investigacién de Salcedo Martinez, se reporté una baja fre-
cuencia de comportamientos inseguros que condujeron a la exposicion innecesaria de
los trabajadores a situaciones de peligro, sobre todo a las que pudieran afectar su inte-
gridad o situaciones climaticas adversas (Salcedo Martinez, 2019).

En la presente investigacion, la mayoria de los forcados tuvieron una probabilidad
media-alta de asumir riesgos innecesarios; el 69% (n = 9) presentd un bajo nivel de
autocontrol y el 72% (n = 10), un nivel bajo de tolerancia al estrés. Estos resultados evi-
dencian los comportamientos inseguros de los forcados, reflejados en su tendencia a
asumir riesgos y en no saber enfrentar situaciones de riesgo o estrés, en contraste con
los resultados reportados por Salcedo Martinez.

VI. CONCLUSIONES

El presente estudio evidencié que mas de un tercio de los forcados evaluados presenta
una alta probabilidad de accidentabilidad, lo que sugiere la necesidad de intervenciones
inmediatas en materia de seguridad laboral. La aplicacién de Safe Behavioral DNA per-
mitio realizar un diagnostico automatizado, demostrando que las nuevas tecnologias
pueden ser herramientas efectivas en la prevencién de accidentes laborales.

Serecomiendaimplementar capacitaciones especificas en seguridad, especialmente
dirigidas a forcados con bajo puntaje en prudencia y autocontrol. Asimismo, se sugiere
que la informacién obtenida con esta herramienta se utilice para disefar protocolos
de prevencién de accidentes, incorporando la tecnologia de evaluacion conductual en
futuras investigaciones sobre seguridad en la tauromaquia.
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PALABRAS CLAVE

La aplicacién de sistemas de Inteligencia Artificial (IA) en todos los
campos de la vida humana es cada vez mas intensa, lo que ha supues-
to notables beneficios en muchos de ellos, pero, al mismo tiempo, ha
introducido nuevos riesgos para la dignidad y el disfrute de los dere-
chos humanos. Ello ha llevado a la aprobacién de documentos inter-
nacionales (legales y éticos) para encauzar la creaciéon e implemen-
tacion de estos sistemas con el objetivo de salvaguardar la dignidad
humanay los derechos. En estas paginas se analiza el enfoque en este
sentido de los textos mas importantes aprobados hasta el momen-
to, el Reglamento sobre IA de la Union Europea y la Recomendacién
de la UNESCQ, a los que hemos afiadido un documento de la Iglesia
Catdlica por sus coincidencias con los anteriores y sus propuestas de
sentido comun.
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I. INTRODUCCION

Negar que los sistemas de IA tienen consecuencias, positivas o negativas, sobre la dig-
nidad de la personay sus derechos es desconocer la realidad mas evidente. La practica
totalidad de los derechos humanos, para bien o para mal, resultan afectados por los sis-
temasy aplicaciones de IAy, por tanto, también la dignidad como fundamento de ellos.
Aunque existe consenso en que los derechos a la intimidad y la privacidad son los que
mayor riesgo corren, no cabe duda de que también el derecho a la vida', a la integridad
fisica y psiquica, a la salud, a la igualdad, a la autonomia, a la informacién, a la justicia,
etc., pueden resultar lesionados.

Al derechoy a la ética, como ciencias sociales complementarias, les corresponde re-
gular y encauzar las acciones y relaciones humanas por el camino del maximo respeto
hacia la dignidad de todo ser humano sin excepcién?®. Sin embargo, esta labor se torna
dificil cuando se relativiza el concepto de dignidad, cuando ésta se deja al arbitrio de
lo que pueda decidir cada individuo o se hace depender de una mayoria parlamentaria
(ni siquiera una mayoria social) y, mucho mas, cuando se deja —como esta comenzando
a ocurrir- en manos de herramientas tecnoldgicas®. Los sistemas de IA son incapaces
en este terreno de sustituir al ser humano, que cuenta con la capacidad de la sindéresis
para combinar conocimiento tedrico y practico, experiencia, intuicidén, emociones, valo-
racion de consecuencias, etc., para concluir un juicio ético en cada caso concreto.Y esos
juicios éticos correctos en el campo biosanitario son esenciales para la dignidad.

A esta incapacidad de las maquinas hay que anadir un riesgo muy actual. Si du-
rante la Modernidad se pusieron las bases para relativizar la dignidad, desarrolladas en
los siglos posteriores, esta relativizacion se consolidd con las éticas consensualistas y
utilitaristas que triunfaron durante la segunda mitad del siglo XX, éticas que dominan
el pensamiento contemporaneo aun sin que seamos conscientes de ello, como ocurre
en gran medida a las generaciones mas jovenes, convencidas de que cada sujeto
es duefno absoluto de su vida —sin mas limites que su propia voluntad- y de que su
opiniéon personal sobre cualquier asunto tiene el mismo valor que la opiniéon de los
expertos en la materia. El consenso es indispensable y esencial para el buen funciona-

1. No nos referimos Unicamente al riesgo para la vida que pueda derivar de un diagnéstico erro-
neo del sistema de IA o una propuesta desacertada de tratamiento médico o de una prueba clinica,
por ejemplo, sino a la sugerencia de atentar contra la vida propia o la informacién sobre cémo hacer-
lo. A finales de agosto de 2025 se hizo publica la presentacién de la primera demanda contra Open Al
por estas razones. Los padres de un adolescente presentaron la demanda ante la Corte Superior de
California porque su hijo se habia quitado la vida con la connivencia y asesoramiento de ChatGPT. No
ha sido el unico caso que ha saltado a la luz publica, aunque si el primero en llegar a los tribunales.
BBC News, Los padres de un adolescente que se quitd la vida demandan a OpenAl, creadora de ChatGPT’,
27 de agosto de 2025. https://www.bbc.com/mundo/articles/c30z5lyjzygo.

2. Una visiéon general en Megias Quirds, 2022, pp. 139-163; para el campo biosanitario, Castején
Garcia, 2024, pp. 39-51; Robles del Olmo, 2024, pp. 54-67; Miguel Beriain, 2024, pp. 337-349; Amos
Usano (ed.), 2023. Muy interesante el vol. 8, n° 2, 2022, de la Revista lus et Scientia, dedicado a Medici-
na, biotecnologia y derecho.

3. Sobre la necesidad de una ética de la IA, desarrollo y propuestas, Llano Alonso, 2024a, pp. 187-
193, 2024b, pp. 76-80, y 2025, pp. 17-37. Mas extensamente Llano Alonso, 2024c.

4. Es la razén de la necesidad de regular los sistemas de IA a nivel internacional, y no sélo en las
legislaciones internas. Megias Quiros, 2025, pp. 53-82.
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miento de la sociedad, pero ni todo es consensuable (existen exigencias objetivas de
justicia, como no condenar al inocente) ni todo consenso alcanzado sobre lo opinable
es admisible, pues puede ser el resultado de un simple acuerdo de los mas fuertes
para someter a los vulnerables.

II. DE LA DIGNIDAD ONTOLOGICA A LA AUTODIGNIDAD

Hablar de dignidad ontoldgica, intrinseca, inherente, etc., apela a una cualidad del ser
humano, a un modo de ser que, por ser propio de su naturaleza, esta presente en todo
ser humano sin excepcion, desde el primer momento de su existencia hasta su muerte,
y que nos hace a cada uno ser unicos, irrepetibles, imprescindibles, de valor inconmen-
surable, imposibles de convertir en objetos o instrumentos para lograr algun fin, por
bueno que sea éste, porque cada ser humano es un fin en si mismo. Esa dignidad ni se
gana ni se pierde, acompana al ser humano desde el inicio de su existenciay permanece
siempre.

A pesar de que los estoicos se acercaron en gran medida a esta concepcion, no
dieron el paso definitivo para reconocer la dignidad inherente de todo ser humano.
Defendieron que todo ser humano participaba de una cualidad comun, la humanidad,
que le hacia diferente de cualquier otro animal, apreciable en su racionalidad y libertad
(Megias Quirds, 2020, pp. 59-70). Ambos atributos estaban situados en un mismo plano,
por lo que la racionalidad (lo que racionalmente aparecia como exigible) no podia con-
dicionar la libertad personal. Asi lo asumieron los estoicos romanos, entre otros, Séneca
y Cicerdn, dos de los mayores transmisores de estas ideas en su época, que continuaron
sin apreciar una dignidad ontoldgica que hiciera iguales a todos los seres humanos, a
libres y esclavos, mujeres y hombres, romanos y barbaros, etc.®

El paso hacia la igualdad de todo ser humano en razon de la dignidad ontolégica se
dio, a juicio de Habermas, en la Edad Media, aunque admite que fue en la Antigiiedad
cuando se establecié la relacion juridica entre dignidad y persona para pasar del valor
relativamente superior de la humanidad (sobre los animales) al valor incomparable de
cada ser humano (Habermas, 2010, p. 116).

En nuestra opinidn, el primero en fundamentar esa igual dignidad natural e inhe-
rente de todos los seres humanos sin excepcién fue Gregorio de Nisa®, que la concebia
como lo mas constitutivo del ser humano por ser consecuencia de haber sido creado a
imagen y semejanza de Dios, acompafnada de la racionalidad y la libertad precisamente
para salvaguardar tal dignidad. En De hominis opificio expuso que el ser humano no
era digno por estar dotado de racionalidad y libertad, sino que era racional y libre para
poder vivir conforme a la dignidad inherente con la que habia sido creado y nacido,
pudiendo ser soberano de si mismo a diferencia de los animales. Por ello defendia que
cuando la libertad se utilizaba para atentar contra la dignidad constitutiva, propia o
ajena, danando asi laimagen divina con la que el ser humano habia sido creado, dejaba

5. Sobre la evolucion del concepto de dignidad, Megias Quirés, 2018, pp. 305-312.

6. Lactancio ya habia formulado unas primeras ideas acerca de la igual dignidad de todo ser hu-
mano al comentar la creacién, pero su intento de presentar una doctrina admisible para cristianos y
paganos hizo que no se le prestara especial atencion.
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de ser libertad para convertirse en un abuso de ella (Gregorio de Nisa, 1857-1866, vol. 44,
col. 133-136).

Aunque fue Kant quien popularizd muchos siglos después la idea de que al ser
humano no se le puede poner precio, el primero en afirmarlo fue el niseno al manifes-
tarse en contra de la esclavitud. “;Qué encontraste entre los seres de la naturaleza que
sea de igual valor que el hombre? ;En cuanto dinero valoraste la razon? ;Con cuantos
obolos equilibraste el peso de la imagen de Dios? ;Por cuantas monedas de plata ven-
diste la naturaleza modelada por Dios?” (Gregorio de Nisa, 2012, p. 76). Y ahondé en la
imposibilidad de poner precio al ser humano partiendo de la afirmaciéon de que Dios le
entreg6 el dominio sobre la tierra, afirmando que “;Como podra ser vendido el que go-
bierna toda la tierra y todas las cosas que estan sobre la tierra? En efecto, es totalmente
necesario que los bienes que posee el que es vendido sean entregados juntamente
con él. Ahora bien, jen cuanto valoraremos toda la tierra? Y ;En cuanto [valoraremos]
todas las cosas que estan sobre la tierra? Mas si estas cosas no son valorables —dime-
icual es el precio de lo que esta por encima de ellas?” (Gregorio de Nisa, 2012, p. 76)’. La
conclusion era obvia, si no se podia poner precio a la creaciéon, mucho menos se podria
tasar a quien era senor y administrador de toda ella por concesion divina.

Las mismas ideas se repiten en san Agustin, que llegé a afirmar que “el libre albedrio
de que esta dotada [la persona] es un brillante atributo de su dignidad”. El que la li-
bertad fuera atributo de la dignidad -y no al contrario- le llevé a afirmar que, incluso
perdiendo la libertad (por esclavitud), la dignidad permanecia intacta como cualidad
porque era inherente a su modo de ser. Ni aun utilizando mal la libertad personal se per-
deria la dignidad ontoldgica, porque las acciones de un sujeto sélo podrian danar la na-
turaleza recibida de Dios, pero no cambiarla®. La dignidad ontolégica no desaparecia ni
siquiera en quienes abusaban de su libertad haciéndose dano a si mismo o a los demas.

Esta concepcion sera aln mas desarrollada porTomas de Aquino en la Suma Teoldgica
(I, 9. 91-93), recogida por dos de sus mas fieles comentadores, Vitoria y Soto. Pero co-
menzara a cambiar con el racionalismo de la Modernidad (Pufendorf, Thomasius, etc.)
con la sobrevaloracion de la libertad, identificada con la autonomia moral como cua-
lidad esencial del ser humano. En esta nueva mentalidad, la persona dejaba de ser un
fin en si mismo para convertirse en un fin en si mismo para si- nada ni nadie podia fijar
qué fines podian ser los mas adecuados para encontrar la felicidad personal; sélo a cada
sujeto competia, haciendo uso de su libertad (autonomia), decidir qué era lo mejor para
él, que era lo que le haria feliz y perseguirlo sin obstaculos, salvo que voluntariamente
se hubiera otorgado tal facultad de decidir a una autoridad (Hobbes y Locke).

Sobredimensionada asi la libertad personal, nada limitaba la materia objeto de la
autonomia moral. Ni el modo de ser (la naturaleza humana o la dignidad inherente) nila
realidad externa podian condicionar la autonomia. Y, consecuentemente, nadie podria

7. Para el niseno “un hombre, por el hecho de ser hombre, es decir, por el hecho de serimagen de
Dios, vale mas que el universo material entero”. Mateo-Seco, 2006, p. 17

8. San Agustin, 1985, Réplica a Juliano 1, 94.

9. Esta vision se refleja, por ejemplo, Del libre albedrio lll, 5, 12; 11, 5, 15; Ill, 15, 42; 11I, 20, 56, etc. San
Agustin, 1963. El hombre puede elegir entre obrar rectamente, de acuerdo con el orden natural y con
lo que le es propio, 0 como un animal guiado Unicamente por instintos o caprichos, convirtiéndose
en este caso en un ser indigno por su comportamiento, no en su modo de ser.
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convertir a otro en instrumento al servicio de algo (por ejemplo, el bien comun) o de
alguien, pero cada uno si que podria consentirlo gracias a su autonomia. De este modo,
la dignidad, que se pretendia reconocer universalmente a todo ser humano, quedé con-
vertida en un patrimonio subjetivamente valioso: el ser humano era valorable, aunque
correspondia a cada sujeto determinar cual era su propio valor. Es decir, los individuos
aparecian, al menos teéricamente, como propietarios de si mismos, sin limite.

Tal linea de pensamiento fue desarrollada por Kant con mayor precisiéon filoséfica
al contraponer precio y dignidad. Para Kant las cosas tenian precio, mientras que las
personas tenian dignidad. Pero su discurso, aun sin tener esta intencion, abrid la puerta
a continuar identificando la dignidad con la autonomia moral y a la posibilidad de una
autovaloracion de si mismo por parte de cada sujeto’. Aunque es cierto que para Kant
nadie podia poner precio a los demas, sin embargo, admitia que cada uno, haciendo
uso de su autonomia, podia fijar su propio valor, o podia negociar con los demas el
valor o alcance de la dignidad en general, de modo que un consenso social mayori-
tario podria establecer los limites generales que cada sujeto deberia respetar al tomar
decisiones sobre si mismo, porque todo ser humano era un fin en si mismo para si'?. Se
abria camino, asi, la dignidad como valor o autodignidad, no como cualidad inherente
fuera del alcance de la autonomia personal, lo que permitié que pensadores posteriores
defendieran que el comienzo y final de la existencia como persona, lo adecuado a su
modo de ser, los fines humanos, etc., podian ser determinados por cada sujeto en parti-
cular o mayoritariamente si se hubiera prestado el consentimiento para ello.

Este planteamiento se aprecia en el ambiente filoséfico del siglo XVIIl. Cuando Kant
publicd su Fundamentacién de la Metafisica de las Costumbres, estas ideas ya estaban for-
muladas por otros pensadores', aunque no con la profundidad con la que las expuso
el prusiano ni con la sutil equiparacion entre libertad (Freiheit) y arbitrio (Willklir) que

10. Con este planteamiento, el dafio voluntario sobre si mismo quedaba justificado (volenti non
fit iniuria), aunque se tratara, por ejemplo, de la renuncia al derecho a la vida o a la integridad fisica.
Carpintero, 1988, pp. 123-124.

11. “La voluntad de un ser racional debe considerarse siempre al mismo tiempo como legisladora,
pues si no, no podria pensarse como fin en si mismo. La razén refiere, pues, toda maxima de la volun-
tad como universalmente legisladora a cualquier otra voluntad y también a cualquier accion para
consigo misma, y esto no por virtud de ningun otro motivo practico o en vista de algun provecho
futuro, sino por la idea de la dignidad de un ser racional que no obedece a ninguna otra ley que aque-
lla que él se da a si mismo. En el reino de los fines todo tiene o un precio o una dignidad. Aquello que
tiene precio puede ser sustituido por algo equivalente, en cambio, lo que se halla por encima de todo
precio y, por tanto, no admite nada equivalente, eso tiene una dignidad. (...) Aquello que constituye
la condicién para que algo sea fin en si mismo, eso no tiene meramente valor relativo o precio, sino
un valor interno, esto es, dignidad”. Kant, 1990, pp. 111-112.

12. Este planteamiento exigia una nueva terminologia para referirse al ser humano, y el término
elegido fue el de moralische Person o Person, que segun F. Carpintero “designaba de forma precisa al
individuo independiente de los demdas hombres, que es duefo de si mismo sin reconocer ninguna
sujecion legitima que no provenga de su propio consentimiento”. Carpintero, 1987, p. 482.

13. Por ejemplo, Schmaussens habia defendido que la legalidad especificamente humana con-
sistia en estar libre de cualquier ley que no fuera el arbitrio del sujeto (Schmaussens, 1754, cap. IV, §
I1); Ulrich reclamé para cada sujeto el derecho sobre si mismo y sobre sus pertenencias, incluida su
vida, su cuerpo, su alma (Ulrich, 1783, § 136). Para Hopfner, la persona era un atomo libre que podia
excluir de su vida y propiedades a los demas por carecer de obligaciones frente a ellos (salvo respetar
su autonomia) y podia disponer libremente sobre su alma, cuerpo y todas sus acciones porque tal
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terminaria en la propuesta de vivir y dejar vivir (leben und leben lassen) para todos
aquellos asuntos humanos que no lograran el consenso social'.

Sus discipulos y seguidores fueron quienes llevaron hasta las ultimas conse-
cuencias el planteamiento kantiano e impregnaron todo el pensamiento ético y ju-
ridico posterior con la nueva concepcién de la libertad y de la autodignidad. Resulta
sencillo encontrar en sus obras postulados que aun nutren la base de numerosas
corrientes contemporaneas, postulados como que el primer derecho del hombre es
el que le otorga el poder de disponer sobre si mismo sin limitacién (Schmalz, 1795,
§ 48)"°, o que toda decisién autonoma de un sujeto debe ser respetada, aunque im-
plique dano para quien la tomé (Kohlschutter, 1798, p. 28), o que sélo el consenti-
miento personal puede legitimar ser puesto al servicio de fines ajenos porque el ser
humano es un fin en si mismo para si (Jakob, 1795, §§ 90-91)'¢, o que la voluntad es
el fundamento de la libertad y autonomia del hombre, por lo que quien no disponga
de ella no cuenta para la sociedad (Schaumann, 1793, pp. 14y 82). En los inicios del
siglo XIX estas ideas ya estaban extendidas y constatamos en Fries, por ejemplo, que
la dignidad personal consistia en poder consentir o rechazar cualquier obligacion
con absoluta libertad (Fries, 1803, p. 5), mientras que Briickner la identificé con la au-
tonomia normativa de la razon, convirtiéndola en la autoridad suprema del Derecho,
con absoluto desprecio hacia las exigencias objetivas que pudieran derivar de la rea-
lidad natural (Briickner, 1810, 8§ 157 y 164).

Estas ideas, por el atractivo que conllevan de aparente libertad absoluta, tienden a
imperar en nuestros dias legitimando que cada sujeto pueda decidir sobre en qué con-
siste la dignidad, o decidir a quién se le atribuye el titulo de personay, por tanto, de ser
digno. La concepcidn clasica de la dignidad fundada sobre la base ontoldgica del ser
humano ha sido sustituida asi, desgraciadamente, por otra de corte fenomenolégico
que convierte la racionalidad y autonomia facticas en el unico fundamento de la dig-
nidad humana'’.

III. CONSECUENCIAS DE ESTAS IDEAS SOBRE LOS DERECHOS HUMANOS

Los derechos humanos nacieron con dos claras finalidades, complementarias e insepa-
rables. Por un lado, proteger la propia existencia de todo ser humano y asegurar que tal
existencia sea digna de ser vivida; por otro, de forma simultanea, garantizar las diversas
posibilidades biograficas de cada persona, es decir, el libre desarrollo de la personalidad

libertad le correspondia de modo innato, aunque podia renunciar a ella mediante un pacto (Hopfner,
1783, §§ 37-38).

14. Sibien en un principio Kanty sus discipulos distinguieron perfectamente entre libertad y arbi-
trio, terminaron por utilizar los dos términos indistintamente para justificar el ejercicio de la autono-
mia moral sin condicionamientos. Carpintero, 2022, pp. 51-52.

15. Desde este primer derecho —explica Carpintero— extrae Schmalz el segundo, la libertad en-
tendida como pleno control de nuestros comportamientos sin condicionantes externos a la propia
voluntad, actuar segun los fines que uno se proponga. Carpintero, 1991, pp. 54-55.

16. Equipara libertad y arbitrio, y considera que los tres derechos fundamentales del hombre son
el derecho a la personalidad, a la libertad y a la igualdad formal.

17. Una acertada critica a esta concepcion en relacion a la IA en Amo Usanos, 2024, pp. 69-77.
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en armonia plena con el entorno social, ser cada uno quien desea ser dentro de sus po-
sibilidades, respetando siempre el natural modo de ser de la persona.

Estos derechos no se conceden, se reconocen'®, porque existe un fundamento na-
tural e indiscutible para ello, la dignidad ontolégica, y no deberian depender de pactos,
acuerdos, sentimientos u opciones personales'. Sin embargo, la relativizacion de la dig-
nidad por la mentalidad contemporanea permite acomodar y someter estos derechos
a la autonomia personal, tratando de eliminar todo aquello que parece cercenar el libre
y absoluto albedrio personal. Por ello no es extraino encontrar a quienes presentan la
dignidad como una caja juridica vacia donde podemos introducir nuestros deseos o
aspiraciones, sin limites, para extraerlos posteriormente convertidos en derechos®. Asi
se trata de justificar hoy dia, por ejemplo, que la enfermedad, el sufrimiento, la infer-
tilidad o una discapacidad fisica o psiquica, etc., son situaciones indignas a las que se
puede poner término de cualquier modo siempre que medie una voluntad libre de la
persona afectada o de quienes puedan decidir por ella, o, incluso, contra su voluntad
cuando es la mayoria social quien se ha pronunciado al respecto. Del mismo modo, el
libre desarrollo de la personalidad es entendido como justificador de todo aquello que el
individuo quiera libremente para si, aunque las consecuencias de la decision conlleve
actuar contra su propia naturaleza, contra la integridad fisica o la dignidad?'.

Frente a este planteamiento deberiamos reconocer que el ser humano no es digno
por tener libertad, sino que es libre porque tiene dignidad, de modo que, cuando abu-
samos de la libertad hasta el punto de atentar contra nuestra propia naturaleza, contra
nuestro propio modo de ser, socavamos nuestra dignidad ontolégica, del mismo modo
que, cuando se nos impide desplegar nuestra verdadera libertad —no nuestra arbitra-
riedad- sin una razén que lo justifique objetivamente, lesionan nuestra dignidad, se
nos animaliza, instrumentaliza o cosifica. Y desde esta perspectiva es desde la que de-
beriamos enjuiciar las consecuencias de los sistemas de IA sobre la dignidad y sobre
los derechos humanos que encuentran su fundamento en ella, especialmente en el
ambito biosanitario.

Hoy se tiende a destacar mas los beneficios que aportan los sistemas de IA en este
ambito* que los riesgos que pueden suponer para la dignidad y los derechos hu-
manos, especialmente por parte de la IA generativa (Nadeu Camprubi, 2024, pp. 29-36;
Castillo Parrilla, 2024, pp. 757-777). Esta es la razén que nos ha llevado a analizar los

18. “Constituyen una categoria peculiar de exigencias morales (...) de tal naturaleza que requie-
ren ser reconocidas como parte integrante de la estructura basica del orden juridico. De forma que, si
no son reconocidas, el orden juridico sera valorado como injusto”. Delgado Pinto, 1989, p. 137.

19. Sisu fundamento fuera el pacto, bastaria otro pacto para eliminarlos. Si su fundamento fuera
una opcion, un sentimiento, una orientacion, etc., cabrian todo tipo de arbitrariedades subjetivas.
Anzalone, 2021, pp. 71-130.

20. A esta mentalidad contribuyé el TEDH al afirmar, en referencia a la transexualidad -y apelando
a la dignidad-, que “la esfera personal de cada individuo esta protegida, incluido el derecho de cada
uno a establecer los detalles de su identidad de ser humano”, sin restricciones naturales. SSTEDH / c.
Reino Unido, § 72,y Christine Goodwin c. Reino Unido, §§ 90-91, ambas de 11 de julio de 2002.

21. Por ejemplo, SSTEDH sobre el cambio sexo, en especial Grant contra Reino Unido, de 23 de mayo
de 2006, L c. Lituania, de 11 de septiembre de 2007, Schlumpf c. Suiza, de 8 de enero de 2009, etc.

22. Vid., por ejemplo, Oficina de Ciencia y Tecnologia del Congreso de los Diputados. Informe C:
Inteligencia artificial y salud. Madrid, 2022; doi:10.57952/tcsx-b678; y Avila Tomas et al., 2021.
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tres documentos, juridicos y/o éticos, que comentaremos a continuacion, y que nos
pueden ayudar a comprender las lineas y modos de proteccion que proponen.

IV. DIGNIDAD Y DERECHOS EN LOS DOCUMENTOS INTERNACIONALES
SOBRE IA

Los tres documentos en los que nos centraremos son el Reglamento de la UE sobre la
IA%, la Recomendacién de la UNESCO de 2021%** y la nota de la Iglesia Catélica sobre la
IA%. Todos ellos proponen unas orientaciones, principios o normas con el objetivo de
lograr una IA centrada en la persona, al servicio del ser humano, y no una simple herra-
mienta para obtener cualquier tipo de beneficios, pero encontramos coincidencias y
sutiles diferencias entre unos y otros.

En el dmbito regional europeo se aprobd en 2024 el Convenio Marco del Consejo de
Europa sobre Inteligencia Artificial y derechos humanos, democracia y Estado de derecho.
Regula de modo vinculante el desarrollo, disefio y aplicacién de la IA para los Estados
miembros del Consejo de Europa, que deberan adaptar sus legislaciones cuando lo ra-
tifiquen. No lo tendremos en consideracidon en estos comentarios porque, a pesar de
haber sido ya firmado por dieciséis Estados, aun no ha sido ratificado por ninguno de
ellos, y necesita al menos cinco ratificaciones para su entrada en vigor®.

4.1. Reglamento UE

Es el documento mas normativo, pero, al mismo tiempo, de ambito de aplicacién mas
limitado. Su ambito de aplicacién directo se reduce a los paises que integran la UE,

23. Reglamento (UE) 2024/1689 del Parlamento Europeo y del Consejo de 13 de junio de 2024 por el
gue se establecen normas armonizadas en materia de inteligencia artificial y por el que se modifican (...)
(Reglamento de Inteligencia Artificial). Se complementa con otros documentos de la UE de caracter ético.

24. Recomendacion sobre la ética de la inteligencia artificial. Adoptada en Paris el 23 de noviem-
bre de 2021.

25. Dicasterio para la Doctrina de la Fe / Dicasterio para la Cultura y la Educacién. Antiqua et nova.
Nota sobre la relacién entre la IA y la inteligencia humana. 28 de enero de 2025.

26. El Comité de Ministros cre6 en 2021 el Comité sobre Inteligencia Artificial (CAl) con el encargo de
elaborar el citado Convenio. El CAl sometié en 2024 el borrador definitivo a los 46 Estados miembros del
Consejo de Europa, con la participacién de otros 11 Estados no miembros (Argentina, Australia, Canada,
Costa Rica, Estados Unidos, Israel, Japon, México, Pery, Uruguay y la Santa Sede) y de la UE. El resultado
fue su aprobacién el 17 de mayo de 2024, con el compromiso de abrirlo a la firma en septiembre de ese
mismo ano. Hasta ahora (septiembre de 2025) lo han firmado Andorra, Georgia, Islandia, Liechtenstein,
Montenegro, Noruega, Moldavia, San Marino, Suiza, Ucrania y Reino Unido, ademas de Canad3, Israel,
Japén, Estados Unidos y la UE. Ningun pais lo ha ratificado hasta el momento. En el ambito de la salud,
el sistema contaba ya con la Recomendacion 2185(2020) Artificial intelligence in health care: medical,
legal and ethical challenges ahead de la Asamblea Parlamentaria y cuenta también con los informes del
Comité Directivo de Derechos Humanos en los Ambitos de la Biomedicina y la Salud (CDBIO), entre los
que podemos destacar el de septiembre de 2024 titulado Application of Al in healthcare and its impact
on the —patient-doctor- relationship, referente al impacto de la IA sobre desigualdad en el acceso a una
asistencia sanitaria de alta calidad, transparencia para los profesionales de la salud y los pacientes, ries-
go de sesgo social en los sistemas de IA, dilucidn del relato de bienestar del paciente, riesgo de sesgo de
automatizacion, descualificacion y responsabilidad desplazada, e impacto en el derecho a la intimidad.
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aunque indirectamente afecta a terceros paises que tengan relaciones, fundamental-
mente econdmicas, con los paises de la UE. Sin embargo, es el mas normativo porque
sus exigencias son de aplicacion directa y de obligado cumplimiento para todos los
Estados de la UE, no meras recomendaciones (aunque las contiene también)¥.

En el articulado no aparece el término dignidad, si en seis ocasiones en los con-
siderandos previos, en concreto en el 27, 28, 31, 48, 58 y 80. Es curioso que, a pesar
de ofrecer en su articulo 3 sesenta y ocho definiciones, ninguna de ellas esté referida
a la dignidad y que en los citados considerandos aparezca en dos ocasiones como
derecho a la dignidad en lugar de considerarla presupuesto y fundamento de todos
los derechos fundamentales®. Y no sélo eso, sino que, en tres considerandos, situa la
autonomia al mismo nivel que la dignidad, en lugar de considerarla complemento o
exigencia derivada de ésta, lo que la limitaria como causa legitimadora para lesionar la
dignidad propia.

Tampoco aparece el término derechos humanos en el articulado, y una sola vez en
los considerandos, aunque es una cuestion de nomenclatura, pues se refiere a ellos
con la expresién derechos fundamentales en correspondencia con la Carta de Derechos
Fundamentales de la UE. Este término recibe noventa y seis menciones, cincuentay una
en los considerandos, cuarenta y cuatro en el articulado y una en el Anexo VIII.

Si bien el objetivo del Reglamento es lograr una IA “centrada en el ser humano” (art.
1), muestra preferencia por emplear el término persona, que utiliza en 286 ocasiones
(para referirse tanto a personas fisicas como juridicas) frente a las 16 en que utiliza el
término ser humano. No deberia tener gran trascendencia, salvo por la frecuencia con
que en el ambito juridico se niega determinados derechos a los seres humanos que no
han alcanzado la condicién de persona conforme a las regulaciones internas (de ahi que
se permita en la UE la produccion y seleccion de embriones, su congelacion, etc.).

El Reglamento entré en vigor el 1 de agosto de 2024, estableciendo una aplicacion
escalonada. Resulta de aplicacion desde el 2 de febrero de 2025 para los sistemas de
IA de riesgo inaceptable prohibidos por el Reglamento, y desde el 2 de agosto para los
sistemas de |A generativa®. Pero no sera de aplicacién a determinados sistemas de alto
riesgo hasta el 2 de agosto de 2026, ni a los sistemas de alto riesgo del Anexo Il hasta
el 2 de agosto de 2027, lo que supone que la UE ha dejado un margen muy amplio de
tiempo para la adaptacién de los sistemas a la regulacion. Llama la atencidn que, siendo
ya de aplicacion para determinados sistemas de alto riesgo, los Estados aun no hayan
creado las autoridades internas que deben supervisar el cumplimiento del Reglamento
y no hayan desarrollado su legislacion interna en este sentido®.

27. Contamos ya con comentarios especializados del Reglamento, entre los que destacamos Barrio
Andrés, M. (dir.), 2024; Cotino Hueso, L., Simoén Castellano, P. (dres.), 2024; y Sdnchez Saez, J.A. (dir.), 2025.

28. La unica referencia que podemos tener en cuenta respecto a la dignidad es la recogida en la
Carta de Derechos Fundamentales de la UE, aprobada y proclamada en el afio 2000. En su articulo 1
afirma que“La dignidad humana es inviolable. Sera respetada y protegida”. También aparece en el art.
31 para exigir que las condiciones laborales deben respetar la dignidad del trabajador.

29. Debemos destacar que el 10 de julio de 2025 la Comision Europea aprobé el Cddigo de Buenas Prdc-
ticas de IA de uso general, aunque todavia es pronto para valorar su eficacia dado su caracter no vinculante.

30. En Espana corresponde la supervision a la Agencia Espanola para la Supervision de la Inte-
ligencia Artificial (AESIA), que compartird competencias con la Agencia Espanola de Proteccién de
Datos (AEPD).
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Lo mas criticable del Reglamento, en nuestra opinion, es que, a pesar de su deseo de
lograr una IA centrada en el ser humano, segura, de confianza y ética, en el fondo pretende
regular la 1A de tal modo que Europa no pierda el tren de la investigacion y del comercio res-
pecto al resto del mundo, de ahi que establezca salvedades a las restricciones contempladas
en su articulado y lo justifique en los considerandos preliminares. Por ejemplo, justifica la no
aplicacion del Reglamento a los sistemas de IA desarrollados especificamente con fines de
investigacion y cientificos que se pongan Unicamente a disposicion de estos fines (conside-
rando 25), pero la dignidad y los derechos humanos merecen también el maximo respeto
en estos supuestos, no solamente en los que se introduzcan en el mercado; los avances
cientificos no pueden estar construidos sobre la cosificacion del ser humano o la lesién de
sus derechos. Otro ejemplo es la prohibicion de los sistemas de evaluacion (puntuacion)
alimentados con datos desvinculados del contexto en el que éstos se produjeron porque
pueden generar discriminacion, prohibicidon que no regira cuando se persiga con la eva-
luacién un fin conforme al Derecho de la UE; en este caso, el fin perseguido podria justificar,
en caso de lagunas del Derecho de la UE, el uso de medios que atentan contra los derechos
(privacidad, igualdad, etc.) de la persona. En la misma linea, el Reglamento establece una
restriccion para los sistemas de IA que simulan emociones o infieren las de los usuarios para
evaluar o interactuar con ellos, pero también les deja via libre en determinados supuestos.

Junto a la critica anterior, echamos en falta una clausula general que prohiba cual-
quier sistema de IA que atente contra la dignidad del ser humano, que permitiria a los
tribunales declarar ilicitos aquellos sistemas de IA que se sirvan de subterfugios para
eludir las restricciones, asi como futuros sistemas que no hayan sido contemplados
hasta ahora y supongan un alto riesgo para la dignidad y los derechos humanos.

En lo que se refiere al campo biosanitario y el derecho a la salud, el Reglamento
prohibe o restringe expresamente: los que deciden sobre el acceso a servicios publicos y
prestaciones esenciales (sanitarias, de enfermedad, de maternidad, etc.); los que evaluan
riesgos personales y fijan precios de los seguros de vida y salud; los que evaluan, clasi-
fican y priorizan las llamadas de emergencia o la intervencion en la asistencia médica,
realizan triaje de pacientes, etc.

4.2. Recomendacion de la UNESCO

Aprobada en 2021, su ambito de aplicacion es universal, pero, como afirma ella misma,
de caracter ético, no vinculante, aunque insta a todos los Estados a regular los sistemas
de IA en sus legislaciones internas conforme a las recomendaciones que realiza®'.
Consciente de que los sistemas de |A plantean nuevas cuestiones éticas, propone buscar
respuestas desde una ética que tome “como referencia la dignidad humana, el bienestar
y la prevenciéon de danos” (§ 1).

31. Parece que Naciones Unidas, con esta Recomendacion, renuncié a la elaboracion de una Con-
vencion universal vinculante, de ahi que tanto la Asamblea General, como el Consejo de Derechos
Humanos, el Alto Comisionado para los Derechos Humanos y diversos Relatores Especiales se con-
formen con exigir a los Estados que regulen la IA en sus territorios. Sélo la Secretaria General se ha
pronunciado en favor de un Pacto Global vinculante sobre la IA en su informe Nuestra Agenda Comun.
Naciones Unidas, Nueva York, 2021, § 93.
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La autonomia personal aparece citada en cinco ocasiones como cuestion esencial a
proteger frente a las posibles intromisiones, restricciones o manipulaciones por los sis-
temas de IA. No la reconoce como una facultad ilimitada, sino que tiene limites, y uno
de ellos es la dignidad®. Por su parte, la dignidad no sélo es mencionada en catorce
ocasiones (dos en el Predmbulo y doce en el cuerpo de la Recomendacién), sino que
es considerada el eje central, junto a los derechos humanos y las libertades fundamen-
tales, manifestando que uno de los objetivos de la Recomendacioén es su proteccion,
promocién y respeto (§ 8 ¢), Unica via para lograr que los sistemas de |A estén al servicio
de la humanidad y de las personas (§ 5). Insiste en ello al afirmar explicitamente que
“la dignidad inviolable e intrinseca de cada ser humano constituye la base del sistema
universal, indivisible, inalienable, interdependiente e interrelacionado de derechos hu-
manos y libertades fundamentales. Por consiguiente, el respeto, la proteccién y la pro-
mocion de la dignidad humana y de los derechos establecidos por el derecho interna-
cional, en particular el derecho internacional de los derechos humanos, son esenciales
a lo largo del ciclo de vida de los sistemas de IA. La dignidad humana tiene que ver con
el reconocimiento del valor intrinseco e igual de cada ser humano” (§ 13). Por si no hu-
biera quedado claro, vuelve a afirmar mas adelante que “las personas nunca deberian
ser cosificadas, su dignidad no deberia ser menoscabada de ninguna otra manera, y sus
derechos humanos y libertades fundamentales nunca deberian ser objeto de violacién
0 abusos” (§ 15)*,

De todo lo anterior, del hecho de que utilice los términos ser humano y persona
de modo indistinto (el primero en treinta y tres ocasiones y el segundo en cuarenta y
cuatro) y de presentar la dignidad como “inviolable e intrinseca de cada ser humano’,
podemos concluir su sintonia con los instrumentos internacionales y su intencion de
proteger a todo ser humano, antes o después de nacer, mujer u hombre, de una u otra
etnia o color, con independencia de posibles discapacidades, etc.>*

Al referirse a los derechos, siempre prefiere la expresiéon derechos humanos,
conforme a los instrumentos de Naciones Unidas. Son mencionados en sesenta y
cuatro ocasiones, ademas de referirse en otras veintitrés ocasiones a los derechos
de grupos (nifos, mujer, personas con discapacidad, etc.). Aunque hace hincapié en

32. Asi se aprecia, por ejemplo, cuando reconoce que corresponde a las personas o grupos deter-
minar lo que deba entenderse por “calidad de vida’, siempre que tal determinacién no suponga una
violacion de la dignidad: “Los sistemas de IA deberian mejorar la calidad de vida de los seres huma-
nos, dejando a las personas o los grupos la tarea de definir el concepto de “calidad de vida’, siempre
gue como resultado de esa definicién no se produzca ninguna violaciéon o abuso de los derechos
humanos y las libertades fundamentales ni de la dignidad de las personas” (§ 14).

33. Mas adelante insistira en la idea de que los sistemas de IA nunca podran suponer una cosifica-
cién del ser humano: “los procesos de dicho ciclo de vida [de la IA] no deberian segregar ni cosificar
a los seres humanos y las comunidades ni mermar su libertad, su autonomia de decision y su seguri-
dad” (§ 24).

34. Esta es la intencion, como lo es en todos los instrumentos de Naciones Unidas. Sin embargo,
la realidad es muy distinta, pues los Comités de Naciones Unidas, en especial el Comité de Derechos
Humanos, hace prevalecer, por ejemplo, en su Observacion General n° 36 (sobre el derecho a la vida)
y en sus Dictdmenes, la autonomia personal de la madre sobre la dignidad y derechos humanos de
los hijos aun no nacidos. En el marco de Naciones Unidas en general, la autonomia personal o privada
esta sobredimensionada por sus érganos secundarios, hasta el punto de reconocer que los sujetos
pueden adoptar decisiones que objetivamente atentan contra su propia dignidad.
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algunos derechos que pueden resultar mas amenazados por los sistemas de IA (la
intimidad, la privacidad, la autonomia, etc.), persigue la proteccién de todos los de-
rechos reconocidos en la Declaracion Universal de Derechos Humanos, en los Pactos
Internacionales de derechos (civiles, politicos, econdmicos, sociales y culturales) y en
cualquier Convencién de derechos aprobada por Naciones Unidas.

Lo mas destacable de la Recomendacion, a efectos del propédsito de estas paginas,
es que dedica un apartado completo a los efectos de la IA en el ambito de la salud y la
bioética (Ambito de actuacion 11: Salud y bienestar social, §§ 121-129)%.

En primer lugar, propone a los Estados un esfuerzo en el empleo de sistemas eficaces
de IA para mejorar la salud humana y proteger el derecho a la vida, asi como garantizar
gue su uso sea conforme al derecho internacional y respete los derechos humanos, ci-
tando expresamente que deberan tener “en cuenta la importancia de las relaciones del
paciente con su familia y con el personal sanitario” (§ 121). En otras palabras, la eficacia
econdmica o en la gestion de un sistema de IA no puede conllevar la deshumanizacién
de las relaciones sanitarias.

Todo sistema de IA relacionado con la salud en general y la salud mental en par-
ticular*® debe estar regulado de tal modo que sea seguro, eficaz, eficiente y probado
desde el punto de vista cientifico y médico, alentando a contar con la participacion
activa de los pacientes en todas las etapas de desarrollo del sistema (§ 122).

Respecto a los sistemas de IA de prediccidn, deteccion y tratamiento médico, su re-
gulacion debera incluir (§ 123): una supervision que minimice y atenue los sesgos; la
participacidon de profesionales, pacientes, cuidadores o usuarios del servicio en la ela-
boracién del algoritmo; proteccion de la privacidad y de los datos personales; garantias
del consentimiento informado del tratamiento de datos y el conocimiento de su fin;
garantias de que el cuidado humano y la decisién final sobre diagnéstico y tratamiento
corresponda al médico, no al sistema; y la evaluacion del sistema de |A por un comité de
investigacion ética antes de su uso clinico.

Respecto al uso de robots asistenciales, la regulacion debera exigir que las interac-
ciones estén sometidas a los valores y principios recogidos en la Recomendacion (8§
25-47 : proporcionalidad e inocuidad, seguridad y proteccién, equidad y no discrimi-
nacion, sostenibilidad, proteccion de la intimidad y datos personales, supervision y
decisiéon final humana, transparencia y explicabilidad, responsabilidad y rendiciéon de
cuentas, sensibilizaciény educacién, y gobernanzay colaboracion adaptativas y de mul-
tiples partes interesadas) y que se preste especial atencion a sus posibles consecuencias

35. No solo dedica este apartado, sino que en su Preambulo manifiesta haber tenido en conside-
racion la Declaracion Universal sobre Bioética y Derechos Humanos (2005) y destaca el trabajo que
deberan realizar en adelante algunos de los 6rganos de la UNESCO como la Comision Mundial de
Etica del Conocimiento Cientifico y la Tecnologia (COMEST), el Comité Internacional de Bioética (CIB)
y el Comité Intergubernamental de Bioética (CIGB) (§ 138).

36. La preocupacioén por los riesgos de los sistemas de |A sobre la salud mental lleva a recomen-
dar que se realicen “investigaciones sobre los efectos y la regulacion de los posibles dafos de los
sistemas de IA para la salud mental, tales como un aumento de la depresion, la ansiedad, el aisla-
miento social, el desarrollo de adicciones, el trafico, la radicalizacidon y la informacion errénea, entre
otros” (§ 124). Resulta interesante al respecto Gémez Lanz, J. et al., 2024, pp. 143-155, en especial
pp. 145-146.
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sobre la salud fisica y mental®’, en especial las consecuencias de aquellos sistemas de
IA que puedan manipular sesgos cognitivos humanos, hacer mal uso de ellos o atentar
contra la dignidad y autonomia de las personas asistidas (§8 125-126). Una de las exi-
gencias concretas, en respuesta a la creciente antropomorfizacién de las tecnologias de
laIA'y de los sistemas que reconocen e imitan las emociones humanas, es que se limite
tal antropomorfizacién cuando sea conveniente (para evitar confusion en los usuarios),
se evaluen sus implicaciones éticas y que el usuario sea siempre consciente de que esta
interactuando con una maquina (8§ 127-128).

4.3. Nota Antiqua et nova sobre la relacion entre la IA y la inteligencia
humana

El primer prejuicio que puede asaltarnos ante este documento es que debe ser des-
cartado porque pertenece al ambito religioso y la ciencia debe ser neutray limitarse a lo
empirico. Es un prejuicio que arrastra la humanidad desde los tiempos de la Modernidad
y que falsea la capacidad del conocimiento humano porque, por un lado, no es cierto
que la ciencia sea neutra ni se limite a los datos empiricos, y, por otro, porque los argu-
mentos que ofrecen personas con creencias religiosas pueden ser tan validos como los
de quienes se autoconsideran cientificos neutros por carecer de ellas o rechazarlas®.

El propio documento manifiesta que sus propuestas no estan dirigidas exclusiva-
mente a los catdlicos, sino a todos aquellos que “comparten la exigencia de un desa-
rrollo cientifico y tecnoldgico que esté al servicio de la persona y del bien comun” (§
5), ofreciendo unas lineas de accién que persiguen el mismo objetivo expuesto por el
Reglamento y la Recomendacidn, concretado en “asegurar que el desarrollo y el uso de
la IA respeten la dignidad humana y promuevan el desarrollo integral de la persona 'y
de la sociedad” (§ 6).

Utiliza el término ser humano en cincuenta y ocho ocasiones, y persona en ochenta
y tres, pero como sinénimos, como trata de poner de manifiesto con sus referencias a la
Declaracion Dignitatis humanae®, a la Instruccion Dignitas personae® y a la Declaracion
Dignitas infinita*'. Desde el inicio de la vida humana (concepcién) hasta el final, todo ser
humano esta revestido de la misma dignidad y merece el mismo respeto y proteccion
porque “las vidas humanas son preciosas en si mismas” (§ 68), con independencia de ca-
racteristicas personales o del beneficio econdmico que puedan reportar a la sociedad.

La concepcién de la dignidad intrinseca del ser humano de la que parte el docu-
mento es la que propusieron en su momento san Gregorio de Nisa y san Agustin, una
dignidad que “permanece intacta mas alla de toda circunstancia, incluso en aquellos

37. Esta investigacidn no es suficiente en las etapas de desarrollo e implementacion del sistema
de A, sino que serd precisa una investigacién sobre los efectos a largo plazo (§ 129).

38. Un ejemplo paradigmatico de esta aceptacion es el cambio en Habermas tras sus dialogos pu-
blicos con el cardenal Ratzinger. Pasé de rechazar cualquier argumento religioso a aceptarlos en los
discursos salvo que reclamaran para si el caracter de infalibles. Castorina, 2020, pp. 61-79.

39. Concilio Ecuménico Vaticano Il, 7 de diciembre de 1965.

40. Congregacion para la Doctrina de la Fe, 8 de septiembre de 2008.

41. Dicasterio para la Doctrina de la Fe, 8 de abril de 2024.

188



IUS ET SCIENTTIA « 2025

Dignidad, derechos e Inteligencia Artificial en el sector biosanitario

Vol. 11 « N° 2 « pp. 176-195

José Justo Megias Quirds

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i02.09

que son incapaces de ejercer sus capacidades” (§ 34), y que confiere a todo ser humano
un valor incalculable. Esta es la dignidad, junto al bien comun, que deben respetar los
sistemas de IA, porque es el criterio clave para evaluarlos (§§ 42-43), sin que se pueda
perder de vista “en nombre de la eficacia” (§ 54). Ni siquiera la autonomia personal, el
consentimiento libre de los sujetos, puede legitimar posibles lesiones de la dignidad y
de los derechos; el ejercicio de la autonomia personal debe ser responsable (§ 55).

En referencia a la antropomorfizacion de la IA, advierte sobre sus riesgos por
su capacidad de interactuar con la persona hasta el punto de generarle confusién
sobre la identidad de la maquina y difuminar “asi la linea que separa lo humano de
lo artificial”. Los sistemas de IA son sélo una herramienta. No pueden sentir empatia
con las personas, sino simular respuestas empaticas, por lo que, en sintonia con la
Recomendacion de la UNESCO, propone que no sean utilizados como si fueran per-
sonas, y que los usuarios puedan ser conscientes siempre de que interactlan con una
maquina (§§ 61-63).

Reconoce que los sistemas de |A tienen mucho que aportar en el ambito médico y
de la salud, por ejemplo, en los diagndsticos, en la facilitacion de las relaciones entre
pacientes y personal sanitario, en la propuesta de nuevos tratamientos, en el acceso a
una atencién de mayor calidad, etc., siempre que no sustituyan a los operadores sani-
tarios, custodios y servidores de la vida humana (§§ 71-72). Una IA que reemplazara al
personal sanitario en la relacion con los pacientes perjudicaria la estructura relacional
humana, impidiendo la verdadera solidaridad con los que sufren y agravando la so-
ledad que suele acompanar a la enfermedad (§ 73)*. Por ello, la decisién ultima, pon-
derada y éticamente motivada, debe corresponder al médico —no al sistema de IA- con
un completo respeto a la dignidad del paciente y con el consentimiento informado de
éste (§ 74).

Propone también descartar “el uso de la IA para determinar quién debe recibir tra-
tamiento basandose principalmente en criterios econdmicos o de eficacia” (§ 75), que
penalizaria siempre a los mas fragiles, asi como evitar que los sistemas mas avanzados
y eficaces estén unicamente a disposicion de los mas ricos “mientras que a otros les
cuesta acceder incluso a los servicios basicos” (§ 76). Los sistemas de IA deben estar
al servicio del bien comun, de modo que no pueden ser utilizados para agravar las
desigualdades.

Finaliza el documento reconociendo de nuevo el bien que pueden reportar los sis-
temas de IA cuando se ponen al servicio de la persona y del bien comun, pero también
de los riesgos para la dignidad y los derechos cuando son otros los objetivos y fines per-
seguidos, y del riesgo de que desplacen las verdaderas relaciones humanas al otorgarles
un lugar que no les corresponde. En el fondo, coincide con todos los planteamientos
que ofrece la Recomendacién de la UNESCO, presentandolos en alguna ocasiéon desde
otra perspectiva.

42. Es el problema que pone de relieve Echarte con los robots asistenciales para personas ma-
yores, que puede aumentar la epidemia de soledad presente en nuestra sociedad: “la soledad des-
aparece en la medida que el anciano cree que hay un otro que le acompana y cuida. (...) El anciano
qgue hoy vive acompahnado de un robot cuidador sigue estando solo pero, como ya no se siente solo,
permanece indiferente a su situacion real. Ya no importa” Echarte Alonso, 2024, p. 15.
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V. LUCES Y SOMBRAS DE LA IA EN EL CAMPO BIOSANITARIO

El reciente Informe sobre las perspectivas de la IA generativa. Explorando la interseccion
entre tecnologia, sociedad y politicas (Abendroth et al., 2025) ofrece un andlisis del estado
de situacion sobre las ventajas y riesgos del uso de la IA aplicada al campo de la salud.
Su punto fuerte es que recoge de modo exhaustivo los pros y los contras, aunque la
mayor parte de ellos hayan sido ya apuntados y analizados por la doctrina cientifica
durante los ultimos anos.

5.1. A favor del uso delaIA

En el campo del conocimiento sanitario y su aplicacion por el profesional, la IA, gracias a
su capacidad de procesar y sintetizar gran cantidad de informacién personal y médica,
puede ayudar en el diagndstico, sugerir pruebas clinicas y proponer protocolos de trata-
miento para los pacientes. Ademas, los agentes conversacionales (chatbots), a través de
la informacion obtenida directamente de los pacientes, pueden apoyarles en la gestion
de situaciones, generar nuevos conocimientos, realizar evaluaciones preliminares y
ofrecerles educacién sanitaria (Abendroth et al., 2025, pp. 105-106)*. Evidentemente,
todas estas posibles aportaciones benefician al ser humano cuando se han respetado
los limites que impone su dignidad inherente, es decir, que no se hayan logrado a costa
de convertir a las personas como simples instrumentos para obtener el fin perseguido.

En el ambito de las tareas burocraticas del sistema de salud, la IA puede ayudar en la
gestion de documentos administrativos y clinicos, en la facturacién, en la programacién
y comunicaciéon con los pacientes, en la gestion del flujo de trabajo y en la respuesta a
posibles amenazas para la salud publica, liberando asi al personal de ocupaciones que
restan tiempo a la atencién directa de los pacientes (Abendroth et al., 2025, p. 106).
Como en el caso anterior, todo ello es positivo y deseable, siempre que se respete la
intimidad y la privacidad de los pacientes (y de otros sectores de la poblacion afectados
por los analisis) y, por supuesto, con una informacién trasparente que permita a los im-
plicados otorgar su consentimiento con conocimiento de todas sus consecuencias.

En la practica clinica, ademas de analizar imagenes para diagnosticar y apoyar po-
sibles decisiones clinicas, la IA puede mejorar la calidad de imagenes médicas, generar
imagenes médicas sintéticas a partir de datos que ayudarian en el ensayo de nuevos mo-
delos de atenciéon médica, complementar las pruebas clinicas reales o simular efectos
de un tratamiento hipotético alternativo. Los sistemas quirdrgicos roboticos pueden ser
muy valiosos en la preservacion de la vida y de la salud de los pacientes, en especial en
condiciones de fatiga del personal sanitario, o con retroalimentaciones que podrian su-
gerir en tiempo real cambios de actuaciones, etc. (Abendroth et al., 2025, pp. 106-107).

En la medicina personalizada, la IA puede elaborar perfiles de los pacientes para
predecir las respuestas individuales a pruebas clinicas de riesgo, a los tratamientos o
a situaciones adversas relacionadas con la salud. También podria generar un gemelo

43. En zonas rurales, donde la asistencia médica puede ser mas deficiente o carecer de especialis-
tas, puede ayudar a mejorar la accesibilidad y la propia asistencia sanitaria ofreciendo in situ al perso-
nal médico informacién clave y sugerencias de intervencion.
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virtual del paciente sobre el que se podria realizar la investigacidn sanitaria sin riesgo
para el paciente real (Abendroth et al., 2025, p. 107). Reiteramos en estos supuestos la
necesidad de garantizar la privacidad y un consentimiento verdaderamente informado.

Por ultimo, en el campo de la investigacion sanitaria, la IA puede ayudar a descubriry
desarrollar nuevos farmacos, a reutilizar otros en enfermedades para los que no estaban
previstos, a optimizar estructuras moleculares para dianas terapéuticas especificas con
mejora de resultados y disminucién de efectos secundarios, a predecir interacciones
positivas y negativas entre farmacos, a simular ensayos clinicos antes de comenzar los
ensayos en humanos, etc. (Abendroth et al., 2025, p. 108).

5.2. Los peligros de la IA

A pesar de todos los beneficios enunciados, y otros posibles, la utilizacion de los sis-
temas de |IA también conlleva riesgos para los derechos de los pacientes y, en menor
medida, de los profesionales sanitarios (Abendroth et al., 2025, pp. 108-110). Nos cen-
traremos exclusivamente en los mas destacados; los dos primeros afectan directamente
a la dignidad, los demas suponen la lesién de determinados derechos humanos y, por
tanto, indirectamente de la dignidad.

El riesgo mayor es la cosificacion del paciente por deshumanizacién de la medicina
(Castejon Garcia, 2024, p. 44; Robles del Olmo 29%*?54-56). Corremos el riesgo de sus-
tituir al personal sanitario por una maquina a la que el paciente no le importa en ab-
soluto, limitandose a ofrecer un resultado: un diagndstico, un tratamiento o un servicio.
Sin embargo, para un paciente es esencial el trato humano con el personal sanitario,
y para éste lo principal sera siempre ser consciente de que interactian con personas
gue precisan sus conocimientos, sus habilidades y capacidades, su ayuda y apoyo, su
comprension, su empatia. Una simple sonrisa o un simple gesto de complicidad del
personal sanitario con el paciente puede ser mas efectivo que cualquier explicaciéon o
propuesta técnica ofrecida por el sistema de IA.

El segundo riesgo, a la par con el anterior, es la instrumentalizacién del paciente, con-
vertirlo en un medio para avanzar en la investigacion. En estos supuestos, se utilizan sus
datos y situacion para lograr un buen fin, el avance cientifico, pero no puede hacerse sin
respetar su dignidad y sus derechos, en particular la privacidad y la autonomia.

En tercer lugar, debemos tener en consideracidon que los sistemas de |IA no son in-
falibles. La vida, la salud o la integridad fisica o psiquica pueden ser puestas en peligro
por los errores del sistema. El sistema es de creacion humana y caben los errores en el
diseno, desarrollo o entrenamiento, pero ademas puede haber errores achacables al
propio sistema, como las alucinaciones, las cdmaras de eco y las adulaciones de las que
tanto se habla en los ultimos afos.

En cuarto lugar, se corre el riesgo de eliminar o condicionar la autonomia personal
cuando es el sistema el que adopta las decisiones finales, sin dar opcién a que el médico
y/o el paciente puedan decidir al respecto, o cuando el sistema no informa con sufi-
ciente claridad y profundidad sobre sus propuestas, impidiendo de este modo que se
pueda tomar una decision humana responsable.

En quinto lugar, siempre esta presente el riesgo de discriminacion, bien por los
sesgos en los datos de entrenamiento o porque el sistema haya sido entrenado para
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discriminar (por ejemplo, para la seleccion de embriones). No es extrano que los docu-
mentos comentados en estas paginas se hayan manifestado, por ejemplo, en contra de
los sistemas que realizan el triaje de pacientes en urgencias.

Por ultimo, aunque ya se ha puesto de manifiesto, los derechos humanos mas ex-
puestos son la intimidad y la privacidad a causa del tratamiento masivo de datos perso-
nalesy la elaboracién de perfiles sin el consentimiento de los afectados o sin haberles fa-
cilitado toda la informacion precisa para otorgar responsablemente tal consentimiento
(Adame Martinez, 2025, pp. 339-408).

V1. REFLEXIONES FINALES

Todo ello nos lleva a concluir que es necesaria una regulacion transnacional de los sis-
temas de IA (porque ésta no tiene fronteras) que permita asegurar minimamente la
dignidad y los derechos humanos. La UE ha dado un paso muy significativo con la apro-
bacién de su Reglamento, pero se advierte en su articulado la tensiéon entre el objetivo
de que los sistemas de IA sean creados e implementados para servir a la humanidad
(y la importancia de la ética) con otro objetivo menos explicito de no perder la carrera
mundial por el dominio de la tecnologia y el logro de beneficios econédmicos de las
empresas tecnoldgicas. El Consejo de Europa también ha aprobado su Convenio Marco
del Consejo de Europa sobre Inteligencia Artificial y derechos humanos, democracia y
Estado de derecho, que sera de caracter vinculante cuando sea ratificado por los Estados
miembros, aunque todavia queda un largo camino por recorrer en este sentido.

Aunque consideramos que la regulacion legal es esencial, su caracter generalista 'y
el hecho de ir siempre a remolque de las innovaciones tecnoldgicas, hace que sea insu-
ficiente. Es necesario su complemento ético, elaborar o actualizar los cédigos de con-
ducta, basados en una ética de la responsabilidad centrada realmente en el ser humano
y el bien comun*. La Recomendacion de la UNESCO, asi como numerosos documentos
de la UE anteriores a la aprobacion del Reglamento, pueden ser de gran ayuda en este
sentido. Pero, sobre todo, es necesario que se constituyan con prontitud los comités
éticos recomendados por el Reglamento UE y por la Recomendacion de la UNESCO que
puedan poner un poco de cordura ética en el desarrollo y la implementacion de la IA*.

Igual de necesario resulta también que los Estados acomoden cuanto antes sus le-
gislaciones internas a las exigencias y recomendaciones de estos textos para garantizar
la dignidad de sus ciudadanos y los derechos humanos que mas riesgo corren con la
implementacién de sistemas de IA.

En el caso de Espafia, con anterioridad a la aprobacién del Reglamento UE ya se
habian aprobado, entre otras normas, el Real Decreto 729/2023, de 22 de agosto, por
el que se aprueba el Estatuto de la Agencia Espanola de Supervision de Inteligencia

44. Llano Alonso pone de manifiesto, precisamente, la resistencia de las grandes empresas tecno-
|6gicas al desarrollo y aplicacién de la ética en el mundo de la inteligencia artificial porque limitaria
sus objetivos netamente econdmicos. Llanos Alonso, 2024a, p. 198.

45. Nos referimos evidentemente a un comportamiento ético en el diseno, entrenamiento, de-
sarrollo e implementacién de la IA. Mas dificil resulta lograr que las decisiones de los sistemas sean
siempre éticamente correctas. Llano Alonso, 2024b, pp. 87-88.
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Artificial y el Real Decreto 817/2023, de 8 de noviembre, que establece un entorno con-
trolado de pruebas para el ensayo del cumplimiento de la propuesta de Reglamento del
Parlamento Europeo y del Consejo por el que se establecen normas armonizadas en ma-
teria de inteligencia artificial. La Ley Organica 3/2018, de 5 de diciembre, de Proteccion
de Datos Personales y garantia de los derechos digitales no contiene mencién explicita
a los sistemas de inteligencia artificial, pero es de plena aplicacién a todo lo que esté
relacionado con ellos.

Ahora nos encontramos en la fase de tramitacion de un Anteproyecto de Ley para
el buen uso y la gobernanza de la Inteligencia Artificial, aprobado por el Consejo de
Ministros el 11 de marzo de 2025, que desarrollara y complementara numerosos as-
pectos del Reglamento UE sobre las practicas prohibidas, los sistemas de alto riesgo,
las sanciones, etc. Como dato significativo, podemos constatar que el término dignidad
no aparece citado en ninguna ocasion en el Anteproyecto, y en el articulado sigue la
nomenclatura del Reglamento UE para referirse a la proteccién de los derechos funda-
mentales; sélo en el preambulo utiliza la expresion derechos humanos. Por otra parte,
atribuye a la Agencia Espanola de Supervision de Inteligencia Artificial (AESIA) la mayor
parte de las competencias de control legal y ético de los sistemas de IA*,
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I. INTRODUCCION

El muy conocido cientifico Stephen Hawking sefalé hace mas de una década que, “El
dia que la inteligencia artificial se desarrolle por completo podria significar el fin de la raza
humana. Funcionard por si sola y se redisenard cada vez mds rdpido. Los seres humanos,
limitados por la lenta evolucion bioldgica, no podrdn competir con ella y serdn superados”
(BBC, 2014).

Por su parte, el conocido Elon Musk, en el afno 2017 manifestdé que la competencia
por la superioridad en la inteligencia artificial (I1A) es la causa mas probable de una guerra
mundial, asimismo predice la llegada de una IA superhumana en 2025 (Ugalde, 2024).

Por otro lado, en los Foros Internacionales se hacen la siguiente pregunta, ;El disefio
y puesta en marcha de armas auténomas en conflictos armados resulta compatible con
el derecho internacional humanitario? En este sentido, advierte Pérez Luno (1991, 289),
que, “en la situacion tecnoldgica propia de la sociedad contemporanea todos los ciu-
dadanos, desde su nacimiento, se hallan expuestos a violaciones de su intimidad per-
petradas por determinados abusos de la informatica y la telematica. La injerencia del
ordenador en las diversas esferas y en el tejido de relaciones que conforman la vida
cotidiana se hace cada vez mas extendida, mas difusa, mas implacable”.

La propia Comision de la Unién Europea impulsa un enfoque ético y regulado para
la IA, promoviendo innovacién, proteccion de derechos fundamentales y transparencia.
Su estrategia integra investigacion, seguridad digital y cooperacion internacional, ga-
rantizando desarrollo tecnolégico que equilibre progreso econémico y respeto a los
valores sociales en la era digital (Comisidon Europea 2018).

El avance acelerado de la tecnologia ha llevado al desarrollo de sistemas de armas
cada vez mas sofisticadas y auténomas. Entre estas, segun expone Madrid Moreno,
“se encuentran las armas letales auténomas (SALA) o ‘robots asesinos, que son ca-
paces de operar y tomar decisiones sin la intervencion humana directa. Estas armas
plantean numerosos desafios legales y éticos, especialmente en el contexto del Derecho
Internacional Humanitario, como cuerpo de leyes que regula el comportamiento de los
actores en conflictos armados” (Madrid Moreno, 2023).

La Union Europea (UE), el 24 de mayo de 2024 aprobd el Al act, primera ley en el
mundo para regular la IA y que modifica determinados actos legislativos de la UE'. Entre
sus objetivos se encuentra el controlar las capacidades avanzadas de la IA, sus riesgos sis-
témicos, entre otros, obligando a fin de garantizar que los sistemas de IA sean altamente
fiables. En cuanto a sistemas de IA de alto riesgo deben llevar el marcado certificado
de ciberseguridad (CE) en fisico o digital, para poder circular libremente en el mercado
libre?. De igual forma se regula el uso de material protegido por derechos de autor.

1. (COM (2021)0266-C9-0146/2021-2021/0106 (COD)). Para ello, se establecen criterios de clasifi-
cacion de riesgo que permiten diferenciar entre aplicaciones de alto, medio y bajo riesgo, asignando
obligaciones especificas a cada una. Entre las medidas adoptadas se destacan la exigencia de trans-
parencia en los procesos algoritmicos, la obligatoriedad de proporcionar explicaciones comprensi-
bles sobre el funcionamiento de los sistemas automatizados y la implementaciéon de mecanismos de
supervision humana.

2. Reglamento (UE) 2019/881 del Parlamento Europeo y del Consejo, de 17 de abril de 2019, relati-
vo a ENISA (Agencia de la Unién Europea para la Ciberseguridad) y a la certificacion de la ciberseguri-
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Y cabe referirse en este punto a la Machine learning (ML), “(...) una aplicacién actual
de la IA basada en la idea de dar a las mdquinas acceso a los datos y dejarles aprender por
si mismos, es decir, algoritmos que reconocen patrones especificos, organizan datos o in-
formacion determinada y permiten asi que las mdquinas aprendan a realizar sus funciones
de forma “mds inteligente™. Estos aprenden a no repetir errores o superan dificultades
emergentes. En este, suelen usarse redes neuronales artificiales* para facilitar el apren-
dizaje y proceso de razonamiento de las maquinas, de la manera que lo hacemos los
humanos, de ahi que se considere al aprendizaje automatico como el detonador de su
eventual responsabilidad penal.

El deep learning, es mas reciente que la ML. Surge en 2010y tiene como objetivo imitar
una red neuronal humana a través de la inteligencia artificial. El “aprendizaje profundo”
como también se le conoce, se basa en el diseno de capas individuales de conexiones
gue mantiene una comunicacion con otras capas de informacion sometidas a una can-
tidad ilimitada de datos que es usada primero, de forma individual, y luego general, para
una tarea especifica (al igual que una red neuronal humana); es una vertiente de la ma-
chine learning que se disené para ampliar los contextos en que éste era aplicado.

En sentido amplio, a continuacién, cabe referirse a los Robots, cada vez mas incor-
porados a la vida cotidiana, pero que en mas de una ocasion han causado problemas
afectando incluso la vida humana de no pocos. Recuerda Verdugo Guzman que, “una
gran interrogante que se plantea, es la posibilidad de atribuir responsabilidad penal por
ejemplo a un robot que ‘destruya’ un ser humano por un fallo en su sistema o porque
lo detecte como un error (como ya sucedié con un robot que rompio el dedo a un nifio
mientras jugaban ajedrez en un torneo de Moscu en julio de 2022), pues por ahora no
se puede aplicar la teoria del delito a la I.A, ni siquiera se puede hablar de persona ju-
ridica o robdtica” (Verdugo Guzman, 2023, 151). Asi entonces, cabe discutir si es posible
gue tengan una responsabilidad penal y promover una cultura de prevencion de de-
litos por parte de éstos.

En el sentido expuesto, Moran Espinoza, sefala la disyuntiva y obligacién profesional
del Derecho Penal Econémico para abordar la realidad de la IA, y por ello, se refiere ala
necesidad de, “(...) proponer su regulacion especial a través de dos vertientes principales:
1.La creacidn de un tercer tipo de persona juridica-"la persona artificial™-, y 2. La probable
responsabilidad penal (IA) -frente airresolubles y variados casos cometidos por ésta—, como
la préxima, apremiante y urgente frontera juridica a regular” (Moran Espinoza, 2021, 289).

Enla actualidad, lainclusién de la robética se encuentra en la gobernanza en materia
de responsabilidad penal de las personas juridicas (RPPJ), pero cabe ampliarlaala nueva
realidad que nos acompana en este siglo: los robots y otras formas de IA. Intentaremos
dilucidar algunas cuestiones problematicas, a continuacion.

dad de las tecnologias de la informacién y la comunicacién y por el que se deroga el Reglamento (UE)
n.° 526/2013 («Reglamento sobre la Ciberseguridad». DO L 151 de 7.6.2019, 15).

3. Definicion de “redes neuronales” Disponible en: https://www.analytics10.com/blog/
cual-es-la-diferencia-entre-inteligencia-artificial-ai-y-machine-learning-ml/

4. En otros términos, “Una red neuronal es un sistema informatico disefiado para trabajar clasifi-
cando la informacién de la misma manera que un cerebro humano (...)", Analitics10. Definicion de
“redes neuronales”. Disponible en: https://www.analytics10.com/blog/cual-es-la-diferencia-entre-in-
teligencia-artificial-ai-y-machine-learning-ml/
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II. SITUACION ACTUAL DE LA IA Y LOS ROBOTS

En este texto se utilizara indistintamente el término IA, persona artificial y Robot, aunque
se citara con mayor frecuencia este ultimo. El Robot evoca algo tangible, no un concepto
tan etéreo como la IA, o la persona artificial, ultima que, siendo realistas, dista mucho
de su creacioén juridica. Por su parte, la Real Academia Espanola, define Robot como “m.
Mdquina o ingenio electrénico programable que es capaz de manipular objetos y realizar
diversas operaciones” (RAE 2025).

La ciencia mas calificada sobre la materia confirma que un Robot se desliga del al-
goritmo que le dio existencia juridica y despliega en su actuar, segun el Informe del
Parlamento Europeo (2017):

— autonomia;

— crea data propia como fuente o criterio para adoptar sus decisiones imprede-
cibles, bases de datos desligadas actualmente a su programador y es cubierta
por derechos de propiedad intelectual y de flujo de datos;

— el Robot tiene capacidad de ser entrenado para pensar y tomar decisiones imprede-
cibles, completamente independientes del algoritmo que le dio presencia juridica.

La descripcién cientifica de un Robot da pleno fundamento a la existencia de per-
sonas artificiales, y como tales, han de ser reguladas y, por ende, debe ser valorado pe-
nalmente su grado de participacion en una conducta delictual. No se puede dejar de
compartir el criterio de Crespo (2024), quien sefala que los Robots podran llegar a ser su-
jetos, mas nunca agentes a efectos de sentar una responsabilidad penal, porque falta el
elemento culpabilidad. Advierte Verdugo Guzman que, “quizas, se puede pensar en una
imprudencia por parte del responsable del robot que esta a cargo de él o directamente
imputar la responsabilidad al fabricante de este, siguiendo el ejemplo descrito, por lo
que seria el responsable final de las muertes o danos que se produzcan” (2023, 151).

Por su parte, agrega Mir¢ Llinares que, “(...) resulta esencial monitorizar la evolucion
de la IA desde una perspectiva de atribucion de responsabilidad para evitar llegar a
situaciones en las que el aprendizaje de las maquinas no permita decir que nadie haya
tomado una decision negligente pese a que existan danos” (2018, 96).

En otro sentido, Gutiérrez Palacio (2023), sefala que durante siglos el Derecho penal
ha sido fiel creyente de que las acciones penales sélo son humanas y, por ende, solo se
estudian esta clase de conductas en esta area del derecho. No obstante, recientemente
a partir del desarrollo de las teorias neurocientificas aplicadas al derecho, y, en defi-
nitiva, existe un sinfin de conceptos, pareciera que deberian llevar a replantearse los
conceptos tradicionales.

Un ejemplo de lo expuesto es traido a colacién por Demetrio Crespo, quien argu-
menta que, a partir de lo postulado por Roth, la concepcién de accidon voluntaria, una
conducta dirigida por un “yo consciente”, es ahora una ilusion. Lo referido en razén a
que, conforme a la concatenacién de la amigdala, el hipocampo y el nudo ventral y

5. Véase el Informe Parlamento Europeo, disponible en: http://www. europarl.europa.eu/doceo/
document/A-8-2017-0005_ES.html.
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dorsal, la memoria emocional de la experiencia de las personas tiene la ultima palabra
sobre nuestras actuaciones. Bajo este entendido, nuestras decisiones conductuales
no son mas que ideas que ya fueron ejecutadas segundos antes por nuestro sistema
limbico (Demetrio, 2013, 240).

Las conductas o actos de los Robots, digase los efectos juridicos de sus decisiones
auténomas e impredecibles, son tema de discusion en Estados Unidos y la propia Unidn
Europea. Por ejemplo, ésta se refiere en distintos documentos a los ejes fundamentales
para el desarrollo de su politica en materia tecnoldgica y de datos, o también, sobre el
“Régimen de responsabilidad civil de lainteligencia artificial 2020/2014", (2020), iniciativa
en desarrollo que propone la regulacién de areas como los carros autdématas, las armas
de destruccidon masiva basadas en inteligencia artificial o el reconocimiento facial®.

Es ineludible abordar la responsabilidad penal de los Robots que existe también en
los delitos econédmicos-empresariales pues, muestran rasgos significativamente alejados
del delito paradigmatico, y su estudio practico nos retrotrae al analisis de ataques pro-
ducidos contra bienes juridicos de naturaleza patrimonial individual, o supraindividual -
sociales o estatales—, en los que aparecen de forma recurrente problemas interpretativos,
derivados de la pluralidad de intervinientes, cuando no relativos a aspectos subjetivos
—dolo directo o del dolo eventual- o0 a cuestiones de autoria y participacion, la —comision
por omisidon u omisién impropia, actuar en lugar de otro y, también, el delito colegial-.

Lo anterior nos recuerdan que, ademas de los problemas concretos anteriormente
comentados, el delito econémico es esencia un delito cometido en el seno de una or-
ganizacion de personas, la empresa, y su crecimiento exponencial en términos cuantita-
tivos y cualitativos es también fiel reflejo de los cambios y transformaciones que las mas
modernas tecnologias han producido estas ultimas décadas en nuestra sociedad, ahora
organizada en una red hiperconectada, con unos estados en declive y cuyas fronteras
se difuminan fruto de la imparable globalizacién.

Es imperativo el valorar los hechos, y por qué no, la participacion de los Robots en
un iter criminis que tiene como resultado la violacién de un bien juridico protegido en el
Derecho Penal Econémico.

III. DERECHO PENAL DEL HECHO Y DERECHO PENAL DEL AUTOR.
¢APLICABLE A UN ROBOT?

Esta claro que la penalidad del Robot va a requerir actualizaciones legales que asi lo es-
tablezcan, cuestion que en la mayoria de los sistemas latinoamericanos se han venido

6. Comisién Europea. “Libro Blanco sobre la Inteligencia Artificial (White Paper on Artificial Inte-
lligence—-A European approach to excellence and trust)’, 2020. Disponible en: https://ec.europa.eu/
info/sites/info/files/commission-white-paper-artificial-intelligence-feb2020_es.pdf.: establece los
ejes fundamentales para el desarrollo de su politica en materia tecnolégica y de datos. Parlamento
Europeo.“Recomendaciones destinadas a la Comisiéon sobre normas de Derecho civil sobre robotica’,
(2017). Disponible en: http://www.europarl.europa.eu/doceo/document/A-8-2017-0005_ES.html).
Unién Europea “Régimen de responsabilidad civil de la inteligencia artificial 2020/2014", (2020), ini-
ciativa en desarrollo que propone la regulacion de areas como los carros autématas, las armas de des-
truccion masiva basadas en inteligencia artificial o el reconocimiento facial. Disponible en: https://
oeil.secure.europarl.europa.eu/oeil/popups/ficheprocedure.do?lang=_&reference=2020/2014(INL).
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pronunciando en los ultimos anos, en cuanto a la RPPJ. Realizaremos un analisis a
continuacién.

Es importante resaltar, primeramente, como lo desarrolla el ilustre tratadista Roxin
(2021, 174-175), que la tendencia predominante en el derecho vigente es un Derecho
penal del hecho, no del autor. El propio Roxin sefala, “Por Derecho penal del hecho se
entiende una regulacion legal, en virtud de la cual la punibilidad se vincula a una accion
concreta descrita tipicamente (o a lo sumo a varias acciones de ese tipo) y la sancién repre-
senta sdlo la respuesta al hecho individual, y no a toda la conduccion de la vida del autor
o a los peligros que en el futuro se esperan del mismo”. Y en este sentido, sefala el autor,
“Estd claro que el principio constitucional nullum crimen, nulla poena sine lege favorece
mds el desarrollo de un Derecho penal del hecho que el de un Derecho penal de autor; pues
las descripciones de acciones y las penas por el hecho se acomodan mds al principio de
precision o determinacion que unos preceptos penales que atiendan a “un elemento crimi-
noégeno permanente” en la persona del autor o “al ser-asi humano de la personalidad que
hay que castigar” y que midan por ese baremo la clase y cuantia de la sancion. Asi pues, un
ordenamiento juridico que se base en principios propios de un Estado de Derecho liberal se
inclinard siempre hacia un Derecho penal del hecho”.

Ahora bien, décadas después de la exposicion de las teorias de Roxin, encontramos
que el profesor Miré Llinares (2022), ha sefalado que la irrupcidn de la inteligencia ar-
tificial en ambitos tradicionalmente reqgulados por el Derecho penal genera retos con-
ceptuales y practicos. Segun sus andlisis, la creciente autonomia y complejidad de los
sistemas algoritmicos plantean interrogantes sobre la atribucion de responsabilidad
penal, ya que la imputacion de intencionalidad y el control sobre las decisiones auto-
matizadas se vuelven cada vez mas difusos. En este contexto, destaca la necesidad de
revisar y actualizar los marcos normativos penales, de modo que se integren nuevos
criterios que permitan abordar los riesgos y desafios que implica la incorporaciéon de la
IA en actividades delictivas y en la administracion de justicia. Su enfoque insiste en que,
si bien la tecnologia puede aportar eficiencia y precision, también se deben establecer
mecanismos de supervision y salvaguardas juridicas que eviten la erosién de garantias
fundamentales.

En el ambito de la |IA este paradigma invita a cuestionar la responsabilidad penal de
sistemas de inteligencia artificial autbnomos, pues sus decisiones integradas en con-
ductas delictivas podrian ser sometidas a evaluaciones juridicas estrictas, analogas a las
aplicadas a enemigos estatales. Esta vision propone un replanteamiento radical de la
imputabilidad penal en el contexto tecnoldgico actual.

En la era digital, los robots emergen como instrumentos activos en la delincuencia
econdmica, colaborando en actividades complejas de lavado de activos y fraudes ci-
bernéticos. Estas maquinas automatizadas facilitan operaciones sofisticadas que per-
miten a las clases poderosas perpetrar delitos econdmicos con minima intervencion
humana. Asi, los Ilamados delitos de cuello blanco se transforman, incorporando tecno-
logia avanzada que oculta huellas y amplifica riesgos financieros. La automatizacion y
la IA incrementan la eficiencia criminal, desafiando marcos legales tradicionales. Este fe-
nomeno demanda respuestas innovadoras, fortaleciendo la cooperacion internacional
y regulaciones tecnoldgicas para combatir eficazmente este creciente reto. El futuro
requiere accion inmediata.
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Por lo anterior, cabe afirmar que el Derecho penal moderno se inclina por un derecho
penal del hecho, tal como lo desarrolla Roxin. Como ejemplos de legislaciones latinoa-
mericanas en ese sentido, se transcribe el articulo 45 del Cédigo Penal de Costa Rica:

Articulo 45. Autor y coautores. Es autor del hecho punible tipificado como tal, quien
lo realizare por si o sirviéndose de otro u otros, y coautores los que lo realizaren conjun-
tamente con el autor.

Por otra parte, el articulo 45 del Codigo Penal de Argentina establece como coau-
tores de un delito a todos, “los que tomasen parte en la ejecucion del hecho’, lo que con-
siste en realizar una conducta requerida por el tipo delictivo pertinente.

En definitiva, Latinoamérica sigue la corriente del Derecho penal del hecho, y uno
de sus mejores ejemplos ha sido la promulgacién de la ley de RPPJ. En el caso de Costa
Rica, no se tuvo que reformar el articulo 45 del CP para tener como autor o coautor a
una persona juridica’.

Es claro que la PJ es una ficcion juridica que se establece como una creacion del le-
gislador como un ente juridico que tiene su propia autonomia de responsabilidades y
obligaciones. Esta construccion permite asignar derechos y deberes a entidades sin exis-
tencia fisica, pero con capacidad de obrar en el ambito juridico. Sin embargo, la irrupciéon
de lalAvy los robots en diversos sectores evidencia que estos ultimos carecen del estatus
juridico necesario para asumir responsabilidades penales. A pesar de su capacidad de
analisis y toma de decisiones, los robots operan como herramientas sin personalidad
legal. Por ello, se requiere una reforma legislativa que contemple la creacién de una
figura de persona artificial o digital, capaz de integrar las particularidades de la tecno-
logia avanzada y asignarle una regulacién adecuada en el Derecho penal. Esta transfor-
macién normativa es esencial para afrontar los nuevos desafios que impone la era digital.

IV. TEORIA DE LA PARTICIPACION CON RELACION AL ROBOT

En la actualidad el Robot, pese a tomar decisiones autbnomas e impredecibles y pro-
vocar esas decisiones actos, o una conducta tipica, antijuridica y culpable, su partici-
pacion o responsabilidad se limita, a efectos penales, como herramienta tecnolégica de
la que se sirve el autor para la comision de un delito.

No obstante, el Robot es un participante activo en esta realidad de los delitos econoé-
micos, por ejemplo. Y cabe la pregunta: jes su participacion per se relevante en el ambito
penal? Para responder, debemos verificar la participacion causal del robot en la toma de de-
cisiones que van a ser parte de una conducta que viola un bien juridico protegido o tutelado.

4.1. Robot y causalidad a la luz de la teoria de la participacion

Como ejercicio académico parece prima facie sefialar que, de conformidad con la “Teoria
de la participacion’; lo determinante en los delitos es la causalidad. En este sentido, el

7. Responsabilidad de las personas juridicas sobre cohechos domésticos, soborno transnacional y
otros delitos Ley num. 9699. Publicado en el Alcance N. 130 a la Gaceta num. 108, del 11 de junio del 2019.
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Robot debe haber agregado un eslabdn al resultado, como uno mas de esta pluralidad
de participantes activos. La amplitud del concepto de participe permite reconocer la
intervencion de agentes que, aunque carentes de subjetividad, influyen decisivamente
en el resultado del hecho punible. Este enfoque podria implicar que el robot, al operar
como herramienta de toma de decisiones autébnoma, sea equiparado a un actor penal,
similar a los coautores o complices humanos, por su contribucion en el proceso criminal.

No obstante lo anterior, surgen desafios esenciales: ;cémo asignar responsabilidades
y sanciones a un ente sin conciencia ni voluntad propia? ;Es necesaria una reforma legal
gue contemple la creacién de una figura de “persona artificial” o similar para abordar
esta problematica?

La respuesta a estas interrogantes requiere una actualizacién del marco normativo
penal, incorporando conceptos propios de la era digital. Asi, el criterio de la Sala Tercera
de la Corte Suprema de Costa Rica invita a repensar la participacion penal en funciéon de
la efectividad y el control en la accion delictiva, trascendiendo los limites tradicionales
y adaptandose a la realidad tecnolégica emergente. En este sentido, la Sala define al
participe con base en la gran amplitud del criterio utilizado en el Cédigo Penal costa-
rricense, senalando: “(...) nuestro Codigo Penal utiliza la terminologia “participes” en un
sentido amplio, referida a todos los que hubieren intervenido en la realizacién del hecho
punible, ya sea como coautores, cdmplices o instigadores (...)™.

Por lo anterior, se intuye que la Corte Suprema de Justicia de Costa Rica ha esta-
blecido un criterio amplio para definir al participe en la comisidon de un hecho punible,
considerando a todos aquellos que intervienen en la realizacién del delito, ya sea como
coautores, coOmplices o instigadores.

Bajo la Optica expuesta, la integracion de la IA en el ambito delictivo plantea un
debate crucial en el Derecho penal moderno. Si un robot, dotado de algoritmos avan-
zados, toma decisiones a lo largo del iter criminis y participa activamente en la ejecucion
de un delito, el cuestionamiento juridico se centra en si dicho ente puede ser consi-
derado participe, a pesar de no ser una persona juridica ni fisica.

4.2. Robot coautor por defectos de organizacion en su programacion

Cabe tomar como base en este tema, la teoria de la participacién, y veremos si es po-
sible aplicar la penalidad del robot como coautor.

En este sentido, a diferencia de las personas juridicas que, bajo la doctrina de la au-
torresponsabilidad por defectos de organizacién (Feijoo Sanchez, 2016, 87), pueden ser
castigadas sin requerir del castigo a su vez de una persona fisica. El Robot, en aplicacién
de la teoria de “El riesgo permitido en Derecho Penal Econémico’, desarrollada por el
ilustre profesor Silva Sanchez (2024), con su participacién en la causalidad del delito,
esta atribuida a quien o quienes pusieron en marcha ese algoritmo que le da al Robot,
como vimos, la posibilidad de desarrollar una base de datos propia, y con apoyo en
ella, tomar decisiones auténomas e impredecibles que se traducen en conductas de

8. Sala Tercera de la Corte Suprema de Justicia, Costa Rica. Resolucién num. 565-F-94, del 12 de
diciembre de 1994.
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relevancia penal si lesionan bienes juridicos protegidos. Interpretando al propio autor,
ese “quien o quienes”, son garantes de los resultados lesivos en cuanto a los delitos eco-
nomicos. Ese estatus juridico de garante, por su conducta los enmarca como autores o
coautores, segun sea el caso.

La decision de un Robot no es un acto neutro, por el contrario, el mismo Silva Sanchez
(2023), senala que es comun afirmar que las conductas denominadas neutrales (mejor,
neutras o “comportamientos estandar”) no constituyen un riesgo penalmente desa-
probado. En todo caso, se diria que el concepto de neutralidad de las conductas de
intervencion es un producto de la academia juridico-penal alemana. Pero en el caso de
la IA, ciertamente, admite que la cooperacion logistica con una organizacién criminal
puede dar lugar a responsabilidad por un hecho concreto cometido por aquélla, aun
cuando este no haya sido favorecido de modo directo. Sin embargo, exige que se trate
de una cooperacion sistematica e intensa.

Como se desarrollo supra, la teoria de la participacion requiere de pluralidad de su-
jetos a efectos de la causalidad del resultado que lesiona bienes juridicos tutelados o
protegidos con la consecuente relevancia penal.

Una vez que se cree legalmente la persona artificial (PA), digase el Robot, no obs-
tante, se requiere de un analisis caso por caso. En principio me decanto por la coautoria
y no complicidad u otro calificativo juridico de la participacion del Robot. Por el nivel
de participacion y dominio del hecho que tiene en la toma de la decisién el Robot, su
conducta es de alta participacion en la mayoria de los casos. Eso no limita a que pueda
tener una participacion y determinacion menos grave en el ambito penal, reitero, segun
el cuadro factico a valorar por el juzgador.

Finalmente, dentro de las regulaciones penales que se deberan emitir, creo que cabe
la eximente penal si existiesen programas de cumplimiento eficaces (Compliance) en
los diversos algoritmos que, sean la causalidad de las decisiones del Robot y que, en-
marquen las mismas dentro de una cultura de prevencion de delitos. Cabe resaltar lo
senalado por Moran Espinoza (2021), porque es posible que el Robot desarrolle prin-
cipios de honestidad a la hora de la toma de su decision. Es imperiosa la necesidad de
regular la participacion del Robot en los delitos econdmicos y exigir los programas de
cumplimiento en su configuracién, entre otras dreas que es necesario desarrollar a la
brevedad, especialmente producto del acelerado crecimiento y expansion de la 1A'y
otras tantas tecnologias.

Y. ROBOT A LA LUZ DE LA RESPONSABILIDAD PENAL

La teoria de la participacion exige una pluralidad de sujetos penalmente imputables.
Para poder establecer el nivel de participacion de éstos, hemos de valorar la causalidad
de sus conductas en el resultado penalmente relevante para establecer el nivel de re-
proche y su castigo. Marvin Minsky (pionero en el tema de la IA) sefald, “la inteligencia
artificial es la ciencia de construir maquinas para que hagan cosas que, si las hicieran los
humanos, requeririan inteligencia” (Minsky, 2021, 42).

Si la inteligencia humana debe considerarse como la capacidad de un sujeto que en
la vida cotidiana dirige su comportamiento usando la informacién conforme a sus cono-
cimientos, capacidades y razonamientos, podemos actualmente interrelacionar ambos
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conceptos ya que se entiende que la IA es la ciencia dedicada a construir maquinas
capaces de realizar acciones que, si fueran ejecutadas por seres humanos requeririan
inteligencia. Esto subraya la intencidon de imitar procesos cognitivos humanos a través
de algoritmos y sistemas automatizados (ML).

En otras palabras, la inteligencia humana se caracteriza por la capacidad del indi-
viduo para dirigir su comportamiento basandose en la informacién que ha captado,
aprendido y elaborado. Equiparar ambos conceptos implica reconocer que pese a
sus diferencias fundamentales, ambos sistemas buscan la resolucion de problemas y
la optimizacién de decisiones. Mientras la inteligencia humana opera en un contexto
subjetivo y emocional, adaptandose a situaciones complejas con creatividad, la IA re-
produce de manera mecanica procesos de aprendizaje y analisis. Asi, se establece una
analogia en la que ambos tipos de inteligencia persiguen la eficiencia en la toma de
decisiones, aunque a través de mecanismos distintos pero complementarios.

Por ello, la humanidad evoluciona y el Derecho penal con ella. El dejar de lado con-
ceptos que se consideraban pétreos, como lo era el concepto de que “las sociedades
no pueden delinquir’, ha abierto una nueva puerta para analizar otros conceptos, entre
ellos, la responsabilidad penal de los robots.

Asi pues, la pregunta es, jlos Robots pueden delinquir?

Una respuesta respaldada por la teoria del delito, se refiere a conductas tipicas, anti-
juridicas y culpables. Aqui, la pregunta que cabe hacerse gira en torno a que, si bien las
sociedades son una ficcién juridica, una creaciéon del hombre, ;cabra un silogismo que
llegue a castigar decisiones auténomas e impredecibles de un Robot, de una persona
artificial?

Ya se ha expuesto la opinidn de varios autores en paginas anteriores, y la respuesta
parece encontrarse en cuanta distancia debe darse entre la persona y su voluntad de
creacion de herramientas tecnologicas sumadas a las personas juridicas ya existentes y
que actualmente pueden, en algunos regimenes penales, ser responsables penalmente.

Personalmente, me limito a la IA auténoma, su capacidad es la toma de decisiones
sin intervencién humana, decisiones que no sélo son auténomas, sino a su vez impre-
decibles y tomando como fuente de conocimiento, datos producidos, creados, gene-
rados, como los queramos denominar, pero que son nuevos, tienen una propiedad in-
telectual autonoma del robot (elemento cognitivo) y, ante diferentes escenarios, decide
(elemento volitivo), y materializa su decision en una conducta tipica y antijuridica. No
menciono el tercer elemento “culpable” ya que requiere un analisis mas profundo, que
procuraré hacer en otra ocasion.

Como un precedente para hacer una especulacién juridica mas seria en cuanto al
posible calificativo de coautoria de un Robot, es el tema de la responsabilidad penal de
las personas juridicas. Para ello, es importante tener presente que la persona juridica
puede ser autora de un delito. En el caso de los robots, claro que es necesaria la partici-
pacion de otro sujeto activo como participante, y para ello me apoyo en la teoria de la
participacion anteriormente citada.

El Robot desarrolla su IA teniendo como base, o siendo su causa un algoritmo que
lleva al desarrollo de una base de datos propia que le permite tomar decisiones auto-
nomas e impredecibles. Un ultimo concepto es la imprevisibilidad, que desliga al Robot
del elemento subjetivo volitivo de quien (la persona fisica) le dio relevancia juridica al
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Robot con el algoritmo inicial y que, para efectos de tener como participante en ese
eslabon de hechos de relevancia penal al Robot por su resultado, no desvinculan a su
programador inicial que, como indicamos, es garante por asumir un riesgo, si bien per-
mitido no eximente de culpabilidad. Por ello su autoria penal.

En el campo de los Robots, o de la IA dentro de la teoria del delito, se encuentra el
mayor escollo en la “culpabilidad”. Y cabe recordar a Roxin en este punto, quien nos
sefala que, “la responsabilidad (penal) depende de dos datos que deben anadirse al in-
justo: de la culpabilidad del sujeto y de la necesidad preventiva de sancion penal, que hay
que deducir de la ley. El sujeto actua culpablemente cuando realiza un injusto juridico penal
pese a que (todavia) le podia alcanzar el efecto de llamada de atencidn de la norma en la
situacion concreta y poseia una capacidad suficiente de autocontrol, de modo que le era
psiquicamente asequible una alternativa de conducta conforme a derecho’.

Al ser, segun la ciencia, las decisiones de los Robots impredecibles y que las toma
en base a un banco de informacién propia del Robot, muy desligada de la alimentada
por su programador, toma gran relevancia los programas de cumplimiento informatico,
para prevenir que las decisiones en la IA encierren conductas tipicas, antijuridicas y
culpables.

Nada mas cabe dejar apuntado (ya que no es el objeto de este aporte), que se nos
presenta el tema de la autoria intelectual con la informacién autbnoma del Robot. Esa
autoria tiene relevancia, como fuente de prueba en su utilizacién para valorar esa con-
ducta tipica, antijuridica y culpable que, creada la persona artificial, adquiera una par-
ticipacion autonoma en la jurisdiccion penal. En materia de derecho probatorio penal,
torna gran relevancia la inquietud de quien es el titular de esa informacién, quien tiene
la legitimidad de los derechos de autor: jel programador o el Robot?

Las convenciones internacionales sobre la materia, entre las que cabe citar las de
la UE que dieron como resultado el Al Act, en mayo 2024, nos dan una respuesta clara,
quien produce, quien crea esa informacion que antes no existia es el titular. Agrego que,
en terminologia popular, “serd quien le pone su yo al resultado calificado como obra,
apoyados en la ciencia, es el Robot”.

A efectos de estas ocurrencias existe una linea muy sutil entre las decisiones de un
Robot, si estas toman como base de su decisidon (conducta) informaciéon suministrada
por su programador, o la de forma auténoma creada por el Robot.

VI. CONCLUSIONES

El Robot tiene participacion relevante para el Derecho penal en el iter criminis de los
delitos en que pueda haber influido. La disyuntiva es, si su participacion es sancionable
penalmente. El Robot toma decisiones auténomas e impredecibles con fundamento en
una base de datos propia. Decisiones que, si bien tienen un grado de comunicabilidad
con el algoritmo que le dio presencia juridica al Robot, no son predecibles para argu-
mentar que el creador del algoritmo es el autor de las mismas.

Los actos del Robot, cuando violan bienes juridicos protegidos, son reprochables
penalmente. El Derecho penal valora hechos, no autores, puede separarse por sus actos
en la relacién causal de su creador, persona fisica, que le dio presencia juridica a través
de un algoritmo.
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Partiendo de un Derecho penal de“hechos’, y no de“autor’, la pregunta gira en torno
a la posibilidad de que un Robot si sea responsable penalmente. La participacion penal
requiere de una pluralidad de sujetos activos, en los que la causalidad de cada uno de
estos participantes es valorada para su castigo. El Robot es un enemigo potencial de la
sociedad y su existencia juridica debe regularse a través de programas de cumplimiento
que eviten decisiones delictivas a cargo del Robot.

El creador del algoritmo que le da presencia juridica al Robot es coautor junto con
el Robot de cualquier acto que se enmarque en una conducta tipica, antijuridica y cul-
pable. La coautoria del programador descansa en la programacion sin mantener el
riesgo permitido dentro de controles no delictivos. Y el Robot es coautor por decisiones
autonomas e impredecibles, no ligadas directamente al algoritmo que le dio presencia
juridica en el campo penal.

Es crucial laregulacién de programas de cumplimiento para la creacién de Robots. De
igual forma, la creacién juridica del Robot como persona artificial, como sujeto activo,
sea como coautor o complice, dependiendo de su nivel de participacion. Asi, el Robot
siempre sera coautor o complice, nunca autor de un delito, por su comunicacién con el
creador del algoritmo, a diferencia de la persona juridica que si puede ser autor sin que
exista una persona fisica identificable penalmente.
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RESUMEN PALABRAS CLAVE
A partir de 2022, la Inteligencia Artificial incursion6 en el mundo a A

través del Chat GPT que permitié interaccion entre el humano y la Algoritmo

maquina para generar procesos de conocimiento capaces de auxiliar Juez

plenamente a la ciencia. En el campo del derecho ha existido avances Jugar

por su inclusién a diversos ambitos, sin embargo, es mas creciente la Funcién Judicial

expectativa en cuanto a la implementacion de IA en el ambito judi-
cial podria suplantar funciones judiciales como la facultad de juzgar o
bien ser una herramienta de ayuda al Juez. El presente trabajo discurre
desde los primeros procesos de automatizacion judicial, haciendo un
analisis sobre la facultad de juzgar y diferenciando esta facultad del
Juez al poder de juzgar que se le atribuye al Estado centrandose en los
limites y riesgos que presenta este hecho hasta llegar a una analizar
los diversos debates éticos y juridicos que surgen como expectativa a
su avance, desarrollo y posterior aplicacion.

ABSTRACT KEYWORDS
Starting in 2022, Artificial Intelligence entered the world through Al

Chat GPT, which enabled human-machine interaction to generate Algorithm
knowledge processes capable of fully assisting science. In the field Judge

of law, there has been progress due to its inclusion in various areas; Judging
however, there is a growing expectation that the implementation of Judicial Function

Al in the judicial field could supplant judicial functions such as the
power to judge or even be a tool to assist the Judge. This work runs
from the first processes of judicial automation, analyzing the power
to judge and differentiating this power of the Judge from the power
to judge attributed to the State, focusing on the limits and risks this
fact presents until reaching an analysis of the various ethical and legal
debates that arise as an expectation of its advancement, development,
and subsequent application.
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I. DE LA AUTOMATIZACION A LA INTELIGENCIA ARTIFICIAL EN LA
ADMINISTRACION DE JUSTICIA

El inicio de la globalizacion marcé un punto de partida para que el mundo se interco-
nectara de una manera mas eficiente. Los medios de comunicacion de aquel entonces
consistian basicamente en los medios escritos, los radiales, los televisivos y los telefo-
nicos. Naturalmente, los medios masivos o cominmente denominados Mass Media, de
los anos ochenta y noventa no son lo que ahora tenemos como medios de comuni-
cacion debido al avance tecnolégico y con ello también el surgimiento del mercado
digital, que ha permeado no solo en el ambito comercial en donde se hizo necesario,
sino que las esferas gubernamentales.

En efecto, con el paso del tiempo, las instituciones de gobierno han cedido a la nece-
sidad de ponerse al corriente con la tecnologia y brindar un servicio eficiente iniciando
los primeros procesos de automatizacion que brindaban la oportunidad de hacer
mucho mas agil algunas funciones en todos los dmbitos administrativos. De alli en ade-
lante, las administraciones publicas y los poderes del Estado han visto con urgencia la
necesidad de utilizar la tecnologia enfocada, en principio a automatizar procedimientos
y gestiones que se hacian cotidianamente, esta automatizaciéon de procedimientos no
fue mas que el inicio a la integracion de las administraciones publicas y las instituciones
de gobierno al mundo digital.

Habra que detenerse un poco a considerar lo que es y lo que no es la automatizacién
y con ello se podra hacer una diferencia real entre la automatizacién y la inteligencia
artificial y su uso. No cabe duda que estas dos categorias han sido interpretadas como
una sola y se les ha dada un mismo tratamiento y consideracién en diferentes ambitos,
sin embargo, resulta ser todo lo contrario, puesto que la llamada automatizacién es sin
duda algo que se nos ha ido imponiendo sin siquiera darnos cuenta puesto que al inicio
de estos procesos la inexistencia de las redes sociales no le daba cobertura alguna. Asi,
la automatizacion parece definida como procedimientos o series de acciones relacio-
nadas entre si de modo que una conduce necesariamente a la otra, conduccion que
se delega total o parcialmente en el uso de un intermediario tecnolégico no humano
(BEIRO MAGAN, 2020). De la definicién atinada se puede destacar que la automatizacion
dentro de procedimientos judiciales es mas bien una serie de acciones que tienen unin-
termediario tecnolégico es decir que no es un ser humano quien media entre la gestidon
de los usuarios y la institucion.

Dicho esto, es natural que pensemos en algun ejemplo que pueda guiarnos a en-
tender los procesos de automatizacién, aunque los damos por hecho. De alli que se
podria pensar en un ejemplo, muchas veces trillado, pero efectivo a la hora de entender
la automatizacién es aquel que se considera cuando vamos a un cajero para retirar
dinero en efecto, entre el usuario del cajero y el banco se encuentra un intermediario
tecnoldgico la maquina de cajero que conduce el proceso de retirar o ingresar dinero a
una cuenta. Gestiones sencillas y automatizadas como la indicada anteriormente, se ha
promovido una serie de procedimientos que conlleva todo un sistema de gestidén auto-
matizada que busca la agilidad en los procesos. Hablar de automatizacion es hablar de
“la aplicacion de tecnologia, programas, robética o procesos para lograr resultados con
una intervencién humana minima” (-IBM-, 2025), es decir que la automatizacion conlleva
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un proceso digital en el que las personas al utilizarlo no solo ocupen menos tiempo, sino
gue su intervencion muy basica y fundamenta de cara a la utilizacién del sistema. En el
mundo contemporaneo la utilizacién de procesos tecnolégicos es una tendencia muy
marcada, cada dia los procesos automatizados forman parte del quehacer diario y con
ello, como se apunté anteriormente, las instituciones no se han quedado atras; aunque,
si bien es cierto, en las instituciones gubernamentales los procesos automatizados di-
fieren de la empresa y la industria en cuanto a su funcién y finalidad.

Sinembargo, laautomatizacion de procesos en laadministracion de justicia ha tornado
un desarrollo superior a partir del ano 2009 con la implementacion del Plan Estratégico
de Modernizacion la Justicia 2009-2012 y con ello se dio pie a un proceso mas formal
sobre la implementacién de tecnologias en la administracidon de la justicia, a través de
la automatizacidon de procesos de manera incipiente pero que daba pie a mejorar los
sistemas de gestion y con ello se inici6 el proceso de transformacién del papel al orde-
nador. Asi se dio pie a la utilizacion de las tecnologias de la informacién y comunicacién
dentro del sector de justicia, promoviendo laincorporacion de aspectos novedosos como
un expediente judicial electrénico y todo lo que trajo consigo la implementacion de la
Ley 18/2011, de 5 de Julio , Reguladora del uso de las Tecnologias de la Informacion y
Comunicacion en la Administracién de Justicia con lo cual se inicié una serie de cambios
gue supuso un ajuste de operadores de justicia como de los ciudadanos en general. Este
cambio un poco automatizado al principio pero que se han ido desarrollando de acuerdo
al avance tecnoldgico ha contribuido a la agilizacién de procesos que, en realidad nos
podrian llevar mucho tiempo como por ejemplo escritos de mero tramite, resoluciones
judiciales, archivo de documentos o la sencilla revisiéon de correo no ocupen la mayor
parte de la jornada. La automatizacion de procesos en el sector justicia espanol ha sido en
doble via. En efecto, por un lado, la gestidén de los propios 6rganos judiciales ya indicada
con anterioridad y por otros asuntos como como presentar escritos directamente a las
plataformas judiciales o descargar notificaciones se facilitan a los usuarios, en suma, la au-
tomatizacion, representé para el poder judicial en especial, que un cimulo de funciones
judiciales puedan ser realizadas desde plataformas digitales con las caracteristicas de que
estos procesos son predecibles y, por lo tanto, controlables.

Ahora bien, hay que determinar que existen procedimientos de tramitacion judicial
gue involucran elementos tecnolégicos pero que difieren en su enfoque y funcién, por
lo que podrian ser considerados como etapas en la implementaciéon de procesos au-
tomatizados que, a decir de Beiro Magan son: “La Tramitacion Guiada y la Tramitacion
Automatizada y que la diferencia entre una y otra esta en el algoritmo” (BEIRO MAGAN,
2020) De manera que, en tanto la tramitacion guiada, cuya naturaleza se puede definir
por el nombre que se le da, es aquella en la cual las diferentes etapas pueden ser lle-
vadas a cabo con la intervencién del personal para poder darle continuidad al proceso.
Asi, por ejemplo, subir una notificacion al sistema o una resolucion implica, claramente
procedimientos de tramitacion guiada que, si bien es cierto, se utilizan los medios tec-
noldgicos al alcance, siempre esta la diferencia entre una tramitacion guiada y una tra-
mitacion automatizada y no es dificil de comprender en cuanto a que una tramitacion
guiada es aquella en la cual existen ciertas etapas que se van cubriendo paulatinamente
con la intervencion propia del personal, es decir, que interviene la mano del hombre en
partes del procedimiento.
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Al contrario, una tramitacion automatizada por lo general no precisa de la inter-
vencion humana porque, como lo afirmé Beiro Magan, precisa de algoritmos' y mi-
nimiza en lo que se puede la intervencion del ser humano. Dicho en otras palabras, se
han ido abandonando todos aquellos procedimientos de tramitacién guida porque la
intervencion del hombre en los mismos “empujando” los procedimientos no contribuia
a la agilidad y esto fue cambiando a una tramitacidon automatizada, que se desarrolla a
través del algoritmo y ha permitido una mayor agilidad en la gestion de expedientes,
la tramitacién de los mismos y con ello se ha realizado la transicion del sistema judicial
arcaico a un sistema que ha empezado a dar sus primeros pasos en la era digital.

Naturalmente, luego de anos de implementacion de la automatizacion en el sector
justicia espafnol se han perfeccionado los incipientes procesos de entonces y ademas de
todo, tanto la institucién como los usuarios han aprendido con el transcurrir del tiempo
a utilizar de una manera asidua, adecuada y rutinaria todos los procedimientos que se
encuentran en las diversas plataformas digitales y de alli que ya es de lo mas comun
en la gestidn de expedientes, notificaciones judiciales, presentacion de escritos y otras
tantas funciones que a diario se realizan.

La irrupcién de la Inteligencia Artificial o Al como se le ha conocido por sus siglas
en inglés y en espanol IA es algo que ha sorprendido al mundo. En efecto, hasta unos
pocos anos la idea de que la IA estuviere al alcance de todos parecia una idea descabe-
llada. Las fuentes de consulta en la web eran, por asi decirlo la Unica fuente de conoci-
miento que tenia la poblacién al alcance de la mano. Sin embargo, todo cambié cuando
en noviembre de 2022 le empresa Open IA dio a conocer el famoso Chat GPT que vino a
transformar y revolucionar las tecnologias de la informacién. Pero basicamente se debe
preguntar ;Qué es la Inteligencia Artificial? Para Diego Olite el Chat GPT se puede de-
finir como “una nueva tecnologia que genera textos a partir de las preguntas de los
usuarios; es decir, tiene la capacidad de crear contenido “original”y de alta exactitud en
lugar de apenas reproducir informacién de un banco de datos, a partir de las cuestiones
que se le planteen. Resulta un modelo de lenguaje basado en la arquitectura de “trans-
formadores” (DIEGO OLITE, 2023). Es decir que la Inteligencia Artificial va un paso mas
delante de las tecnologias que conocimos anteriormente porque no solo “automatizan”
los procesos, que era hasta donde se habia llegado con las introducciones tecnoldgicas
en todos los ambitos de la vida humana, sino que ahora ya se dan pasos a sostener dia-
logos coherentes con entes que no son meramente personas.

Desde 2022 en adelante se ha avanzado mucho en cuanto a las consideraciones
que se le deben tener a la IA o Inteligencia Artificial, desde los memes y las mofas de
la extincion de ciertas profesiones debido a que los didlogos que se establecen con
Chat GPT pueden evitarnos una consulta con algun experto en el tema, cosa que sigue
siendo incierto desde todo punto de vista, hasta lo dimensién que ha tomado las consi-
deraciones del avance y la utilizaciéon de la IA en diversos campos del saber humano.Y,
es aqui en donde llegamos a considerar si la definicion citada anteriormente por Olite
tiene sentido, cuando indica que la IA no solo tiene la capacidad de producir contenido
original, es decir, que no es un buscador de temas, sino que tiene la capacidad pro-

1. Algoritmo se define como un conjunto ordenado y finito de operaciones que permite hallar la
solucién de un problema, es el componente mas importante para un sistema o programa tecnoldgico.
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ductora de un nuevo contenido a partir de los didlogos y, ademas de ello, el funda-
mento de todo este cumulo de conocimiento sobre lo que se le ha dado en llamar “ar-
quitectura de transformadores"”.

Dicho de otra manera, con la IA, se avanza de la utilizacion de la tecnologia automa-
tizada debido a que ya no se esta en la direccion de utilizar la tecnologia para el avance
de las etapas de un procedimiento, sino que ahora se cuenta en el dialogo y respuesta,
en la produccion de conocimiento. Es por ello que esta herramienta trae consigo un
cambio muy significativo en la interaccion humana, no solo en el comercio e industria,
sino en otros campos por la capacidad de generar con relativa facilidad el acceso y uso
para la mayoria de los usuarios.

La seduccion delalA en el campo de ciencias ha sido implacable tanto en las ciencias
exactas, como en las ciencias aplicadas se ha plantado su utilidad. En el campo del de-
recho, como otras ciencias aplicadas que se distinguen por manejar un cimulo conside-
rable de informacion, la IA ha sido muy seductora, puesto que si con procesos automa-
tizados se dio un avance significativo que tenia por objeto la agilidad en la tramitacién
de expedientes judiciales, qué no puede hacer con suimplementacién en el campo del
derecho. jHasta qué punto puede la IA con sus algoritmos desarrollar un camino de
ascenso en la administracion de la justicia? ;qué puede ser motivo de alarma o desaso-
siego? Preguntas como lase anteriores son las que valen la pena encontrar su respuesta
debido a que no se esta ante las puertas de la entrada al mundo digital como antes, sino
que se esta en pleno avance de llamada cuarta revolucién industrial que “Comenzé a
principios de este siglo y tuvo como base la revolucion digital. Esta caracterizada por un
Internet mucho mas movil y mundial, por sensores mas pequeios y mas potentes, y por
inteligencia artificial y aprendizaje automatico” (SCHWAB, 2016) Asi, se ha pasado de la
era del internet, a las plataformas digitales y de los buscadores de internet y motores de
busqueda al Chat GPT y otras plataformas de IA que ahora ya se han publicitado.

Uno de los factores que ha hecho atractivas las plataformas de IA es que se han
deslindado de la estandarizacion de conocimientos, es decir que no presentan conoci-
mientos uniformes a cada cuestionamiento, como lo hacian los motores de busqueda
a los cuales habia que acudir como fuente de informacion, los buscadores tradicionales
siempre mostraban busquedas robotizadas de la informaciéon requerida, con la IA la no-
vedad es que no hay respuestas robotizadas, sino que generadas a partir de los didlogos
que se plantean. Asi se plantean los logros de la automatizacion en el sector judicial es-
panol al indicar que la maxima automatizacion completa y posible de todo tipo de tra-
mites que no requieran una valoracion juridica, de inicio y fin de plazos, de libramiento
de notificaciones y actos de comunicacion, de integracién de Registros, de documen-
tacion de actos procesales, de traslado de versiones ya documentadas de esos actos o
la expedicién de certificaciones, testimonios, acuses de recibo o recopilaciéon y aunque
no sea materia estrictamente procesal- de tratamiento de datos estadisticos y geren-
ciales, es un paso necesario para la optimizacién de los recursos publicos en la mejora
del servicio a la ciudadania (BEIRO MAGAN, 2019). De esa cuenta, se puede comprender
gue hasta el momento la automatizacién en el sistema judicial espanol tiene una hoja
de ruta, tiene un derrotero trazado y sobre el cual se han implementado las tecnologias
para completar todo este tipo de tramites que no requieren valoracion juridica, es decir,
que alli estriba precisamente la diferencia entre la automatizacién implementada en
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el poder judicial y la irrupcion de la IA, habida cuenta que, en la automatizacion no
se va a incluir ninguna valoracion juridica, no existe tal cosa puesto que son etapas y
procedimientos que se han desarrollado a través de plataformas tecnolégicas pero con
la minima intervencién humana. Al contrario, la IA plantea una generacion de conoci-
mientos basados en algoritmos y en el didlogo como constructor de conocimientos o
arquitecto de transformadores.

En realidad, los expertos han buscado hacer una divisién practica de lo que se con-
sidera la IA que se le atribuye a los motores de busqueda y otras formas de tecnologias
y la IA capaz de lograr generacion de conocimiento a partir de la construccion del
dialogo, tanto asi que clasifican del modo siguiente: La primera, Inteligencia artificial
débil: considera que los ordenadores Unicamente pueden simular que razonan y sola-
mente pueden actuar de forma inteligente. Los partidarios de la inteligencia artificial
débil consideran que no sera nunca posible construir ordenadores conscientes y que un
programa es una simulacién de un proceso cognitivo, pero no un proceso cognitivo en
si mismo. La sequnda, Inteligencia artificial fuerte: especifica que un ordenador puede
tener una mente y estados mentales y que, por tanto, un dia sera posible construir uno
con todas las capacidades de la mente humana. Este ordenador sera capaz de razonar
o imaginar (VIDAL LEDQ, 2019) De alli que el reto que se plantea de implementar la
IA dentro del sistema judicial no es facil, no es sencillo, pero presenta una posibilidad
cada vez mas cierta debido a la irrupcién de IA en muchas de las areas de la actividad
humana.

Ante los cambios tecnoldgicos ciertamente ningun Estado puede abstraerse puesto
que el rezago en esta era digital siempre se paga muy caro. La IA ha cobrado terreno en
varios campos en los cuales su aplicacién practica ha permitido ver avances significa-
tivos, por lo que pensar que su implementaciéon en diversos ambitos resultaria comun
de ahora en adelante. El uso de la IA en sectores industriales es ya un hecho y su imple-
mentacién va ganando terreno en otros campos, de manera que, en un futuro préoximo,
pueda empezar a ser utilizado en instituciones de gobierno de una manera mas asidua,
especialmente en el sector judicial que presentaria un dilema que en este articulo nos
ocupa.

II. LA NATURALEZA JURIDICA LA FACULTAD DE JUZGAR EN EL
ORDENAMIENTO JURIDICO ESPANOL

Juzgar ha sido siempre parte de la naturaleza del ser humano. Desde tiempos inmemo-
riales la emision de juicios buenos, malos, concretos, abstractos, justos o injustos han
sido parte del ejercicio de la razon humana y por ende ha sido un ejercicio cotidiano
en la sociedad, en la colectividad. Asi casi por naturaleza se podria afirmar que todos
tienen una facultad innata de juzgar y se procede a hacerlo hasta para resolver un con-
flicto creado en la familia, entre los amigos o los companeros de trabajo. Alguien que
no se siente afectado por el problema actua para mediar, para decidir o por lo menos
se inclina a una u otra parte detallando a quien le asiste o no la razén y en todo caso, el
derecho. Para Kant esta naturaleza de juzgar no pas6 desapercibida debido a que plan-
teaba la posibilidad de conocer nos permite la facultad de juzgar de alli que expresa:
“Los principios trascendentales del conocimiento nos autorizan a admitir una finalidad,
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por la cual la naturaleza en sus leyes particulares se concierta subjetivamente con la
facultad de comprension del juicio humano, y nos permite juntar las experiencias par-
ticulares en un sistema” (KANT, 1976). El pensamiento kantiano establece facultad de
juzgar como aquella accion del ser humano capaz de experimentar la comprensién de
un hecho a partir del conocimiento, la experiencia y un conjunto de leyes particulares
unidos en un sistema. Es decir que esta facultad para emitir juicios deviene de la natu-
raleza misma del hombre y con ello habra que sujetarles a ciertos parametros dentro de
un sistema, con la finalidad precisa de que no se exacerbe, es decir que el ser humano
utilizando esta facultad de juzgar no puede extralimitarse y actuar por encima de la
regla, codificacion o sistema.

Todo lo anterior resume en cierto modo, lo que ha considerado en la teoria de la
funcionalidad del derecho, especialmente en la relaciéon entre poder y derecho en una
colectividad, en una sociedad. En efecto, las relaciones entre poder y derecho fueron
forjando Estados mas fuertes en dénde primeramente las sociedades han tenido una
fuerte contradiccién en la disputa de las relaciones de derecho y poder lo que ha signi-
ficado los diferentes modelos de Estado que han existido a través del tiempo en dénde
la lucha estriba siempre entre quien o quienes concentran mas poder y que funcion
tiene el derecho en limitar o regular ese poder concentrado. Es alli en donde se debe
centrar el debate sobre la naturaleza juridica de la facultad de juzgar, puesto que es
facil determinar que en la Constitucién Espanola como en muchos otros textos cons-
titucionales alrededor del mundo se determina que la facultad de juzgar corresponde
al Estado. Esto claro esta, no se encuentra en discusion y de hecho en el transcurso del
presente trabajo se hara un andlisis juridico sobre ello sin embargo, habra que ir un
poco mMas atras, es decir a las relaciones de derecho y poder y a la funcion del derecho
para determinar y atraer luz a la idea, no tanto descabellada, de la irrupcion de la Ay
su consiguiente aplicacion dentro de las esferas de poder judicial, mas alla de cualquier
proceso de automatizacioén, es decir su aplicacion practica en las funciones judiciales.

Cuando Norberto Bobbio planteé la teoria funcional del derecho afirmé la idea de
que es el derecho el que contiene o limita el poder y por ello “el Derecho viene a ser
analizado, precisamente en funcién del poder, como instrumento que éste emplea para
realizar determinados fines y, por lo tanto, como instrumento para dirigir, condicionar
y controlar el sistema social” (GREPPI, 1995) Bajo esta premisa resulta claramente esta-
blecida la funcién del derecho en cuanto a contener el poder, limitarlo, condicionandolo
a efecto de que no se exacerbe puesto que esto provocaria simplemente una anarquia
o un despotismo, entendida esta como la ausencia total del poder publico o el ejercicio
del poder individual sin control. De esta manera, el derecho controla en poder publicoy
con ello la facultad de juzgar estaria sometida siempre al derecho dentro de un Estado?.
No viene al caso, exponer aqui la evoluciéon que han tenido los Estados hasta llegar al
Estado Social y Democratico de orden Constitucional debido a que el presente trabajo

2. Bobbio plante6 que el Derecho y el poder son dos caras de la misma monea, asi el derecho se
presenta como la cara amable del poder porque es coercitivo, imperativo bajo normas conocidas, en
tanto que el poder publico sin normas es discrecional y por lo mismo su imposicion conlleva excesos
sin no esta limitado por el derecho. De alli que la discusién se centraria en la legitimidad para ejercer
el podery, por lo tanto, si se va un poco mas adelante, la legitimidad para ejercer la facultad de juzgar.
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pretende ser un analisis mas bien juridico que politico. Sin embargo, es aqui en donde
cobra plenamente sentido la sujeciéon del poder publico a la norma constitucional
puesto que a partir del orden constitucional se han construido los Estados democra-
ticos en la era presente ya que el ejercicio de juzgar que desde tiempos inmemoriales
se ejercia en diferentes formas sin mayores limites mas que la discrecionalidad de quien
o quienes tienen el poder para ejercerla viene a ser regulada a través del derecho cons-
tituido en una norma de orden constitucional.

La facultad de juzgar tiene como un elemento indispensable para su ejercicio en la
legitimidad para hacerla efectiva. En efecto, es el derecho el que legitima todo el ejer-
cicio del poder publico y con ello también legitima el ejercicio de la facultad de juzgar.
En este aspecto es importante hacer una breve diferencia entre la facultad de juzgar y
la potestad3 de juzgar ya que, aunque suele considerarse conceptualmente lo mismo
en realidad la diferencia entre estas dos categorias radica en la relacion que una y otra
tienen dentro de la estructura juridica de un Estado. En efecto si partimos del orden
constitucional la potestad?® de juzgar la tiene exclusivamente el Estado, asi lo establece
el articulo 149.6, que establece que es competencia exclusiva del Estado la adminis-
traciéon de justicia, de tal forma que la potestad para administrar justicia y consabida-
mente la potestad de juzgar le corresponde al Estado. Naturalmente como todo poder
publico originario emana del pueblo no se puede dejar de lado que la justicia emana o
proviene también del pueblo que lo delega, como ya se ha indicado en el Estado para
gue a través de ese ejercicio del poder publico fundado en derecho puede administrar
la justicia de manera pronta.

Ahora bien, como se ha apuntado anteriormente es a través de la Constitucion que
se legitima el ejercicio de la potestad para juzgar por parte del Estado, dado que la jus-
ticia, como bien lo regula el texto constitucional, emana del pueblo y la administracion
que el Estado hara de la justicia lo ejecutara a través del Poder Judicial. La Constitucién
Espanola regula en el articulo 117, lo relacionado al ejercicio de la jurisdiccion, en-
tendida “como aquella forma de aplicacién del derecho que se distingue de las otras
modalidades posibles por representar el maximo grado de irrevocabilidad admitido en
cada ordenamiento positivo” (REQUEJO PAGES, 1989), cabe explicar que la jurisdiccion
como concepto se dice que es la potestad de juzgar, sin embargo por definicion la ju-
risdiccion es, como se dicen en la definicién anterior, una forma exclusiva de aplicar el
derecho con un grado de irrevocabilidad, es decir que no solo se aplica el derecho sino
que se ejecuta lo juzgado como parte de esa jurisdiccidon que ejerce el Estado al recibir
del pueblo el poder para administrar la justicia, es decir la potestad de juzgar.

Por otro lado, se tiene la facultad de juzgar que deriva precisamente del poder o
potestad de juzgar que ejerce el Estado con exclusividad. Y de alli que la Constitucion
Espafola en el articulo 117.3 Establece:“El ejercicio de la potestad jurisdiccional en todo
tipo de procesos, juzgando y haciendo ejecutar lo juzgado, corresponde exclusivamente

3 No nos vamos a detener en la discusion entre Poder de Juzgar y Potestad de Juzgar que es otra
categorizacién que ha producido un debate sobre cual de las dos acepciones es la correcta, lo cierto
es que la jurisdiccidén sea un poder para juzgar, potestad para juzgar o facultad para juzgar, bajo la
estructura del Estado siempre va a tener origen en la Constitucién que lo establece y las leyes que lo
regulan.
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a los Juzgados y Tribunales determinados por las leyes, segun las normas de compe-
tencia y procedimiento que las mismas establezcan”. Indudablemente tenemos por un
lado el poder o la potestad de juzgar, que ejerce con exclusividad el Estado y la facultad
de juzgar, que es aquella capacidad que ejercen los 6rganos judiciales a través de los
juecesy tribunales a quienes se les otorga esa capacidad para que puedan ejercer la ju-
risdiccidon limitada, claro esta, por la competencia por razon de su orden jurisdiccional,
territorial o cuantia para resolver conflictos legales y hacer cumplir sus decisiones. Asi se
podria indicar que un Estado de Derecho se caracteriza entre otras cosas, por imponer
el imperio de la ley a través del poder de juzgar, de ejercer jurisdiccion por medio de
los diversos érganos judiciales cuya funcionalidad no es de ejecutar venganzas, sino
de impartir la justicia, imponer aquel valor emanado del pueblo que lo ha delegado
precisamente para que, bajo el respeto de todas las garantias legales que prescribe el
derecho, pueda mantener el orden.

En el ordenamiento juridico espanol la responsabilidad de juzgar se establece, como
en otros muchos sistemas judiciales, en la figura del Juez. Ya sea el Juez como un érgano
unipersonal o bien Magistrados como érganos colegiados en el quehacer diario se en-
frentan a la disposicion de dictar resoluciones o sentencias en diferentes procesos. La
garantia de esta facultad de juzgar deviene de su independencia que permite un ejer-
cicio pleno sin cortapisas, tal y como lo establece la Constitucion Espanola en el articulo
117. 1y 2 que establece: “1. La justicia emana del pueblo y se administra en nombre
del Rey por Jueces y Magistrados integrantes del poder judicial, independientes, ina-
movibles, responsables y sometidos unicamente al imperio de la ley. 2. Los Jueces y
Magistrados no podran ser separados, suspendidos, trasladados ni jubilados, sino por
alguna de las causas y con las garantias previstas en la ley”. De lo anterior es importante
comprender que la Unica barrera o limite que tienen los juzgadores al momento de
ejercer la facultad de juzgar es la ley misma, el sometimiento al impero de la ley marca
los limites de la facultad de juzgar, teniendo esto en cuenta se debe comprender que
los procesos de automatizacion y posiblemente de aplicacion de la IA en el ambito ju-
dicial son posibles siempre y cuando la regulacién legal que se establezca lo permita.

Entonces estamos ante un fendmeno que no es relativamente antiguo, pero que de-
termina que la facultad de juzgar si puede ampliarse, modificarse o implementarse de
manera diferente siempre y cuando se encuentre una regulacién legal que lo permita,
que lo apruebe y que, en general, haga viable cualquier proceso digital o tecnolégico.
En este sentido, si consideramos el poder de juzgar, es decir la potestad de juzgar que
pertenece al Estado, esta permanece inamovible desde todo punto de vista, puesto
que la Constitucién es la que establece que este poder jurisdiccional solamente lo debe
ejercer el Estado, en la forma en que ha sido dispuesta en la Constitucién, es decir a
través del poder judicial mediante el ejercicio de la facultad de juzgar que tienen los
Jueces y Magistrados que integran el poder judicial. Sin embargo, recalco, en cuanto a
la facultad de juzgar que ejerceran los Jueces y Magistrados, alli si hay un dilema habido
cuenta que el limite de este ejercicio es el imperio de la ley que, buscando al dia de los
avances tecnolégicos, ha ido regulando la implementacion de la tecnologia dentro de
los procesos judiciales.

Asi, en efecto los procesos de automatizacion del poder judicial dieron inicio con la
Ley 18/2011, de 5 de julio, Reguladora Del Uso De Las Tecnologias De La Informacion
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Y La Comunicacion En La Administracion De Justicia, que abrié las puertas a la era di-
gital en el poder judicial dio inicio a la digitalizaciéon y automatizacion de procesos
en los érganos judiciales con lo cual también se obtuvo la agilizacién. La influencia
de la era digital en la poblacién también ha contribuido de manera importante a lo
que podriamos llamar la “normalizacién” de los procesos automatizados de tal manera
que los poderes publicos y en especial el poder judicial tiene la facilidad de continuar
con la automatizacion de tramites y poco a poco continuar con la implementacién de
procesos tecnologicos mas complejos como la IA aplicada a diversos otros procedi-
mientos o gestiones cuya automatizacion es mas compleja, pero que por virtud de
ley se pueden continuar desarrollando. Si se preguntara ;hasta donde puede llegar la
intervencion de la IA en los procesos judiciales? No habria una respuesta adecuada. De
igual manera no se puede responder con acierto si se preguntara jPuede la IA llegar
contribuir con la facultad de juzgar? No se sabria con certeza. Lo Unico seguro es que
desde que empezaron los procesos de automatizacion de los que ya se hizo referencia
anteriormente, se dio un vuelco necesario hacia la generacion de procesos agiles y el
abandono al papel y de la intervencién humana en etapas que necesitan una minima
intervencioén; y que esto puede llevar a considerar procesos mas complejos que utilicen
la aplicacion delalA. Sin embargo, no se puede negar que la facultad de juzgar cuya na-
turaleza se encuentra en el seno mismo del Estado, se encuentra regulada por normas
juridicas, limitada por las mismas y, por consiguiente, tampoco se puede asegurar que
esas normas no pueden ir cambiando hasta permitir que estos avances tecnoldgicos
sean parte del sistema judicial.

De mediados y finales del siglo pasado ninguna persona podria haber afirmado que
las notificaciones judiciales se harian a través de medios electrénicos, era impensable
en aquellos tiempos, sin embargo, con el avance de la tecnologia ese tipo de gestiones
se hizo palpable y posible, al igual que la presentacién de escritos y otras etapas pro-
cesales. Es por ello que, el tema que nos ocupa trata principalmente de ir un poco mas
alla de lo que ahora se conoce en cuanto a la automatizacién y pensar si la facultad de
juzgar puede, también ir mas alla de su naturaleza tradicional en la que son personas a
cargo de érganos judiciales quienes ejercen tal facultad y que de ahora en adelante se
derive en dos formas que puedan dar pie a la utilizacién de IA ya sea en su uso como
auxiliar en decisiones judiciales, planteamiento polémico pero que ya ha sido puesto en
escena o bien, la de sustituir el razonamiento del juzgador lo cual, aunque mucho mas
complejo y polémico también ha sido considerado como una posibilidad futura.

III. LA IRRUPCION DE LA INTELIGENCIA ARTIFICIAL EN EL AMBITO
JUDICIAL

Luego del 30 de noviembre de 2022 cuando ChatGPT fue anunciado al mundo por
OPEN Al, se puede decir que todos los sectores revolucionaron, porque se marcé una
tendencia en considerar si era beneficioso la utilizacion de Al en todas las actividades
profesionales, industriales e incluso en el sector publico. El sector juridico no fue para
menos, porque la IA planteé la posibilidad no solo de agilizar procedimientos, sino que
en la vida misma nunca se habia considerado la posibilidad de sostener una conver-
sacion con“una maquina”de manera coherente sobre diversos temas, y en la actualidad
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las conversaciones con ChatGPT sobre cualquier tema posible es un hecho porque la
informacién siempre fluye de alguna u otra manera. La interaccién con un Chat de
Inteligencia Artificial parecié de primera mano algo novedoso no solo porque en esta
era de informacidn, la desinformacion fluia por las redes sociales apareciendo una serie
de Fake News a las cuales muchos les daban credibilidad puesto que se lanzaban a las
redes sociales sin mayor verificacion y se reproducian viralmente. Con un chat de inte-
ligencia artificial esto ya no sucederia puesto que sostener una conversacion con la IA
daba certeza en cuanto a la mayoria de las respuestas y se podria corroborar la fuente
tal y como ahora puede hacerse de primera mano con Grok en la red social X (antiguo
Twitter) o bien consultando directamente a la Al sobre las noticias que se hacen virales.

Aunque se ha cuestionado el uso de herramientas como ChatGPT en el sector ju-
ridico, especialmente en la abogacia, lo cierto es que actualmente se han desarrollado
otras herramientas tecnoldgicas que han estado auxiliando a la Abogacia a través de
herramientas especializadas como, por ejemplo, la herramienta para despachos Harvey*
de IA generativa van teniendo una gran demanda en el mercado de los denominados
Logitech es decir las empresas tecnoldgicas enfocadas al campo juridico y otros de su
clase.Comoya se haindicado, antes del surgimiento de la |A existian programas que au-
tomatizaban la utilizacién de documentacién juridica, gestionaban expedientes, fichas
de clientes, agendas; pero no eran capaces de generar conocimiento como si lo hacen
herramientas como Harvey. De manera que se puede considerar como un hecho que la
IA ya se encuentra inmersa en los despachos de Abogados que le han visto con buenos
0jos porque en el area de la litigacién los despachos de abogados han visto que el au-
xilio de la IA para redactar escritos y alegaciones con fundamentos legales y facticos e
no solo posible sino que un recurso invaluable dado que contar con una herramienta
con una gama de conocimientos permite que haya resultados claros relacionados al
tiempo de busqueda y analisis para aplicarlo a un caso en concreto.

Con la Inteligencia Artificial en boga por doquier y un mundo cada vez mas depen-
diente de la tecnologia, en medio de esta era digital, parece ser ineludible que los am-
bitos de las administraciones publicas también sean presa de este fendmeno. A ciencia
cierta se ignora hasta donde la IA llegue a tener presencia dentro de los procesos auto-
matizados, sin embargo, cierto es que en el judicial ya ha empezado a cobrar relevancia
y por lo mismo también existe la seria probabilidad que su incorporacién llegue mas
temprano que tarde.

En efecto, en un mundo tan globalizado y dependiente cada vez mas de procesos
tecnolégicos, procedimientos digitales, la sociedad se debate en dos polos opuestos:
los que urgen la necesidad de aplicar todo cuanto representa una ventaja tecnoldgica
a los procedimientos que anteriormente realizaba Unicamente el ser humano y los que
“satanizan” a la tecnologia porque consideran con una dependencia cada vez mayor en
la tecnologia, el ser humano llegaria a ser un instrumento en lugar de servirse de ella.
Asi, cuando se plantea la posibilidad real de que, procesos y procedimientos de orden

4. Harvey creada en 2022 por Winston Weinberg y Gabe Pereyra es una plataforma de inteligencia
artificial generativa especializada en el ambito legal, disenada para asistir aabogados y despachos en
tareas como redaccién de documentos, analisis de contratos e investigacion legal. Ha ganado merca-
do en algunos despachos especialmente grandes firmas y empresas multinacionales.
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judicial puedan ser desarrollados completamente a través de instrumentos informatico
a partir de la |A se crea un dilema que hasta el dia de hoy ha causado un serio debate.

En el campo del derecho y especialmente en el ambito judicial, se tiene por sentado
que el ejercicio de esta funcion publica esta comprometida basicamente a procesos
mentales del ser humano, procesos de generacion de pensamiento puesto que gran
parte de lo que se hace en los Juzgados es resolver o decidir sobre algun conflicto, sobre
alguna peticién o bien considerar los insumos juridicos para determinar a quien asiste
el derecho y a quien no. Todo esto conlleva un ejercicio del pensamiento juridico que,
por lo regular es llevado a cabo tanto por el Juez como, en algunos otros aspectos, por
el Letrado de la Administracidon de Justicia. Aunque exista una resistencia al uso de la
IA en el campo judicial muy probablemente, debe considerarse que, como ha ocurrido
en otros cambios, su uso va a terminar generalizandose e implementandose. El punto
de la discusion no radica en considerar si la IA se va a implementar o aplicar, sino que la
discusion debera centrarse en la pregunta ;jHasta qué punto se debera permitir el usoy
aplicacion de la IA en las decisiones de los Jueces o si llegara a suplantarlos?

A la pregunta ;Cudanto ha incursionado la IA en el campo de la justicia? La respuesta
pueda sorprenda a muchos debido a que ya se han desarrollado algunas herramientas
sobre aspectos puramente juridicos, especialmente en lo que se ha dado en llamar he-
rramientas de justicia predictiva, como por ejemplo el programa denominado COMPAS>,
que se utiliza en algunos paises como Estados Unidos para su aplicacion en el sistema
penitenciario, aunque se ha reconocido que esta herramienta tecnoldgica tienen al-
gunos errores se espera que con el avance de la IA pueda mejorarse los resultados y su
aplicacién sea mucho mas eficiente. Sin embargo, lo importante es resaltar que estas
herramientas que utilizan IA ya se encuentran en la ruta de marcar el sendero por el cual
muchas otras herramientas van a surgir, con lo cual se hace previsible que la utilizacion
de herramientas tecnoldgicas basadas en IA sea incluida en el ambito judicial.

La realidad es que en la actualidad muchas otras ciencias ya han aceptado el uso de
herramientas tecnoldgicas basadas en IA como un auxiliar para el desarrollo y aplicacion
a dicha ciencias. El profesor Nieva explica este fendmeno atinadamente al indicar “otros
sectores como la medicina o las propias redes sociales se debe a la enorme dificultad de
recoger lo que esencialmente necesita la IA para poder funcionar: datos. La IA lo Unico
que hace es imitar nuestros procesos de decisiéon, recopilando nuestros criterios para
resolver hacer algo” (NIEVA FENOLL, 2024) Lo que parece ser en muchos casos la apli-
cacion de IA en la administracién de la justicia deviene basicamente del hecho de que
se puede creer que son los programas que tomaran las decisiones y no la personas que
los crean o quienes los utilizan, en este sentido considerar que en el futuro los casos ju-
diciales dependan de una decisién que puede estar parametrizada es lo que crea la re-
sistencia al cambio debido a que, aunque se recojan criterios establecidos por procesos
mentales de los jueces, la parametrizacién de estos criterios pueda afectar el aspecto
factico que conllevan los casos judiciales.

Resulta natural plantearse las dudas en cuanto a la forma en que se puede abordar
la irrupcion que ha tenido la IA en los campos de la ciencia, en el caso del derechoy la
justicia esto es fundamental para su desarrollo. Sin embargo, no debe de evadirse la

5. https://njoselson.github.io/pdfs/FieldGuide2_081412.pdf
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discusion sobre el tema, como se apuntd anteriormente, tarde o temprano habra de
acceder a su aplicacion de la IA en la administracion de la justicia y por ello, en lugar de
rehuir del tema habra que abordarlo necesariamente. Abordar este tema por parte de
los Estados debera necesariamente tener una estructura propia formada de, al menos,
ingenieros en telecomunicaciones, informaticos, matematicos y personas del de-
recho que disefen las aplicaciones y los algoritmos relacionados con la Justicia (NIEVA
FENOLL, 2024)Y, siguiendo la idea expuesta anteriormente los Estados deben de medir
los tiempos para la implementacién de estas herramientas tecnolégicas puesto que el
rezago en tecnologia como se ha indicado anteriormente tiene un costo muy alto para
los paises. Asi, el Estado Espanol debera promover la conformacién de una estructura
institucional que permita como prioridad la comprensién de la IA 'y a la vez establecer
las etapas necesarias de cara a la implementaciéon de un proceso tecnoldgico de imple-
mentacion en el sector judicial.

Ahora bien, la implementacién de este tipo de sistemas no siempre ha sido exitosa
y por ello de la experiencia se debe aprender. En México se ha intentado crear algunas
herramientas de apoyo a la facultad de juzgar de los jueces como por ejemplo el de-
nominado Expertiusé que fue elaborado a partir de expedientes reales llevados a cabo
en organos judiciales y combinando este conocimiento con las experiencias y razona-
mientos l6gicos y metddicos realizados por jueces a partir de las reglas de valoracién de
la prueba en juicios especialmente sobre la obligacion de alimentos. Si bien es cierto,
habra que aclarar, que la aplicacion de esta herramienta es puramente experimental,
es decir que no se ha aplicado a casos reales actuales, sino que se ha aplicado a casos
ya concluidos en los Tribunales de Ciudad de México y Tabasco y con ello se buscaba
determinar el grado de certeza en la aplicacion practica de la IA en relacion a los casos
resueltos. El resultado es que, pese a que se puede procesar variables reales de un juicio
de alimentos tales como la necesidad del alimentista, la obligacion del alimentante, la
capacidad economica del alimentante y del alimentista, también existen otro tipo de
enunciados que no se pueden considerar puesto que algunos aspectos se derivan de la
experiencia judicial de los jueces que, en la mayoria de veces resulta ser muy personal
y por otro lado de conocimiento heuristico” debido a la indagacién y la consideracion
de la prueba, ademas de ello aunque las presunciones no son prueba en si misma tal
y como lo establece el articulo 385 y 386 de la Ley de Enjuiciamiento Civil las mismas
devienen del razonamiento del Juez los cuales I6gicamente no pueden estandarizarse.

En efecto, los problemas con que se ha encontrado las herramientas basadas en IA
aplicadas a la justicia son precisamente la ausencia de ciertas variables cuyos patrones
no pueden ser sujetos a algun tipo de algoritmo puesto que el ejercicio del Juez en
cuanto a la facultad de Juzgar lo hace bajo unas reglas de valoracién de pruebas como
la Sana Critica cuyo ejercicio en ciertas pruebas como en el caso de la declaracion de

6. Expertius, es un sistema experto de apoyo a la toma de decisiones judiciales en el domino del
juicio de alimentos. Ha sido desarrollado por el Departamento de Inteligencia Artificial aplicada al
Derecho del Instituto de Investigaciones Juridicas de la UNAM, financiado por el CONACYT con nu-
mero de registro 42163/S, y la importante colaboracién del Tribunal Superior de Justicia del estado
de Tabasco y el Tribunal Superior de Justicia del Distrito Federal (Tomado de La inteligencia artificial
y su aplicacion al campo del Derecho. Goretty Carolina Martinez Bahena).

7. Heuristico se refiere a algo relacionado con la técnica de la indagacion y el descubrimiento.
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testigos o el Dictamen Pericial que indica la Ley de Enjuiciamiento Civil ( Articulo 348
LEC) ya que en estos casos la valoracion no se encuentra tasada y por lo tanto el valor
de una u otra prueba esta en la sola disposicion del Juez, contrario a otras pruebas
gue se encuentran tasadas y cuya valoracién se encuentra establecida en ley, como por
ejemplo el valor que, en la Ley de Enjuiciamiento Civil se le otorga a los documentos pu-
blicos (Articulo 322 LEC). En este sentido, las pruebas que se encuentran tasadas, como
plantean un estandar de criterio que no permite mas que el Juez aplique la normativa
que le otorga un valor probatorio el cual no se puede discutir, es decir que su valor es
por ministerio de ley con lo cual el Juzgador unicamente debera considerarla al emitir
sentencia y con ello resulta muy practico para las herramientas tecnoldgicas crear los
algoritmos necesarios para que se puedan aplicar que pueden ser paramétricos.

Sin embargo, en sentido contrario operan algunas pruebas cuya consideracién y va-
loracion dependen del criterio del Juez utilizando, como ya se indicé, la Sana Critica y es
aqui entra el juego varios elementos del razonamiento judicial como la experiencia, la
l6gica, la ciencia, y los conocimientos; por lo que resulta sumamente complejo hasta el
momento actual, la creacion de herramientas tecnoldgicas basadas en IA que puedan va-
lorar dichas pruebas. Con lo cual, se puede entender que herramientas como la que se ha
pretendido implantar en México, como Expertius podria paulatinamente en casos el juicio
de alimentos ya que resulta ser un juicio centrado en aspectos econédmicos de capacidad
de pago y establecimiento de necesidades, con parametros muy determinados, aunque
aun en otros aspectos aun precisa de perfeccionamiento para poder ser implementada.

La aplicacién de sistemas de Inteligencia Artificial en muchos campos, como ya se
indicé, es una realidad hoy en dia, el uso de estas tecnologias en diversos contextos de
la sociedad es un fendmeno de orden mundial que no cesa de avanzar y por ello en el
contexto juridico se ha considerado seriamente su utilizacion. La automatizacién de
procesos ya es un hecho y podria decirse, que es parte de la realidad actual inimagi-
nable hace algunas décadas y ahora, se debe tomar muy en serio que la Inteligencia
Artificial y los algoritmos tienen impacto en la sociedad de tal suerte de que ya estan
presentes, aunque de manera experimental, en el campo juridico.

La mayor preocupacién que se pueda tener en el ambito juridico la irrupciéon de
la Inteligencia Artificial radica en la complejidad de su implementacién y las posibi-
lidades que podria presentar su perfeccionamiento. Dado que se pretenderia dar un
saldo de un proceso de automatizacion a una especie de coworking entre el érgano
judicial o, mejor dicho, el Juez y la herramienta tecnoldgica o sistema basado en IA,
puesto que previsiblemente se teme una especie de “robotizacién” en la facultad de
juzgar. Si nos basamos en la experiencia, comprobamos que se da el fendmeno de la
robotizacién, ya que se ampliaron las posibilidades de trabajo. Licuar en los algoritmos
tareas rutinarias, repetitivas y mecanicas, posibilita que los trabajadores puedan ser
mas productivos en tareas postergadas o mas complejas (CORVALAN, 2019). Ahora
bien, en el caso de una probable implementacion de herramientas tecnoldgicas ba-
sadas en IA, no solo se esta ante una mezcla de algoritmos, tareas rutinarias, repetitivas
0 mecanicas, puesto que esto es lo que se logré con la automatizacion, sino que se estd
ante procedimientos de utilizacion de la Al para que puedan ser parte de la facultad de
juzgar de los jueces y es por ello que alli se centra el debate y es alli en donde radica el
dilema sobre su implementacion.
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Ahora bien, ante la serie de probables dilemas o desventajas que puedan consi-
derarse a la IA es importante recalcar, sin lugar a dudas, que su utilidad es innegable
para la administracion de la justicia. Como lo afirma Valladolid “las grandes ventajas
gue puede aportar a los procesos judiciales en beneficio de principios como el de
celeridad, neutralidad y sobre todo a favor del principio de eficiencia, esto por la agi-
lizacion que brinda la IA” (VALLADOLID, 2024); de tal manera que las desventajas que
puede acusar la IA son compensadas con grandes ventajas que podrian ser utilizadas
en los diferentes procesos judiciales todo basado como se indicé anteriormente al
principio de eficiencia, ahora bien, no podriamos decir lo mismo sobre los valores
de la justicia ya que los procesos fundados en IA aplicados a la justicia no se pueden
implementar sin tener presente la figura del Juez, al menos por el momento. Como se
indicé anteriormente es el Juez quien mantiene una independencia tal para ejercer
la facultad de Juzgar, por lo cual, sin considerar este papel primordial dentro de los
procesos, aunque en términos de imparcialidad y neutralidad algunos otros ven que
una maquina podria ser la solucién ya que algunas caracteristicas que en la practica
no siempre se cumplen a cabalidad cuando se trata del juez humano, lo que plantea
la cuestion de si un enfoque diferente, como la utilizacién de una maquina, podria
lograr una mayor imparcialidad y eficiencia en el sistema judicial (VALLADOLID, 2024).
Debe tenerse presente que los programas y las herramientas tecnoldgicas no son in-
falibles, tampoco estan exentas de manipulacion, ello es comprobable con las largas
discusiones sobre manipulacion de las redes sociales y las cuantiosas sanciones que
se han impuestas a gigantes tecnolégicos por manipulacién de datos o filtraciones
de los mismos, con lo cual se corrobora que la infalibilidad de las herramientas tec-
noldgicas se encuentran bajo las empresas que las crean y perfeccionan, aunque de
ello se hablara con mas detalle en el capitulo siguiente, baste decir que no se puede
hablar meramente de imparcialidad o neutralidad si los algoritmos se programan con
alguna tendencia.

Al final, no cabe duda que la IA ya esta incursionando fuertemente en el sistema
de justicia y ha llegado seguramente para quedarse. Con el avance de la ciencia tec-
noldgica va a ser muy dificil desprenderse de estas herramientas puesto que ya la au-
tomatizacion de procesos ha quedado atras, la informatica juridica documental y la in-
formatica juridica de gestion ya han quedado como antecedentes del proceso de la
incursiéon de la tecnologia digital en el sistema de justicia. Ahora se avanza a modelos
automatizados de meta gestién y meta documentarios que sirven de base para pro-
yectos que conllevan la inclusién de IA para que puedan servir como auxiliares del Juez.
Los ingenieros informaticos, fisicos matematicos, ingenieros en sistemas, Ingenieros en
diseno, los profesionales en robdtica, en bioinformatica, los investigadores juridicos y
hasta los abogados consideran que es posible que el conocimiento juridico, la infor-
macién juridica documentada, la experiencia judicial plasmada en expedientes judi-
ciales, la jurisprudencia y el conocimiento juridico legal puede llegar a ser moldeado
adecuadamente para que con ello se puedan crear herramientas tecnoldgicas capaces
de simular procesos de conocimiento, tales que puedan asimismo ofrecer los mismos
resultados que se podrian esperar del ejercicio que pueden hacer los jueces al ejercer la
facultad de administrar justicia y con ello se esta avanzando a una era muy diferente a
la que hasta ahora se ha vivido dado el hecho de que, como se vera mas adelante, este
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tema ya ha generado discusiones serias relacionadas con los limites de estos programas
o lo relacionado con la cuestion ética.

IV. LIMITES Y RIESGOS SOBRE LA UTILIZACION DE LA
INTELIGENCIA ARTIFICIAL EN FUNCIONES JUDICIALES

;Hasta dénde puede llegar la utilizacién de la Inteligencia Artificial en las funciones
judiciales? ;Habra necesidad de imponer ciertos limites? ;Qué riegos tiene la imple-
mentacién y uso de la Inteligencia Artificial en las funciones judiciales? ;Sustituira la Al
a los jueces? Son preguntas validas que cobran una relevancia importante cuando se
considera la utilizacién de la Inteligencia Artificial y los efectos que puedan provocarse
a raiz de su implementacion en funciones judiciales.

Es verdad que algunos estudiosos del tema plantean que la utilizacion de la
Inteligencia Artificial en funciones judiciales no significa la sustitucidon del Juez, asi lo
expone Ramallo al indicar:“En el contexto judicial, la IA no se plantea como un sustituto
del juez o del fiscal, sino que actua como una herramienta complementaria que facilita
su labory proporciona una mayor garantia en la toma de decisiones” (RAMALLO MINAN,
2024) Lo anterior es cierto si se considera la utilizacion de la Inteligencia Artificial razo-
nablemente como una herramienta auxiliar. Sin embargo, en la practica se ha demos-
trado que los programas de IA generativa ya han sustituido muchos procesos de co-
nocimiento y elaboracion de documentos. Esto es cierto cuando vemos como grandes
despachos han invertido en LegalTcch en programas que se plantean como auxiliar de
las funciones de abogacia pero que al final han cedido a su aplicacién practica porque
los programas asi lo permiten. De alli, como se ha indicado, programas como Harvey,
Ross Inteligence, Lexis, Casetext, han sido parte de los grandes despachos desde 2022
cuando se anuncid la Inteligencia Artificial al servicio de la sociedad. De hecho, algunos
despachos espafnoles como Cuatrecasas anuncian en su pagina web la utilizacion de 1A
indicando que “pone en marcha una herramienta pionera que, aplicando la Inteligencia
Artificial generativa a los servicios legales permitira redactar escritos, hacer analisis do-
cumentales y localizar informacién juridica relacionada las distintas practicas del des-
pacho” Al verificar el anunciado anterior, se puede entender que si se utiliza las herra-
mientas con Inteligencia Artificial Generativa para andlisis documental o localizacion
de informacion juridica claro esta que puede ser una herramienta Util y a la postre ne-
cesaria. Sin embargo, la parte de redactar escritos viene a ser basicamente una susti-
tucion de la funcion de abogados que se ha cuestionado mucho debido a la sustituciéon
practica del quehacer de la profesién en cuanto a que sustituye una de las actividades
que mas se realiza en ese ambito.

iA qué se enfrenta la sociedad ante el avance de un mundo en donde la IA y los
algoritmos estan inmersos en muchos ambitos de su desarrollo? No se sabe, lo cierto
es que este ascenso de la IA que se ha presentado como un adelanto cientifico que fa-
cilita muchos procesos y procedimientos a la vez que ofrece una gama de aplicaciones
que en cada campo presenta un grado de perfeccién debido al cumulo de informacién
que procesa, y plantea un riesgo muy cierto sobre si llegarda o no a desplazar al ser
humano reemplazandolo eventualmente. No estamos ante una serie de ciencia ficcion
de Netflix o de cualquier otra plataforma de streaming sino ante acontecimientos reales
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que pueden presentar riesgos como el desplazamiento laboral en algunas tareas que
anteriormente eran realizadas por seres humanos.

El mundo juridico tiene una caracterizaciéon muy particular que le difiere de otros
ambitos y que radica en que se encuentra en cualquier esfera de la sociedad y podria
decirse que de la vida humana. Asi, desde el nacimiento hasta después de la muerte las
personas se encuentran sujetas al mundo del derecho, al campo juridico. Aun podria
decirse que en algunos casos desde la concepciéon de la vida humana. Asi, el mundo
juridico tiene como caracteristica principal la de acumulacién de informacién y de re-
gular normativamente otros campos. Como diria Kelsen “Todo esta en el Derecho’, y
no es para menos, aparecen sujetos a derecho todos los ambitos de la sociedad. Salud,
Agricultura, Medicina, Construccién, Saneamiento etcétera, todo bajo regulacion legal.
De hecho, siempre hablamos del Estado de Derecho al referirnos a aquel Estado regido
por normas que se hacen respetar, aplicar y ejecutar. Es por ello que al adentrarnos
de los riesgos que pueden presentar en el mundo juridico todos aquellos sistemas de
Inteligencia Artificial no cabe mds que pensar, en realidad, estos programas al ser utili-
zados en lo juridico pueden inferir en otros ambitos y es por ello, que cabe una mirada
a los riesgos que pueden correrse si no se determina los limites que deben privar en la
implementacion de la Inteligencia Artificial al ambito juridico y de forma especial en la
administracion de la justicia, es decir en las funciones judiciales.

La utilizacion de Inteligencia Artificial en las funciones judiciales no necesariamente
se corre un riesgo si lo vemos en procesos automatizados o cuando el resultado pre-
visto se encuentra normalizado o estandarizado como ocurre con la resolucién de al-
gunos escritos que son de mero tramite o cuya solucién se encuentra en la normativa
aplicable, de ese modo estos procedimientos en realidad no se corre riesgo alguno y
la utilizacion de la IA es no solo necesaria, sino que asegura la agilidad y eficacia en los
procesos. Sin embargo, el riesgo mas notable y latente se encuentra ante aquellas situa-
ciones en las que el conflicto no se resuelve de mero tramite o bien la normativa apli-
cable deja en manos del Juez la decisidon sobre el asunto, que, en efecto, resulta decisiva
no solo para la resolucién del proceso, sino que, porque una de las garantias de todo el
sistema judicial es la del respeto a derechos fundamentales que, de ser transgredidos
provocar precisamente que el proceso pudiera decaer.

Por tanto, se entiende que uno de los actores publicos en el que se puede llegar a
pensar al mencionar estos principios es el juez, pues de acuerdo con uno de los papeles
primordiales de este es actuar como el protector del Derecho en su sentido mas preciso
dentro de un Estado Constitucional (VALLADOLID, 2024) De esta manera el mayor
riesgo que se encuentra la aplicacién de la IA al sistema de justicia es precisamente que
los jueces son actores principales en los procesos y, en principio la garantia de imparcia-
lidad, de neutralidad y de sujecion Unica y completa a la ley se dejaria de lado no solo
por la utilizaciéon de lalA como una herramienta tecnolégica que pueda darle luz al juez,
sino en el ultimo caso, que no puede darse por descontado, de que sea la Inteligencia
Artificial la que finalmente resuelva.

A lo anterior se suma otro cuestionamiento que presenta para muchos el riesgo de
la implantacion de la Inteligencia Artificial es la cuestidén de la imparcialidad y neutra-
lidad debido a la integracion de los algoritmos a los sistemas digitales de IA. ;Quiénes lo
elaboran? ;Tienen sesgo ideolégico? jInfluiran los algoritmos en la toma de decisiones?
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Todos los cuestionamientos son validos y ningun es de descartarlo. En efecto, existe
una creciente preocupacion que se centra en que la IA se esta desarrollando gracias a
enormes cantidades de dinero que estan invirtiendo macroempresas privadas, los gi-
gantes tecnolégicos -Google y Microsoft entre otras12-, cuyo tamano y actividades
son muy dificiles de controlar por nuestras instituciones democraticas e incluso eu-
ropeas, sino que es realmente complicado evitar que incurran en conductas monopo-
listicas o sesgadas y que, a la postre, influyan en las decisiones de nuestros Gobiernos y
Parlamentos sin que nadie haya controlado democraticamente el nombramiento de la
dirigencia de estas empresas (NIEVA FENOLL, 2024). Es decir, que entre el algoritmo y el
juez la preocupacion estribaria sobre quien crea el algoritmo podria controlar algunos
aspectos esenciales de las funciones judiciales y que, probablemente podria sino con-
trolar, al menos influir en las decisiones del Juez, lo cual constituiria un grave dafio a la
independencia judicial. Considerar este riesgo no es paranoia, es algo completamente
valido planteado del hecho fundamental que estos gigantes tecnolégicos podrian in-
fluir en la forma de administrar justicia y por ello nada es de descartar.

Algunos podrian incluso asumir de que estas empresas inmensamente ricas que
destinan millones de euros a la investigacion y al desarrollo de estas tecnologias de
Inteligencia Artificial podrian influir en el manejo de algoritmos como ya se ha hecho
en algunas otras plataformas o motores de busqueda se ha denunciado sesgo racial,
por lo que no se puede anticipar que no pueda suceder algo parecido en los sistemas
de IA. Ademas de los riesgos ya indicados con anterioridad, también se suma otro mas
gue tiene que ver con la implementacion de la IA en la Justicia si esta se encarga a las
diferentes empresas privadas, no resulta descabellado pensar si con el tiempo los go-
biernos deciden entregar el control de estos procedimientos a manos privadas para su
continuo desarrollo lo cual pareciera ser contraproducente si se parte de la idea funda-
mental en que el poder de juzgar es exclusivo del Estado.

Se podria continuar exponiendo una serie de riesgos mas, pero en realidad cada
cambio en las instituciones trae riesgos y dudas sobre su implantacion, asi sucedio con
la automatizacion de procesos y ahora con la Inteligencia Artificial, lo que si es conve-
niente matizar en este apartado es que los Estados al momento de entrar en la senda de
lalA'y la Justicia deberan establecer los limites necesarios para que no exacerbe la utili-
zacion de la Ay que se pueda se eficiente sin caer en condiciones negativas que hagan
de la implementacién de la IA una forma de lograr una justicia eficiente. En ese orden
de ideas lo principal que los Estados deben de considerar para su entrada obligada y
urgente a los aspectos relacionados con la implementaciéon de la IA en las funciones
judiciales debera de iniciar con la institucionalizacién de una estructura necesaria para
considerar estos procesos de implementacion de IA, esta estructura debera estar con-
formada por diferentes profesiones que son propias para el disefio de los algoritmos
en principio puesto que sin esto, la aplicacién de la IA en la justicia podria sufrir serios
contratiempos y problemas.

Claro esta que se precisa que una estructura institucional dedicada al desarrollo de
la IA aplicada a la Justicia podria verse sin importancia, sin embargo, no lo es cuando
se pude proveer de un desarrollo tecnolégico propio, fundado en algoritmos y disefios
programaticos apropiados al sistema juridico espanol y a la idiosincrasia social que
es muy importante en cuanto a la produccion, formulacion y ejecucion normativa. El
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desarrollo de una herramienta basada en IA, debera buscarse que tenga las mismas
garantias en cuanto a independencia y objetividad parametrizados. En el fondo, deben
tener idénticas garantias en cuanto a su independencia y objetividad que si fueran
jueces, puesto que van a parametrizar y automatizar el trabajo de los propios jueces
en no pocos asuntos, lo que implicard, a la postre, sustituirles, aunque suene muy duro
decirlo (NIEVA FENOLL, 2024) De alli que los efectos que conllevaria la implementacién
de un sistema de IA en las funciones judiciales implican riesgos pero también grandes
retos especialmente en lo que se relaciona con los limites que se pueden establecer
para que su funcionamiento sea adecuado.

Sin embargo uno de los limites mas férreos que se encuentran es el que expone el
aspecto factico mas notable en cuanto a las ideas que se promueven de la aplicacién
de la IA a las funciones judiciales devienen de una postura mas radical ius naturalista
que plantearia la necesidad de conservar al Juez humano, dado que el derecho nace
humano en si mismo y suplantar a la persona que tiene la facultad de juzgar seria entrar
a una era en donde la justicia seria e-justicia y el juez seria un algoritmo algo que se
ha criticado duramente, pero que tienen sus adeptos. En especial resulta la argumen-
tacion basica de que la sensibilidad, la experiencia y el proceso cognoscitivo del juez se
perderia completamente ante la idea de un reemplazo por la IA y ante ello se plantea
que estos limites, aunque subsanables con el desarrollo y avance de la IA hacen que su
implementaciéon no sea completa en el momento actual.

Asimismo, aparece otro limite en cuanto a laimplementacién de la IA a las funciones
judiciales y que tienen que ver con la aplicacion de esta a asuntos mas complejos que
no admiten una estandarizacién plena. Por ejemplo, se habla de procesos de aplicacion
de programas de IA en China bajo el concepto de E-JUSTICIA que destaca el Tribunal
de Internet de Hangzhou, un sistema con propiedades Unicas que permite buscar juris-
prudencia, analizar contextos, revisar pruebas e incluso dictar sentencias. Sin embargo,
estas sentencias deben ser finalmente autorizadas por un juez humano (VALLADOLID,
2024), de esta forma procesos complejos aun no han sido objeto de experimentacién
por parte de quienes se encuentran elaborando este tipo de programas puesto que aun
los procesos mas repetitivos y automatizados de una manera permanente, necesitan en
la actualidad de una supervision humana.

Al final de cuentas, como todo proceso tecnolégico, inician dudas sobre qué riesgos
se corren, qué limites tienen y que otros hay que imponer para su implementacion.
En las funciones judiciales las decisiones de juez son las mds importantes en términos
de dictar sentencias o resolver cuestiones que presenten una contradiccién judicial. El
avance tecnoldgico no va a cesar, por lo que debe de plantearse apropiadamente que
los Estados deben estar preparandose para que estos avances tecnolégicos no queden
sin aplicacién alguna.

En realidad, el mayor riesgo que puede representar la aplicacion de la Inteligencia
Artificial a las funciones judiciales y la administracion de la justicia devienen de que
si, al asociarse con los funcionarios judiciales o al ser utilizada por ellos puedan man-
tener los mismos problemas judiciales que se cometen con intervencion humanay que
puedan llegar a mantenerlos o perpetuarlos. Otro aspecto deviene del respeto de de-
rechos fundamentales que se necesitan mantener sin conculcar y con ello preservar un
debido proceso capaz de mantenerlos debidamente dentro de un proceso y no caer en

227



IUS ET SCIENTTIA « 2025

La facultad de juzgar vs inteligencia artificial: mds alld de la automatizacion...

Vol. 11 « N° 2 « pp. 209-233

M. Isabel Garcia Sdnchez

ISSN 2444-8478 e https://dx.doi.org/10.12795/IETSCIENTIA.2025.i02.11

los errores que son inherentes a la intervencion humana porque de otra manera solo se
gana en agilizar procesos, pero no en depurarlos.

Hasta el momento los procedimientos de Inteligencia Artificial aplicados a la justicia
han ganado en optimizar en eficiencia y mitigar deficiencias humanas, sin embargo,
las limitaciones que tiene son en el orden de que no puede simular totalmente un pro-
cedimiento cognoscitivo en el que se involucre especialmente la transparencia en la
toma de decisiones y otros aspectos relacionados con la conciencia humana. Es por ello
gue, aunque algunos exponen que los beneficios de la IA y los algoritmos no deben
suplantar las funciones judiciales sino solo deben ser considerados como herramientas,
aun asi, estos entran en completa colisién con aspectos éticos puesto que el Juez puede
caer en la tentacion de inclinarse para utilizarla y apegarse al resultado de la IA para
dictar la resolucion de casos, he alli el dilema ético.

V. LA DELEGACION DE FUNCIONES JUDICIALES A LA INTELIGENCIA
ARTIFICIAL: UN DEBATE JURIDICO Y ETICO

La implementacién de la IA en las funciones judiciales presenta grandes desafios es-
tructurales y a la vez un debate juridico y ético. Desde noviembre de 2022 cuando se
anuncio por la empresa Open Al el chat GPT inici6 un serio debate sobre la utilidad que
tendria y las profesiones que suplantaria, algunas veces en broma otras veces en serio,
la discusién sobre el limite que tendria que hacerse a la 1A fue muy amplio, tanto en el
campo académico en donde se empez6 a limitar debido a su uso inadecuado. De por
si no escapa para nadie el hecho de que en el campo académico se ha luchado mucho
contra el plagio y la utilizacién inadecuada de la Al lo que planted una situacién muy
diferente que ha limitado su utilizacion en los trabajos académicos. En otros campos la
utilizacion de la IA plantea un debate ético dado que se discute si es una herramienta
o una suplantacion de las funciones. Debido al auge que ha tenido desde su anuncio y
la masificacién de su utilizacién en las ciencias, en la industria, comercio y en las esferas
gubernamentales este dilema ético es objeto de discusiones diarias y planteamientos
serios que promueven su limitacion cuando deja de ser una herramienta y se convierte
en un suplantador del conocimiento humano.

Con ello, la aplicacién de la IA en las funciones judiciales puede constituir una herra-
mienta importante que podria aportar muchos beneficios desde la optimizacion de re-
cursos, la eficiencia y agilidad en los procedimientos, asi como la reduccién de tiempos
en cada una de las etapas de un proceso y sin duda puede tener una predictibilidad que
mejoraria con el tiempo y especialmente con la mejora de sus algoritmos, sin embargo
a pasar de los beneficios que pueda aportar, también existen algunos desafios especial-
mente de tipo ético. Como ya se indicé anteriormente el debate ético esta planteado,
esto es porque la escasa regulacién legal que tiene la Al y su implementacion aun inci-
piente en materia normativa, no precisa de un debate juridico en cuanto a suimplemen-
tacion y su funcion, sino mas bien el debate juridico se centra, como ya se expondra mas
adelante, en la discusion si la IA debe ser una herramienta del Juez o le debe suplantar,
debate este que genera un verdadero dilema. Sin embargo, en cuanto a la ética de la
implementacion de la IA en las funciones judiciales si que ha generado un debate ético
de acuerdo a varios aspectos referidos especificamente en su disefio, sus algoritmos y
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la generacién de procesos cognoscitivos. Como bien lo indicaba Habermas “al desafio
de la técnica no podemos hacerle frente Unicamente con la técnica” (HABERMAS, 1989)
con lo cual, ante este desafio de la IA la forma en que se le puede hacer frente, en lugar
desecharle o increparle problemas éticos a su disefio se debe de conocer estos pro-
blemas y desafios y luego poder proceder a buscar la solucién mediante operaciones
puramente tecnoldgicas.

Uno de los principales aspectos éticos que se promueve es que la IA aplicada a las
funciones judiciales debe contener una eliminacién de todo tipo de sesgos especial-
mente politicos y raciales, pero también sesgos ideoldgicos y religiosos ya que esto
comprometeria seriamente la imparcialidad y con ello se podria conculcar derechos
fundamentales. Asi finalmente, se entiende que el punto clave radica en la necesidad de
encontrar un equilibrio entre la adopcién de tecnologias avanzadas y la preservacion
de los valores y principios fundamentales del sistema legal (VALLADOLID, 2024) esta
claro que la busqueda de un equilibrio en los algoritmos que disenan la IA es funda-
mental para que esta no se utilice como una forma para coartar ciertas conductas que
puedan parecer adecuadas o para fomentar algunas otras que nos parecen que por ser
minorias se deben de proteger y fomentar perdiendo asi el equilibrio en los resultados.

Existen algunos otros desafios éticos que se pueden mencionar en cuanto a la
Inteligencia Artificial aplicada a funciones judiciales, entre estos se encuentran los si-
guientes: La garantia del debido proceso, este aspecto es sin duda uno de los princi-
pales desafios que encuentra la aplicacion de la IA a las funciones judiciales puesto que
deberd de garantizarse que la aplicabilidad no conculque derechos fundamentales o
bien, no viole el debido proceso puesto que esto hara nugatorio en definitiva la utili-
zacion de esta herramienta tecnoldgica. Ademas, se puede intuir en otro aspecto fun-
damental que es el que esta relacionado con la transparencia y explicabilidad o mo-
tivacion de las resoluciones que se puedan obtener, puesto que si la utilizacién de IA
en las resoluciones judiciales no plantea ninguna transparencia o bien no se explica
ni motiva adecuadamente puede dar lugar a que la resolucion no sea producto de un
proceso cognoscitivo es decir de algun silogismo juridico que haya considerado las pre-
misas para arribar a la resolucion.

Luego de algunas de las cuestiones éticas que se han indicado, existe también el
debate ético sobre si la IA esta controlada por un humano como una herramienta o
bien si la herramienta digital es decir la IA esta influyendo en el humano. Este debate se
centra en que la sujecidon que deberian de tener los programas de IA en el ser humano
puesto que, de no hacerlo, entonces se corre el riesgo de que no tenga un norte éticoy
sobre todo que se pierdan ciertos valores que son necesarios para la administracion de
la justicia. En este caso la propuesta resulta ser sobre la existencia de una supervision
por parte del operador juridico sobre el programa lo que provocaria que no se pierda un
control sobre la implementacién, aunque siempre debera ir acompanado de un marco
regulatorio que garantice que esta supervision humana no pueda interferir en su fun-
cionamiento puesto que de otra manera podria considerarse que esta exigencia ética
en si misma plantearia una contradiccion.

A este tema se expone que existen dos cuestiones fundamentales exigen una res-
puesta en el seno de este principio que estamos tratando: el momento y la intensidad
del control y el grado de vinculatoriedad de la propuesta del sistema. En realidad, se
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trata de una misma cuestion, pero aplicada a casos distintos (PULIDO, 2023) Bajo esta
premisa debe considerarse que es imprescindible y necesaria la regulacion del uso de la
tecnologia para evitar que se pierda laimparcialidad y neutralidad. Esta regulacién debe
considerarse desde la base de los algoritmos lo cual da muchisimo margen a considerar
las propuestas legislativas en ese aspecto y por otro lado, lo que debe ser considerado
con base a una gestidon que supervise o controle el funcionamiento de la herramienta
de Inteligencia Artificial, con ello la propuesta de control de la herramienta de IA no es
tan facil como bien lo manifesté Pulido porque los dos momentos tanto de intensidad
del control como del grado de vinculaciéon a una normativa no son faciles de determinar
pero si que son muy necesarios.

La delegacion de funciones en realidad si plantea un debate ético muy fuerte sobre
si la IA sustituira paulatinamente en un futuro a los jueces o bien solo sera una herra-
mienta que pueda ser utilizada por estos para dictar sus sentencias. Ya en el campo de
la Abogacia en el presente trabajo se ha hablado de que su utilizacion en diferentes
despachos es cada vez mas abierta y necesaria. Los despachos la utilizan ya como un
medio para afinar escritos, busqueda de jurisprudencia adecuada y en fin para otras
tareas de las cuales, aunque se han servido de ella con mucha seguridad la profesion de
Abogado no se suplantara con sistemas de Inteligencia Artificial debido a un cumulo
de funciones que se imponen en la relacién abogado - cliente y que no pueden suplan-
tarse con IA, aunque quiza algunas consultas juridicas si se solucionen con ChatGPT. Sin
embargo, en cuanto a los jueces no se podria indicar lo mismo dado que muchos de los
procesos que se han ido experimentando en el campo de las funciones judiciales y, en
forma particular, en la funcién de los jueces puesto que aun no se han implementado
plenamente herramientas o sistemas de IA en funciones propiamente judiciales. Aun
asi, existen algunos estudiosos que afirman que la IA no sustituira a los jueces, sino que
los complementara ayudando a crear un sistema de justicia mas eficiente, agil y centra
en las necesidades de la sociedad (VALLADOLID, 2024) .

Por otro lado, aparecen algunos otros estudiosos que exponen las posibilidades
reales de que paulatinamente la IA termine por suplantar a los jueces y encargarse
de funciones judiciales y de alli que se habla mucho de E-JUSTICIA, o bien el lamado
“Juez Algoritmo”y con ello algunos han planteado la posibilidad de que sean los jueces
siempre humanos y no algoritmos o e-jueces pero que basen sus resoluciones al re-
sultado que puedan arrojar los sistemas basado en IA con su correspondiente apro-
bacién o bien, como algunos han expuesto, el Juez simplemente comunicaria lo que ha
resultado de un sistema de e-justicia. Algo que parece muy lejano, pero con el avance
tecnologico y su implementacion podria ser inminente. Aqui probablemente radica
uno de los mayores problemas éticos que presenta la implementacion de Inteligencia
Artificial a las funciones judiciales puesto que ya se sustituiria el razonamiento l6gico,
el silogismo juridico que conlleva aquel proceso cognoscitivo del juez por el resultado
de un sistema tecnoldgico basado en una serie de algoritmos dispuestos para resolver
los casos.

Ahora bien, ;Qué implicaciones éticas podria tener el auxilio del algoritmo en un
Juez? Sin duda todo esto parte de la figura del juez es central en el proceso de cualquier
jurisdiccion. En efecto, el Juez no solo es quien decide la mayoria, sino todas las reso-
luciones de un érgano judicial, sino que ademas de ello, es quien goza de la facultad
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de juzgar, esta establecido su cargo constitucionalmente y ademas de ello goza de una
independencia tal que su cargo esta garantizado. Ante todas estas condiciones, sus de-
cisiones debidamente motivadas son las que le ponen fin a un caso. Obviamente, el
Juez goza de cierta proteccién juridica tanto de orden constitucional como de orden
normativo y con ello la garantia del poder jurisdiccional del Estado, se encuentra de-
positada en la facultad de juzgar del juez. Ante todo esto, siempre es importante con-
siderar que la tendencia a servirse de una herramienta tecnoldgica por parte del ser
humano no exime a los jueces de hacer lo mismo y con ello pueda que el resultado de
una sentencia quede mas contenida en lo que el sistema de IA ha planteado como po-
sible solucion que el raciocinio del juez y alli es donde pueda radicar el planteamiento
ético mas grave, que es un problema mas alla del planteamiento juridico, puesto que
determinar cuando un juez pueda auxiliarse de una herramienta de IA y cuando no lo
haga resulta bastante complicado y, si por otro lado se deja al Juez la facultad de “re-
visar” el contenido de una sentencia dictada por un sistema de IA, estariamos ante la
desnaturalizacion de la funcién judicial puesto que ya no seria el Juez quien juzgue sino
la IA. Con lo cual el debate queda totalmente planteado, con la Inteligencia Artificial nos
encontramos jAnte una herramienta que auxilia al Juez o bien nos encontramos ante
un sistema que terminara por juzgarnos?

VI. CONCLUSION

A manera de conclusién del presente trabajo resulta un hecho inminente y real de quela
Inteligencia Artificial ya ha incursionado en el mundo juridico después de los procesos
de automatizacion que permitieron la utilizacién de ciertas tecnologias en el sistema
judicial. Sin embargo, la Inteligencia Artificial va mucho mas alla de lo que se puede
concebir puesto que no solamente se presenta con un modelo de vasta informacién,
sino que sus sistemas de dialogo, de generador de procesos cognoscitivos utilizando
tanta informacién como es posible presenta no solo algo novedoso sino también se
infiere en la necesaria utilizacion.

En el sistema judicial se debate sobre su inclusién no solo porque podria ser una
herramienta muy util, sino porque para muchos es un hecho que su inclusion se ira
dando paulatinamente y por ello presenta un desafio enorme para no rechazarla del
todo, puesto que esto podria causar un rezago innecesario y perjudicial para el pais. Es
por ello que presentar el proceso de inclusion paulatino de la Inteligencia Artificial en el
pais y a su vez determinar cudles deberian ser los retos que se tendran que afrontar es
parte de lo que se buscé plasmar en el presente trabajo.

Como toda tecnologia, siempre se vera con reticencia, especialmente por la vulne-
racién que podria suponer el hecho de dejar en manos de un programa, una maquina la
prediccidon de un resultado judicial y, ya que se le considera en su totalidad o se le valide
o bien que sea una herramienta en las funciones publicas, siempre habra que considerar
factores éticos que no son faciles de prevenir, limitar y senalar, como también ciertos
factores legales que son los mas dificiles de considerar habida cuenta que si se supone
lainfluencia de Inteligencia Artificial en la facultad del juzgador entonces se estaria ante
la dependencia del algoritmo para decidir un caso o utilizar la consideracién del mismo
para tomar una decision.
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Aprovechando que todavia se esta en fases experimentales en el campo de la ad-
ministracion de justicia bueno fuera que se empezaran a tomar medidas de cémo se
abordara el tema en el futuro y cudles serian los limites legales que se le impondrian a
la utilizacion de la inteligencia artificial, porque lo peor que pueda pasar es que sobre
la marcha se empiece a considerar su implementacion o bien, que habiéndola imple-
mentado se hayan dejado de lado aspectos fundamentales mencionados tales como la
vulneracién de derechos fundamentales, proteccion de datos, independencia judicial
e imparcialidad en las resoluciones evitando toda clase de sesgos que perjudicarian la
administracion de la justicia.

Ante las diversas posiciones si estamos ante una e-justicia, ante un juez algoritmo o
bien ante solo la utilizacion de la herramienta de Inteligencia Artificial por parte de la
persona del Juez; no se debe de dejar por un lado que sea el Estado a través de las admi-
nistraciones publicas y el poder judicial quien tome la iniciativa de crear una institucion
fuerte cientifica e independiente capaz de abordar con propiedad este tema y que em-
piece la era de la utilizacion plena de la Inteligencia Artificial en el campo judicial con la
regulacién legal adecuada.
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La obra objeto de este comentario, se trata de la monografia de la Profesora Maria Dolores Garcia
Sanchez del Departamento de Derecho Procesal de la Universidad de Sevilla. Dicha monografia
tuvo su origen en su Tesis Doctoral, en la que se han introducido las ampliaciones y actualiza-
ciones pertinentes. El estudio cuento con un Prologo del Magistrado del Juzgado de Instrucciéon
numero 4 de Cordoba, D. José Luis Rodriguez Lainz. En dicho Prologo, se constatan los méritos y
la actualidad tematica de la obra. La autora de este libro es calificada en dicho Prélogo como una
relevante investigadora del Derecho Procesal, con una notable capacidad de elaboracién doc-
trinal, atenta al desarrollo de las Nuevas Tecnologias aplicadas al Derecho Procesal Penal.

LaTesis Doctoral, sobrelaquelibrosevertebra,fue codirigida por Enrico MariaMancuso, Catedratico
de Derecho procesal penal de la Universita Cattolica del Sacro Cuore del Milan y por la Catedratica de
Derecho Procesal de la Universidad de Sevilla, Profesora Doctora Pilar Martin Rios. Dicha obra, igual-
mente contd con el apoyo y observaciones de varios profesores y fiscales especialistas.

El texto editado es un analisis extenso sobre las medidas cautelares cibernéticas en el ambito
penal, explorando su naturaleza, justificacién y aplicacion. Se discute la evolucién del ciberdelito
y la necesidad de adaptar las herramientas procesales tradicionales al entorno digital, resal-
tando la importancia de la prueba electronica y la colaboracion de los proveedores de servicios
de Internet. Se examina la legislacién espanola y europea pertinente, asi como la jurisprudencia
clave, abordando temas como la retencion de datos, el derecho a la privacidad y la propuesta de
una medida de alejamiento virtual. Finalmente, se considera el uso de la inteligencia artificial en
la valoracion del riesgo y la necesidad de garantizar la explicabilidad algoritmica.

Desde el punto de vista del Derecho Procesal Penal, en la obra destacan los siguientes as-
pectos: su caracter Innovador y rigor doctrinal. Aborda ideas y lineas de investigacion novedosas.
Un mérito destacable es el que la autora, aplica el concepto clasico de medida cautelar a nuevas
instituciones, cuestionando su encaje tradicional. La autora no se limita a describir posiciones doc-
trinales existentes, sino que se posiciona y busca nuevos planteamientos. Una gran aportaciéon
de la obra es la definicién de la medida cautelar cibernética como una nueva institucién juridica,
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distinta de las clasicas medidas personales o reales. Esta nueva categoria reside en el
universo virtual e intangible, donde el objeto de la prueba y el del delito convergen.

La obra se alinea con una concepcion expansiva de la tutela cautelar penal, que tras-
ciende el tradicional aseguramiento del proceso y su finalidad (acopio de evidencias
para el juicio de procedibilidad). Se propone que las medidas cautelares penales, es-
pecialmente las cibernéticas, deben también atender a: la proteccion de la victima, la
evitaciéon de la continuidad o pervivencia de actividades delictivas o sus efectos y la
salvaguardia de las evidencias.

Se valora positivamente la conceptualizacion hibrida de la medida cautelar ciber-
nética30. Por un lado, se dirige a los objetivos clasicos de aseguramiento (vinculados al
periculum in mora como en el proceso civil). Por otro, incorpora una vocaciéon de tutela
preventiva reintegradora para evitar la continuidad del delito o sus efectos y proteger
los intereses de las victimas.

La obra analiza criticamente el estado actual de la normativa nacional, conside-
randola exigua y parca en el desarrollo de las medidas cautelares cibernéticas en el Art.
13.2 LECrim. Propone la necesidad de un catalogo mas amplio de medidas cautelares
cibernéticas con especificacion de sus presupuestos y requisitos. También aborda la dis-
persa regulaciéon transnacional y formula propuestas ponderadas de regulacion de lege
ferenda.

La obra explora las utilidades de la IA en el proceso penal (policia predictiva, ciberpa-
trullaje, valoracion de prueba)..., pero dedica una atencion critica a sus desafios, como
la falta de explicabilidad y la incidencia en los derechos fundamentales Se subraya la
preocupacion por los sesgos en los datos y la posible discriminacion algoritmica. En
este libro, se defiende que la decision judicial no puede basarse exclusivamente en re-
sultados algoritmicos; la intervencién humana es indispensable. Es crucial que el juez
motive el uso de sistemas predictivos y el peso otorgado a sus resultados para garan-
tizar el derecho de defensa.

La lectura de este libro y el nucleo de su tematica no me ha permitido evadirme
de unas circunstancias personales a las que no puedo dejar de aludir. En la fecha ya
lejana de 1970, el Profesor Emérito de la Universidad de Sevilla Antonio Enrique Pérez
Luno publicé su monografia Juscibernética y metodologia juridica, a la que siguioé poco
después su libro Informdtica, Cibernética y Derecho, publicado en las ediciones del Real
Colegio de Espana de Bolonia. Estos fueron los primeros trabajos en lengua castellana
que en Espana e Iberoamérica analizaron la proyeccién de las Nuevas Tecnologias al
Derecho. Este autor formé parte de un grupo pionero de colegas y amigos que plan-
tearon esta nueva frontera del Derecho en Europa. Los profesores Frosini y Losano en
Italia, Denninger y Klug en Alemania, Tapper en Gran Bretana y Pierre Catala en Francia
formaron parte de ese selecto elenco de investigadores con vocacién de futuro. En
la actualidad son muchos los sprinters que se encaraman en marcha en el tren de la
Inteligencia Artificial, sin saber de donde viene y a donde va. No es este el caso de la
autora que ha motivado este comentario, quien con plena solvencia intelectual ha ana-
lizado una serie de cuestiones con las que colma un vacio bibliografico existente hasta
este momento en nuestra doctrina.
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El pasado 24 de octubre de 2025, el filésofo surcoreano Byung-Chul Han ha sido galardonado con
el Premio “Princesa de Asturia de Comunicacion y Humanidades”.

El relato del Jurado que le otorgé el prestigioso reconocimiento, destacé los méritos de Han,
resaltando que “[s]u obra revela una capacidad extraordinaria para comunicar de forma precisa
y directa nuevas ideas en las que se recogen tradiciones filoséficas de Oriente y Occidente’, su
“analisis [...] resulta sumamente fértil y proporciona explicaciones sobre cuestiones como la des-
humanizacion, la digitalizacion y el aislamiento de las personas [...] encontra[n]do un amplio eco
entre publico de diversas generaciones”.

Esta habilidad de Han se refleja marcadamente en su obra Infocracia, que representa uno de los
ensayos mas fascinantes del fildsofo, cuyas obras, si bien numerosas y variadas, frecuentemente
se caracterizan por un hilo de narracion comun, el leit motiv del papel y de la dimension del ser
humano en nuestra compleja sociedad actual, fuertemente forjada por la nuevas tecnologias.

A menudo, Han explora como vivir en un contexto digital y algoritmico y socialmente exigente,
gue nos requiere que estemos constantemente conectados, productivos y positivos, esta trans-
formando la propia esencia del ser humano y de su entorno vital. A este respecto, en una obra
como La Sociedad del Cansancio, Han se enfoca en la celebracién del agotamiento de la persona,
convencida que la autoexplotacidn consista en una expresion de su autodeterminacion y su li-
bertad; en Psicolpoliticas, 1a reflexion se centra en las nuevas dinamicas del ejercicio del poder en
un mundo dominado por el capitalismo neoliberal, en el que la psique se vuelve permeable y pe-
netrable y, por ende objeto de control, vigilancia y manipulacién politica. En el Enjambre, en vez,
se desvelan el impacto de la hipercomunicacién sobre el “silencio que necesita el alma para re-
flexionar y ser ella misma”!, mientras La Sociedad de la Transparencia desvela la desnaturalizacion
de la libertad de informacién y de las garantias que deberian ampararla, en un contexto en el que
la transparencia deja de ser una herramienta de control hacia el poder publico y se convierte en
una herramienta de vigilancia hacia los individuos.

1. Tal y como se describe en la propia portada de la obra, en la siguiente edicion: Han, B.-C. (2024). En el en-
jambre. Herder.
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Recorrer algunos de los trabajos mas interesantes de Byung-Chul Han es una valiosa
premisa para contextualizar Infocracia y adentrarse en el analisis critico de la obra, que
relne algunas de las destacadas dimensiones tematicas tratadas por el filésofo en un
ensayo estimulante para los juristas con una variegada formacién y expertise, proporcio-
nandoles una lucida vision de la profunda crisis que el Estado de Derecho y la propia de-
mocracia vienen padeciendo. En esta Optica, el ensayo atravesa con un hilo de narracion
intenso y constantemente critico, hasta provocatorio, el proceso que esta afectando el
individuo y su relacién tanto con su cuerpo, que se vuelve objeto de control y vigilancia,
hasta de mercificacién, como con la colectividad, investigando la desarticulacion de las
masas a través de una constante deconstrucion de la comunicacion, los conocimientos,
y del tiempo que aquellos necesitan para posibilitar y fomentar la racionalidad comuni-
cativa, culminando en la desfactificacion que alimenta la crisis de la verdad.

Desde esta perspectiva, el nucleo y el punto de partida del analisis de esta crisis
es justamente el ser humano, que se asujeta no sélo espontaneamente sino también
proactivamente a un proceso de desestructuracién de su propia corporeidad y de su
estatuto de individuo y miembro de la sociedad libre y autodeterminado. El compo-
nente esencial, atomistico, en el que se desectructura y resume el ser humano son los
datos que produce, alimentos de los algoritmos y fundamento de las interactuaciones
sociales y politicas en nuestros mundo del siglo XXI.

A este respecto, en el primer capitulo de Infocracia, titulado “El régimen de la infor-
macion’, Byung-Chul Han recorre el papel del ser humano y de su cuerpo en el marco del
régimen politico, con una mirada transversal que se dirige tanto a la corporeidad como
instumento de empoderamiento y como objeto de sumisidn al poder. En este sentido,
el Autor introduce inmediatamente al lector en el contexto de la obra, aclarando que
“[lNIimamos “régimen de la informacion”a la forma de dominio en la que la informacién
y su procesamiento mediante algoritmos e inteligencia artificial determinan de modo
decisivo los procesos sociales, econémicos y politicos” (Han, 2022, 9).

Ya de las primeras lineas del ensayo, se desprende la naturaleza holistica, totalizante
del régimen de la informacién que envuelve y atrapa el cuerpo humano informativa-
mente proyectado en el mundo digital y algoritmico. Han describe escrupulosamente
este proceso, guiando al lector en la metamorphosis del cuerpo, en virtud de la relacién
y del (des)equilibrio de poder entre la voluntad individual y el poder del Estado y de
nuevas entidades, como las empresas tecnoldgicas, y las propias redes sociales. El ca-
pitulo recorre y analiza cémo la visibilizacion y la espectacularizacion del cuerpo han his-
toricamente desempefado un importante papel en este sentido: del cuerpo anihilado
publicamente con la pena ejemplar hemos pasado al cuerpo objeto del narcisismo de
nuestra sociedad del fitness y de la aparencia. Han explica cémo la transparencia, de
herramienta de control del buen ejercicio del proder, se ha convertido en un compo-
nente de la exposicidon del cuerpo, tan intensamente como para inducirnos a desvelar
voluntariamente nuestro ddyton informativo (Han, 2022, 16). El individuo de la sociedad
y de la era digital y algoritmica, bajo también el efecto del neoliberalismo, se siente
empoderado mientras comparte su informacién, incluso la mas sensible e intima. Se
proyecta en el desmaterializado mundo digital a través de su smartphone y, mas en ge-
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neral, a través de la herramientas tecnolégicas y sus pantallas, cediendo el control sobre
si mismo a nuevas técnicas de poder. El individuo esta convencido de que ésta sea la
culminacién de su libertad individual; en vez, asi se entrega a nuevas técnicas del poder:
de hecho, las biopoliticas, cuyo objeto era la informacién anagrafica, han cedido el paso
a las psicopoliticas. Han pone de relieve la paradoja de la digitalizacién de la persona 'y
de suidentidad: ahora tenemos perfiles, que concretizan el nucleo de nuestra ontologia
y nuestras interactuaciones online. Antes, en la era de las masas, los detenidos tenian
un perfil y los demas eran “nadie” en la masa, no se destacaban. En vez, ahora “el habi-
tante del mundo digitalizado” es “agluien con un perfil”y “el régimen de la informacién
se apodera de los individuos mediante la elaboracién de perfiles de comportamiento”
(Han, 2022, 22). En nuestra actualidad, la aglomeracion, el agiutinamiento de las masas
no se deriva de la reunion fisica, material y especial que giran alrededor de una idea,
de valores y un pensamiento compartido y fruto de debte y discusién. De otra forma,
el elemento aglutinador de las masas son las redes sociales y el mundo online en el que
los influncers remplazan a figuras referentes validadas por el escrutinio democratico y
dialéctico. Los influencers lideran una celebracién colectiva que se administra a través
del like. Alli, la esfera material del cuerpo guarda su relevancia: nuestros dedos son las
herramientas que veiculizan y expresan nuestra voluntad, son instrumentos materiales
gue nos conectan a la realidad digital y algoritmica a través de las pantallas. Sin em-
bargo, esa voluntad es so6lo aparente y en verdad nuestro “me gusta” se reduce simple-
mente en la respuesta a los “incentivos positivos” que el mundo digital y algoritmico
nos ofrece, y con los que guia o, mejor, despista e induce nuestros comportamientos. Es
decir, es manipulacién, otro componente de la era de las psicopoliticas.

En el segundo capitulo, que al igual que el ensayo se titula“Infocracia’, Han se adentra
en el engranaje de esta dimension, en la“digitalizacion[...] inexorable de nuestro mundo”
(Han, 2022, 25) donde“nos sentimos aturdidos por el frenesi comunciativo e informativo”
y “el tsunami de informacién desata fuerzas destrctivas” (Han, 2022, 25). Segun Han di-
lucida, esta digitalizacién inexorable y este frenesi que nos aturde -y que realmente
suena como un enjambre?- se han “apoderado también de la esfera politica y esta[n]
provocando distorsiones y trastornos masivos en el proceso democratico” (Han, 2022,
25), habiendo ademas sometido “nuestra percepcion, nuesta relacién con el mundo y
nuestra convivencia a un cambio radical” (Han, 2022, 25). El capitulo recorre y explora
criticamente la transformacion del papel del individuo. En concreto, se podria observar
y comentar, el filésofo recorre y analiza como el ser humano, el dnthropos zoon politikén
aristotélico y el citoyen nucleo y motor de la revolucion francesa se ha progresivamente
converido en un espectador y, posteriormente, en una fuente proveedora de datos y
materia prima de algoritmos que se infiltran y, en ciertos casos, dirigen o desvian la
vida politica y, justamente, la que en su dia fue la democracia. En concreto, cada etapa
ha sido caracterizada por una tipologia de medio de comunicacién que la contradis-
tinguia y que caracterizaba el papel del individuo y, significativamente, la cultura y el

2. Segun lo describe Han en su obra En el enjambre, mencionada anteriormente.
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relativo entorno. Ante todo, Han recuerda la visién elaborada por Jirgen Habermas en
Historia y critica de la opinién publica, y resalta que “[e]l discurso politico del siglo XIX,
marcado por la cultura del libro, tenia una extensién y una complejidad totalmente dis-
tintas” (Han, 2022, 26). El libro marca la ontologia de la participacién del individuo, po-
niendo de relieve cémo la imprenta hubiese desempefiado un papel crucial, por haber
implicado“una llustracién que hiciera uso de la razon, del raisonnement” (Han, 2022, 26).
En este contexto, el individuo es un sujeto® que participa* en el debate publico y lo forja.
El progresivo analisis de los medios de comunicacién muestra el declive de la partici-
pacion: conforme a la vision de Habermas, Han hace hincapié en la mediocracia, en la
que se destacan los medios de comunicacion de masay, especialmente, la television, un
contexto en el que las personas se convierten en observadores, receptores del debate
politico y democratico. Asisten a ello como espectadores pasivos, desapareciendo la
imaginacion y la aportacidon proactiva. Finalmente, en nuestra sociedad actual, en la
infocracia, la pantalla, que ya se habia interpuesto entre nosostros y la esfera politica y
democratica, se convierte en una herramienta de aislamento, una especie de proceso
de atomizacién del ser humano. Ademas, las pantallas distorsionan nuestra relacion con
la realidad y hasta con la verdad, y escriben una historia de dominacién (Han, 2022, 29).
Recordando la pantalla aracaica del dominio de los mitos de Platon, Han hace hincapié
en la telescreen del Gran Hermano de George Orwell en 7984 (Han, 2022, 31) y en el “cine
de las sensaciones” de la distépica sociedad que protagoniza El Mundo Feliz de Aldous
Huxley (Han, 2022, 31). Es interesante recordar las distintas pautas de dominaciéon que
caracterizan la narracidén de estas obras literarias, puesto que la telescreen representa

una herramienta di vigiliacia, opresion y represion, mientras el “cine de sensaciones”

penetra en los cuerpos y los permea y manipula a través de un 6rgano de perfumes,
que aturde a la gente, junto con distribucién por parte del Estado de una droga llamada
“soma”. A este respecto, Han recuerda de nuevo Habermas y su observacion segun la
que “Orwell temia que los que aborrecemos nos destruyeral...][,] Huxley que lo que nos
gusta nos destruyera” (Han, 2022, 31). En esta Optica, Han reanuda la narracion del edo-
nismo y de la manipulacién anteriormente destacada con referencia a nuestra relacién
con las redes sociales y los “incentivos positivos’, para diludcidar nuestra actual relaciéon
con las pantallas. La diversién que antes nos proporcionaba la televisidon, hoy procede
de la touchscreen, fuente de entretenimiento y herramienta mediante la que “nos co-
municamos hasta morir” (Han, 2022, 32). Esta ultima, destaca Han, es la formula de so-
metimiento del régimen de la informacion, una dinamica que recordaria al neurocien-
tifico el circulo dopaminérgico de la recompensa.

Este proceso de dominacién lleva al individuo de la era digital y algoritmica y de
la infocracia a la psicografia —que remplaza la biografia —, a la psicometria y al mar-
keting psicopolitico, especialmente al microtargeting “que utiliza perfiles psicomé-
tricos” (Han, 2022, 36). El individuo y, especialmente, el votante ya no es un sujeto
proactivo y participe sino es mas bien un objeto y un objetivo de la manipulacion

3. Enfasis afadido por la autora.
4. Enfasis anadido por la autora.
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algoritmica, que se alimenta con los datos que los propios individuos proporcionan
mediante sus interacciones con la pantalla. El algoritmo, las sugerencias especificas
que aquello elabora en virtud de los datos que nosotros mismos le proporcionamos,
nos inunda de informacién, la cual no siempre corresponde a la verdad. Nos conver-
timos en un targety en un objeto del que se alimentan los protagonistas de la politica,
y el votante se parece mas a un consumidor del proceso electoral. Se podria comentar
gue nos dejamos explotar mientras estamos convencidos de ejercer nuestra libertad
individual con plenitud. Nos dejamos manipular. Emblematica y eficazmente, la mate-
matica estadounidense Cathy O’'Neil ha hecho explicita referencia al actual Presidente
de Estados Unidos de América, Donald Trump, afirmando que actia como un algo-
ritmo completamente “oportunista” (Han, 2022, 35). En este marco, la comunicacion
no solo se empobrece, sino pierde el contexto necesario para su desarrollo sano y
correcto. La comunicacién racional se conierte en la comunicacién digital, pudiendo
tampoco contar con un adecuado ambito temporal para ser llevada a cabo. Segun
aclara Han, “el cortoplacismo general de la sociedad de la informacién no favorece
la democracia” (Han, 2022, 34). En concreto, la inmediatez y la intensidad del actual
frenesi comunicativo e informativo, impide el desarrollo y la aplicacion de la raciona-
lidad, que necesita tiempo, dejando espacio simplemente a la inteligenciay a la accion
inteligente, que se dirige a soluciones y éxitos a corto plazo. En este contexto de in-
mediatez, circulan las fake news y los memes se difunden como virus mediaticos que
fomentan la infodemia, la cual es “resistente a la verdad” (Han, 2022, 42).

En este escenario, se produce el fin de la accién comunicativa y la prevalencia de
la racionalidad digital sobre la racionalidad comunicativa. A estas dos cuestiones sa-
lientes Byung-Chul Han dedica respectivamente el tercer y el cuarto capitulo, poniendo
de relieve el proceso de aislamento del individuo dentro de “burbujas digitales’, que
interrompen e infringen la accién comunicativa. A este respecto, el capitulo pone de re-
lieve que “[lIJa democracia es una comunidad de oyentes”y que “[lla comunicacion digital
como comunicacion sin comunidad destruye la politica basada en escuchar” (Han, 2022,
55). Esencialmente, escuchamos solo a nosotros mismos, en un circulo sin duda no vir-
tuoso en el que falta la representacién que, segun sostenia Hannah Arendt, asgura la
presencia del otro y que es un componente esencial de la comunicacién. De hecho,
segun Hannah Arendt dilucidaba, “el pensamiento politico es «representativo» en el
sentido de que «el pensamiento de los demas siempre esta presente»” (Han, 2022, 45).
En este sentido, Han remarca ulteriormente que “[l]la representacién como presencia
del otro en la formacién de la propia opinién es constitutiva de la democracia como
practica discursiva” (Han, 2022, 45). Estas dinamicas no son compatibles con la comu-
nicacién digital de los enjambre digitales, que no forman “un colectivo responsable y
politicamente activo” (Han, 2022, 44): los followers, es decir, los nuevos subditos de las
redes sociales se dejan amaestrar por los “inteligentes influencers” (Han, 2022, 44)°. En

5. Esta expresion, especialmente el adjetivo inteligentes” es utilizado por Han en sentido mencio-
nado anteriormente, es decir la“inteligencia” que remplaza la racionalidad en el espacio y en el marco
temporal del mundo digital y algoritmico.
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este contexto, sostiene Han, los followers son individuos que han sido despolitizados:
“[lla comunicacion en las redes sociales no es ni libre ni democratica’, y “[e]ll smartphone
como aparado de sometimiento es todo menos un Parlamento mévil” (Han, 2022, 44).
Estamos lejos de la ilusion de una democracia directa en el estilo teorizado por Pierre
Lévy en su ensayo Inteligencia colectiva, donde los medios de comunicacién habrian
debido consentir una democracia digital aun mas directa —en términos de inmediatez
de la participacion- que la propia “democracia directa”

El propio concepto de accion comunicativa, que se fundamenta en el intercambio
de “afirmaciones de validez que pueden ser aceptadas y discutidas” no es compatible
con la comunicacion digital, en la que los individuos son encerrados en sus respec-
tivas burbujas digitales. Segun Han pone de relieve, “la creciente atomizacién y narcisi-
ficacion de la sociedad nos hace sordos a la voz del otrol...] [y] [tlambién conduce a la
pérdiad de empatia” (Han, 2022, 49). El impacto es profundo y contundente, puesto que
mas tiempo pasamos en internet, mas nuestro filtro burbuja, en las palabras de Han, se
llena de informacién que a uno le gusta, lo cual refuerza las creencias individuales. De
esta forma, se consolidan los convencimientos individuales y se vuelve cada vez mas
dificil distinguir la identidad de la opinion personal de cada uno, que acaban sobre-
poniéndose. A este proceso, se suma el cierre tribalista, es decir de las tribus digitales
constituidas por los followers y guiadas por los influencers, que se cierran en si mismas,
selccionan la informacion y la utilizan para sus politicas de identidad. Estas tribus con-
solidan las omunicacion sin comunidad, y no son capaces accion politica. El resultado,
junto con la desfactificacion y descontextualizaciéon del mundo (Han, 2022, 51)¢ es una
dictadura tribalista de opinion e identidad que carece de toda racionalidad comuni-
cativa” (Han, 2022, 54).

Esta ultima, por ende, ha sido remplazada por la racionalidad digital, que Han indaga
en el penultimo capitulo de su ensayo, en el que, ante la erosién de la accién comu-
nicativa, recuerda un crucial interrogante formulado por Habermas, es decir “;[c]J6mo
mantener una esfera publica en el mundo virtual de la red descentralizada [...], una
esfera publica con circuitos de comunicacién que incluyan la poblacion?” (Han, 2022,
58). Han explora la perspectiva de los dataistas, segun los que el Big Data y la inteli-
gencia artificial representan un “equivalente funcional de la esfera publica hoy a punto
de desmoronarse” (Han, 2022, 58). En este contexto, “[e]l discurso se sustituye por los
datos [...] [y] el procesamiento algoritmico tiene que incluir a toda la poblacion” (Han,
2022, 58), siendo el algoritmo capaz de escuchar mejor que los humanos, segun los da-
taistas. Los algortimos y su fundamental papel determinan una transformacién, la recio-
nalidad se entrelaza con el aprendizaje y la racionalidad digital se sutituye a la raciona-
lidad comunicativa. La concepcion del individuo que estas dos formas de racionalidad
contemplan es distinta: la libertad individual y la autonomia no encajan con el conduc-
tismo digital de los dataistas. En esta 6ptica, “el comportamiento de un individuo puede

6. Que Han describe, mas especificamente como un mundo caracterizado por la globalizacién y
una hiperculturalizacion de la sociedad que vienen“disolviendo los contextos culturales ylas tradicio-
nes que nos anclan en un comun mundo de vida” (Han, 2002, 51).
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predecirse y controlarse con precision” (Han, 2022, 66), lo cual lleva a la concepcion
de que, equipando a los individuos con socidmetros, se pueda pasar de la mineria de
datos a la mineria de la realidad elaborada por Alex Pentland. De esta forma, gracias a
la disponibilidad de los datos, recordando la perspectiva de Jean-Jacques Rousseau —lo
cual podria espontaneamente inducir al lector a pensar en el Contrato Social-y su con-
cepcién de la racionalidad aritmética, seria posible utilizar un algoritmo para definir la
voluntad general. Los estadisticos serian remplazados por los dataistas, y la voluntad
general se podria identificar librandola de la multitud de las opiniones individuales y
sus conflictos, que suelen por lo contrario alimentar el debate politico en el sistema
basado en los partidos politicos —lo cual no implica la definicién no de la voluntad ge-
neral, sino conlleva la prevalencia de la opinién politica mas fuerte sobre la otra o las
demas-. Byung-Chul Han observa que no es facil conciliar la vision conductista del ser
humano con los principios democraticos. De hecho, “[e]n el universo dataista, la demo-
cracia cede al avance de una infocracia basada en datos y preocupada por optimizar
el intercambio de informacién” (Han, 2022, 69). Ante este escenario, Han recuerda la
respuesta, casi una exhortacion, de Shoshana Zuboff, que se opone “empaticamente”
a la visidn dataista del individuo, invitando los seres humanos a renovar la democracia
preservando la conexién entre la voluntad y los espacios publicos. Necesitamos sentir,
tener consciencia de los que nos estan quitando.

La sensacion de pérdida que el lector percibe alcanza su auge en el ultimo capitulo
de Infocracia, que se adentra en la “Crisis de la verdad”. Se trata, en concreto, de la cul-
minacion del proceso que Han desglosa y analiza minuciosamente en su obra, desve-
lando la profundidad -radical- de la crisis que vivimos y que afecta tan intimamente
la democracia. Se trata, nos advierte Han, de un “nuevo nihilismo [que] se extiende en
nuestros dias” (Han, 2022, 71). Este nuevo nihilismo ya ha superado el nihilismo de los
valores teorizado por Nietzsche, y consiste en el “fruto de las distorsiones patolégicas
de la sociedad de la informacion” (Han, 2022, 71). Han aclara la diferencia que existe
entre las mentiras y las fake news: las mentiras suponen un implicito reconocimiento de
la verdad factica como punto de partida para posteriormente negarla. La negacién de
la verdad que la mentira representa, paradojicamente confirma y refuerza la facticidad
de la verdad; por lo contrario, las fake news la negan, la desestructuran, la manipulan'y
producen una nueva y falsa narracion, un proceso que se complementa con la manipu-
lacién del lenguaje. En efecto, “[I]as noticias falsas no son metiras|, sino] [...] [altacan a la
propia facticidad[,][...] [d]esfactifican larealidad”(Han, 2022, 74). Emblematicamente, en
el ano 2005, The New York Times recurri6 al neologismo truthiness , acufnado por Stephen
Colbert, para describir la crisis de la verdad. Esta expresion se refiere a la verdad como
“impresion subjectiva que carece de toda objetividad, de toda solidez factual” (Han,
2022, 75). Es un proceso que ya se ha podido observar a nivel histérico: Hanna Arendt,
en su obra Los origenes del totalitarismo, dilucidé cdmo estas dinamicas se observan
en Mi lucha de Adolf Hitler; el propio Colbert volvio a utilizar el término truthiness para
dirigirse a su desconfianza en los libros, porque se limitan a los hechos y carecen de
corazon. La desfactificacion, de hecho, no pertenece a la cultura de los libros, sino es
una distorsion patoldgica de la era digital. Para dilucidar la desfactificacién, Han recurre
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también una obra literaria paradigmatica distopica como 7984, donde este proceso sis-
tematico de desfactificacion, ese nihilismo de la verdad se concretizaban en la propia
actividad del Ministerio de la Verdad, donde el empleado y protagonista de la novela
Winston Smith se dedicaba —en las palabras de Han- a este fraude universal, a la mentira
total que también invadia el lenguaje y producia el newspeak.

Con lucidez y con un profundo espiritu critico, Han desglosa y resalta los compo-
nentes de la crisis de la verdad. Pone de relieve que la politica de fake news del Presidente
de Estados Unidos Donald Trump —que el filésofo destaca como figura que suele recurrir
a las noticias falasas para desfactificar la verdad y remplazarla por la truthiness— sélo es
posible en un régimen informativo desideologizado. En concreto, el orden digital su-
prime generalmente la firmeza de lo factico, hasta del ser, al totalizar la productibilidad.

La sociedad de la informacién es una sociedad de la desconfianza y que refuerza la
experiencia de la contingencia: falta, como Han viene progresiva y firmamente afirmando
en su obra, la dimensiéon temporal paulatina y la esfera dialéctica del debate y del inter-
cambio critico de opiniones. Faltan la accién de la comunicaciony la racionalidad comuni-
cativa. La sociedad, de esta manera, esta bien informada pero desorientada y, sin verdad,
se llega a la desintegracién de la sociedad.

Sin embargo, Han no deja al lector sin una perspectiva alternativa. Las paginas fi-
nales de la obra suenan como una concientizacion sobre nuestro papel en la sociedad.
Han recuerda las palabras pronunciadas en su utlima conferencia por Michel Foucault -
que a su vez, se referia al historiador griego Polibio—, en las que resuena una consciencia
profética del advenimiento de la crisis de la verdad. Foucault hizo hincapié en dos con-
ceptos, laparresiay laisegoria:la primera consiste en el coraje de decirlaverdad y supone
la segunda, que se funda en el derecho de todo ciudadano a expresarte libremente. De
todas formas, la isegoria no se identifica simplemente con la libertad de expresién, sino
que va mas alla del derecho constitutcional a tomar la palabray permite a los individuos
decir lo que estiman verdaderamente cierto. De esta manera, destaca Han, la parresia
“obliga a las personas que actuan politicamente a decir lo que es verdad, a preocuparse
por la comunidad, utilizando «el discurso racional, el discurso de verdad»” (Han, 2022,
87). De hecho, la parresia crea comunidad.

Recorriendo algunos pilares del pensamiento filoséfico a través de Platon, Socrates
y Arendt, Han aclara los puntos conclusivos de su obra, una especie de legado para el
lector, una advertencia que no podemos pasar por alto. El filésofo remarca que, en la
democracia, la dynasteia, el ejercicio del poder, no es ciega. Ella necesita mantenerse
conectada con la parresia, lo cual no ocurre en nuestra sociedad. Ni siquiera la filosofia
dice la verdad. Remontando al dominio de los mitos de Platén, Han critica la actual
concepcién —podriamos decir, desviada— de parresia, que se entiende como la libertad
de decir cualquier cosa, incluso las fake news. Ya no existe el régimen de la verdad y, tal
y como ocurre en el mito de la caverna, nadie cree a los que intentan llevar la luz de la
verdad. Ella, la luz de la verdad, se apaga por completo en la caverna digital, que “nos
mantiene atrapados en la informacién” (Han, 2022, 91) y, encima, no existe un exterior
de la caverna de la informacién. En las palabras de Han, el furte ruido de la informacion,
que difumina los contornos del ser, se contrapone a la verdad que no hace ruido. La di-
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vergencia se refiere también a la dimensién temporal: una vez mas se remarca la falta de
duracién de lainformacién, su contingencia. Segun destacé Arendt, en vez, la verdad, la
comunicacion, con su duracion estabilizan la vida. La verdad es un sostén que arespalda
la firmeza del ser, mientras en el “orden digital, la verdad deja paso a la fugacidad del
ser”(Han, 2022, 91).

Las palabras finales de la obra son contundentes y emotivas: “en la sociedad de la
informacion posfactual, el pathos de la verdad no va a ninguna parte. Se pierde en el
ruido de la informcion. La verdad se desintegra en polvo informativo arrastrado por el
viento digital. La verdad habra sido un episodio breve” (Han, 2022, 92).

El lector decide como acoger las palabras de Byung-Chul Han. Puede acogerlas con
resignacion o como un estimulo a expresar su parresia, a tener el coraje de derramar
luz en la caverna digital y contrarrestar la fugaz contingencia de la informacion y la dis-
rupcién de las noticias falsas.

Analizando criticamente la obra de Han, se puede observar que las herramientas a
disposiciéon del lector son multiples: ante todo, el ejecicio de la isegoria para corregir las
patologias de la dynasteia. Los ambitos donde ejercer nuestro coraje de decir la verdad
son varios, y corresponden a las esfera de nuestra vida privada online y de nuestra vida
publica, de citoyens en el mas auténtico sentido que nos ha entregado la Revolucién
francesa. Este es el punto de partida para recuperar una genuina dimension politica,
para volver a ser el dnthropos zoon politikén aristotélico y, para conseguirlo, necesitamos
volver apoderarnos del espacio y del tiempo de la democracia, promover una accién y
una racionalidad comunicativas.

A este respecto, necesitamos no solo un bioestatuto para el ser humano - para tomar
a préstamo la sugerente expresion de Maria Chiara Tallacchini. Necesitamos desarrollar
un bio-psico-estatuto.

Los juristas, a este propdsito, tenemos una responsabilidad particular, que se deriva
del conocimiento del derecho. Infocracia, en esta Optica, representa una valiosa guia
para orientarnos en los complejos tiempos de la era digital y algoritmica.

El ensayo, de hecho, entrega un analisis que se adentra escrupulosamente y con
lucidez en los procesos que nos afectan de una forma holistica: la desmaterializacién
del cuerpo y del ser humano, nuestra proyeccién en una realidad desestructurada y
desfactificada a través de las pantallas. Nos volvemos transparentes, manipulables,
desamparados. Byung-Chul Han, tal y como Hans Christian Andersen en El traje nuevo
del emperador, desvela una verdad que todos miramos pero que nadie realmente ve.
Hemos entregado nuestra libertad y nuestra parresia a la sociedad digital, renunciando
a la libertad de autodeterminarnos, informarnos y desarrollar nuestras propia opniones.
Nos hemos encerrado en burbujas digitales dejando fuera nuestra identidad. En vez de
protegernos, nos hemos encerrado en una celda digital que nos deja desamparados y
gue rompe las conexiénes de la representacién con los demas y con un forum demo-
cratico, un dgora de la democracia.

Las conexiones de Infocracia con el derecho, especialmente el derecho internacional
publico y el derecho de la Unién Europea, son multiples e interesantes. Se refierien pri-
mariamente a la crisis del Estado de Derecho y la crisis de la democracia.
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La concientizacién de la crisis de la verdad que Han nos ofrece en su contundente
ensayo nos proporciona las lentes, que funcionan como la luz platénica -y no como las
gafas de Google- para interpretar y aplicar las herramienas juridicas disponibles y leer
la evoluciéon con la que el derecho se estd enfrentando. Con esta lucidez, para pensar en
algunos paradigmaticos ejemplos, podemos dirigirnos al reciente Convenio Marco del
Consejo de Europa sobre inteligencia artificial, derechos humanos, democracia y Estado
de Derecho, asi como a la Ley de Inteligencia Artificial de la Unién Europea. Ademas,
podemos leer segun una perspectiva renovada el Reglamento General de Proteccion
de Datos y la Law Enforcement Directive.

Los juristas necesitamos colaborar a nivel global, para evitar que las dinamicas info-
craticas sean las protagonistas que redefinen conceptos y categorias de primaria impor-
tancia, como el de soberania, desmaterializado en el ciberespacio y en las interacciones
online. China ya viene demostrando su visién segun la que la proteccion de datos y la
ciberseguridad son una cuestion de soberania y la propia Uniéon Europea ha adoptado
el lenguaje de soberania digital.

Han proporciona las herramientas para prepararnos a responder a estos retos, nos
indica el camino oportuno para evitar que el viento digital siga desintegrando la verdad
y, podemos afnadir, los derechos. Un paso importante es justamente la adopcién del
lequaje de los derechos para contrarrestar la truthiness, la narracion falsa, la manipu-
lacién, asi como la vulneracion del ddyton del ser humano, su intimo nucleo informativo.
La elaboracién de un bio-psico-estatuto que incluya elaboraciones tan avanzada como
los neuroderechos —una valiosa respuesta a las intrusion de las psicopoliticas— es una
solucion viable y necesaria.

La lectura de Infocracia proporciona a los juristas las herramientas necesarias para
enfrentarse con estos retos.

De todas formas, la claridad expresiva que caracteriza el estilo de Han permite al
ensayo dirigirse a una audiencia de lectores amplia y variegada. Infocracia, de hecho,
es una obra relevante para todos los que sean interesados a indagar y comprender la
auténtica esencia de nuestra sociedad y de nuestra actualidad. La obra es breve y &qil, y
sin duda significativa y elocuente.

La aportacién de Infocracia al escenario doctrinal es destacada e innovadora, incluso
pionera, por indagar cuestiones novedosas y de crucial relevancia en nuestra actualidad
segun un enfoque valiente y original. La obra, en efecto, innova y enriquece un esce-
nario que, hasta la fecha, no ha pasado por alto la importancia del advenimiento de las
nuevas tecnologias, la democracia, el Estado de Derecho y los derechos. A este respecto, a
titulo de ejemplo, se pueden recordar Homo videns. La opinion teledirigida y Videopolitica
de Giovanni Sartori, los trabajos de Stefano Rodota (por ejemplo, Una Costituzione per
Internet?, Il diritto di avere diritti, e Il mondo nella rete. Quali i diritti, quali i vincoli), La dittatura
del calcolo de Paolo Zellini o, mas recientemente, Hipnocracia de Jianwei Xun (curiosa-
mente, el filésofo hongkonés ficticio que representa el resultado del experimento llevado
a cabo con dos rogramas de IA por el ensayista y editor italiano Andrea Colamedici, para
desarrollar la teoria segun la que el nuevo régimen de la hipnocracia induce un trance
funcional permanente de la conciencia colectiva a través de la modulacion algoritimica).

246



IUS ET SCIENTTIA « 2025

Reseria del libro: «Infocracia»

Vol. 11 « N° 2 « pp. 237-247

ISSN 2444-8478

Simona Fanni

La originalidad y la actualidad de la obra, que fue publicada en Espafia en el aho 2022,
no solo siguen invariadas sino que aparecen aun mas intensas a la luz de la cronicidad y
de la intensificacién de las dinamicas y de los retos abordados por Byung-Chul Han.

Infocracia, por lo tanto, representa, por su elocuencia y su aportacién, una obra de
recomendada lectura, que podra ser el punto de partida o una oportunidad para pro-
fundizar el conocimiento del pensamiento de uno de los filésofos mas destacados y
thought-provoking de nuestros tiempos.
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