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PALABRAS CLAVE

La progresiva digitalizacion de la vida juridica plantea la necesidad
de repensar el estatuto personal desde la 6ptica del Derecho inter-
nacional privado. Este trabajo propone interpretar la capacidad digi-
tal como una manifestacion evolutiva de la capacidad de obrar, cuyo
ejercicio depende hoy de sistemas tecnoldgicos de identificacién, au-
tenticacion y verificacion electrénica. A partir del marco normativo del
Reglamento (UE) 2024/1183 (elDAS 2.0) y del futuro European Digital
Identity Wallet (EUDI Wallet), se analiza cémo la verificabilidad tecno-
|6gica puede reforzar la tutela de la personay garantizar la efectividad
del consentimiento en entornos digitales transfronterizos. Asimismo,
se examina la utilidad de la residencia electrénica como criterio com-
plementario de conexién para reflejar la integracién digital del indivi-
duo, especialmente en relacién con sujetos vulnerables y con la pro-
teccion de su capacidad de obrar en linea. La investigacion combina
el enfoque conflictual y tecnoldgico para ofrecer una lectura funcional
del estatuto personal en la sociedad digital.
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The article also examines electronic residence as a complementary con-
necting factor, reflecting the person’s digital integration and offering
greater protection for vulnerable users. Combining conflict-of-laws
analysis and technological reasoning, the study proposes a functional
reinterpretation of the personal statute within the digital society.

1. INTRODUCCION

El Derecho internacional privado ha tenido como uno de sus pilares mas estables el
estatuto personal de la persona fisica. Desde la codificacion decimondnica, el articulo
9.1 del Cédigo Civil espanol ha fijado como criterio rector la ley de la nacionalidad, para
regir la capacidad.

Ahora bien, con la digitalizacién se plantea un desafio que no puede ignorarse ante
el desarrollo de sistemas de identidad electroénica, la expansion de la contratacion en
linea y la gestion digital de la vida personal han puesto de relieve que la capacidad de
obrar ya no se despliega solo en entornos fisicos. Debe tenerse en cuenta que gran
parte de nuestra vida juridica, desde la aceptacién de contratos hasta el ejercicio de
derechos fundamentales, se canaliza a través de medios electrénicos. Por ello, la capa-
cidad digital, entendida como la aptitud de una persona, para ejercer validamente de-
rechos y obligaciones en entornos tecnolégicos, emerge como un fenédmeno que exige
ser analizado con la lente del Derecho internacional privado.

La doctrina espanola ha ofrecido bases sélidas para esta reflexion, por ejemplo, los
Profes. Fernandez Rozas y Sanchez Lorenzo han destacado que los puntos de conexion
en DIPrno son categorias cerradas, sino instrumentos que deben adaptarse alos cambios
sociales y tecnoldgicos, siempre con la mira puesta en la tutela efectiva de la persona
(Fernandez y Sanchez, 2024: 210). Asimismo, los Profes. Calvo Caravaca y Carrascosa
Gonzalez han subrayado, por su parte, que la evolucion de los criterios de conexidon
es una constante en la historia del DIPr: el paso del domicilio a la residencia habitual
en la normativa europea constituye un ejemplo paradigmatico de cdmo se introducen
nuevos factores de conexidn para garantizar soluciones mas realistas (Calvo y Carrascosa,
2024:192). También el Prof. Rodriguez Benot defendié que el debate entre nacionalidad
y residencia habitual muestra la plasticidad de las categorias del estatuto personal, que
deben reinterpretarse de acuerdo con la realidad de cada época (Rodriguez, 2010: 186).

En este sentido, la capacidad digital debe entenderse como la prolongacion actual
del estatuto personal en el entorno tecnolégico. Debe tenerse en cuenta que la capa-
cidad de obrar, que clasicamente se concibe como la aptitud para celebrar validamente
actos juridicos, hoy requiere competencias adicionales, vinculadas al uso de tecnologias
de la informacién; pues, no se trata solo de la edad o de la plena capacidad civil, sino
de la alfabetizacion digital minima, para comprender los efectos de consentimientos
electrénicos, el manejo de identidades digitales y el uso de plataformas contractuales,
ya que el estatuto personal no puede concebirse en términos puramente estaticos, sino
como un haz de facultades que se ejercen en un contexto social y tecnolégico deter-
minado (Blanco, 2025: 960).

En este contexto, la tutela de los usuarios vulnerables en entornos digitales exige
que los sistemas de identificacién electrénica integren requisitos de accesibilidad y
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comprensibilidad. La Directiva (UE) 2019/882 sobre requisitos de accesibilidad de los
productos y servicios, junto con las especificaciones de la EUDI Wallet, proporciona un
marco técnico que permite adaptar la presentacion de la informaciéon y los procesos de
firma a las capacidades cognitivas o tecnolégicas de los usuarios. Asi, la verificacién di-
gital no solo actia como mecanismo de identificacion, sino también como instrumento
preventivo frente a vicios del consentimiento derivados de la falta de alfabetizacion o
manipulacion de interfaz.

En este contexto, el objetivo de este trabajo es examinar como el sistema conflictual
espanol y europeo puede y debe evolucionar, para dar respuesta a esa nueva realidad.
Nuestra idea central es que el estatuto personal debe entenderse, a dia de hoy, en clave
evolutiva, incorporando la capacidad digital, como manifestacién actualizada de la ca-
pacidad de obrar. No se trata de inventar una categoria desconectada, sino reconocer
que la capacidad se expresa en un contexto digital, que transforma las condiciones de
ejercicio y verificacion. En esa linea, debe plantearse la posibilidad de una residencia
electrénica (Merchan, 2022: 413) como criterio de conexion emergente, complemen-
tario o auxiliar de la nacionalidad y la residencia habitual, que permita reflejar la inte-
gracion efectiva de las personas en entornos digitales estables.

Este proceso de adaptacién encuentra un respaldo normativo en el marco europeo
de identidad digital con el Reglamento (UE) 910/2014 de 23 de julio de 2014 relativo a
la identificacién electrénica y los servicios de confianza para las transacciones electro-
nicas en el mercado interiory por la que se deroga la Directiva 1999/93/CE (en adelante,
elDAS), y su reforma mediante el Reglamento (UE) 2024/1183, del Parlamento Europeo
y del Consejo, de 11 de abril de 2024, por el que se modifica el Reglamento (UE) n°
910/2014 en lo que respecta al establecimiento del marco europeo de identidad digital
(en adelante, elDAS 2.0). Hablamos de instrumentos, que aunque han sido disenados
como mecanismos de identificaciéon y autenticacion, poseen un evidente alcance con-
flictual y ofrecen certeza probatoria transfronteriza sobre hechos esenciales para de-
terminar la capacidad, tal es asi que los mecanismos de identificacion electrénica cuali-
ficada no alteran directamente las normas de conflicto, pero dotan de mayor densidad
probatoria a su aplicacién (De Miguel, 2020: 78).

Puede observarse que estas normas inciden en aspectos técnicos, pero a la vez re-
fuerzan los puntos de conexidn relevantes para nuestro ambito, pero deben permitir in-
cidir en la referida idea, fundamental, de que lo que esta en juego no esta la sustituciéon
de los criterios tradicionales del Derecho internacional privado, sino su reinterpretaciéon
funcional, en virtud de la era de la digitalizacién.

II. LA CAPACIDAD DIGITAL COMO MANIFESTACION EVOLUTIVA DEL
ESTATUTO PERSONAL

Puede pensarse que la capacidad digital, tal como la vamos a plantear, podria no re-
querir un estatuto propio, sino analizarse funcionalmente dentro del consentimiento;
es decir, falta de alfabetizacién, manipulacién de interfaz, etc. Con ello, seria un pro-
blema de validez del consentimiento, que el sistema ya canaliza a través del art. 13 del
Reglamento Roma |, que combina la lex contractus con la ley personal del incapaz.
En este sentido, el citado articulo ofrece un mecanismo flexible para neutralizar los
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efectos injustos de la incapacidad, en especial, cuando la otra parte conocia o debia
conocer la situacion.

Ademas, también podria indicarse que si de verdad hay una incapacidad para com-
prender o actuar, entonces entraria en juego el art. 9.6 CC, sequndo parrafo, sobre
medidas de apoyo o proteccion regidas por la ley de la residencia habitual. Asi, desde
esta perspectiva, ese precepto ya absorbe la situacion sin necesidad de crear un nuevo
punto de conexion. Este aspecto podria ser cierto, si tenemos en cuenta que el art. 9,6
CC cubre los supuestos de incapacidad estructural o necesidad de apoyo. Ademas, su
referencia a la residencia habitual podria advertirse como ya es un puente factico entre
lo fisico y lo digital.

Ahora bien, la idea de nuestro trabajo va mas alla en el sentido de que, por ejemplo,
un adulto plenamente capaz, pero sin alfabetizacién digital suficiente, que usa una firma
electrénica o realiza transacciones con un simple “clic”. En este contexto, es facil deter-
minar que con seguridad lo hace sin comprensioén real. A este ejemplo, no se le otorga
ningun régimen juridico aplicable, siendo el resultado un consentimiento formalmente
valido, por lo que podria haber un vacio legal, es decir, sabe del consentimiento, pero
no de lo que pasa antes de formarse en la propia plataforma. Un fenédmeno similar se
observa, por ejemplo, en la aceptacion de las denominadas cookies, donde el usuario
presta una conformidad formal sin conocimiento efectivo del tratamiento algoritmico
subyacente. En ambos casos, el ordenamiento reconoce la existencia de consentimiento,
pero ignora la fase previa que garantiza su posibilidad juridica: la capacidad digital.

Aqui es donde abririamos esa tercera categoria, que denominaremos capacidad di-
gital, que no encaja ni en el consentimiento clasico ni en las medidas de apoyo, porque,
sabe para qué sirve el ordenador, pero ;sabe realmente como funciona? En el sentido
software, hardware, algoritmos, etc.

Como puede observarse, aqui es donde surge nuestra propuesta en relacién con la
capacidad digital, que no busca, ni mucho menos, sustituir los regimenes anteriores,
sino introducir un nivel funcional previo, que obliga a evaluar si el sujeto esta en condi-
ciones reales de ejercer sus derechos en el entorno digital. En este sentido, la respuesta
dada por el art. 13 Roma | y el art. 9.6 CC, segun el caso, no de confundirse en nuestro
planteamiento, porque lo que nosotros proponemos no es redefinir la capacidad en abs-
tracto, sino la verificabilidad de la capacidad en entornos tecnolégicos transfronterizos.

De esta forma, no hay duda de que el art. 13 Roma | soluciona la imputacion de co-
nocimiento del incapaz, pero no dice nada sobre cdmo determinar la capacidad digital
misma, ni sobre la ley aplicable a la autenticacién, los metadatos o las pruebas electré-
nicas que acreditan la comprension. Por ello, nuestro planteamiento introduce esa capa
probatoria y técnica que el sistema actual no contemplay, que ademas, debe realizarse
antes que nada.

Ademas, el art. 9.6 CC habla de residencia habitual como concepto espacial. En
cambio, la vida juridica digital puede estar desanclada territorialmente en un contexto
digital, articulada en torno a credenciales electrénicas verificables, como la EUDI Wallet
o carteras de identidad digital, identidad digital cualificada, etc. desarrollada en el
Reglamento 2024/1183 del Parlamento Europeo y del Consejo, de 11 de abril de 2024,
por el que se modifica el Reglamento (UE) n° 910/2014 en lo que respecta al estableci-
miento del marco europeo de identidad digital, por lo que la residencia electrénica, que
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se propondra no contradice el art. 9.6, sino que le da operatividad en contextos donde
la residencia habitual no tiene sentido factico. Tenga en cuenta el lector que cuando se
desarrolla esas credenciales electrénicas verificables es por algo.

En este contexto, habra quienes preserven la coherencia formal del sistema. No obs-
tante, nosotros proponemos una ampliaciéon funcional necesaria, para que el sistema
siga cumpliendo su funcién en la sociedad digital. Asi, frente a la idea conservadora
actual que reconduce capacidad de obrar en un entorno digital al art. 13 Roma l y al art.
9.6 CC, surge esta propuesta en torno al planteamiento de la capacidad digital, que no
pretende sustituir dichos criterios, sino de dotarlos de efectividad en entornos digitales
mediante un nuevo plano de verificabilidad conflictual; es decir, se trata de plantear y
construir la idea de una capacidad digital, que actia como manifestacién contempo-
ranea del estatuto personal, y la residencia electrénica como criterio complementario
de integracion tecnolégica, no territorial.

Debe tenerse en cuenta que el despliegue del Reglamento (UE) 2024/1183, que
establece un marco revisado para la identidad digital europea (elDAS 2.0), situa a la
capacidad de obrar en linea en un nuevo plano de verificacion tecnolégica. El futuro
European Digital Identity Wallet (EUDI Wallet) permitira que los Estados miembros
emitan identidades electrénicas y atestaciones verificables de atributos, edad, repre-
sentacion, cualificacién profesional o condicién de vulnerabilidad, que se reconocen de
forma transfronteriza. Este nuevo entorno técnico redefine el modo en que el Derecho
internacional privado debe abordar la aptitud juridica para actuar en el espacio digital,
trasladando la tradicional comprobaciéon documental al ambito de la certificacién elec-
trénica y de la interoperabilidad tecnoldgica.

En este contexto, en el sistema espanol, el estatuto personal sigue descansando en
la ley de la nacionalidad que en el art. 9.1 del Codigo Civil somete al sujeto su capa-
cidad y estado civil, junto con los “derechos y deberes de familia” y la sucesion. Esta
regla, que ha demostrado una notable resiliencia, articula estabilidad y coherencia en
la proyeccién internacional de la personalidad juridica del individuo, y lo hace incluso
cuando los hechos que exteriorizan la voluntad o la representacion se despliegan hoy
en entornos digitales (Merchan, 2022: 413).

La continuidad del criterio de la nacionalidad es una opcion de politica legislativa
que preserva la unidad del estatuto personal frente a la fragmentacion del trafico trans-
fronterizo y la multiplicacién de espacios de actuacién del individuo, ya sean fisicos y
virtuales. Ahora bien, esa regla no opera sola, ya que el Titulo Preliminar del Cédigo Civil
consagra las ajustes que permiten absorber situaciones complejas: el reenvio (art. 12.2),
la cladusula de orden publico internacional (art. 12.3) y, muy especialmente, la aplicacion
de oficio de las normas de conflicto y la prueba del derecho extranjero (art. 12.6).

Ahora bien, si trasladamos lo anterior a un contexto electrénico: el reenvio pese a su
aplicacién limitada en materia de capacidad, podria reactivarse en contextos de pluri-
nacionalidad digital’, el orden publico internacional se convierte en garantia de tutela

1. Imagine a una persona con doble nacionalidad: espafola y argentina. Segun el art. 9.9 CC, en
caso de doble nacionalidad espanola y extranjera, prevalece la espanola. Por tanto, para su estatuto
personal se aplicaria la ley espafiola. Ahora bien, esa persona desarrolla toda su vida digital en Argen-
tina: Su EUDI Wallet esta anclada en un proveedor argentino, sus credenciales electronicas de resi-
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minima de la persona frente a captaciones del consentimiento por interfaz manipulativa
o ausencia de salvaguardas elementales, por ejemplo, ante la verificacién de edad o de
apoyos en mayores con discapacidad y, por ultimo, la prueba del derecho extranjero, no
s6lo concierne al contenido y vigencia de la ley extranjera designada por la norma de
conflicto, sino también, en su faceta factica, a la realidad técnica de los mecanismos de
identificacion y/o autenticacién utilizados, por ejemplo, y entre otras cosas, a los meta-
datos de firma, sellos de tiempo, logs del prestador de servicios (De Miguel, 2022: 150).

Ante esto, debe, como indica la Prof. Blanco Morales, destacado como una interpre-
tacion dinamica, puede servir en este caso de explicacion, ya que el estatuto personal
no puede concebirse como un atributo estatico, sino como un conjunto de valores que
deben poder ejercerse efectivamente en el contexto en el que se insertan (Blanco, 2025:
960). Esta perspectiva permite comprender la capacidad digital como el estadio actual
de la capacidad de obrar, indispensable para asegurar la efectividad de los derechos en
la sociedad digital. En la misma linea, debe indicarse que la nacionalidad, aunque es un
vinculo estable, no puede convertirse en un obstaculo que impida adaptar el estatuto
personal a nuevas realidades sociales y tecnoldgicas (Espinar y Guzman, 2017: 61).

En este contexto, es cierto que pueden plantearse casos en los que no se pueda re-
currir a la capacidad digital, por ejemplo, como cuando el Reglamento Roma | excluye
expresamente del ambito del instrumento “el estado y la capacidad de las personas
fisicas” (art. 1.2.a), preservando el campo del art. 9.1 CC. Asi, introduce la“incapacidad”
(art. 13) que evita efectos disfuncionales cuando un contrato celebrado por persona
incapaz segun su ley personal pudiera, no obstante, sostenerse si era capaz conforme
a la ley del contrato, salvo que la otra parte conociera o debiera conocer la incapa-
cidad (Guzman, 2023, 215). En la contratacién electrénica transfronteriza, donde el
consentimiento se forma a través de secuencias técnicas, con autenticaciones elec-
tronicas y soportes probatorios digitales, el art. 13 opera como mecanismo de cierre
que combina la lex contractus con un estandar de imputacion cognoscible a la con-
traparte. De esta manera, no se sustituye la ley de la nacionalidad, se modula su inci-
dencia practica en favor de la seqguridad del trafico sin sacrificar la tutela de la persona
(Calvo y Carrascosa, 2018, 205).

A partir de aqui, debe observarse que la jurisprudencia del TJUE confirma que el
Derecho internacional privado es capaz de introducir criterios evolutivos o criterios
funcionales bien cuando las categorias tradicionales resultan insuficientes o cuando la

dencia, edad y firma digital se expiden en Argentina, la mayor parte de sus relaciones contractuales
electrénicas (banca digital, seguros, plataformas de trabajo) se realizan en ese pais. Si un juez espafol
aplica la ley nacional (Espafa), podria encontrarse con un vacio: la ley espanola designa la capacidad
por la nacionalidad, pero los actos juridicos de esta persona se ejercen casi exclusivamente a través
de infraestructuras digitales reguladas por la ley argentina.

En este ejemplo, debe tenerse en cuenta que el reenvio en materia de capacidad ha sido tradicio-
nalmente de aplicacién muy restrictiva, por lo que el ejemplo propuesto debe entenderse ad caute-
lam, como hipotesis ilustrativa y no como regla general de reenvio.

Aqui el reenvio entra en juego: el art. 12.2 CC admite el reenvio de primer grado, la ley espafola (de-
signada como ley de la nacionalidad) podria reenviar a la ley argentina en la medida en que los actos
de capacidad digital de esta persona estén insertos en un ecosistema juridico- tecnolégico argentino.

Esto permite que la persona no quede atrapada en un estatuto personal desconectado de su vida
digital real.
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tutela de la persona asi lo requiere, por ejemplo, en los casos eDate Advertising? donde
el tribunal introdujo el criterio del “centro de intereses” de la victima en materia de di-
famacién online, superando la rigidez de la lex loci damni, o en Peter Pammer contra
Reederei Karl Schliter GmbH & Co. KG y Hotel Alpenhof GesmbH contra Oliver Heller?,
donde el tribunal elaboré la nocion de“actividad dirigida” en la contratacion electrénica,
garantizando la proteccion del consumidor en su residencia habitual. Asimismo, en
Verein fur Konsumenteninformation?, el TJUE declar6 ineficaz una cldusula de eleccion
de ley que privaba al consumidor de la proteccién imperativa de su residencia habitual.

En este marco, la capacidad digital debe entenderse como una categoria evolutiva,
ya que un individuo puede ser mayor de edad y plenamente capaz segun su ley per-
sonal, pero carecer de capacidad digital, y con ello sin competencias digitales minimas,
para comprender los efectos de actos concluidos en linea. Esa brecha genera una“inse-
guridad” (Sartor, 2006) que las empresas tecnoldgicas pueden explotar mediante inter-
faces enganosas o clausulas predispuestas. Es comun que la doctrina sobre consumo
digital haya identificado los sistemas de inteligencia artificial como mecanismos que
aprovechan la falta de alfabetizacién digital para inducir al consentimiento (Sartor,
2020), por lo que si la capacidad digital se reduce a un simple instrumento probatorio,
se corre el riesgo de consolidar esta problematica y de dejar sin proteccidon a sujetos
formalmente capaces pero materialmente vulnerables (Helberger, 2021, 145-163).

Por ello, los riesgos de concebir la capacidad digital en un plano meramente pro-
batorio, como se comentd en su momento “la residencia electronica y la capacidad di-
gital no deben relegarse a un plano instrumental, sino que deben considerarse criterios
con entidad propia para determinar la ley personal en la sociedad digital” (Merchan,
2022,413-441). Mantenerla como dimensién auxiliar equivale a negar su contenido sus-
tantivo, lo que favorece a las grandes plataformas y deja desprotegidos a quienes mas
requieren tutela. Por lo que nuestro sistema de DIPr no puede limitarse a registrar la
validez formal de una firma electrénica, sino que debe preguntarse si el sujeto tenia la
capacidad digital efectiva para comprender el alcance de su acto en linea.

La legislacién europea sobre identidad digital refuerza este diagndstico, puede verse
en el Reglamento elDAS de 2014 y su reforma a través del Reglamento (UE) 2024/1183,
donde se crea una infraestructura de confianza transfronteriza, con firmas electrénicas
cualificadas, sellos de tiempo, carteras de identidad digital (EUDI Wallet) y atestaciones
de atributos. A través de estos instrumentos se puede verificar con certeza hechos
esenciales para la capacidad como la edad, nacionalidad, residencia, representaciéon
0 apoyos en caso de discapacidad. En este sentido, puede observarse como los me-
canismos de identificacion electronica no alteran directamente la ley aplicable, pero
transforman radicalmente la manera en que se aplican las normas de conflicto, al dotar
de una densidad probatoria inédita a los elementos personales del trafico juridico (De
Miguel, 2020, 78).

2. STJUE de 25 de octubre de 2011 asuntos C-509/09 y C-161/10, ECLI:EU:C:2011:685, apartados
48y 49.

3. STJUE de 7 de diciembre de 2010, asuntos C-585/08 y C-144/09, ECLI:EU:C:2010:740, apartados
81y 83.

4. STJUE de 28 de julio de 2016, asunto C-191/15, ECLI:EU:C:2016:612, apartados 71y 72.
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El Tribunal Supremo’ ha insistido en que la capacidad de obrar debe analizarse en
conexion con la proteccion de menores y personas con discapacidad, aplicando con
flexibilidad el art. 9.1 CC; pues, la digitalizacién plantea retos equivalentes si tenemos
en cuenta a personas que tienen plena capacidad de obrar, pero no poseen capacidad
digital suficiente para desenvolverse en un contexto electrénico, lo que nos debe llevar
al reconocimiento expreso de la capacidad digital como exigencia de tutela coherente
con la evolucién del estatuto personal, sin ser reducida a una funcién probatoria, sino a
una dimensién sustantiva del estatuto personal que debe ser reconocida como tal en el
marco del DIPr. De esta manera, el art. 9.1 CC sigue siendo la norma de referencia, pero
su aplicacion debe interpretarse evolutivamente, a la luz del contexto tecnolégico y de
los instrumentos normativos europeos.

III. VERIFICABILIDAD TECNOLOGICA Y PARAMETROS DE EJERCICIO DE
LA CAPACIDAD DIGITAL

La construccion dogmatica de la capacidad digital exige partir de una delimitacion
conceptual clara (Hildebrandt, 2016, 1-30). En este sentido, si la capacidad de obrar,
como hemos dicho anteriormente, se ha definido como la aptitud de la persona para
realizar validamente actos juridicos, bajo su ley personal (art. 9.1 CC), en un contexto
electrénico debe pensarse cuando el ejercicio de los actos juridicos se traslada a ese
entorno, a través de la identidad electrénica y métodos de identificacién, autenticacién
y verificacién electrénica, que no estaban presentes en la concepcion tradicional de la
capacidad (Merchan, 2017).

En ese sentido, en nuestra opinion, la capacidad digital debe entenderse como la
aptitud de la persona para celebrar validamente actos juridicos en entornos digitales,
mediante instrumentos electrénicos de identificacidon y autenticacioén, y bajo condi-
ciones que garanticen tanto la validez formal como la comprension material de las con-
secuencias del acto ya que no se trata de un nuevo estatuto personal desligado de la
ley de nacionalidad, sino de la expresion actualizada de la capacidad de obrar en el
contexto tecnolégico contemporaneo.

Este concepto, desde nuestro punto de vista, presenta una doble dimensién: a) la
funcional, que se proyecta en la practica del trafico electrénico: contratacién en linea,
otorgamiento de poderes digitales, participacion en plataformas colaborativas, acceso
a servicios financieros y sanitarios electronicos; b) la juridico-conflictual, en la medida
en que plantea el problema de determinar qué ley rige la validez de tales actos y como
deben aplicarse los correctores del sistema conflictual a hechos tecnolégicos.

3.1. Lafuncionalidad de la identificacion, autenticacion y comprension
digital

Esta dimensién funcional requiere la actuacion de la persona en entornos electronicos
que requieren identificacion, autenticacidén y, en su caso, representaciéon digital, y en

5. STS, 14 de julio de 2010, RJ 2010/4949, ECLI, ES:TS:2010:4312.
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los que la prueba de tal ejercicio descansa en credenciales y registros electronicos. Esta
nocion exige separar nitidamente:

1) Capacidad juridica y de obrar, que se rige por la ley de la nacionalidad (art. 9.1
CQ).

2) Competenciaoalfabetizacion digital, determinado por el nivel de aptitud técnica
0 cognitiva; no es una categoria de DIPr, pero su déficit puede relevan-tizar la
tutela.

3) Identidad y medios electrénicos: instrumentos regulados a nivel de la Unién
(elDAS 2014 y su marco reforzado por el Reglamento (UE) 2024/1183 sobre
identidad digital europea), que proporcionan mecanismos de identificacion/
autenticacion (incluida la cartera europea de identidad digital) y atestaciones
de atributos; son soportes probatorios del ejercicio, no el estatuto aplicable.

Desde esta perspectiva funcional, la capacidad digital se posiciona en torno a tres
elementos:

1) Laidentificacién digital del sujeto permite atribuirle juridicamente un acto en el
entorno electrénico. El Reglamento elDAS 2014, y en mayor medida su reforma
de 2024, garantizan que los sistemas de identificacién electrénica notificados y
las credenciales reconocidas tengan eficacia transfronteriza. Estos instrumentos
de identidad digital constituyen la base para el ejercicio de la capacidad digital.
Posteriormente, la firma electrénica operara como mecanismo de autenticacién
y prueba del consentimiento, dotada de equivalencia funcional con la firma ma-
nuscrita en todos los Estados miembros.

2) Laautenticaciéon, entendida como el proceso por el que se confirma que el acto
fue realmente realizado por el sujeto, lo cual adquiere relevancia en contextos
de suplantaciéon de identidad digital.

3) La comprensién material de los efectos del acto, que se vincula a la alfabeti-
zacion digital minima del usuario y a la prohibicion de practicas empresariales
que induzcan a error o manipulen la voluntad,

La jurisprudencia europea, referida anteriormente, ofrece ya parametros de verifica-
bilidad de esta capacidad, por ejemplo, en Peter Pammer contra Reederei Karl Schliter
GmbH & Co. KG y Hotel Alpenhof GesmbH contra Oliver Heller (C-585/08 y C-144/09),
el TJUE sostuvo que la mera accesibilidad de un sitio web no basta para determinar la
actividad dirigida, siendo necesario un conjunto de indicios objetivos (idioma, divisa,
referencias a clientes extranjeros)®. Esa logica puede trasladarse a la capacidad digital,
en el sentido de que no basta con que exista una formalidad electrénica (firma o clic),
sino que debe verificarse un haz de elementos que acrediten la comprensién real del
acto por parte del usuario. Ademas, en Verein flir Konsumenteninformation (C-191/15),
el Tribunal declaré que una clausula de eleccion de ley predispuesta que induce al con-
sumidor a creer que solo se aplica la ley de la sede de la empresa es abusiva, lo que
evidencia que la tutela de la parte débil requiere no solo formalidad probatoria, sino
efectividad material’.

6. Apartado 81.
7. Apartado 72.
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La revision del Reglamento elDAS introduce el European Digital Identity Wallet (EUDI
Wallet) como un instrumento de identificacion y autenticacién cualificada que admite la
incorporacion de atestaciones de atributos verificables. Mediante este sistema, los ciu-
dadanos podran acreditar datos relativos a su edad, representacién, capacidad juridica
o cualquier otra circunstancia relevante para la celebracién de actos juridicos electré-
nicos. Tales atestaciones, expedidas por autoridades o entidades certificadas conforme
a la ley nacional del titular, operan como un elemento probatorio transfronterizo que
refuerza la aplicacién de la lex personalis.

Desde la perspectiva del Derecho internacional privado, esta infraestructura tecno-
l6gica convierte la capacidad digital en un hecho verificable ex ante. Permite, ademas,
garantizar que las limitaciones derivadas de la edad o de una medida de apoyo sean
conocidas y respetadas automaticamente por los prestadores que interactdan en linea.
De este modo, la dimension técnica de elDAS 2.0 contribuye indirectamente a la tutela
de la parte débil, sin alterar los criterios clasicos de conexidn ni los principios de segu-
ridad juridica y confianza mutua.

3.2. LA CONFLICTUALIDAD DE LA LEX PERSONALIS Y ESTANDARES
TECNICOS

Como hemos comentado el estatuto personal debe interpretarse en términos dina-
micos, como un conjunto de facultades ejercitables en el contexto social y tecnolégico
vigente (Blanco, 2025, 960-963) y que los instrumentos de identificacion electrénica
cualificada no modifican directamente las normas de conflicto, pero si transforman ra-
dicalmente la manera en que se aplican, al dotar de una densidad probatoria inédita
a los elementos personales del trafico juridico (De Miguel, 2020, 82). Ademas, la capa-
cidad digital y la residencia electrénica no deben relegarse a un plano probatorio, sino
qgue deben reconocerse como criterios con entidad propia en la determinacion de la ley
personal en el entorno digital (Merchan, 2022, 413-441).

En este contexto, deben observase pardmetros de verificabilidad, que podran ser, de
orden técnico, que se llevara a cabo a través de la fiabilidad de la identidad electrénica,
la integridad de los registros de autenticacion, de los sistemas de gestion de la iden-
tidad electrdnica, la firma electrénica, normalmente, cualificada, la existencia de sellos
de tiempo vinculados a la actuacion y la emisién de atestaciones electrénicas de atri-
butos verificables; y los de orden juridico, que se observaran a través del cumplimiento
de estandares normativos como los previstos en el Reglamento eIDAS 2.0, la obser-
vancia de las normas de proteccién de consumidores y la garantia de accesibilidad para
personas con discapacidad digital. La conjuncion de ambos planos permite establecer
si una persona ha ejercido validamente su capacidad digital y, en consecuencia, si el
acto celebrado es juridicamente vinculante (Merchan, 2022, 1386-1411).

Por otro lado, si bien el encaje de la capacidad debe observarse que el art. 9.1 CC
remite a la ley nacional como conexion determinante, esa remision debe interpretarse
en un contexto digital. De esta forma, si nos situamos en el art. 13 del Reglamento
Roma | se ofrece flexibilidad; pues, esta norma, que en su momento buscé equilibrar
la proteccién de la persona con la seguridad del trafico, lo que cobra una relevancia re-
novada en entornos digitales, ya que, por ejemplo, la cognoscibilidad de la incapacidad
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puede depender de senales electrénicas verificables, como la atestacién de edad en
una cartera digital (Calvo y Carrascosa, 2018, 215). En este contexto, la capacidad digital
se convierte aqui en un elemento esencial para aplicar la norma de conflicto de manera
realista (Novelli; Floridi; Sartor, 2024).

Si nos situamos en el orden publico internacional espanol, entendido en clave digital,
impediria aplicar una ley personal que admitiera la validez de actos electrénicos cele-
brados por menores sin garantias de verificacién. El reenvio, tradicionalmente residual
en capacidad, podria activarse en contextos de plurinacionalidad digital, como ya hemos
dicho mas arriba, cuando la vida electrénica del individuo esta radicada en un Estado
distinto al de su nacionalidad formal, y respecto a la prueba del derecho extranjero se
exige integrar los instrumentos digitales, como parte de la acreditacion de la capacidad.

Si hacemos un breve estudio de la doctrina comparada, se puede observar la nece-
sidad de este reconocimiento, por ejemplo, en el Informe Explicativo al Convenio de
La Haya de 1996, donde se insistio en que la residencia habitual debia entenderse de
manera factica y evolutiva, como un concepto abierto que reflejara la integracion real
del menor en un medio social (Lagarde, 1996, 40-41). De esta forma, se ha argumentado
que la localizacién en Internet no puede reducirse a coordenadas territoriales, sino que
exige criterios funcionales como el mercado objetivo o la identidad digital del usuario
(Svantesson, 2021, 87-90).

IV. LA EUDI WALLET Y LAS ATESTACIONES ELECTRONICAS COMO
SOPORTE DE LA CAPACIDAD DIGITAL

Como sabemos, el art.9.1 CCsigue remitiendoalaley nacional, pero suaplicacion practica
se ve condicionada por el hecho de que la capacidad se ejerce crecientemente mediante
instrumentos electrénicos. El otorgamiento de consentimientos en linea, la celebracién
de contratos electrénicos, la aceptacion de clausulas predispuestas en plataformas di-
gitales o la creacion de identidades electronicas constituyen supuestos donde la capa-
cidad de obrar se proyecta en entornos que el legislador de 1889 no podia imaginar.

No obstante, debe tenerse en cuenta que los puntos de conexidén no son inmutables,
sino que evolucionan en funcién de las transformaciones sociales, tal y como ha des-
tacado, entre otros, el Prof. Rodriguez Benot, que el debate entre nacionalidad y resi-
dencia habitual muestra que los criterios de conexién en materia de estatuto personal
no son inmutables, sino que responden a factores histéricos y sociales que condicionan
su eleccion y aplicaciéon (Rodriguez, 2010, 186-202).

En este contexto, igual que en el pasado se transité del domicilio a la residencia ha-
bitual (Rodriguez, 2024, 150y 195), hoy resulta necesario reconocer que la nacionalidad
dialogue con elementos digitales, que condicionan el ejercicio efectivo de la capacidad,
concretamente, la digital para que se convierta, asi, en un elemento indispensable, para
dar sentido a la aplicacion de la ley nacional en contextos electrénicos.

En materia de capacidad de menores, como hemos dicho, el Tribunal Supremo?® ha
insistido en que la proteccidn de su interés superior debe prevalecer en la aplicacién del

8. STS, 14 de julio de 2010, RJ 2010/4949, ECLI, ES:TS:2010:4312.
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art. 9.1 CC. Esa misma l6gica debe trasladarse al entorno digital: no basta con declarar
gue un sujeto es mayor de edad conforme a su ley nacional, sino que es preciso garan-
tizar que posee la capacidad digital suficiente para comprender el alcance de sus actos
electrénicos. Por ello, el art. 9.1 CC no puede aplicarse de forma mecanica, sino en clave
teleolégica, asegurando la efectividad material de la tutela de la persona.

En el plano europeo, ya hemos comentado que el Reglamento Roma | excluye ex-
presamente la capacidad de su ambito (art. 1.2.a), pero introduce una prevision decisiva
en el art. 13, que buscaba evitar resultados injustos en la contratacion internacional.
Esta cuestién cobra hoy un nuevo sentido en entornos digitales, ya que permite ad-
vertir un paralelismo metodoldgico en relacién a la capacidad digital, que permitiria in-
tegrarla en la l6gica conflictual no como un criterio auténomo, sino como un elemento
factico que permite aplicar con mayor realismo la nacional o la lex contractus (Calvo y
Carrascosa, 2024, 499). Si se dispone de informacion suficiente para conocer la falta de
capacidad digital del usuario, por ejemplo, mediante sistemas de verificacion de edad o
alertas sobre accesibilidad, no podra ampararse en la validez formal del consentimiento
electrénico (Hildebrandt, 2018, 193-204).

Por su parte, el Reglamento Roma |, aunque se centra en obligaciones extracon-
tractuales, plantea también cuestiones de capacidad indirectas. La exclusion de los de-
rechos de la personalidad (art. 1.2.g) ha generado problemas en materia de difamacion
online, donde el TJUE ha respondido mediante el criterio del centro de intereses en el
asunto eDate Advertising®. Esa evolucion jurisprudencial muestra que el Derecho de la
Unidn es sensible a la necesidad de adaptar los puntos de conexion a la realidad digital.
En el ambito de la capacidad, aunque aun no exista un equivalente normativo, la l6gica
es la misma con relacién a los criterios clasicos deben reinterpretarse a la luz del con-
texto tecnoldgico (Fernandez y Sanchez, 2024, 217).

La legislacién europea sobre identidad digital contribuye de forma decisiva a esta
reinterpretacion con el Reglamento elDAS 2.0 que con sus mecanismos de elD per-
miten acreditar con eficacia hechos esenciales para la capacidad. De ahi que el encaje
conflictual de la capacidad digital deba entenderse en términos de continuidad y evo-
lucién. Continuidad, porque la ley nacional determinada por el art. 9.1 CC sigue siendo
el punto de partida indiscutido y evolucion, porque esa ley debe aplicarse de manera
que incorpore los parametros de verificabilidad digital y las exigencias de tutela de la
persona en entornos electronicos. Por ello, la capacidad digital no puede reducirse a un
mero auxilio probatorio, sino que debe ser reconocida como manifestaciéon contempo-
ranea del estatuto personal, con implicaciones en la determinacion de la ley aplicable
(Merchdn, 2022, 413-441).

Por tanto, la ley aplicable a la capacidad en el sistema espanol y europeo refleja una
tension entre estabilidad y cambio, ya que se manifiesta en la continuidad del art. 9.1 CC
y en laresistencia de la ley nacional y, ademas, se aprecia en la necesidad de proyectar la
capacidad en entornos digitales, mediante parametros de verificabilidad que aseguren
la efectividad del consentimiento y la tutela de la persona.

El estatuto personal no se fragmenta, pero evoluciona en funciéon del contexto
(Rodriguez, 2024, 195) y, hoy, ese contexto es la sociedad digital. Reconocer la capacidad

9. Apartado 49.
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digital como evolucién contextual de la capacidad clasica permite reforzar la coherencia
del sistema conflictual y garantizar la proteccién de la persona en un entorno transfron-
terizo crecientemente mediado por la tecnologia.

V. LA RESIDENCIA ELECTRONICA COMO CRITERIO EMERGENTE DE
CONEXION Y TUTELA DE PERSONAS VULNERABLES

El reconocimiento de la capacidad digital como manifestacion evolutiva del estatuto
personal plantea inevitablemente la cuestiéon de cobmo articular un criterio de conexién
gue permita identificar de manera adecuada la ley aplicable. La nacionalidad, consa-
grada en el art. 9.1 CC, como regla general, asegura la unidad y estabilidad del estatuto
personal, pero en muchos supuestos no refleja el centro real de integracién digital de la
persona (Garcimartin, 2022, 168).

La residencia habitual, ampliamente utilizada en instrumentos de la Unién Europea,
se aproxima mas a esa idea de integracion, pero sigue vinculada a parametros esencial-
mente fisicos y territoriales (De Verda, 2022). Aqui aparece la nocién de residencia elec-
trénica ofrece una utilidad especifica, ya que permite determinar la ley aplicable a la ca-
pacidad digital, sobre la base de la integracién tecnoldgica y social del individuo en un
ecosistema digital concreto, verificable mediante instrumentos normativos y técnicos.

El punto de partida es que la residencia electrénica no sustituye a la nacionalidad,
ni a la residencia habitual, sino que debe funcionar como criterio complementario des-
tinado a capturar realidades que los demas criterios no alcanzan (De Miguel, 2022, 151).
De la misma manera que la residencia habitual se impuso en convenios y reglamentos
internacionales, como evolucion del domicilio, la residencia electrénica puede perfi-
larse como un criterio apto, para reflejar la realidad de individuos, que desarrollan su
vida juridica fundamentalmente en entornos digitales. No se trata de una categoria pu-
ramente metafdrica, sino de un criterio con utilidad practica, especialmente en materia
de capacidad.

La utilidad de la residencia electrénica se manifiesta en tres planos que describi-
remos a continuacién: determinacion del estatuto personal en supuestos de movilidad
geografica y laboral, tutela de sujetos vulnerables en entornos digitales y coherencia
probatoria derivada de los instrumentos de identidad digital.

En un mundo marcado por la movilidad geografica y laboral, no son pocos los in-
dividuos cuya vida fisica transcurre de manera fragmentaria en distintos Estados, sin
llegar a consolidar una residencia habitual en ninguno de ellos. Pensemos en traba-
jadores virtuales, denominados nédmadas digitales (Goerlich, 2023), que trabajan para
empresas con sucursales en varios paises o en profesionales, que desarrollan su acti-
vidad de manera casi exclusiva en plataformas digitales, prestando servicios a clientes
de multiples jurisdicciones (Koskela, 2024). En tales casos, la residencia habitual resulta
dificil de fijar conforme a los parametros tradicionales de integracion social, aunque
estos sujetos suelen contar con una identidad digital estable, gestionada a través de un
proveedor cualificado en un Estado concreto, donde concentran sus relaciones electro-
nicas y donde se expiden sus credenciales verificables. En estos supuestos, nos encon-
tramos con un supuesto claro de residencia electrénica, que puede constituir un punto
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de conexidn mas realista que el domicilio o la residencia habitual, porque refleja el ver-
dadero centro de vida digital de la persona.

Por otro lado, la residencia electrénica tiene una utilidad destacada para la pro-
teccidén de personas vulnerables; pues, la capacidad digital no puede reducirse a un
plano meramente probatorio, porque hacerlo invisibiliza la brecha tecnoldgica que pa-
decen muchos individuos. La residencia electrénica permite que la ley aplicable a la
capacidad se determine atendiendo al lugar donde se encuentra la infraestructura tec-
noldgica, que soporta la identidad digital del sujeto. De esta forma, si un menor o una
persona con discapacidad digital utiliza una cartera de identidad digital emitida en un
Estado miembro, sera razonable aplicar la ley de ese Estado a efectos de su capacidad
digital, en la medida en que es alli donde se concentran los mecanismos de verificacién
y tutela. Con ello, la residencia electrénica se convierte en una herramienta para reforzar
la proteccién de la parte débil, alineandose con la l6gica del art. 6 Roma | en materia de
consumidores y con el orden publico internacional espanol (art. 12.3 CC).

Ademas, la residencia electrénica aporta coherencia probatoria, si nos situamos en
la infraestructura creada por el Reglamento elDAS 2.0 que, como se ha dicho, permite
verificar de forma objetiva elementos clave, como los que hemos determinado. Esa veri-
ficabilidad transfronteriza hace que la residencia electrénica no sea una ficciéon, sino un
criterio apoyado en datos constatables, ofreciendo una base objetiva para determinar
la ley aplicable a la capacidad digital.

En este sentido, la doctrina espanola también ha apuntado hacia esta direccion,
la Prof. Blanco-Morales ha destacado que el estatuto personal debe interpretarse de
manera dindmica, como un haz de facultades ejercitables en contextos distintos, in-
cluidos los tecnoldgicos (Blanco, 2025, 960-963), y el Prof. Rodriguez Benot ha subrayado
que los puntos de conexidn responden a condicionantes historicos y sociales, y que
no cabe descartar su reformulacién en funcion de nuevas realidades (Rodriguez, 2010,
186-202). A ello cabe anadir que la residencia electrénica puede y debe constituir un
criterio de conexiéon adecuado, para determinar la ley personal en entornos digitales,
en la medida en que refleja la verdadera integracion del individuo en un ecosistema
juridico-tecnoldgico (Merchan, 2022, 13-441).

Por supuesto, la propuesta no estd exenta de riesgos y manipulacion estratégica
que podria dar lugar a fendmenos de forum shopping digital, en el que un individuo
podria elegir un proveedor de identidad en un Estado con legislacién mas favorable
para eludir las exigencias de su ley nacional. Ahora bien, este riesgo puede mitigarse
mediante estandares técnicos robustos y criterios de vinculacién objetiva, como la per-
sistencia en el uso de la identidad digital, la concentracion de relaciones juridicas bajo
un mismo proveedor y la existencia de vinculos sociales con el Estado de expedicion.
En este sentido, la residencia electronica debe configurarse de forma semejante a la re-
sidencia habitual: como un concepto factico, susceptible de valoracidén caso por caso, y
no como una simple declaracién formal.

Con todo lo anterior, puede observarse que la residencia electrénica ofrece una uti-
lidad concreta y diferenciada, para determinar la capacidad digital, ya que aporta un
criterio que refleja la integracion tecnoldgica real del sujeto, refuerza la proteccién de la
parte débil y se apoya en parametros verificables, gracias a los instrumentos normativos
de la Unién Europea.
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La incorporacién de la residencia electrénica al sistema conflictual no supone una
ruptura con la tradicion, sino continuidad en la evolucién historica del estatuto per-
sonal del domicilio a la residencia habitual y, de ésta, a la residencia electronica en la
sociedad digital. Su reconocimiento permitiria dotar de coherencia al estatuto personal
en entornos digitales, reforzar la tutela de la persona y garantizar la seguridad juridica
en un trafico transfronterizo, cada vez mas mediado por la tecnologia.

VI. CONCLUSIONES

La evolucién del estatuto personal demuestra que los criterios de conexién en Derecho
internacional privado no son categorias inmutables, sino instrumentos moldeables en
funcién de la realidad social y tecnolégica de cada época. En este marco, la capacidad
digital debe concebirse como la manifestacién actualizada de la capacidad de obrar,
indispensable para garantizar la efectividad de los derechos en un entorno creciente-
mente mediado por tecnologias de identificacién, autenticacion y verificacion. Debe
incidirse en la idea de que no se trata de un estatuto auténomo, pero tampoco de un
simple auxiliar probatorio, sino de una dimensidn sustantiva del estatuto personal.

Elart. 9.1 CC, que remite a la ley nacional, conserva su vigencia como eje vertebrador,
pero su aplicacion exige una lectura dinamica, capaz de incorporar los parametros de
verificabilidad digital y de responder a situaciones de vulnerabilidad derivadas de la
brecha tecnoldgica. La jurisprudencia europea ha mostrado que el Derecho interna-
cional privado evoluciona, para garantizar tutela material y no meramente formal, y
este impulso debe guiar la integracion de la capacidad digital en nuestro sistema.

La propuesta de una residencia electrénica, como criterio emergente de conexion,
aporta utilidad practica alli donde la nacionalidad o la residencia habitual resultan in-
suficientes, por ejemplo, en casos de alta movilidad, sujetos cuya vida juridica se desa-
rrolla fundamentalmente en linea o personas vulnerables cuya identidad digital se ges-
tiona bajo infraestructuras normativamente robustas. Ahora bien, aun reconociendo el
riesgo de forum shopping digital, la residencia electrénica puede configurarse como un
criterio verificable y estable si se apoya en estandares técnicos europeos como la EUDI
Wallet y las atestaciones electronicas de atributos.

Tanto el legislador espafiol como el europeo deberian asumir que la capacidad di-
gital y la residencia electrénica son ya realidades juridicas en construccion. Esta cuestion
no significa renunciar a la tradicién de la ley nacional, sino reconocer que su aplicacion
practica debe ajustarse a la vida juridica, que se ejerce mayoritariamente en entornos
digitales. Asi, la capacidad digital y la residencia electronica no son categorias retéricas,
sino expresiones de una evolucion inevitable del estatuto personal.

Finalmente, debe destacarse que la capacidad digital actia como condicion previa
de validez de cualquier manifestacion de voluntad, en entornos electrénicos. Por ello,
debe observarse que no se trata de calificar el consentimiento otorgado, sino de deter-
minar si el sujeto se hallaba en condiciones de comprender y valorar juridicamente el
acto, en el entorno tecnoldgico en que éste se produce. Desde esta perspectiva, la ope-
ratividad practica de la capacidad digital puede sintetizarse de tal manera que cuando
el sujeto carece de la alfabetizacion o competencia tecnolégica minima, para desen-
volverse en un entorno digital determinado, no puede hablarse de consentimiento
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valido, ya que la falta la capacidad digital necesaria para formarlo no puede ser un vicio
de voluntad, sino una carencia estructural de aptitud. Con ello, debe apreciarse que
la referencia a la alfabetizacién o la competencia se hace al componente o requisito
factico o técnico, que describen el nivel de habilidad o conocimiento tecnolégico de
una persona. Por otro lado, la capacidad digital la categoria juridica, referida a la aptitud
legalmente reconocida, para ejercer derechos y obligaciones en entornos digitales, es
decir, es su traduccion juridica dentro del estatuto personal.

Con todo lo analizado en este trabajo, conviene indicar que lo que esta en juego
no esta la sustitucidon de los criterios tradicionales del Derecho internacional privado,
sino su reinterpretacion funcional en virtud de la era de la digitalizacién. La residencia
electronica, entendida como el lugar de anclaje juridico-digital desde el que un sujeto
actua de forma estable y con efectos juridicos, podria convertirse en un criterio adi-
cional, capaz de aportar coherencia a litigios transfronterizos nacidos en entornos di-
gitales. Asi pues, no se trata de inventar un nuevo Derecho internacional privado, sino
de profundizar en el trafico juridico-informatico para garantizar que los principios de
previsibilidad, justicia y cooperacion sigan operativos en un contexto digital.

Ademas, el desarrollo de la EUDI Wallet refuerza la dimension probatoria del estatuto
personal, al posibilitar una verificacion técnica de los atributos relevantes para la capa-
cidad de obrar digital (edad, representacion, medidas de apoyo, etc.). Esta arquitectura
técnica contribuye a la tutela efectiva de las personas vulnerables en entornos electré-
nicos transfronterizos, al permitir una identificacién segura y comprensible sin alterar
los puntos de conexién tradicionales del Derecho internacional privado.
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